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6. Integration
6.4 5G-RG and SMF requirements 
The following requirements for the 5G RG and the SMF have been derived:
1) 1.The 5G RG MUST support NAS signaling as well as other parameters required to identify the 5G RG and the services it is expecting from the network:
1. The 5G RG MUST use the S-NSSAI configured by the network or the S-NSSAI received over NAS from the network to identify itself as requiring a 5G RG type of service. The S-NSSAI may be used by the network to identify a Fixed Access service.
2. The 5G RG MUST use the 5G GUTI (global unique temporary identifier) received over NAS to identify itself in the network and provide this information in association with initial NAS signaling sent to the network.

For a 5G RG working in L3 mode:
1. The 5G-RG SHOULD support WAN side DHCPv4 for addressing and configuration of PDU sessions.
2. The 5G-RG MUST support SLAAC for PDU session addressing.
3. The 5G-RG MUST support stateless DHCPv6 in the WAN side for obtaining additional PDU session configuration information.
4. The 5G-RG MUST support requesting DHCPv6 Prefix Delegation for assigning a prefix for the LAN interface per PDU session.

5. The 5G-RG SHOULD support local configuration of premises network IPv4 and IPv6 addressing.
6. The SMF MUST support DHCPv4 server or relay functionality
7. The SMF MUST support stateless DHCPv6 server or relay functionality
8. The SMF MUST support DHCPv6 Prefix Delegation.
9. The 5G RG MUST perform IPv4 NAPT for internet access.
10. The 5G RG SHOULD support DHCPv6 non temporary address assignment (DHCPv6 IA_NA) for the WAN interface for each PDU session.
11. Should support local configuration of premises administered network addressing.


For a 5G RG working in L2 mode:
1. For traditional bridged RG, it is assumed that individual end user devices have a unique MAC address and support VLAN. If a subscriber’s MAC is NAT’ed, it must be 1:1.
Editor’s note: which entity is performing MAC NAT to be clarified
2. The 5G bridge RG MUST be able to use a single PDU session of Ethernet type to support multiple MAC addressed Ethernet end stations attached to the premises network(s) over multiple VLANs.
3. The 5G bridge RG MUST support more than one PDU session. At least one PDU session type IP for RG management via the WAN interface. And at least one PDU session type Ethernet for bridging end customer traffic.
Editor’s note: this requirement requires further discussion

6.5 [bookmark: _Toc519088117] 5G-AGF requirements
The AGF SHOULD be able to support multicast replication.


6.7.3 N4
The work under-taken by BBF in this document will have impact on the current CUPS specification, and BBF will need to communicate to 3GPP its requirements such that extensions to CUPS can be defined in 3GPP.


6.8.1.3 Registration Management for 3GPP UE connected behind 5G-RG
Editor’s Note: the scenario of a UE connected to the 5GC behind a 5G-RG is FFS.

6.8.2.1 Connection Management states for 5G-RG connected via W-5GAN
The CM-IDLE state for non-3GPP accesses defined in 3GPP TS 23.501 [5] clause 5.5.2 is applicable for a 5G-RG connected via W-5GAN as follows,
· The 5G-RG in CM-IDLE state is RM-REGISTERED and has no NAS signaling connection with the AMF over N1.
· The 5G-RG can be in CM-IDLE state only when moving from CM-CONNECTED state. The 5G-RG moves from CM-CONNECTED state to CM-IDLE state in the case of connectivity failure with the AMF.
· When the 5G-RG registers to the 5G Core, the 5G Core provides the 5G RG with a "RG deregistration timer". When moving to CM-IDLE state, the 5G-RG starts the "RG deregistration timer". When the "RG deregistration timer" expires, the 5G-RG moves to RM-DEREGISTERED.
· When the 5G-RG has an active PDU session (i.e. the user plane is connected) and moves to CM-IDLE state, the PDU session becomes inactive but is not released as long as the "RG deregistration timer" has not expired. This allows the 5G-RG to try to re-activate the PDU session in a seamless way e.g. with same RG-5G IP address.
· When a 5G-RG is in CM_IDLE state, a Service Request procedure that can be triggered by the UE can be used to allow the 5G-RG to re-enter the CM_CONNECTED state and reactivate PDU sessions.
· The paging procedure is not applicable for the 5G RG connected through wireline.

The CM-CONNECTED state for non-3GPP access defined in 3GPP TS 23.501 [5] clause 5.5.2 is applicable as follows,
· The 5G-RG in CM-CONNECTED state has a NAS signaling connection with the AMF over N1.
· In the CM-CONNECTED state, the 5G-RG shall not release the signaling between the 5G-RG and the AGF.
· The 5G-RG shall remain in CM-CONNECTED state until any of those conditions arise:
· the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,
· it receives an explicit NAS deregistration from the 5G Core,
· the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down.
Editor Note for section 5.7.1.1: in RM-Register state for 5G RG: add :
· The 5G RG shall remain in RM-REGISTERED until the 5G RG implicitly deregisters due to "RG deregistration timer" expiry.
· In the CM-CONNECTED state, the AMF shall not release the NAS signaling connection with 5G-RG.
· The AMF shall keep the state for the specific 5G RG in CM-CONNECTED state until one of those conditions is met:
· the 5G-RG AMF connectivity fails, in which case the 5G-RG moves to CM-IDLE state,
· the 5G-RG explicitly deregisters e.g. when 5G-RG equipment is gracefully shut down,
· the 5G-RG is explicitly de-registered by the core network by means of Deregistration procedure,
· the 5G-RG is implicitly de-registered due to the expiry of the "network implicit deregistration timer" configured in the AMF.
NAS signaling connection management includes the functions of establishing and releasing a NAS signaling connection.
For the 5G-RG, the NAS signaling can be used after successful registration.

6.9.2.1 [bookmark: scroll-bookmark-131]Conclusion (SMF selection)
In conclusion the SMF selection procedure defined in TS 23.501 clause 6.3.2 is applicable with the exception of LBO.
Note: The SMF selection procedure can be used as defined, it will only result that condition for LBO will never be used.

6.9.3	 UPF selection
For the FWA integration scenario, a possible selection criterion is the use of S-NSSAI, with the addition of Access Type parameters will provide the capability to select the UPF based also on the access technology, in order to distinguish for example between UPFs used for mobile UE from those for 5G-RG.

6.9.3.1 Conclusion (UPF selection)
In conclusion the UPF selection mechanism performed by the SMF and defined in TS 23.502 clause 6.3.3 is applicable with the following exceptions:
· The selection criteria per Session and Service Continuity (SSC) mode selected for the PDU session is not applicable
· In wholesale scenario when both Wholesaler and Retailers support the 5GC integration model described in the section 14.5.3.1 , the UPF in the Retailer network is selected by the Retailer’s SMF and the UPF in Wholesaler network is selected by Wholesaler’s SMF.

6.11 Potential changes to 5G-CN network functions
The SMF MUST be able to process MLD and IGMP request for multicast call admission control purposes.
The UPF MUST be able to support multicast replication.

7. Interworking


7.8.1	 Option A: Registration and Authentication (wireline and wireless network owned by different operators) 
[image: /download/attachments/20744653/contrib20617_fig1_fig_10_6.png?version=1&modificationDate=1527597528278&api=v2]
[bookmark: _Ref517387267][bookmark: _Toc519070293]Figure 7-6  Revised PPPoEv4 authentication and registration procedure
Procedure

1) The NAS registration request is sent by the FMIF-CP including the Subscriber Permanent ID (SUPI) and, if already registered with 5GC, a temporary ID corresponding to the FN-RG, the network slice selection assistance information (NSSAI), or other information that is used to locate the AMF.
The SUPI can be the location information of the FN-RG, e.g. the remote ID and circuit ID corresponding to the attached access node.
The FMIF selects an AMF based on SUPI, temporary ID and/or the NSSAI in the 5GC.
Editor’s note: The procedure for AMF selection from FMIF and whether 3GPP procedure defined in TS 23.501 clause 6.3.5 is applicable, is for further study.
2) If the SUPI is not provided by the FMIF CP the Identity Request procedure is initiated by AMF sending an Identity Request message to the FMIF CP. This step is optional.
3) The FMIF CP responds with an Identity Response message including the SUPI. This step is optional.
4) Following the registration request, the FMIF-CP and the AMF performs authentication in order to verify that the FN_RG is valid and legal. The authentication exchange involves the internal functions in the 5GC including AMF, AUSF and UDM. When the two network operators have pre-established mutual agreements, they are then able to share a secret key which is either pre-configured or derived and generated by the FMIF-CP and sent to the AUSF via AMF. This will enable a simplified and fast authentication procedure, instead of going through the regular authentication procedures.
Editor’s note: The authentication procedure is for further study.
5) If step 6 is to be performed, the AMF, based on the SUPI, selects a UDM.
Editor’s note: How the AMF select the UDM in step 5 for the interworking scenario is for further study.
6) If the AMF has changed since the last registration, or if the FMIF CP provides a SUPI of a FN_RG which doesn't refer to a valid context in the AMF, the AMF invokes the Nudm_UEContextManagement_Registration service operation towards the UDM. If there is no subscription context for the FN_RG in the AMF, the "subscription data retrieval indication" is included. The new AMF provides the access type it serves for the FN-RG to the UDM and the access type is set to "Interworking BBF access". The UDM stores the associated access type together with the serving AMF.
The description of Nudm_UEContextManagement_Registration service operation is defined in TS 23.502 clause 5.2.3.2.1.
Editor’s note: How the Nudm_UEContextManagement_Registration service operation in step 7 is applicable to interworking scenario is for further study.
7) If "the subscription data retrieval" indication was included in step 6, the UDM invokes the Nudm_SubscriptionData_UpdateNotification service operation to provide the subscription data from the UDM.
The AMF shall create an MM context for the FMIF_RG with the indication that the mobility is not applicable.
The description of Nudm_SubscriptionData_UpdateNotification service operation is defined in TS 23.502 clause 5.2.3.3.2.
Editor’s note: How the Nudm_SubscriptionData_UpdateNotification service operation in step 7 is applicable to interworking scenario is for further study.
8) The AMF may interact with the PCF for obtaining the Access and Mobility policy for the NG-RG.
Editor’s note: Whether the Access and Mobility policy and interaction with PCF in step 8 is applicable to interworking scenario for FN-RG is for further study.
9) The AMF may interact with the SMF for providing indication of FN-RG reachability to the SMF.
Editor’s note: Whether the interaction in step 9 is applicable to interworking scenario for FN-RG is for further study.
10) The AMF send a registration accept to the FMIF CP.
Editor’s note: Whether the parameter 5G-GUTI, Registration area. Mobility restrictions, PDU session status, NSSAI, Periodic registration update timer, LADN Information and accepted MICO mode are sent to FMIF_CP and/or additional parameters needs to be send for supporting interworking scenario is for further study
11) The FMIF-CP may respond by sending a registration complete message back to the AMF when the procedure is completed.
Editor’s note: Whether this step is required for acknowledging 5G-GUTI or BBF specific parameter is for further study,



7.8.1.1	Option B: Registration and Authentication (wireline and wireless network owned by same operator)
Procedure
1. BNG receives a PPPoE request from the FN-5G, this triggers the FMIF-CP to start the registration process. The BNG completes PADI, LCP, and PAP/CHAP. Halts at IPCP caches IPCP Conf-req.
2. This is considered trusted authentication. The connection between FMIF to AMF is trusted. NAS generated from user’s access loop information such as circuit and remote ID. UE identify is therefore a composite of RG + BNG + AAA policy server
3. Proposal: Authentication is not required, no security Key is required
4. FMIF-CP sends PDU session request immediately after successful registration.
5. Completes address assignment:
· IP PDU type: IPv4 –NAS assign IPv4 address, PDU session completes, BNG completes IPCP with IPv4 address. BNG strips PPP header to GTP tunnel and vice versa (Maps PPPoE session ID + FN-RG MAC address to GTP TEID).
· Ethernet PDU type: IPv4 – BNG performs DHCP to get IPv4 addresses. BNG completes IPCP with DHCPv4 address. BNG strips PPP header to GTP tunnel (Maps PPPoE session ID + FN-RG MAC address to GTP TEID).

For PPPoEv6, the revised authentication and register procedure proposal is shown in Figure 7‑7.
[image: /download/attachments/20744653/contrib20617_fig2_fig10_7.png?version=1&modificationDate=1527597517099&api=v2]
[bookmark: _Ref517387343][bookmark: _Toc519070294]Figure 7-7 Revised PPPoEv6 authentication and registration procedure
Procedure
1. BNG receives a PPPoE request from the FN-5G, this triggers the FMIF-CP to start the registration process. The BNG completes PADI, LCP, PAP/CHAP, and IPCPv6. Halts DHCPv6 or RS request and caches it.
2. This is considered trusted authentication. The connection between FMIF to AMF is trusted. NAS generated from user’s access loop information such as circuit and remote ID. UE identify is therefore a composite of RG + BNG + AAA policy server
3. Proposal: Authentication is not required, no security Key is required
4. FMIF-CP sends PDU session request immediately after successful registration.
5. Completes address assignment:
· Both Ethernet and IP PDU type: BNG strips PPP header and send the cached DHCPv6 or RA directly to SMF. BNG tunnels data packet without PPP to GTP tunnel (Maps PPPoE session ID + FN-RG MAC to tunnel).

For IPoE, the revised authentication and register procedure proposal is shown in Figure 7‑8.
[image: /download/attachments/20744653/contrib20617_fig3_fig10_8.png?version=1&modificationDate=1527597521171&api=v2]
[bookmark: _Ref517387427][bookmark: _Toc519070295]Figure  7- 8 Revised IPoE authentication and registration procedure
Procedure
1. BNG receives an address request from the FN-5G, this triggers the FMIF-CP to start the registration process. The BNG caches address request temporarily until registration is complete/successful.
2. This is considered trusted authentication. The connection between FMIF to AMF is trusted. NAS generated from user’s access loop information such as circuit and remote ID. UE identify is therefore a composite of RG + BNG + AAA policy server
3. Proposal: Authentication is not required, no security Key is required
4. FMIF-CP sends PDU session request immediately after successful registration.
5. Completes address assignment:
· IP PDU type:
· IPv4 – (option1) NAS assign IPv4 address, PDU session completes, BNG simulate DHCP using NAS IPv4 address. BNG tunnels packet directly to GTP tunnel (Maps IP to tunnel, mac learning not necessary). (option 2) BNG tunnels cached DHCP directly to GTP tunnel (Maps FN-RG MAC address to GTP TEID).
· IPv6 – SMF assigns address via DHCPv6 or RA. BNG sends cached DHCPv6 and RS directly to GTP tunnel (Maps FN-RG MAC to GTP TEID).
· Ethernet PDU type:
· IPv4 includes bridge case –BNG sends cached DHCP directly to GTP tunnel (Maps premises network attached Ethernet end station MAC addresses to GTP TEID).
· IPv6 includes bridge case – BNG sends cached DHCPv6 and RS directly to GTP tunnel (premises network attached Ethernet end station MAC addresses to GTP TEID). Subsequent bridge hosts only require AAA policy auth. and tunnels DHCP directly to GTP tunnel


7.8.1.2 Session Establishment
A 5G service provisioning request from the FN-RG serving the non-3GPP devices triggers the session establishment procedure, as shown in Figure 7‑9.
1. The FMIF-CP sends a PDU session establishment request which carries FN-RG ID to the AMF of the 5GC.
2. The AMF and the SMF in the 5GC participate in an N11 SMF request exchange, during which the PDU session establishment request message is sent by the AMF to the SMF.
3. Then the SMF selects an UPF during the UPF selection exchange, during which the TEID of the UPF is allocated by the AMF or UPF.
4. The TEID of the selected UPF and the PDU session establishment Accept message is sent by the SMF to AMF.
5. The TEID of the selected UPF and the PDU session establishment Accept message is sent to the FMIF-CP via AMF. The PDU session establishment Accept message carries the FN-RG’s IP address allocated by the SMF.
6. The FMIF-CP sends the tunnel information of the UPF to the FMIF-UP
7. The FMIF-CP obtains the TEID of FMIF-UP.
8. Now both FMIF-CP and the UPF get each other’s TEID, so the PDU session can be established.
Step 1 to 7 are over the N1’’/N2’’ interface, while Step 8 is over the N3’’ interface.
The FMIF-CP obtains the FN-RG’s IP address from the PDU session establishment Accept message and then forwards it to the FN-RG.

7.10	Potential changes to 5G-CN network functions
The SMF MUST be able to process MLD and IGMP request for multicast call admission control purposes.
The UPF MUST be able to support multicast replication.


10. 5G Fixed Wireless Access
10.4	Requirements on 5G RG and SMF
A fixed wireless access 5G RG has a LAN interface and a WAN interface corresponding to a 3GPP radio as defined by 3GPP. For the management of the 5G RG, as for a classic fixed RG, the WAN interface is used by the operator and the LAN interface may be used by the end customer. On the WAN interface, the 5G RG uses 3GPP NAS signaling. Devices in the home may consist of non-3GPP devices.
The following requirements for the 5G RG and the SMF have been derived:

1. The 5G RG MUST support NAS signaling as well as other parameters required to identify the 5G RG and the services it is expecting from the network:
1.1 The 5G RG MUST use the S-NSSAI configured by the network or the S-NSSAI received over NAS from the network to identify itself as requiring a 5G RG type of service. The S-NSSAI may be used by the network to identify a Fixed Access service.
1.2 The 5G RG MUST use the 5G GUTI (global unique temporary identifier) received over NAS to identify itself in the network and provide this information in association with initial NAS signaling sent to the network.

For a 5G RG working in L3 mode:
1. The 5G-RG SHOULD support WAN side DHCPv4 for addressing and configuration of PDU sessions.
2. The 5G-RG MUST support SLAAC for PDU session addressing.
3. The 5G-RG MUST support stateless DHCPv6 in the WAN side for obtaining additional PDU session configuration information.
4. The 5G-RG MUST support requesting DHCPv6 Prefix Delegation for assigning a prefix for the LAN interface per PDU session.
5. The SMF MUST support DHCPv4 server or relay functionality
6. The SMF MUST support stateless DHCPv6 server or relay functionality
7. The SMF MUST support DHCPv6 Prefix Delegation.
8. The 5G RG MUST perform IPv4 NAPT for internet access.
9. The 5G RG SHOULD support DHCPv6 non-temporary address assignment (DHCPv6 IA_NA) for the WAN interface for each PDU session.
For a 5G RG working in L2 mode:
1. For traditional bridged RG, it is assumed that individual end user devices have a unique MAC address and support VLAN. If a subscriber’s MAC is NAT’ed, it must be 1:1.
editor’s note: Needs to be resolved at the same time as comment in 6.4
2. The 5G bridge RG MUST be able to use a single PDU session of Ethernet type to support multiple premises network attached Ethernet end station MAC addresses to GTP TEID over multiple VLANs.
3. The 5G bridge RG MUST support more than one PDU session. At least one PDU session type IP for RG management via the WAN interface. And at least one PDU session type Ethernet for bridging end customer traffic.

10.5	Potential changes to 5G-CN network functions
For the FWA integration scenario, a possible selection criterion is the use of S-NSSAI, with the addition of Access Type parameters will provide the capability to select the UPF based also on the access technology, in order to distinguish for example between UPFs used for mobile UE from those for 5G-RG.


10.6.2	 Connection Management states for 5G-RG connected via 5G RAN (FWA)
The specification in 3GPP TS 23.501 clauses 5.3.3 applies to a 5G-RG connected via NG-RAN in integration scenario.
The CM-IDLE state is applicable hence the 5G-RG is connected via a scarce radio interface. Hence, when there is no need to transmit traffic, resources can be saved by enabling the radio nodes and the 5GC function to enter the CM-IDLE state. Consequently, keeping the 5G-RG state only in Connected Mode will impact the overall performance of the network without gaining any benefit for the 5G-RG. Moreover, several procedures and features, such as Service Request are already supported in the radio module. Specific optimization may be introduced considering the stationary behavior of the device, but this requires study and optimization of the radio interface which is not in the scope of SD-407. In conclusion for the FWA it may be assumed that the 3GPP specifications are applied.

10.8	Potential Changes to the 5G Core
The SMF MUST be able to process MLD and IGMP request for multicast call admission control purposes.
The UPF MUST be able to support multicast replication.

11. Broadband Services
11.2 Multicast
11.2.4	 Summary (Multicast)
For multicast replication, see Table 11‑1, if the 5G core is to support all three scenarios. To allow a unify UPF to serve any of the three scenarios, multicast replication must be supported.

[bookmark: _Ref517278463][bookmark: _Toc519070344]Table 11-1 Multicast replication options
	Multicast replication
	Integrated
	Interworking
	FWA

	(R)AN
	Y
	Y
	Y (only with MBMS)

	AGF
	Y
	N/A
	N/A

	IWF/BNG
	N/A
	Y
	N/A

	UPF
	Y
	Y
	Y



Similarly, for unicast bandwidth adjustment, see Table 11‑2, the UPF is the only element which can support all three scenarios for bandwidth shaping.

[bookmark: _Ref517278489][bookmark: _Toc519070345]Table 11-2 Unicast bandwidth adjustment
	Bandwidth adjustment
	Integrated
	Interworking
	FWA

	(R)AN
	N
	N
	N

	AGF
	N
	N/A
	N/A

	IWF/BNG
	N/A
	Y
	N/A

	UPF
	Y
	Y
	Y




Editor's note:
1/ support of multicast is contingent to 3GPP work on R16 for MBMS.
2/ conditional to SP's having multicast IPTV as a required 5G use case.
Comment back on wiki to reflect the discussion documented here.




13. Service Model Independent Key Issues
13.1.4	 Proposed Solutions 
13.1.4.1	Option A – solution for 5G-RG

This option describes the solution based on support of SUPI based on IMSI to access the 5GC defined in TS 23.501. 

The following impacts apply:
· the 5G-RG shall be equipped with an UICC where the IMSI resides
· The 5G-RG shall support NAS (as study in KI#2)
· The 5G-RG shall support authentication procedure over NAS 
· The 5G-RG shall support authentication methods negotiation defined in TS 33.501 clause 6.1.2
· The 5G-RG shall support 5G-AKA’ authentication method defined in TS 33.501 clause 6.1.3.2
· The 5G-RG shall support EAP-AKA’ authentication method defined in TS 33.501 clause 6.1.3.1
· No impact on 5GC network functions since they already support the required functionalities.

13.1.4	 Recommendations (for KI#1)

The following recommendations apply for the SUPI subscriber identity defined in TS 23.501 clause 5.9.2. The SUPI is a globally unique 5G Subscription Permanent Identifier. It shall be allocated to each subscriber in the 5G System and provisioned in the UDM/UDR. The SUPI is used only inside 3GPP system, and its privacy is specified in TS 33.501.
· For 5G-RG 
· the SUPI shall only be based on IMSI defined in TS 23.003 for authentication and authorization.

· For FN-RG which has no UICC/IMSI 

· The SUPI requirement is applicable to a FN-RG which is accessing to 5GC for providing a Public service, i.e. public network scenario, which does not support UICC/IMSI
· The access network (under BBF responsibility) will perform the authentication of the FN-RG with a procedure that BBF is defining. 
· The E2E solution shall ensure that the FN-RG that is accessing 5GC is duly authenticated  

Editor’s note: the detailed solution is FFS


13.2.4.7	Recommendation

Decision by BBF: the proposed solution NASoPPPoE is depreciated on the grounds that 3GPP would need to do a lot of work.


13.3	 KI #3: Regulatory Requirements
13.3.2	 Proposed Solutions 
13.3.2.1	Option A
Two questions for 3GPP:
1. Is the possibility of alternative (non-3GPP) credentials being considered?
2. Will the ATSSS study consider the implications of ATSSS on lawful intercept?

13.5	 KI #5: Resource management in the access
13.5.1.3	Proposed Solutions
13.5.1.3.1.1	Option A (External) 
A question for 3GPP would be are there reporting requirements for available resources?


13.7	 KI #10: Network Slice Selection (not inlcuded)
13.7.1	 Integration scenario (not included)
13.7.1.4	Recommendation

In order to support slicing, the following requirements apply:

· The 5G-RG shall support the procedure and functionalities defined in TS 23.501 clause 15 with the following modifications:
· The UE role is replaced by 5G-RG
Editor’s Note: the applicability of roaming scenario, for example for implementing the wholesale mode is FFS.
· The 5G-RG shall support the communication of Requested NSSAI and 5G-GUTI to AGF via Access stratum protocol at registration.

Note 1: the 5G GUTI (5G Globally Unique Temporary Identifier) is a temporary ID assigned after successful registration to the UE. The 5G-GUTI defined in TS 23.501 clause 5.9.4 is composed by GUAMI and 5G-TMSI. The 5G-TMSI is a temporary ID generated during the authentication procedure from IMSI which is used for reducing the security risk that Permanent ID of UE is detected and/or stolen. The GUAMI is Globally Unique AMF ID that identifies the AMF which is serving the UE. The GUAMI has the format <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>. The <AMF Region ID> identifies the region, <AMF Set ID> uniquely identifies the AMF Set within the AMF Region and <AMF Pointer> identifies one or more AMFs within the AMF Set. The GUAMI enables to identify where the UE was originally connected to and where the UE context is stored (e.g. security keys, selected SMF, etc). This is needed for the situation that the UE moves to a different region and as well the UE operation state changes from IDLE to Connected Mode, then it is possible to retrieve the existing UE context without the need to perform a new registration or to cause any service interruptions, for e.g., load balancing and AMF fault protection.

· The AGF shall support the reception of Requested NSSAI and 5G-GUTI from 5G-RG via Access Stratum protocol
· The AGF shall support the capability to select an AMF based on Requested NSSAI and 5G-GUTI as defined in TS 23.501 clause 5.15.5.2
· AN shall support the transparent pass through of   Access Stratum protocol between 5G-RG and AGF 
· The 5G-RG and AGF shall support the change of set of network slice for a UE as defined in TS 23.501 clause 5.15.5.2.2

Editor’s Note:  the study whether URSP and/or TR-069 policy is used is FFS


13.8  KI #11: QoS

13.8.2.1 Solution for QFI with the Interworking Scenario

In the interworking scenario, there is no means to communicate per-packet QFI to the FN-RG, nor would it be supported by the FN-RG. The FMIF acting as a proxy UE on behalf of the FN-RG and end systems attached to the home LAN would permit some QFI and reflective QFI capability to be extended to the interworking scenario.
1. The FMIF would be capable of performing local marking of traffic using a QFI to DSCP mapping table.
2. The FMIF in response to the reflective QoS indication would install upstream filters to identify and appropriately mark upstream traffic. Such filters would be presumed to be soft state and age out after a defined time interval.
The limitations of such an approach would be:
1. The AN may not honor P-bit marking received from the FMIF.
2. The FN-RG may or may not honor DSCP/P-Bit marking received from the FMIF
3. Traffic subject to reflective QoS would be undifferentiated in queuing from the end system in the home LAN to the FMIF and would only receive appropriate queuing treatment over the N3 and the N9 interfaces.

13.8.3	 Support for QFI Recommendation
The interface between SMF and UPF for CUPS, as defined in 3GPP, must be extended to allow SMF to install/update/remove HQOS related attributes (or profiles) on the UPF e.g. bandwidth shaping rate per RG, per device (in case of bridged home), and per access-node.
[bookmark: _GoBack]
13.8.4 [bookmark: _Toc521514394]Reporting of available access bandwidth 
13.8.4.2 Proposed Solution

Two additional parameters are required:

1. UE Subscribed Maximum Bit Rate (UE-SMBR).   This is an overall bandwidth per UE, the sum of both GBR and non-GBR traffic, the parameter would be associated with subscription information in the UDM similar to UE-AMBR. 
1. UE Measured Maximum Bit Rate (UE-MMBR). This is an overall per UE parameter advertised by the 5-WGAN.
UE-SMBR would need to be provided to the AGF as part of registration procedures (step 21 of 23.502 section 4.2.2.2.2) and as UE-MMBR is only of interest if it falls below the UE-SMBR value, an opportunity to minimize signaling is embodied in the proposed solution.
UE-SMBR would be considered as part of admission control for PDU sessions for both GBR and non-GBR traffic.
There is a hierarchy of dependencies between the parameters that may require modifications to how these parameters are communicated and may require dynamic modification during the lifetime of both UE registration and PDU sessions.  The actual dependency hierarchy would be:
Session-AMBR <= UE-AMBR <= UE-SMBR – ( GBR contacts) <= UE-MMBR


13.8.5	  3GPP QoS Attributes compared with wireline (included)
13.8.5.1	Conclusion on comparison 
From the above discrepancy between wireline and wireless is RQA and AMBR.  In addition, wireless have the concept of separating maximum Guarantee Flow and maximum non-guarantee flow (MFBR + AMBR).  In wireline the concept of maximum bit rate per home has no equivalent in wireless. 
 
Reflective QoS has been addressed in the above sections of Key Issue QoS.
For AMBR, per home level would map to RG AMBR and the PDU session would map to per end station.  However, it is missing per AN level AMBR.  A possible solution is to use VLAN tag as an indicator for use cases where AN shaper is required.  

13.9	KI #12 Combined AGF/ UPF 
13.9.4	 Recommendation	
The BBF would like to see support for a co-located AGF/UPF in Release 16, and therefore N2 procedures to be augmented to enable the AGF to provide information (to SMF) in order to guide SMF selection of the specific UPF instance that is co-located with the AGF user plane instance.

Editor’s Note: The information needed to identify the AGF, intended to be defined by the BBF by November 2018, is FFS. 

14.	 Service Model Dependent Key Issues 
14.1	 Description of KI #6: Session Management 
14.1.3	 Further Request to 3GPP on KI#6

For PDU session IP, the SMF supports both DHCP server and relay function for RG DHCP address assignment.  For PDU session Ethernet, 3GPP specifies that DHCP address assignment is performed by another function via N6.

To reduce the complexity of adding a network element for address assignment function.

Request to 3GPP:

1. For PDU session type Combo, can the SMF be reused for address assignment to simplify the architecture?
2. Can the SMF provide the ability to assign addresses to multiple devices within a single PDU session?
3. Can we reuse existing mechanism in the SMF defined in TS 23.501 to inform the PCF about the assigned IP addresses?

For PDU session type combo, the UPF can perform anti-spoof, bridged, routed, or NAT’ed to the 5GC on each packet flow.  This will place new requirements on the N4 interface between SMF and UPF for CUPS.  (**please review: currently 3GPP only defined bridge in release 15/16)  

Currently, 5GC do not assign IP addresses to PDU session type Ethernet as specified in TS 23.501.  BBF requests to 3GPP a new combo PDU session type. This Combo PDU session type must support the exchange IP packets with the Ethernet header between the UE and the 5GC. The 5GC provides IP address/prefix assignment to the UE and provide IP services to the UE.  Devices which are locally connected to the UE can be identified individually within the PDU session by MAC address.  In this type of PDU session, UE address assignment is performed by DHCPv4/v6 and SLAAC only (no NAS).


14.2	 Description of KI #7: Addressing for IPv4 and IPv6	
14.2.1	 Network Assignment of IPv4 and IPv6 addresses

[bookmark: _Ref517362173][bookmark: _Toc519070349]Table 14-2 Key gaps between 3GPP and BBF address and DNS assignment for PDU session type IP
	
	3GPP supported
	BBF 5G-RG requirement
	Comments

	IPv4 addressing
	NAS
DHCPv4
	NAS
DHCPv4
	

	IPv6 addressing
	SLAAC
	SLAAC
DHCPv6 both NA and PD
SLAAC (M) flag support
	While a /64 SLAAC prefix is adequate for UE application (such as tethering), some operators might not want a /64 SLAAC prefix just for RG management, while preferring DHCP NA for a /128 address.

	DNS v4
	Protocol Configuration Option PCO*
DHCPv4
	PCO*
DHCPv4
	

	DNS v6
	Stateless DHCPv6
	RA option
Stateful DHCPv6
Stateless DHCPv6
	Instead of multiple DHCP requests, the DNS can be a native option in RA or stateful DHCPv6

	Default gateway IPv4
	PCO*
DHCPv4
	PCO*
DHCPv4
	

	Default gateway IPv6
	Router Advertisement
	Router Advertisement
	Requires UPF/SMF to support IPv6 Router Advertisement

	 Subnet Mask IPv4
	N/A to PCO*
Provided by DHCPv4
	N/A to PCO*
Provided by DHCPv4
	

	Options
	PCO*
	DHCPv4
SLAAC
DHCPv6
	SMF and UPF should be agnostic to address options, as they act as a proxy/relay



The above requirements will place further new requirements on SMF and UPF. As an example, 3GPP only defines the following address management mechanisms (performed by SMF)
· IPv4 address via SM NAS procedure.
· IPv4 address via DHCPv4 (aka deferred allocation)
· IPv6 WAN prefix via SLAAC (stateless address allocation).

It is very typical for an RG to use stateful address allocation for IPv6 via DHCPv6. SMF is required to support /128 IPv6 address allocation via DHCPv6 NA for the WAN on RG, and an IPv6 prefix via DHCPv6-PD for the LAN on RG. It is also possible to have an IPv4 subnet allocated to the RG for a network behind it. These capabilities require extending the interface between SMF and UPF for CUPS.

A key issue for N4, CUPS as defined in 3GPP, must also support the new requirements imposed by the integration scenario currently covered in SD-407. 

Specifically: 
· Interface between SMF and UPF for CUPS, as defined in 3GPP, must be extended to support /128 IPv6 address allocation via DHCPv6 NA, and IPv6 prefix allocation via DHCPv6-PD.  
Interface between SMF and UPF for CUPS, as defined in 3GPP, must be extended to support route behind an IPv4 RG i.e. when the SMF allocates an IPv4 subnet reachable via the IPv4 WAN addresses assigned to the RG).



14.2.2	 Static Assignment of IPv4 and IPv6 addresses and Framed Routes 
Proposed solution:
This also requires changes to 23.501 & 23.502 

In section 5.6.1 of 23.501
The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves and requests to receive update notifications on SMF level subscription data from the UDM. Such data may indicate per DNN and, if applicable, per S-NSSAI:
-	The allowed PDU Session Types and the default PDU Session Type.
-	The allowed SSC modes and the default SSC mode.
-	QoS Information (refer to clause 5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP.
-	The static IP address/prefix and any framed routes.

In section 5.8.2.2.1 of 23.501

If the static IP address/prefix and any framed route information is stored in the UDM, during PDU Session Establishment procedure, the SMF retrieves this static IP address/prefix and framed route information from the UDM. If the static IP address/prefix is not stored in the UDM subscription record, it may be configured on a per-subscriber, per-DNN and per-S-NSSAI basis in the DHCP/DN-AAA server and the SMF retrieves the IP address/prefix for the UE from the DHCP/DN-AAA server. This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic. It is assumed that the UE has been configured with any framed routes as an artifact of local administration. The SMF delivers any framed route information to the UPF to ensure coordination of routing information from DN to UE.

In Section 6.3.3 of 23.501

-	PDU Session Type (i.e. IPv4, IPv6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix and framed route information.
In Step 4 of 4.3.2.2.1 of 23.502

	Static IP address/prefix and framed route information may be included in the subscription data if the UE has subscribed to it.
In NOTE4 of 4.3.2.2.1 of 23.502

[bookmark: OLE_LINK10]NOTE 4:	If an IP address/prefix has been allocated before step 7 (e.g. subscribed static IP address/prefix in UDM) or the step 7 is perform after step 8, the IP address/prefix and any framed routes can be provided to PCF in step 7, and the IP address/prefix notification in this step can be skipped.
In Table 5.2.3.3.1-1 of 23.502

· Framed route(s) added as a valid field to “For each DNN in S-NSSAI level subscription data:”

14.3	 Description of KI #8: Home LAN support
14.4	 Service model 1 for Integration and FWA scenarios 
14.4.1	 Proposed Solutions for KI #6: Session Management 

14.4.1.1 Option A: User Plane Access stratum with VLAN support in W-5GAN 

14.4.1.2	Option B: User Plane Access stratum with VLAN support in UPF


14.4.2	 Proposed Solutions  for KI #7: Addressing for IPv4 and IPv6 
14.4.2.1 Option A 

Key additional requirements in TS 23.501 [5] (in red)
Section 5.8.2.2.1 General
The 5GC elements and UE support the following mechanisms:
1. …
2. /64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. The details of Stateless IPv6 Address Autoconfiguration are described in section 5.8.2.2.3. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [32]) and Router Advertisement Options (according to RFC 8106 [36] ) may also be supported.
3. DHCPv6 address and prefix allocation should both be supported according to RFC 3315 and RFC 3633 [30], if IPv6 is supported. It is possible to use IPv6 Router Advertisement Flags Options to trigger UE to use DHCPv6 (RFC 5175 [35]). IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) and stateful DHCPv6 (according to RFC 3646 ) may also be supported.
It should be possible to support a UE with a combination of IPv6 SLAAC with DHCPv6 PD.

Key requirements in TS 23.502 [6] (in red)
In general, the TS uses IPv6 prefix as a basis for UE IPv6 addressing but in relevant procedures DHCPv6 should be considered
Section 4.3.2.2.1 Non-roaming and Roaming with Local Breakout
Change to step 19 in the figure

19. SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
Add → 19. SMF to UE, via UPF: In case of the PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF. The Router Advertisement might not include an autonomous address-configuration for the SLAAC prefix to allow the UE to request for IPv6 address and/or prefix through DHCPv6. The Router Advertisement might include the managed flag to force the UE to request IPv6 address and/or prefix through DHCPv6.

14.6 SERVICE MODEL 3 FOR INTEGRATION AND FWA SCENARIOS
14.6.1	 Description
14.6.2	 Evaluation Criteria
14.6.3	 Proposed Solutions for KI #6: Session Management
14.6.3.1 Option A: User Plane Access stratum with VLAN support in W-5GAN

14.6.3.2	Option B: User Plane Access stratum with VLAN support in UPF
14.6.3.3. Option C: Efficient use of PDU session type Ethernet and type Combo
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