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************  CHANGE 1  **************
5.4
Interworking considerations

The 3GPP network, home or visited, shall not be responsible to interpret the protocol used by the target, or to remove user level compression or encryption if these were not provided by the 3GPP network.

If the target accesses the 3GPP network via another access network (e.g., an Interworking Wireless Local Area Network (I-WLAN)), the 3GPP network shall provide the LEA with the identity of the access network (as known by the 3GPP operator). When the target’s communications or signalling information is no longer available to the 3GPP network due to redirection or handover to another network operator, it is a national option that the 3GPP network shall provide, when available, the LEA with the identity of the network operator that has access to the target’s communications or signalling information.
National regulations may require the home network to report:

· subscriber profile change events such as change of identifiers associated with a target (i.e. HLR/HSS target identity change);
· location related events related to the target in the visited network:
· register location / registration/access control to a new serving network even if such information is coming from a non 3GPP network; or from the previous serving network, happening after the provisioning of the target by the CSP with the received warrant;

· cancel or purge location;

· location information request or query from other 3GPP networks.
Note:
Some other national regulations may prohibit the interception when the target is physically outside the jurisdiction of the warrant.
************  END of CHANGES  **************
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