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	Feature / Item:
	Personal Network Management / Key establishment between a UICC Hosting Device and a Remote Device

	Affects:
	UE/MS: Yes
	CN:  Yes
	UTRAN: No
	GERAN: No

	Expected Completion Date:
	SA#36

	Service(s) impacted:
	Personal Network Management

	Specification(s) affected:
	TS 33.259

	Task(s) within work which are not complete:
	It is for further study if there is a use case, where the UICC holding device has connectivity and the remote device has not. 

It is for further study whether mechanism in 33.222 could replace the mechanism to configure the NAF-ID in the Remote Device. 

It is for further study whether the NAF Key Centre dedicated to the Key Establishment Mechanism can be located in a Visited Network. 

It is for further study if black listing is useful in case the remote device is not an ME or MT. 

	Consequences if not included in Release 7:
	There will be no key establishment mechanism between a UICC hosting device and a remote device.


Abstract of document:

The TS describes the security features and mechanisms to provision a shared key between a UICC Hosting Device and a Remote Device connected via a local interface. The shared secret is then intended to be used to secure the interface between the remote device and the UICC hosting device. The mechanism described in the TS is built on the existing infrastructure defined in Generic Bootstrapping Architecture. 
Contentious Issues:

None.






