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1. Introduction

At the second SA2 Service Architecture drafting meeting in Sophia it was agreed that a tracking combined
CR should be maintained to capture the combined contents of all the CR’s that were agreed that modified
or added text to TS 23.228 section 4.2. This contribution contains the combined CR which capturesall the
current agreed changes to section 4.2.

2. Discussion

At the first Services Architecture drafting meeting three CRs against TS 23.228 section 4.2 contained in
tdocs S2-010933 (Siemens), S2-010934 (Nortel) and S2-010938 (Drafting Session output) were agreed. At
the second Services Architecture drafting meeting two additional CRs contained in tdoc S2-011028
(Motorola) and S2-011030 (Drafting Session output) were agreed. The attached combined CR combines
the contents of all of these CR;s plus an agreed modification to the title of Section 4.2.4 to Serving CSCF to
service platform Interface
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version, look for the directory name with the latest date e.g. 2000-09 contains the specifications resulting
from the September 2000 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification
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4.2 IM services concepts
4.2.1  Virtual Home Environment (VHE)
4.2.1.1 Support of CAMEL

It shall be possible for an operator to offer access to services based on the CSE for its IM
CN subsystem subscribers. This shall be supported by a CAP interface to the Serving-
CSCF. It should be noted that there is no requirement for any operator to support
CAMEL servicesfor their IM CN subsystem subscribers or for inbound roamers.

It shall be possible for a home network to provide support for CAMEL based services to
asubscriber roaming in a network that does not support CAMEL on the IM CN
subsystem or does not support the required CAMEL Version. To achieve this, the home
operator may support the CAP capable Serving-CSCF in the home network.

4.2.1.2 Support of OSA

It shall be possible for an operator to offer access to services based on OSA for itsIM CN
subsystem subscribers. This shall be supported by an OSA API between the Application
Server (AS) and the network.

4.2.2 Support of Local Services in the IMS

Visited network provided services offer an opportunity for revenue generation by
allowing access to services of alocal nature to visiting users (inbound roamers). There
shall be a standardised means for providing inbound roamers with access to local
Services.

4.2.3  Support of roaming subscribers

The architecture shall be based on the principle that the service control for Home
subscribed services for aroaming subscriber is in the Home network, e.g., the Serving-
CSCF islocated in the Home network.
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There are two possible scenarios to provide services:
- viathe service platform in the Home Network

- viaan external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited

network or in the 3" party platform.
Editor’'s Note: the types of protocols to be used on the interfaces between the Serving-CSCF and the
different service platformsin these different scenarios are FFS.

The roles that the CSCF plays are described below.
- When subscribers roam to visited networks, the Serving-CSCF is located in the home network , the
roamed to (visited) network shall support a Proxy-CSCF. The Proxy-CSCF shall enable the session
control to be passed to the home network based Serving-CSCF that shall provide service control.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the
Serving-CSCF islocated in the same IM CN SS.



Reassigning the Proxy-CSCF assigned during CSCF discovery is not arequirement in
this release. Procedures to allow registration time Proxy-CSCF reassignment may be
considered in future rel eases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCFs, to be included in the SIP
signalling path is optional. Such additional CSCFs may be used to shield the internal
structure of anetwork from other networks.

4.2.4

Serving CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user’s
home network or in athird party location. The third party could be a network or ssmply a
stand-alone AS.

| The Serving-CSCF to ASinterface is used to provide servicesresiding in an AS. Two

cases were identified:
- Serving-CSCF to an ASin Home Network.

- Serving-CSCF to an ASin External Network (e.g., Third Party or Visited)

Regarding the general provision of servicesin the IMS, the following statements shall
guide the further development.

Besides the Cx interface the S-CSCF supports only one standardised protocol for service control,
which delegates service execution to an “ Application Server” . purposes,-SH+:

Guidelinesfor-SH+-are-heeded:-SI P+ is based on the SIP protocol information with necessary
enhancements to allow for remote service eentrolexecution; controversial enhancements should be
avoided.

The depicted functional architecture does not propose a specific physical implementation.

Scope of the SIP Application Server: the SIP Application Server may host and execute services. It
isintended to allow the SIP Application Server to influence and impact the SIP session on behal f
of the services and it uses SIP+ to communicate with the S-CSCF. Further-details-are-needed:

The S-CSCF shall decide whether an Application Server is required to receive information related
to an incoming H-a-SIP session request to ensure appropriate service handling.is-subjectte-inform
aserviee. The decision at the S-CSCF is based on (filter) information received from the HSS (or
other sources, e.g. application servers). Thisfilter information is stored and conveyed on a per
application server basis for each subscriber. Fe-The name(s)/address(es) information ofidentify
the application server(s) serviceto-beinformed-isbased-oninformationare received from the HSS.

Editors Note: The details of the “filter” information has to be further identified.

6.

The purpose of the IM SSF isto host the CAMEL network features (i.e. trigger detection points,
CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.trandlate SHP+to
CAP-and-o-held-the needed-functionste-do-that:

The IM SSF and the CAP interface support legacy services only.

After informing the node of a SIP session request, this node shall ensure that the S-CSCF shall be
made aware of any resulting activity by sending messages to the S-CSCF.

From the perspective of the S'CSCF, The “SIP Application server”, “OSA service capability
server” and “IM-SSF’ shall exhibit the same interface behaviour.




10. The application server may contain “ service capability interaction manager” (SCIM) functionality
and other application servers. The SCIM functionality is an application which performsthe role
of interaction management. The internal components are represented by the “ dotted boxes’ inside
the SIP application server. The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

11. When the name/address of more than one “application server” istransferred from the HSS, the S
CSCF shall contact the “ application servers’ in the order supplied by the HSS. The response from
the first “ application server” shall be used as the input to the second “ application server”.

12. The S-CSCF does not handle service interaction iSsues..

12.13. The S-CSCF does not provide authentication and security functionality for secure direct
third party accessto the IM subsystem. The OSA framework provides a standardized way for third
party secure access to the IM subsystem.

More specifically the following requirements apply to the Serving-CSCF control interface:

1. SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies)
available at the S-CSCF to the Application Server’s attention.

2. SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the
application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP
signalling protocol shall make these extensionsimplicitly available to the Application Server without
requiring separate extensions to SIP+.

3. The S-CSCF is application logic agnostic, i.e. it has no specific knowledge about a particul ar
application logic invoked viathe SIP+ interface.

4. The S-CSCF contacts the Application Server for the execution of applications. This shall be possible
during the registration and during the session from setup to the release.

5. An Application Server can initiate a new session/transactions at the S-CSCF without having been
contacted by the S-CSCF beforehand.

6. SIP+ iscurrently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM
SSF) within the operators network.

7. SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS)
and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session.
The Controlled Entity acts according to the requests from the Controlling Entity, and notifies the
Controlling Entity of events of interest (e.g atimer event or a SIP event).

8. The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IMS-
SSF/OSA-SCS and the S-CSCF.

9. SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions. The
A-party’s services are accessed from the A-party’ s SSCSCF. The B-party’s services are accessed
from the B-party’s SS-CSCF

10. SIP+ shall alow the simultaneous handling of services within a session.

11. SIP+ shall allow the Controlling Entity to request the transmission of a specific SIP message(s). This
may, or may not, be in reaction to a message from the Controlled Entity

12. SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with
added/del eted/modified content.( headers & sip message body (e.g. SDP))

13. SIP+ shall alow filter setting from the Controlling Entity.

14. SIP+ shall allow Service Control triggering from the Controlled Entity on basic or complex triggers.

15. SIP+ shall alow the Controlling Entity to request the initiation of a SIP session. This may, or may
not, be in reaction to a message from the Controlled Entity

16. SIP+ shall be able to convey charging information.

17. SIP+ shall support Load Control functions.

18. Means for detecting the failure/availability of a SIP ASIM-SSF/OSA-SCS and S-CSCF shall be
provided.

19. SIP+ shall support the transport the following information from the S-CSCF to the Controlling Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)

- Information on the event which occurred




- terminating/originating information

- SIP information
20. SIP+ shall support the transport the following information from the Controlling Entity to the S-CSCF:

- Subscriber ID

- Session handling reguest

21. The “SIP+" protocol shall support the control of timers

22. The SIP+ protocol shall allow the SSCSCF to to differentiate between session control and SIP+.

Editors Note: Further requirements are for further study.

The figure below depicts an overall view of how services can be provided.
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Figure 4.3: Functional architecture for the provision of service in the IMS

4.25 HSSto service platform Interface

The “application server” (SIP Application Server and/or the OSA service capability server) may
communicate to the HSS. The Shinterfaceis used for this purpose. The Sh interface is shown in Figure
4.3.

For the Shinterface, the following shall apply:

1 The Shinterfaceis an intra-operator interface.

2. The Shinterface is between the HSS and the “ Sip application server” and between the HSS and the
“OSA service capability server”.
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1. Introduction

At the second SA2 Service Architecture drafting meeting in Sophia it was agreed that a tracking combined
CR should be maintained to capture the combined contents of all the CR’s that were agreed that modified
or added text to TS 23.228 section 4.2. This contribution contains the combined CR which capturesall the
current agreed changes to section 4.2.

2. Discussion

At the first Services Architecture drafting meeting three CRs against TS 23.228 section 4.2 contained in
tdocs S2-010933 (Siemens), S2-010934 (Nortel) and S2-010938 (Drafting Session output) were agreed. At
the second Services Architecture drafting meeting two additional CRs contained in tdoc S2-011028
(Motorola) and S2-011030 (Drafting Session output) were agreed. The attached combined CR combines
the contents of all of these CR;s plus an agreed modification to the title of Section 4.2.4 to Serving CSCF to
service platform Interface
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4.2 IM services concepts

4.2.1  Virtual Home Environment (VHE)

4.2.1.1 Support of CAMEL

It shall be possible for an operator to offer access to services based on the CSE for its IM
CN subsystem subscribers. This shall be supported by a CAP interface to the Serving-
CSCF. It should be noted that thereis no requirement for any operator to support
CAMEL servicesfor their IM CN subsystem subscribers or for inbound roamers.

It shall be possible for a home network to provide support for CAMEL based services to
asubscriber roaming in a network that does not support CAMEL on the IM CN
subsystem or does not support the required CAMEL Version. To achieve this, the home
operator may support the CAP capable Serving-CSCF in the home network.

4.2.1.2 Support of OSA

It shall be possible for an operator to offer access to services based on OSA for itsIM CN
subsystem subscribers. This shall be supported by an OSA API between the Application
Server (AS) and the network.

4.2.2 Support of Local Services in the IMS

Visited network provided services offer an opportunity for revenue generation by
allowing access to services of alocal nature to visiting users (inbound roamers). There
shall be a standardised means for providing inbound roamers with access to local
Services.

4.2.3  Support of roaming subscribers

The architecture shall be based on the principle that the service control for Home
subscribed services for aroaming subscriber is in the Home network, e.g., the Serving-
CSCF islocated in the Home network.



Service
Platform

Network

Figure 4-1: Service Platform in Home Network

External
Service
Platform

Visited
Network

Figure 4-2: External Service Platform

There are two possible scenarios to provide services:
- viathe service platform in the Home Network

- viaan external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited

network or in the 3" party platform.
Editor’s Note: the types of protocols to be used on the interfaces between the Serving-CSCF and the
different service platformsin these different scenarios are FFS.

Therolesthat the CSCF plays are described below.
- When subscribers roam to visited networks, the Serving-CSCF is located in the home network , the
roamed to (visited) network shall support a Proxy-CSCF. The Proxy-CSCF shall enable the session
control to be passed to the home network based Serving-CSCF that shall provide service control.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the
Serving-CSCF islocated in the same IM CN SS.



Reassigning the Proxy-CSCF assigned during CSCF discovery is not arequirement in
this release. Procedures to allow registration time Proxy-CSCF reassignment may be
considered in future rel eases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCFs, to be included in the SIP
signalling path is optional. Such additional CSCFs may be used to shield the internal
structure of anetwork from other networks.

4.2.4

Serving CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user’s
home network or in athird party location. The third party could be a network or ssmply a
stand-alone AS.

| The Serving-CSCF to ASinterface is used to provide servicesresiding in an AS. Two

cases were identified:
- Serving-CSCF to an ASin Home Network.

- Serving-CSCF to an ASin External Network (e.g., Third Party or Visited)

Regarding the general provision of servicesin the IMS, the following statements shall
guide the further development.

Besides the Cx interface the S-CSCF supports only one standardised protocol for service control,
which delegates service execution to an “ Application Server” . purposes;-SH+

Guidelinesfor-SH+-are-heeded:-SI P+ is based on the SIP protocol information with necessary
enhancements to allow for remote service eentrolexecution; controversial enhancements should be
avoided.

The depicted functional architecture does not propose a specific physical implementation.

Scope of the SIP Application Server: the SIP Application Server may host and execute services. It
isintended to allow the SIP Application Server to influence and impact the SIP session on behal f
of the services and it uses SIP+ to communicate with the S-CSCF. Further-details-are-needed:

The S-CSCF shall decide whether an Application Server is required to receive information related
to an incoming H-a-SIP session request to ensure appropriate service handling.is-subject-to-inform
aserviee. The decision at the S-CSCF is based on (filter) information received from the HSS (or
other sources, e.g. application servers). Thisfilter information is stored and conveyed on a per
application server basis for each subscriber. Fe-The name(s)/address(es) information ofidentify
the application server(s) serviceto-beinformed-isbased-oninformationare received from the HSS.

Editors Note: The details of the “filter” information has to be further identified.

6.

The purpose of the IM SSF isto host the CAMEL network features (i.e. trigger detection points,
CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.trandlate SHP+to
CAP-and-o-held-the needed-functionste-do-that:

The IM SSF and the CAP interface support legacy services only.

Oncethe IM SSF, OSA SCSor SIP Application Server has been informed of a SIP session request
by the S-CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the SSCSCF is
made aware of any rasultlnq activity bv sending messages to the S—CSCF AiteanemeeJehenede




9. From the perspective of the S-CSCF, The “SIP Application server”, “OSA service capability
server” and “IM-SSF’ shall exhibit the same interface behaviour.

10. The application server may contain “ service capability interaction manager” (SCIM) functionality
and other application servers. The SCIM functionality is an application which performs the role
of interaction management. The internal components are represented by the “ dotted boxes’ inside
the SIP application server. The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

11. When the name/address of more than one “application server” istransferred from the HSS, the S
CSCF shall contact the “ application servers’ in the order supplied by the HSS. The response from
thefirst “application server” shall be used as the input to the second “application server”.

12. The S-CSCF does not handle service interaction i SSUes..

12.13. The S-CSCF does not provide authentication and security functionality for secure direct
third party accessto the IM subsystem. The OSA framework provides a standardized way for third
party secure access to the IM subsystem.

More specificaly the following requirements apply to the Serving-CSCF control interface:

1. SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies)
available at the S-CSCF to the Application Server’s attention.

2. SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the
application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP
signalling protocol shall make these extensionsimplicitly available to the Application Server without
requiring separate extensions to SIP+.

3. The S-CSCF is application logic agnostic, i.e. it has no specific knowledge about a particular
application logic invoked viathe SIP+ interface.

4. The S-CSCF contacts the Application Server for the execution of applications. This shall be possible
during the registration and during the session from setup to the release.

5. An Application Server can initiate a new session/transactions at the S-CSCF without having been
contacted by the S-CSCF beforehand.

6. SIP+ iscurrently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM
SSF) within the operators network.

7. SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS)
and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session.
The Controlled Entity acts according to the requests from the Controlling Entity, and notifies the
Controlling Entity of events of interest (e.g atimer event or a SIP event).

8. The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IMS-
SSF/OSA-SCS and the S-CSCF.

9. SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions. The
A-party’s services are accessed from the A-party’ s SSCSCF. The B-party’s services are accessed
from the B-party’s SS-CSCF

10. SIP+ shall allow the simultaneous handling of more than one services within a session.

11. SIP+ shall alow the Controlling Entity to request the transmission of a specific SIP message(s). This
may, or may not, be in reaction to a message from the Controlled Entity

12. SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with
added/del eted/modified content.( headers & sip message body (e.g. SDP))

13. SIP+ shall allow filter setting from the Controlling Entity.

14. SIP+ shall alow Service Control triggering from the Controlled Entity on basic or complex triggers.

15. SIP+ shall alow the Controlling Entity to request the initiation of a SIP session. This may, or may
not, be in reaction to a message from the Controlled Entity

16. SIP+ shall be able to convey charging information.

17. SIP+ shall support Load Control functions.

18. Means for detecting the failure/availability of a SIP ASIM-SSF/OSA-SCS and S-CSCF shall be
provided.




19. SIP+ shall support the transport of the following information from the S-CSCF to the Controlling
Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)
- Information on the event which occurred
- terminating/originating information
- SIP information
20. SIP+ shall support the transport of the following information from the Controlling Entity to the S-
CSCF:
- Subscriber ID
- Session handling request
21. The “SIP+" protocol shall support the control of timers
22. The SIP+ protocol shall allow the SS-CSCF to te-differentiate between session control and SIP+.

Editors Note: Further requirements are for further study.

The figure below depicts an overall view of how services can be provided.

Server

| SIP+
OSA service OSA
S-CSCF capability server application
Cx SIP+ (SC9) server
T 9P+ OSA API
IM-SSF I
MAP
| cap
Camel Service

Environment




Cx

SIP Application
Server

OSA API

OSA Service
Capability Server
(SCS)

OSA
Application
Server

S-CSCF | siP+

Sip+
P

MAP

IM SSF

CAMEL Service

Environment

Figure 4.3: Functional architecture for the provision of service in the IMS

4.25 HSSto service platform Interface

The “application server” (SIP Application Server and/or the OSA service capability server) may

communicate to the HSS. The Shinterfaceis used for this purpose. The Sh interface is shown in Figure

4.3.

For the Shinterface, the following shall apply:

1 The Shinterfaceis an intra-operator interface.

2. The Shinterface is between the HSS and the “ Sip application server” and between the HSS and the

“OSA service capability server”.

3 The Shinterface transports transparent data for e.q. service related data , user related information, ...

In this case, the term transparent implies that the exact representation of the information is not

understood by the HSS or the protocol.
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** Next changed section **

4.6 Roles of Session Control Functions

The CSCF may take on various roles as used in the | P multimedia subsystem. The following sections
describe these various roles.

4.6.1 Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its addressis discovered

by UEs following PDP context activation, using the mechanism described in section “Procedures related to

Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC2543 or subsequent

versions), i.e. it accepts requests and services them internally or forwards them on, possibly after

trandation. The P-CSCF may also behave as a User Agent (as defined in the RFC2543 or subsequent

versions), i.e. in abnormal conditions it may terminate and independently generate S|P transactions.

The Policy Control Function (PCF) isalogical entity of the P-CSCF. If the PCF isimplemented in a

separate physical node, the interface between the PCF and the P-CSCF is not standardised.

The functions performed by the P-CSCF are:

- Forward the SIP register request received from the UE to an |-CSCF determined using the home

domain name, as provided by the UE.

- Forward SIP messages received from the UE to the SIP server (e.g. SSCSCF) whose name the P-
CSCF hasreceived as aresult of the registration procedure.

- Aspart of processing of the request and before forwarding, the P-CSCF may modify the Request
URI of outgoing requests according to a set of provisioned rules defined by the network operator
(e.g. Number analysis and potential modification such as translation from local to international
format.)

- Forward the SIP request or response to the UE.

- Detect an emergency session and select a S-CSCF in the visited network to handle emergency
sessions.

- FhegGeneration of CDRs.

- Maintain a Security Association between itself and each UE, as defined in Aeeess-Seeurity-forHP-
based-services-Specifieation TS 33.203 xx¢[19].

'9"'d|e Seouity- towarde | ler: Fe.qat. g-CSe .aa_nd Se[” ]Ig. CSCF-by-security-methods definedin

Editor’s Note: The following functions require further study:

- Authorisation of bearer resources and QoS management. Details of the P-CSCF rolein QoS
management and authorisation of bearer resources for the session are being investigated by the QoS
ad-hoc group.

4.6.2 Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’ s network for all
connections destined to a subscriber of that network operator, or a roaming subscriber



currently located within that network operator’s service area. There may be multiple I-
CSCFswithin an operator’ s network. The functions performed by the I-CSCF are:
Registration
- Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to
Serving-CSCF assignment)

Session Flows
- Route a SIP request received from another network towards the S-CSCF.

- Obtain from HSS the Address of the S-CSCF.

- _-Forward the SIP request or response to the S-CSCF determined by the step above

Charging and resource utilisation:
- Generation of CDRs.

In performing the above functions the operator may use the I-CSCF or other techniques
to hide the configuration, capacity, and topology of the network from the outside. When
the I-CSCF is chosen to meet the hiding requirement then for sessions traversing across
different operators domains, the I-CSCF may forward the SIP request or response to
another I-CSCF alowing the operators to maintain configuration independence.

4.6.3 Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It
maintains a session state as needed by the network operator for support of the services.
Within an operator’ s network, different S-CSCFs may have different functionalities. The
functions performed by the S-CSCF during a session are:
Registration
- May behave as a Registrar as defined in RFC2543 or subsequent versions, i.e. it accepts registration
requests and makes its information available through the location server (eg. HSS).

Session flows
- Session control for the registered endpoint’s sessions.

- May behave as a Proxy Server as defined in RFC2543 or subsequent versions, i.e. it accepts requests
and services them internally or forwards them on, possibly after translation.

- May behave as aUser Agent as defined in RFC2543 or subseguent versions, i.e. it may terminate
and independently generate SIP transactions.

- Interaction with Services Platforms for the support of Services

- Provide endpoints with service event related information (e.g. notification of tones/announcement
together with location of additional mediaresources, billing notification)




T : . I ks : - dedi ,
operator-potiey:

- On behalf of an originating endpoint (i.e. the originating subscriber/UE)

- Obtain from a database the Address of the I-CSCF for the network operator serving the
destination subscriber from the destination name of the terminating subscriber (e.g. dialled phone
number or SIP URL), when the destination subscriber is a customer of a different network
operator, and forward the SIP request or response to that I-CSCF.

- When the destination name of the terminating subscriber (e.g. dialled phone number or SIP
URL), and the destination subscriber is a customer of the same network operator, forward the
SIP request or response to an I-CSCF within the operator’ s network.

- Depending on operator policy, forward the SIP request or response to another SIP server located
within an ISP domain outside of the IM CN subsystem.

- On behalf of adestination endpoint (i.e. the terminating subscriber/UE)

- Forward the SIP request or response to a P-CSCF for aMT session to a home subscriber within
the home network, or for a subscriber roaming within a visited network where the home network
operator has chosen not to have an I-CSCF in the path

- Forward the SIP request or response to an I-CSCF for aMT session for a roaming subscriber within
avisited network where the home network operator has chosen to have an I-CSCF in the path.

Charging and resource utilisation:
- Generation of CDRs.

4.6.4 Breakout Gateway Control Function

The Breakout Gateway control function (BGCF) selects the network in which PSTN breakout is to occur.
If the BGCF determines that the breakout is to occur in the same network in which the BGCF is located
within, then the BGCF shall select a M GCF which will be responsible for the interworking with the PSTN.
If the break out isin another network, the BGCF will forward this session signalling to another BGCF, or
an MGCEF, depending on the configuration, in the selected network.

The functions performed by the BGCF are:
- Receivesrequest from S-CSCF to select appropriate PSTN break out point for the session

- Select the network in which the interworking with the PSTN isto occur. If the interworking isin
another network, then the BGCF will forward the SIP signalling to the BGCF of that network.

- Select the MGCF in the network in which the interworking with PSTN is to occur and forward the SIP
signalling to that MGCF. This may not apply if the interworking is a different network.

. . . . -
TS33.20¢[20}

Charging and resource utilisation:
- Generation of CDRs.

The BGCF may make use of information received from other protocols, or may make use of administrative
information, when making the choice of which network the interworking shall occur.



** New section **

4.7 Security Concepts

IM CN Subsystem functional elements provide security, as needed, by security methods defined in TS
33.2xx [20]. If interacting with external Networks, Security Associations are provided in accordance with

operator policy.
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4.3.3.2 Public user identities

Every IM CN subsystem subscriber shall have one or more public user identities [8]. The public user identity/identities
are used by any user for requesting communications to other users. For example, this might be included on a business
card.

- Both telecom numbering and Internet naming schemes can be used to address users depending on the Public
User identities that the users have.

- The public user identity/identities shall take the form of SIP URL (as defined in RFC2543 [12] and RFC2396
[13]) or E.164 numbers.

- Atleast one Public User Identity shall be securely stored on the USIM (it shall not be possible for the UE to
modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the
USIM.

- It shal be possible to register globally (i.e. through one single UE request) a subscriber that has more than one
public identity viaa mechanism within the [P multimedia CN subsystem. This shall not preclude the user from
registering individually some of his’her public identities if needed.

- Public User Identitys are not authenticated by the network during registration.

- Public User Identities may be used to identify the user’ s information within the HSS (for example during mobile
terminated session set-up).

CR page 3
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Introduction

This contribution introduces changes to the De-registration - user currently registered flow in
3G TS 23.228. Currently I-CSCF and P-CSCF shall release all registration information after
sending information flow 200 OK but S-CSCF does not release all registration information
after sending information flow 200 OK. There is no need to keep subscriber information in the
S-CSCF because the HSS does not anymore contain the S-CSCF name for that subscriber.

In addition, there is no need release registration information from I-CSCF because |-CSCF
does not keep any profile information, it is stateless regarding the subscriber.

Proposal

It is proposed that also S-CSCF shall release all registration information after sending
information flow 200 OK and the similar text is removed from I-CSCF. The proposed changes
are included in the CR against 3GPP TS 23.228 attached below.
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5.3.1 Mobile initiated de-registration

Application level de-registration should be initiated by the UE upon roaming to a new network and power off of
the terminal (if possible). De-registration is accomplished by aregistration with an expiration time of zero
seconds. De-registration follows the same path as defined in subclause 5.2.2.3 “ Registration Information Flow —

User not registered”.
Visited Network Home Network
\ | | \
UE \ ‘P—CSCF‘ ‘I-CSCF ‘ ‘ HSS ‘ ‘ S-CSCF
1. REGISTER
—_—>
2. REGISTER
3. Cx-Query
»
4. Cx-Query-Resp
5. REGISTER
>
6. Cx-Put
7. Cx-Put Resp
8.200 OK
9.200 OK
10. 200 OK

Figure 5.3: De-registration - user currently registered

1. The UE decidesto initiate de-registration. To de-register, the UE sends a new REGISTER request with an

expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (subscriber
identity, home networks domain name).

. Upon receipt of the register information flow, it shall examine the “home domain name” to discover the

entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from
prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name”
in the contact header, subscriber identity, and visited network contact name). A name-address resolution
mechanism is utilised in order to determine the address of the home network from the home domain
name. When the I-CSCF receives the registration information flow from the proxy, it shall examine the
subscriber identity and the home domain name, and employ the services of a name-address resolution
mechanism, to determine the HSS address to contact.

. Thel-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity,

home domain name, visited network contact name). The P-CSCF name is the contact name that the
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operator wishes to use for future contact to that P- CSCF. The Cx-query (P-CSCF name, subscriber
identity, home domain name, and visited network contact name) information flow is sent to the HSS.

(Editors Note: It is FFS whether the terminal name, or proxy name, or both isincluded within this and
subsequent register messages).

4. TheHSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry
point, e.g. S-CSCF) is sent from the HSS to the |-CSCF.

5. TheI-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-
address resol ution mechanism and then shall send the de-register information flow (P-CSCFs “name” in
the contact header, subscriber identity, visited network contact name) to the selected S-CSCF.

6. The S-CSCF shall send Cx-Put (subscriber identity, clear S CSCF name) to the HSS. The HSS clearsthe
S-CSCF name for that subscriber.

7. The HSS shall send Cx-Put Resp to the S-CSCF to acknowl edge the sending of Cx-Put.

8. The S-CSCF shall return the 200 OK information flow to the I-CSCF. The S-CSCF shalimay release all
registration information regarding this specific registration of the subscriber after sending information

flow 200 OK.

9. The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF shall-may release all
registration information regarding this specific registration of the subscriber after sending information
flow 200 OK.
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5.8 Procedures related to routing information interrogation



The mobile terminated sessions for a subscriber shall be routed either to a Serving-CSCF or to a MGCF
(if the subscriber is roaming in alegacy network). When a mobile terminated session set-up arrives at a
CSCEF that is authorised to route sessions, the CSCF interrogates the HSS for routing information.

The Cx reference point shall support retrieval of routing information from HSS to CSCF. The resulting
routing information can be either Serving-CSCF signalling transport parameters (e.g. | P-address).

5.8.1 User identity to HSS resolution

This section describes the resolution mechanism, which enables the |-CSCF and the S CSCF to find the
address of the HSS, that holds the subscriber data for a given user identity when multiple and separately
addressable HSSs have been deployed by the network operator. This resolution mechanism is not required
in networks that utilise a single HSS e.g. optionally, it could be switched off on the I-CSCF and on the S
CSCF using O&M mechanisms. An example for a single HSS solution isa server farm architecture. By
default, the resolution mechanism shall be supported.

On REGISTER and on MT INVITEs, the I-CSCF queries the HSS for subscriber specific data, e. g. the
actual location or authentication parameters. This also has to be accomplished by the S-CSCF on
REGISTER. In the case when more than one independently addressable HSS is utilized by a network
operator, the HSS where user information for a given subscriber is available has to be found. To get the
HSS address-name the [-CSCF and the S-CSCF queryies the Subscription Locator Functional (SLF)
entity. The relationship with number portability is for further study.

The subscription locator is accessed via the Dx interface. The Dx interface is the standard interface
between the }-CSCF and the SLF.

A way to use the subscription locator is described in the following.
The Dx interface provides:

- ___-anoperation to query the subscription locator from the I-CSCF or from the S-CSCF, respectively

- aresponseto provide the HSS address-name towards the I-CSCF- or towards the S-CSCF,
respectively.

By sending the Dx-operation DX_SLF QUERY the I-CSCF _or the S-CSCF indicates a subscriber
identity of which it is looking for an HSS. By the Dx-operation DX_SLF_RESP the SLF responds with
the HSS name. The |-CSCF or the S-CSCF, respectively,- continues by querying the selected HSS. As an
option at the registration flow, the [-CSCF may forward the HSS address-name towards the serving CSCF
to simplify the procedure by which the serving CSCF finds the subscriber’s HSS. This option is for further
study and can be used in a single HSS environment.

The following two sections present the session flows on REGISTER and on INVITE messages.

5.8.2 SLF on register



Home Network

x-CSCF I-CSCF SLF HSS

1. REGISTER

2. DX_SLF_QUEﬁY

3. SLF database
Tookup

4. DX_SLF_RESP

5.CX_QUERY

Home Network \

x-CSCF I-CSCF SLF HSS

1. REGISTER

2. DX_SLF_QUEﬁY

3. SLF database
lookup

4.DX_SLF _RESP

Figure 5.20: SLF on register_(1)

. |-CSCF receives a REGISTER request and now has to query for the location of the subscriber’s
data.

. Thel-CSCF sendsaDX_SLF_QUERY to the SLF and includes as parameter the subscriber
identity which is stated in the REGISTER request.



3. The SLF looks up its database for the queried subscriber identity.

4. The SLF answerswith the HSS name in which the subscriber’ s data can be found.

Home Network

|1 -CSCF SCSCF SLF HSS

1. REGISTER

2. DX_SLF_QUEﬁY

3. SLF database
lookup

4. DX_SLF_RESP

Figure 5.21: SLF on reqgister (2)

1. |I-CSCF sends a REGISTER request to the SSCSCF. This now has to query for the location of the
subscriber’s data.

2. The S.CSCF sendsaDX SLF QUERY to the SLF and includes as parameter the subscriber
identity which is stated in the REGISTER request.

3. The SLF looks up its database for the queried subscriber identity.

4. The SLF answerswith the HSS name in which the subscriber’ s data can be found.




5.8.3 SLF on UE invite

\ Home Network \
Xx-CSCF ‘ I-CSCF ‘ ‘ SLF ‘ HSS
1. INVITE
2. DX_SLF_QUEﬁY
3. SLF database
Tookup
4. DX_SLF RESP
5. CX_QUERY
>
\ Home Network \
X-CSCF I-CSCF SLF HSS
1. INVITE

2. DX_SLF_QUERY

3. SLF database
lookup

4. DX_SLF RESP

Figure 5.21: SLF on UE invite

1. I-CSCF receivesan INVITE request and now hasto query for the location of the subscriber’s data.



2. Thel-CSCF sendsaDX_SLF QUERY to the HSS and includes as parameter the subscriber
identity which is stated in the INVITE request.

3. The SLFlooks up its database for the queried subscriber identity.

4. The SLF answers with the HSS name in which the subscriber’s data can be found.
The synchronisation between the SLF and the different HSSsis an O&M issue.
To prevent an SLF service failure e.g. in the event of a server outage, the SLF could be distributed over
multiple servers. Several approaches could be employed to discover these servers. An example is the use

of the DNS mechanism in combination with a new DNS SRV record. The specific agorithm for this
however does not affect the basic SLF concept and is thus for further study.
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5.2.2.3 Registration information flow — User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP
connectivity for the signalling has been gained from the access network. For the purpose of the registration
information flows, the subscriber is considered to be always roaming. For subscribers roaming in their home
network, the home network shall perform the role of the visited network elements and the home network
elements.

Visited Network Home Network
\ || \
UE P-CSCF I-CSCF HSS S-CSCF
1. Register
—p 2. Register
3. Cx-Query
4. Cx-Query Resp
4—,
5. Cx-Select-pull
—>
6. Cx-Select-pull Resp
<«
7. Register
8. Cx-put
9. Cx-put Resp
10. Cx-Pull
11. Cx-Pull Resp
12. 200 OK ’
14. 200 OK l13' 2000K <
<«

Figure 5.1: Registration — User not registered

1. After the UE has obtained a signalling channel through the access network, it can perform the IM
registration. To do so, the UE sends the Register information flow to the proxy (subscriber identity, home
networks domain name).

2. Upon receipt of the register information flow, #-the P-CSCF shall examine the “home domain name” to
discover the entry point to the home network (i.e. the I-CSCF). The proxy shall send the Register
information flow to the |-CSCF (P-CSCFs “name™n-the-contact-header, subscriber identity, visited
network contact name). A name-address resolution mechanism is utilised in order to determine the
address of the home network from the home domain name. When the I-CSCF receives the registration
information flow from the proxy, it shall examine the subscriber identity and the home domain name, and
employ the services of a name-address resol ution mechanism, to determine the HSS address to contact.
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3. The I-CSCF shall send the Cx-Query information flow to the HSS (P-€SCEFname, subscriber identity,

home domain-namevisited-network-contact-name, visited domain name). The P-CSCF name is the

contact name that the operator wishes to use for future contact to that P- CSCF.

mtermatrenﬂewrseenttetheHS&The HSS shall check whether the user is regr stered aJ ready The HSS
shall indicate whether the user is allowed to register in that visited network according to the User
subscription and operator limitationg/restrictionsif any.

4. Cx-Query Resp is sent from the HSS to the |-CSCF. If the checking in HSS was not successful the Cx-

Query Resp shall reject the registration attempt.

5. At this stage, it is assumed that the authentication of the user has been completed (although it may have

9.

been determined at an earlier point in the information flows). The I-CSCF shall send Cx-Select-Pull
(serving-network-indieation, subscriber identity) to the HSS to request the information related to the
required S-CSCF capabilities which shall be input into the S-CSCF selection function.

The HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

The |-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-
address resol ution mechanism . |-CSCF also determines the name of a suitable home network contact
point, possibly based on information received from the HSS. The home network contact point may either
be the S-CSCEF itself, or a suitable |-CSCF in case network configuration hiding is desired. If an |-CSCF
is chosen as the home network contact point, it may be distinct from the |-CSCF that appears in this
registration flow. 1-CSCF shall then send the register information flow (P-CSCFs name, subscriber
identity, visited network contact name, home network contact point in case network configuration hiding
is desired) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to

forward session |n|t|atat|on s qnal ling to the home network anelthensha”—sendrtheregﬁer—mtermetien

The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS. The HSS stores the S
CSCF name for that subscriber.

The HSS shall send Cx-Put Resp to the I-CSCF to acknowledge the sending of Cx-Put.

10. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow

(subscriber identity) to the HSS in order to be able to download the relevant information from the
subscriber profile to the S-CSCF. The S-CSCF shall store the P-CSCFs name, as supplied by the visited
network. This represents the name that the home network forwards the subsequent terminating session
signalling to for the UE.

11. The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF. The user

information passed from the HSS to the S-CSCF shall include one or more names/addresses information
which can be used to access the platform(s) used for service control while the user is registered at this S-
CSCF. The S-CSCF shall store the information for the indicated user. In addition to the names/addresses
information, security information may also be sent for use within the S-CSCF.

Hetwerk—The SCSCF shall return the 200 OK mformatlon flow (serving network contact narme-S-C€SCF
nameinformation) to the I-CSCF.

13. TheI-CSCF shall send information flow 200 OK (serving network contact rameinformation) to the P-

CSCF. The I-CSCF shall release dl registration information after sending information flow 200 OK.
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14. The P-CSCF shall store the serving network contact rameinformation, and shall send information flow
200 OK to the UE.

5.2.2.4 Re-Registration information flow — User currently registered

Editor’s Note: the definition of re-registration timers requires further study, however it is noted that the timers
in the UE are shorter than the registration related timers in the network.

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in
response to a change in the registration status of the UE. Re-registration follows the same process as defined in
subclause 5.2.2.3 “Registration Information Flow — User not registered”.

Visited Network Home Network
\ | | \
UE P-CSCF I-CSCF HSS S-CSCF
1. Register
— p 2 Register
3. Cx-Query
4, Cx-Query Resp
4—,
5. Register

>
6. Cx-put

7. Cx-put Resp
8. Cx-Pull
9. Cx-Pull Resp
—>
10. 200 OK
11. 2 K
12. 200 OK < 00 <

<—

Figure 5.2: Re-registration - user currently registered

1. Prior to expiry of the agreed registration timer, the UE initiates are-registration. To re-register, the UE
sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (subscriber
identity, home networks domain name).

2. Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to
discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point
cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-
CSCFs “name-n-the-contact-header, subscriber identity, visited network contact name). A name-address
resolution mechanism is utilised in order to determine the address of the home network from the home
domain name. When the |-CSCF receives the registration information flow from the proxy, it shall
examine the subscriber identity and the home domain name, and employ the services of a name-address
resolution mechanism, to determine the HSS address to contact.
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3. Thel- CSCF shall send the Cx Query mformatron flow to the HSS (P-E€SCEF-name, subscriber identity,
. . ct-hame, visited domarn name). Fhe P-CSCFnameisthe

4. TheHSS shall check whether the user isregistered already and return an indication indicating that an S-
CSCF isassigned. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the
HSSto the I-CSCF.

5. Atthisstage, it isassumed that the authentication of the user has been completed (although it may have
been determined at an earlier point in the information flows). The I-CSCF, using the name of the S-
CSCF, shall determine the address of the S-CSCF through a name-address resol ution mechanism. |-CSCF
also determines the name of a suitable home network contact point, possibly based on information
received from the HSS. The home network contact point may either be the S-CSCF itself, or asuitable |-
CSCF in case network configuration hiding is desired. If an |-CSCF is chosen as the home network
contact point, it may be distinct from the I-CSCF that appears in this registration flow. |-CSCF shall then
send the register information flow (P-CSCFs name, subscriber identity, visited network contact name,

home network contact point in case network configuration hiding is desired) to the selected S CSCF. The

home network contact point will be used by the P CSCF to forward session mrtratatron signaling to the

home network a A

6. The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS. The HSS storesthe S-
CSCF name for that subscriber. Note: Optionally as an optimisation, the S-CSCF can detect that thisisa
re-registration and omit the Cx-Put request.

7. The HSS shall send Cx-Put Resp to the S-CSCF to acknowl edge the sending of Cx-Put.

8. Onreceipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow
(subscriber identity) to the HSS in order to be able to download the relevant information from the
subscriber profile to the S-CSCF. The S-CSCF shall store the P-CSCFs name, as supplied by the visited
network. This represents the name that the home network forwards the subsequent terminating session
signalling to for the UE. Note: Optionally as an optimisation, the S-CSCF can detect that thisare-
registration and omit the Cx-Pull request.

9. The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF. The S-CSCF
shall store the user information for that indicated user.

hetwerleThe SCSCF shall return the 200 OK mformatron flow (serving network contact rame-S-ESCF
nameinformation) to the I-CSCF.

11. The I-CSCF shall send information flow 200 OK (serving network contact rameinformation) to the P-
CSCF. TheI-CSCF shall release al registration information after sending information flow 200 OK.

12. The P-CSCF shall store the serving network contact rareinformation, and shall send information flow
200 OK to the UE.

5225 Stored information.

Table 5.1 provides an indication of the information stored in the indicated nodes during and after the registration
process.
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Table 5.1 Information Storage before, during and after the registration process

Node

Before Registration

During Registration

After Registration

UE - in local network

Credentials
Home Domain

Credentials
Home Domain
Proxy Name/Address

Proxy-CSCF
- in local network

Routing Function

Network Entry point
UE Address

Network Entry point
UE Address

Home network

Interrogating-CSCF - in

HSS Address

Serving-CSCF
address/name
(Editors Note: Accessto
Potential list of Serving-
CSCFsisFFS)

No State Information

HSS

User Service Profile

Serving-CSCF
address/name

Proxy-address/name?

Serving-CSCF (Home)

No state information

HSS Address/name
Subscriber profile
(limited — as per network
scenario)

Proxy address/name

May have session state
Information

HSS Address/name
Subscriber information
Proxy address/name

References

[24.228]

3G TS 24.228: TSG CN: Signalling flows for the IP multimedia call control
based on SIP and SDP v0.5.0
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2 References

[XXX] 3GPPTS 26.235: "Packet Switched Multimedia Applications; Default Codecs'.

54.1 Bearer interworking concepts

Voice bearers from the IM CN subsystem need to be connected with the voice bearers of other networks. Elements such
as Media Gateway Functions (MGW) are provided to support such bearer interworking. One of the functions of the
MGW may be to support transcoding between a codec used by the UE in the IM CN subsystem and the codec being
used in the network of the other party.

For-thisrelease the HM-CN-subsystem-supperts the AMR-codec-as the native codec for-veice-over HP. Default codecs to
be supported within the UE are defined in [Ref XX X]. The use of default codecs within the UE enablesFhus the IM CN
subsystem is-ableto interwork with other networks-which-suppert-thiscodee (on an end to end basis either-as-hative-or

through transcoding-H-the-ether-party’'s-network).

TheIM CN subsystem is aso able to interwork with the CS networks (e.g. PSTN, ISDN, CS domain of some PLMN)
by supporting AMR to G.711 [17] transcoding in the IMS MGW element. Furthermore to allow interworking between
users of the IM CN subsystem and 1P multimedia fixed terminals and other codecs may (thisisimplementation
dependent) be supported by the MGW.

Support for transcoding to other codec formatsisfor further study.
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54.1 Bearer interworking concepts

Voice bearers from the IM CN subsystem need to be connected with the voice bearers of other networks. Elements such
as Media Gateway Functions (MGW) are provided to support such bearer interworking. One of the functions of the
MGW may be to support transcoding between a codec used by the UE in the IM CN subsystem and the codec being
used in the network of the other party.

For thisrelease the IM CN subsystem supports the AMR codec as the native codec for voice over IP. Thusthe IM CN
subsystem is able to interwork with other networks which support this codec (either as native or through transcoding in
the other party’s network).

TheIM CN subsystem is also able to interwork with the CS networks (e.g. PSTN, ISDN, and CS domain of some
PLMN) by supporting AMR to G.711 [17] transcoding in the IMS MGW element. Furthermore, to allow interworking
between users of the IM CN subsystem and IP multimedia fixed terminals, other codecs may (this isimplementation
dependent) be supported by the MGW.

Editor’'s Note: Support for transcoding to other codec formats is for further study.

In order to support existing network capabilities, it is required that a UE be able to send DTMF tone indications to the
terminating end of a session viathe IMS. This can be done using SIP information. An additional element for bearer
interworking is the interworking of these DTMF tones between one network and another. This may involve the
generation of tones on the bearer of one network based on out of band signaling on the other network. In such a case, the
MGW shall provide the tone generation under the control of the MGCF.
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5.115.2 Session Redirection to PSTN Termination (S-CSCF #2 forwards INVITE)
hitated-by -S-CSCHo -CS-domatn

The S-CSCF of the destination user (S-CSCF#2) inthe scenario-above-may determine that the session isto be redirected
toaPSTN Termination; e.g. CS-domain endpoint, or to the PSTN. _For session redirection to PSTN termination where
the S-CSCF of the called party (S-CSCF#2) wishes to remain in the path of SIP signalling, the S-CSCF forwards the

I NVITE towards towards the destination according to the termination flow.-H-recogrizes this situation-by-the redirected

UE#1 S-CSCF#1 I-CSCF HSS S-CSCF#2

1. INVITE —W

2. Service Control

3. INVITE—»

4. Location Query —¥
—5. Response
6. INVITE——— P

7. Service Control

[— 8. Redirect

——9. Redirect

4——10. Redirect

11. UE initiates call in
CS domain

. 37 Sesei licoction init s osc 5. .

Handling of redirection to a PSTN Termination where the S-CSCF#2 forwards the INVITE is shown in the figure 5.37:

UE#1 ‘ ‘ S-CSCF#1 ‘ ‘ I-CSCF HSS ‘ ‘ S-CSCF#2
1. INVITE
2. Service control
3. INVITE ——Ppf
4.Location Query
5. Response
6. INVITE »
>
7. Service control
8. INVITE
—»
9. SDP
«—
10. SDP
11. SDP D
-~
12. SDP

Figure 5.37: Session redirection to PSTN Termination (S-CSCF #2 forwards INVITE)
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Step-by-step processing is as follows:

1 The SIP INVITE request is sent from the UE#1 to S-CSCF#1 by the procedures of the originating flow.
2. S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.
3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the

subscriber belongs. The INVITE message is sent to an I-CSCF for that operator, and may optionaly go
through an I-CSCF(firewall) if S-CSCF#1 isin a different operator’ s network than I-CSCF.

|-CSCF queries the HSS for current location information of the destination subscriber.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

N o o A

S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. Asaresult of
this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination.
new-destination URL-nthe €S- domain-i-e-atel-URL. S-CSCH#2 determines that it wishesto remain in the
path of the SIP signalling.

8. S-CSCF#2 forwards the INVITE toward the destination, according to the procedures of the terminating flow.

9. The destination responds with the SDP message, and the session establshment proceeds normally.

0.4-CSC I i S CSCRAL. ining 1t irection destination.
10.S-CSCH#1 forwards the Redirect response back-to- UE#L
11 | o inthe CS in

5.11.5.3 Session Redirection to PSTN Termination (REDIRECT to originating UE#1)

The S-CSCF of the destination user (S CSCF#2) may determine that the session isto be redirected to aPSTN
Termination; e.g. CS-domain endpoint, or to the PSTN. For session redirection to PSTN termination wherethe S-
CSCEF of the called party (S-CSCF#2) wishes to use the SIP REDIRECT method, the S-CSCF#2 will pass the new
destination information (the PSTN Termination information) to the originator (UE#1). The originator (UE#1) can then
initiate a new session to the redirected to destination denoted by S-CSCF#2.

Handling of redirection to a PSTN Termination where the SCSCF#2 REDIRECT S to the originating UE#1 is shown in
the figure 5.3X:
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UE#1 ‘ ‘S—CSCF#l‘ ‘I—CSCF ‘ ‘ HSS ‘ ‘S-CSCF#Z

1. INVITE —p

2. Service control

L 3.INVITE —

4 Location Query

P 5. Response

6. INVITE

>
»

7. Service control

8. Redirect

9.Redirect
T —

10. Redirect

11. UE#1 Initiates
Mobile Origination to
Redirected to
destination

Figure 5.3X: Session redirection to PSTN Termination (REDIRECT to originating UE#1)

Step-by-step processing is as follows:

1. TheSIPINVITE request is sent from the UE#1 to S-CSCF#1 by the procedures of the originating flow.

2. S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the
subscriber belongs. The INVITE message is sent to an |-CSCEF for that operator, and may optionally go through an
|-CSCF(firewall) if SCSCF#1 isin adifferent operator’ s network than I-CSCF.

4, |-CSCF queriesthe HSS for current location information of the destination subscriber.

5. HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. |-CSCF forwardsthe INVITE request to S-CSCF#2, who will handle the session termination.

7. S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. As aresult of this
service control logic, SS-CSCF#2 determines that the session should be redirected to a PSTN termination.
S-CSCF#2 determines that it wishes to use the SIP REDIRECT method to pass the redirection destination
information (the ‘redirected-to PSTN Termination’ information) to the originator (UE#1).

8. S-CSCF#2 sends a SIP Redirect response to |-CSCF with the redirection destination.

9. |-CSCF sends a Redirect response to S-CSCF#1, containing the redirection destination.

10. S-CSCF#2 forwards the Redirect response to UE#1, containing the redirection destination

11. UE#1 initiates asession to the ‘redirected-to PSTN Termination’ according to the mobile origination procedures

supported in the UE (e.g. CS, IMS).
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Introduction

This contribution contains information flows for Mobile Terminated session delivery for
unregistered subscribers. The flows and text shown here have already been accepted, and
have been incorporated to the Informative Annex of [23.228 v1.8.1].

This contribution proposes to add these flows and the corresponding text to the normative
part of 3G TS 23.228.

Proposal

The information flows and the corresponding text that is proposed to be included to the
normative part of 3G TS 23.228 is incorporated into a CR attached below.
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512 Mobile Terminating call procedures to unreqistered
IMS subscriber

This section describes information flows for the procedures of Mobile Terminating call flows for unregistered
IM S subscriber. The detection of unregistered subscriber is donein HSS and if subscriber has services related to
unregistration state, a S-CSCF is selected forte the subscriber. S-CSCF performs whatever further actions are
appropriate for the call attempt to the unregistered IM S subscriber.

5.12.1 Mobile Terminating call procedures to unreqgistered IMS
subscriber that has services related to unreqgistered state

In the-example information-flowFigure 5.xx below the subscriber is unregistered for IMS and HSS responds
back to |-CSCF with an indication that |-CSCF should selects S-CSCF for thisMT call to thea unregistered
subscriber. Before S-CSCF selection, |-CSCF shall query HSS for the information related to the required S-
CSCF capabilities. |-CSCF sdlects a S CSCF to perform service control and |-CSCF routes the call further to the
selected destination. SS-CSCF has to download subscriber’s profile from HSS before it performs service control
and any further actionsin the call attempt. The service implemented by this information flow could be e.g. “ Call
Forward Unconditional.”

This is shown byin the folHowing-information flow in Figure 5.xx:
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1. INVITE
2. Cx-LocQuery

3. Cx-LocQueryResp

4. Cx-Select-pull
9. Cx-Select-pull Resp

6. SSCSCF Selection

7.INVITE

v

8. Cx-put

A

9. Cx-put Resp
10. Cx-pull

A

11. Cx-pull Resp

»

| 12. Service control |

| 13. S-CSCF performs further actions |
| | é

Figure 5.xx: Mobile Terminating call proceduresto unregistered |M S subscriber that has servicesrelated
tounregistered state

1. |-CSCF receives an INVITE message.

2. |-CSCF gueriesthe HSS for current |ocation information.

3. HSS either responds with an indication that the subscriber is unregistered for IMS and |-CSCF should
select a S-CSCEF for the subscriber or provides the |-CSCF with the previously allocated S-CSCF name.

4, |f the |-CSCF has not been provided with the location of the S-CSCF, the |-CSCF may send Cx-Select-
Pull (unregistered, subscriber identity) to the HSS to request the information related to the required S-
CSCEF capabilities which shall be input into the S-CSCF selection function. This query is optional.

5. The HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

6. If thel-CSCF has not be provided with the location of the SS-CSCF, the |-CSCF selects a S-CSCF for the
subscriber.

7. |-CSCF forwardsthe INVITE request to the S-CSCF.

8. The S-CSCF sends Cx-Put (subscriber identity, S CSCF name) to the HSS. The HSS stores the S-CSCF
name for that subscriber. Thiswill result in all terminating traffic for that subscriber being routed to this
particular S-CSCEF until the registration period expires or the subscriber attaches to the network.

9. TheHSS shall send Cx-Put Resp to the |-CSCF to acknowl edge the sending of Cx-Put.

10. The S-CSCF shall send the Cx-Pull information flow (subscriber identity) towards the HSS in order to
be able to download the relevant information of the subscriber profile to the S CSCF

11. The HSS shall return the information flow Cx-Pull Resp (user information) to the S CSCF. The S-CSCF
shall storeit for that indicated user.
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12. S-CSCF performs whatever service control is appropriate for this call attempt.

13. S-CSCEF performs whatever further actions are appropriate for this call attempt.

The S-CSCF may deregister the user at any time (e.g. according to operator network engineering requirements)
by issuing a Cx-Put2 (subscriber identity, clear SS-CSCF name) clearing the S-CSCF name stored in the HSS. [f
S-CSCF name stored by the HSS does not match the name of the S CSCF that originated the Cx-Put2 then the
HSS will acknowledge the clearing reguest but take no further action.

Should the subscriber register at another SS-CSCF during the register expiry time then the registration from the
new S-CSCF will take precedence, overwriting the previous S-CSCF name stored in the HSS.

5.12.2 Mobile Terminating call procedures to unregistered
subscriber that has no services related to unregistered state

In the example information flow the subscriber is unregistered and the subscriber has no services related to
unregistration state.
Thisis shown in the following information flow:

[-CSCF HSS

1L INVITE

2. Cx-LocQuery

< 3. Cx-LocQueryResp

4. Not reachable indication
4‘

1. |-CSCF receives an INVITE message.

2. |-CSCF gueriesthe HSS for current |ocation information.

3. HSS responds with an indication that the subscriber is unregistered, but no services are related to
unregistration state.

4, |-CSCF responds to the origin of the request that the subscriber is not reachable at the moment.

References

[23.228 v1.8.1] 3G TS 23.228: TSG SA: IM Subsystem Stage 2 (ver 1.8.1)
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4.2.2 Support of Local Services in the IMS

The definition of local services can be found in [21]. Visited network provided services offer an opportunity for
revenue generation by allowing access to services of alocal nature to visiting users (inbound roamers). There
shall be a standardised means for providing inbound roamers with access to local services. The mechanism to
access |ocal services shall be exactly the same for home users and inbound roamers.

Accessto |[Local Serwc&s shall be prowded inthe foIIOW| ng manner

ty ay R .Itshall be possible for
the network to determine Whether the subscrl ber is requestl nga Iocal sarvicein the visited IMS or the home
IM S network based upon information received from the UE. This information may be included in e.g. the
Request URI.

2. Inthe case where the servicesis to be provided by the visited IMS network, the P-CSCEF, if required, will
modify the “routing information” to a globally routablen addresswhich-is-globally-routableand-which-.
Thiswill result in the S-CSCF in the home network routinge the request back to the visited network.

3.  The P-CSCF shall route the session towards the S-CSCF as per the session origination procedures, where
the execution of the originating subscriber's home services are to be executed..
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5.x Emergency sessions

5.X.1 Requirements for Emergency Sessions

1. Architecture shall support IMS emergency sessions for the following 3 UE scenarios:
- Reaqistered UEs with USIM
- Unreqgistered UEs with USIM
- UEs without USIM

2. ltis desirable to have a single architectural solution for the 3 scenarios above.

3. For the case of an emergency call for a user not currently attached/reqgistered to the IM subsystem
application level (SIP) registration would not be required.

4. Emergency sessions shall be handled by a CSCEF in the visited network when the visited network
supports the IM Subsystem.

5. The impact of GGSNs in the HPLMN has to be studied.
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514 Procedures related to Proxy-CSCF

The routing of the SIP registration information flows shall not take into account previous registrations
(i.e., registration state). The routing of the session information flows (e.g., INVITE) shall take into
account the information received during the registration process.



5.1.5 Subscription Updating Procedures

HSS will have the capability of informing the S-CSCF whenever the subscription data stored in HSS is
changed for an IM subscriber, and the changes affect the subscription data stored in the S-CSCF.

The following list contains the requirements identified for updating the subscription information on the S-
CSCF.:

1. A single procedure shal be supported in the HSS and in the S-CSCF to update the subscription
information in the S-CSCF as aresult of this information changing in the HSS. The procedure should
either be based on a Push model or on a Pull model, but should not use both models.

2.  Whenever a modification has occurred in the subscription data that constitutes the data used by the S-
CSCEF, this complete data set shall be downloaded to the SS-CSCF. The control logic maintained in the
HSS and in the S CSCF during the subscription data update should be kept as low as possible.

The update procedure should then be independent of the structure of the subscription data

3. The exact content of the subscriber profile have yet to be defined. The SS-CSCF shall not use outdated
user profile data, therefore, the SSCSCF has to make sure that for a new session the updated profile
data are used.

4. The update procedure should enable the SS-CSCF to avoid overload situations that might for example
occur _in the case of an HSS recovery, a SS.CSCF recovery, an operator initiated O& M subscriber
migration from one HSS to another HSS or other O& M functions that affect multiple user profiles.

5. The update procedure should enable the HSS to avoid overload situations that might for example
occur in the case of an S-CSCF recovery
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4.2.4 S-CSCF Service Control Model

Application Server

SIP +

Incoming Leg Outgoing Leg

&
<

Figure1: Service Contrd Modd with I ncoming Leg Contrd and Outgaing Leg Contrd

Figure 1 illustrates the relationship between the SS-CSCF and AS. It includes afirst-level of modelling
inside the S-CSCF and inside the AS. To keep the model simple only one incoming leg and one
outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more
than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs
independent of incoming legs. An AS may create one or more outgoing legs even when there are no

incoming legs.

Registration is FFS.

SIP+ isthe protocol used between the S-CSCF and the AS. Incoming or outgoing leg information e.g.
state information, may be passed between the S-CSCF and AS implicitly or explicitly. Implicitly means
that SIP information in transit carries information about the state of the session (e.g. an INVITE
message received at the SSCSCF on an incoming leg may be sent to the AS with no changes or with
some additional information). Explicitly means that SIP information is generated, e.g. to transfer state
change information from an S-CSCF to an AS in circumstances where there is no ongoing SIP
transaction that can be used. It is a matter for Stage 3 design to determine when to use implicit or
explicit mechanisms and to determine what extensions to S|P are necessary.

The interna model of the S-CSCF(shown in Figure 1) may sometimes exhibit proxy server like
behaviour either by passing the requests to the Application Server or by passing the requests out of the
system. A Proxy server may maintain session state or not. The SSCSCF may someti mes exhibit User
Agent like behaviour. Some Applications reguire state to be maintained in the S-CSCF. Their exact
behaviour depends on the SIP messages being handled, on their context, and on S-CSCF capabilities
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needed to support the services. It is a matter for Stage 3 design to determine the more detailed
modelling in the S-CSCF.

The internal model of the AS (shown in Figure 1) may exhibit User Agent like behaviour. The exact
behaviour depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling
for the ASis not required.

The definitions used in the model are:

Combined ILSM OLSM —Incoming/outgoing L eg State M odel: Models the behaviour of an S-
CSCEF for handling SIP messages on incoming and outgoing session legs. The Combined |/OLSM
shall be able to store session state information. |t may act on each leg independently, acting as a SIP
Proxy, Redirect Server or User Agent dependant on the information received in the SIP request, the
filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM -1Incoming Leg Control Moddl: Models the behaviour of an S-CSCEF for handling SIP
information sent to and received from an AS for an incoming session leg. The ILCM shall store
transaction state information

OLCM - Outgoing L eg Control M odel: Models the behaviour of an S-CSCF for handling SIP
information received from and sent to an AS for an outgoing session leg. The OLCM shall store
transaction state information.

ASILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling
SIP information for an incoming leg. The AS-ILCM shall store Transaction State, and may optionally
store Session State depending on the specific service being executed.

ASOLCM - Application Server Outgoing L eg Control M odel: Models AS behaviour for handling
SIP information for an outgoing leg. The AS-OL CM shall store Transaction State, and may optionally
store Session State depending on the specific service being executed.

CR page 3



	SP-010335.doc
	S2-011349.doc
	S2-011520.doc
	S2-011524.doc
	S2-011530Registration.doc
	S2-011533.doc
	S2-011534.doc
	S2-011535.doc
	S2-011536.doc
	S2-011545 Tones.doc
	S2-011546.doc
	S2-011547(Unregistered MT).doc
	S2-011556rev1.doc
	S2-011562.doc
	S2-011575rev1.doc
	S2-011581.doc

