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Foreword

This Technical Specification (TS) has been produced by the 3™ Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version X.y.z
where:
x the first digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z the third digit is incremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the stage 2 of the Virtual Home Environment-and-Open-Service-Architecture.

Virtual Home Environment (VHE) is defined as a concept for Personal Service Environment (PSE) portability across
network boundaries and between terminals. The concept of VHE is such that users are consistently presented with the
same personalised features, User Interface customisation and services in whatever network and whatever terminal
(within the capabilities of the terminal and the network), wherever the user may be located.

For Release 41999, e.g. CAMEL, MEXE, OSA and USAT are considered the mechanisms supporting the VHE concept.

Stage 2 specifications for CAMEL, MEXE and USAT are addressed in other TS documents. However, there is no
separate stage 2 specification document for OSA. Therefore, the present specification addresses stage 2 aspects for
OSA.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.

» For a non-specific reference, the latest version applies.

2.1 Normative references
[1] 3G TR 21.004: “Abbreviations and Acronyms”GSM-01-04(ETR-350):Digital-celular
[2] 3G TS 22.0576SM-62.57: "Digital cellular telecommunication system (Phase 2+); Mobile -Station-

Apphieation-Execution Environment (MEXE); Service description”.

[3] 3G TS 23.057: "Mobile-Statien-Application Execution Environment (MEXE); Functional
description - Stage2".
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[4] 3G TS 22.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL)
(Phase3); Service description - Stage 1".

[5] 3G TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL)
(Phase3); Functional description - Stage 2".

[6] 3G TS21.111: “USIM Application Toolkit (USAT)”GSM-1114-"Digital-cellular

[7] 3G TS 22.101: "Universal Mobile Telecommunications System (UMTS): Service Aspects; Service
Principles".

[8] 3G TS 22.105: "Universal Mobile Telecommunications System (UMTS); Services and Service
Capabilities".

[9] 3G TS 22.121: "Universal Mobile Telecommunications System (UMTS); Virtual Home
Environment".

[10] 3GRP TR 212.905: "3rd Generation Partnership Project; Technical Specification Group Services |
and System Aspects; Vocabulary for 3GPP Specifications".

[11] IETF PPP Authentication Protocols - Challenge Handshake Authentication Protocol [RFC 1994,
August1996].

[12] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side
framework for content negotiation (http://www.w3.0rg).

[13] Wireless Application Protocol, User Agent Profile Specification (http://www.wapforum.org/).

[14] The Object Management Group, The Complete CORBA/IIOP 2.3.1 Specification, OMG document
formal/99-10-07 (http://www.omg.org/corba/corbaiiop.html).

[15] 3G TS 22.127: “Stage 1 Service Requirement for the Open Service Access (OSA)”

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

Applications: software components providing services to end-users by utilising service capability features.

HE-VASP: see [9].

Home Environment: responsible for overall provision of services to users.

Interface: listing and semantics of the methods and attributes provided by an object that belongs to a Service Capability

Feature.

Local Service: see[9].

OSA API: standardised API used by applications to access service capability features.

OSA Internal API: standardised API between framework and service capability servers.
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Personal Service Environment: contains personalised information defining how subscribed services are provided and
presented towards the user. The Personal Service Environment is defined in terms of one or more User Profiles.

Service Capabilities: see [159].

Service Capability Feature: see [159].

Service Capability Server: Functional Entity providing OSA interfaces towards an application.

Services: see [9].

User Interface Profile: see [9].

User Profile: see [9].

User Services Profile: see [9].

Value Added Service Provider: see [9].

Virtual Home Environment: see [9].

Further-JMTSrelated definitions are given in 3G TS 22.101 and 3G TR 22.905.

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

API Application Programming Interface

CAMEL Customised Application For Mobile Network Enhanced Logic
CSE Camel Service Environment

HE Home Environment

HE-VASP Home Environment Value Added Service Provider
HLR Home Location Register

IDL Interface Description Language

MAP Mobile Application Part

ME Mobile Equipment

MEXE Mobile-Station{Application) Execution Environment
MS Mobile Station

MSC Mobile Switching Centre

OSA Open-Service-ArchitectureOpen Service Access
PLMN Public Land Mobile Network

PSE Personal Service Environment

SCF Service Capability Feature

SCS Service Capability Server

SIM Subscriber Identity Module USHM-UserService-ldentity-Module
USAT Universal SIM Application Tool-Kit

USIiM Universal Subscriber Identity Module

VASP Value Added Service Provider

VHE Virtual Home Environment

WGW WAP Gateway

WPP WAP Push Proxy

Further GSM related abbreviations are given in GSM 01.04. Further 3GPPUMTS related abbreviations are given in
3G TR 212.905.

4 Virtual Home Environment

The Virtual Home Environment (VHE) is an important portability concept of the 3G mobile systems. It enables end
users to bring with them their personal service environment whilst roaming between networks, and also being
independent of terminal used.

3GPP
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The Personal Service Environment (PSE) describes how the user wishes to manage and interact with her
communication services. It is a combination of a list of subscribed to services, service preferences and terminal
interface preferences. PSE also encompasses the user management of multiple subscriptions, e.g. business and private,
multiple terminal types and location preferences. The PSE is defined in terms of one or more User Profiles.

-—interfacerelated-information{User-Interface-Profile)and
Please see TS22.121 [9] for more details.

5 Open-Service-ArchitectureOpen Service Access

In order to be able to implement future applications/end user services that are not yet known today, a highly flexible
Framework for Services is required. The Open Service Access (OSA) enables applications implementing the services to
make use of network functionality. Network functionality offered to applications is defined in terms of a set of Service
Capability Features (SCFs). These SCFs provide functionality of network capabilities which is accessible to
applications through the standardised OSA interface upon which service developers can rely when designing new
services (or enhancements/variants of already existing ones).

The aim of OSA is to provide a standardised, extendible and scalable interface that allows for inclusion of new
functionality in the network in future releases with a minimum impact on the applications using the OSA interface.

Network functionality offered to applications is defined as a set of Service Capability Features (SCFs) in the OSA API,
which are supported by different Service Capability Servers (SCS). These SCFs provide access to the network
capabilities on which the application developers can rely when designing new applications (or enhancements/variants of
already existing ones). The different features of the different SCSs can be combined as appropriate. The exact
addressing (parameters, type and error values) of these features is described in stage 3 descriptions. These descriptions
(defined using OMG Interface Description Language™) are open and accessible to application developers, who can
design services in any programming language, while the underlying core network functions use their specific protocols.

The standardised OSA API shall be secure, it is independent of vendor specific solutions and independent of
programming languages, operating systems etc used in the service capabilities. Furthermore, the OSA API is
independent of the location within the home environment where service capabilities are implemented and independent
of supported serviceer capabilities in the network.

To make it possible for application developers to rapidly design new and innovative applications, an architecture with
open interfaces is imperative. By using object-oriented techniques, like CORBA, it is possible to use different operating
systems and programming languages in application servers and service capability servers. The service capability servers
serve as gateways between the network entities and the applications.

The OSA API is based on lower layers using main stream information technology and protocols. The middleware
(e.g. CORBA) and lower layer protocols (e.g. IP) should provide security mechanisms to encrypt data (e.g. IP sec).

5.1 Overview of the Open-Service-ArchitectureOpen Service

Access
The Open-Service-ArchitectureOpen Service Access consists of three parts:

- Applications: e.g. VPN, conferencing, location based applications. These applications are implemented in one
or more Application Servers;

3GPP
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- Framework: providing applications with basic mechanisms that enable them to make use of the service
capabilities in the network. Examples of framework functionsservice-capability-features are Authentication and
Discovery. Before an application can use the network functionality made available through Service Capability
Features, authentication between the application and framework is needed. After authentication, the discovery
functionservice-capability-feature enables the application to find out which network service capability features
are provided by the Service Capability Servers. The network service capability features are accessed by the
methods defined in the OSA interfaces;

- Service Capability Servers: providing the applications with service capability features, which are abstractions
from underlying network functionality. Examples of service capability features offered by the Service Capability
Servers are Call Control and User Location. Similar service capability features may possibly be provided by
more than one Service Capability Server. For example, Call Control functionality might be provided by SCSs on
top of CAMEL and MEXE.

The OSA service capability features are specified in terms of a number of interfaces and their methods. The interfaces
are divided into two groups:

- framework interfaces;

- network interfaces.

Note that the CAMEL Service Environment does not provide the service logic execution environment for applications
using the OSA API, since these applications are executed in Application Servers.

__ Application
____________ server
- D DD @ DF—
o OSA API
[m— i i L i Interface
Open (] i i R |
Service |- ‘ ' ‘ class
Accessichite framework User Location Call control
—_— Service capability server(s)
HLR CSE WGW Servers
WPP
. E.g. Location server
OSA internal API O AE corver

SAT server

Figure 1: Overview of Open-Service-ArchitectureOpen Service Access

This specification, together with the associated stage 3 specification, defines the OSA API and the OSA internal API
between the framework and the service capability servers. OSA does not mandate any specific platform or
programming language.

The Service Capability Servers that provide the OSA interfaces are functional entities that can be distributed across one
or more physical nodes. For example, the User Location interfaces and Call Control interfaces might be implemented on
a single physical entity or distributed across different physical entities. Furthermore, a service capability server can be
implemented on the same physical node as a network functional entity or in a separate physical node. For example, Call
Control interfaces might be implemented on the same physical entity as the CAMEL protocol stack (i.e. in the CSE) or
on a different physical entity.

Several options exist:

Option 1

3GPP
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The OSA interfaces are implemented in one or more physical entity, but separate from the physical network entities.
Figure 2 shows the case where the OSA interfaces are implemented in one physical entity, called "gateway" in the
figure. Figure 3 shows the case where the SCSs are distributed across several 'gateways'.

OSA API

SCS

____________ / -

/

Physical entity

\

Non-standardised
Interfaces

CSE

Functional entity

Figure 2: SCSs and network functional entities implemented in separate physical entities

— OSAAPI
SCS SCS SCS ‘Gateway’
——————————————————————————————————————— Non-standardised
Interfaces
HLR CSE

Figure 3: SCSs and network functional entities implemented in separate physical entities,
SCSs distributed across several 'gateways'

Option 2

The OSA interfaces are implemented in the same physical entities as the traditional network entities (e.g. HLR, CSE),
see figure 4.

= OSA API
SCS SCS SCS
I | I
HLR CSE

Figure 4: SCSs and network functional entities implemented in same physical entities

Option 3

Option 3 is the combination of option 1 and option 2, i.e. a hybrid solution.

3GPP



Error! No text of specified style in document. 12 Error! No text of specified style in document.

- — OSAAPI
SCS SCS ‘Gateway’
J \
————————/————\ ———————————— Non-standardised
Interfaces
HLR CSE

Figure 5: Hybrid implementation (combination of option 1 and 2)

It shall be noted that in all cases there is only one framework. This framework may reside within one of the physical
entities containing an SCS or in a separate physical entity.

From the application point of view, it shall make no difference which implementation option is chosen, i.e. in all cases
the same network functionality is perceived by the application. The applications shall always be provided with the same
set of interfaces and a common access to framework and service capability feature interfaces. It is the framework that
will provide the applications with an overview of available service capability features and how to make use of them.

5.2 Basic mechanisms in the Open-Servce-ArchitectureOpen

Service Access

This subclause explains which basic mechanisms are executed in OSA prior to offering and activating applications.

Some of the mechanisms are applied only once (e.g. establishment of service agreement), others are applied each time a
user subscription is made to an application (e.g. enabling the call attempt event for a new user).

Basic mechanisms between Application and Framework:

- Authentication: Once an off-line service agreement exists, the application can access the authentication
functioninterface. The authentication model of OSA is a peer-to-peer model. The application must authenticate
the framework and vice versa. The application must be authenticated before it is allowed to use any other OSA
functioninterface.

- Authorisation: Authorisation is distinguished from authentication in that authorisation is the action of
determining what a previously authenticated application is allowed to do. Authentication must precede
authorisation. Once authenticated, an application is authorised to access certain service capability features.

- Discovery of framework functions and network service capability features: After successful authentication,
applications can obtain available framework functionsinterfaces and use the discovery functioninterface to obtain
information on authorised network service capability features. The Discovery functioninterface can be used at
any time after successful authentication.

- Establishment of service agreement: Before any application can interact with a network service capability
feature, a service agreement must be established. A service agreement may consist of an off-line (e.g. by
physically exchanging documents) and an on-line part. The application has to sign the on-line part of the service
agreement before it is allowed to access any network service capability feature.

- Access to network service capability features: The framework must provide access control functions to
authorise the access to service capability features or service data for any APl method from an application, with
the specified security level, context, domain, etc.

Basic mechanism between Framework and Service Capability Server:

- Registering of network service capability features. SCFs offered by a Service Capability Server can be
registered at the Framework. In this way the Framework can inform the Applications upon request about
available service capability features (Discovery). For example, this mechanism is applied when installing or
upgrading a Service Capability Server. See-clause-8-fordetails:

Basic mechanisms between Application Server and Service Capability Server:
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- Request of event notifications. This mechanism is applied when a user has subscribed to an application and that
application needs to be invoked upon receipt of events from the network related to the user. For example, when a
user subscribes to an incoming call screening application, the application needs to be invoked when the user
receives a call. It will therefore request to be notified when a call setup is performed, with the user number as
Called Party Number.

5.3 Handling of end-user related security

Once OSA basic mechanisms have ensured that an application has been authenticated and authorised to use network
service capability features, it is important to also handle end-user related security aspects. These aspects consist of the
following.

- End-user authorisation to applications, limiting the access of end-users to the applications they are subscribed to.

- Application authorisation to end-users, limiting the usage by applications of network capabilities to authorised
(i.e. subscribed) end-users.

- End-user's privacy, allowing the user to set privacy options.

These aspects are addressed in the following subclauses.

531 End-user authorisation to applications
An end-user is authorised to use an application only when he or she is subscribed to it.

In the case where the end-user has subscribed to the application before the application accesses the network SCFs, then
the subscription is part of the Service Level Agreement signed between the HE and the HE-VASP.

After the application has been granted access to network SCFs, subscriptions are controlled by the Home Environment.
Depending on the identity of an authenticated and authorised end-user, the Home Environment may use any relevant
policy to define and possibly restrict the list of services to which a particular end-user can subscribe. At any time, the
Home Environment may decide, unilaterally or after agreement with the HE-VASP, to cancel a particular subscription.

Service subscription and activation information need to be shared between the Home Environment and the HE-VASP,
so that the HE-VASP knows which end-users are entitled to use its services. Appropriate online and/or offline
synchronisation mechanisms (e.g. SLA re-negotiation) can be used between the HE and the HE-VASP, which are not
specified in OSA release 41999.

End-to-end interaction between a subscribed end-user and an application may require the usage of appropriate
authentication and authorisation mechanisms between the two, which are independent from the OSA API, and therefore
not in the scope of OSA standardisation.

5.3.2  Application authorisation to end-users

The Home Environment is entitled to provide service capabilities to an application with regard to a specific end-user if
the following conditions are met:

1) the end-user is subscribed to the application;
2) the end-user has activated the application;
3) the usage of this network service capability does not violate the end-users privacy settings (see next subclause).

The service capability server ensures that the above conditions are met whenever an application attempts to use a
service capability feature for a given end-user, and to respond to the application accordingly, possibly using relevant
error parameters-(USER-NOT—SUBSCRI-BED-APPLI-CATHON-NOF-ACTH-VATED-

— — . The mechanism used by the SCS to ensure this is internal to the HE (e.g. access to
user profile) and is not standardised in OSA release 41999,
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5.3.3 End-user's privacy

The Home Environment may permit an end-user to set privacy options. For instance, it may permit the end-user to
decide whether his or her location may be provided to 3 parties, or whether he or she accepts information to be pushed
to his or her terminal. Such privacy settings may have an impact on the ability of the network to provide service
capability features to applications (e.g. user location, user interaction). Thus, even if an application is authorised to use
an SCF and the end-user is subscribed to this application and this application is activated, privacy settings may still
prevent the HE from fulfilling an application request.

The service capability server ensures that a given application request does not violate an end-users privacy settings or
that the application has relevant privileges to override them (e.g. for emergency reasons). The mechanism used by the
SCS to ensure this is internal to the HE and is not standardised in OSA release 41999.
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6.1 Trust and Security Management FunctionsSEkEs

The Trust and Security Management functionsservice-capabitity-features provide:

- the first point of contact for an application to access a Home Environment;

- the authentication methods for the application and Home Environment to perform an authentication protocol;
- the application with the ability to select a network service capability feature to make use of;

- the application with a portal to access other framework functionsservice-capabiity-features. ‘

The process by which the application accesses the Home Environment has been separated into 3 stages, each supported

by a different framework functionservice-capabiity-feature:

1) Initial Contact with the framework;

2) Authentication to the framework;

3) Access to framework functions and network service capability features. ‘

6.1.1 Initial Contact

The application gains a reference to the Initial Contact functionSCF for the Home Environment that they wish to access. |
This may be gained through a URL, a Naming or Trading Service or an equivalent service, a stringified object
reference, etc. At this stage, the application has no guarantee that this is a reference to the Home Environment.

The application uses this reference to initiate the authentication process with the Home Environment.

Initial Contact supports the-initiateAuthenticationa particular method to allow the authentication process to take place |
(using the Authentication SCF defined in subclause 6.1.2). This method must be the first invoked by the application.
Invocations of other methods will fail until authentication has been successfully completed.

Once the application has authenticated with the provider, it can gain access to other framework functions and network
service capability features. This is done by invoking atherequestAceess method, by which the application requests a
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certain type of access service capability feature. The OSA Access function-service-capabitityfeature is defined in
subclause 6.1.3.
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6.1.2 Authentication

Once the application has made initial contact with the Home Environment, authentication of the application and Home
Environment may be required.

The API supports multiple authentication techniques. The procedure used to select an appropriate technique for a given
situation is described below. The authentication mechanisms may be supported by cryptographic processes to provide
confidentiality, and by digital signatures to ensure integrity. The inclusion of cryptographic processes and digital
signatures in the authentication procedure depends on the type of authentication technique selected. In some cases
strong authentication may need to be enforced by the Home Environment to prevent misuse of resources. In addition it
may be necessary to define the minimum encryption key length that can be used to ensure a high degree of
confidentiality.

The application must authenticate with the framework before it is able to use any of the other interfaces supported by
the framework. Invocations on other interfaces will fail until authentication has been successfully completed.
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6.1.3 6-1-3—-OSA Access

This function supports stage 1 requirements related to authorization and service registration.

During an authenticated session accessing the Framework, the application will be able to select and access an instance
of a framework function or network service capability feature.

In order to use network SCFs, the application must first be authorised to do so by establishing a service agreement with
the Home Environment. The application uses the discovery SCF to retrieve the 1D of the network SCF they wish to
use.They may then use-the-accessCheeck-methed-te check that they are authorised to use the-netwerk SCF. The-
seleet%eme&me#%&asedt@teﬂtheThe Home Enwronment is mformed that the application Wlshes to use thetheu

between the two partles

Establishing a service agreement is a business level transaction, which requires the HE-VASP that owns the application
to agree terms for the use of an SCF with the Home Environment. Service agreements can be reached using either off-
line or on-line mechanisms. Off-line agreements will be reached outside of the scope of OSA interactions, and so are
not described here. However, applications can make use of service agreements that are made off-line. Some Home
Environments may only offer off-line mechanisms to reach service agreements.

After a service agreement has been established between the application and the Home Environment domains, the
application will be able to make use of this agreement to access the-network SCF.
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Method | termhateAccess—{)-

6.2 Discovery

i —Before a network SCF can be discovered, the application must know
what "types" of SCFs are supported by the Framework and what "propertres" are appllcable to each SCF type. The-

Once the HE-VASP finds out the desired set of SCFs supported by the network, it subscribes (a sub-set of) these SCFs
using the Subscription framework functionSESF. The HE-VASP (or the applications in its domain) can find out the set of

SCFs available to it (i.e., the SCFs that it can use).-by-inveking-"HistSubseriberServices()™
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6.3 Integrity Management functionsSCks

6.3.1 Load Manager

The Load Manager functionSEF permits to manage the load on both the application and network sides.

The framework API should allow the load to be distributed across multiple machines and across multiple component
processes, according to a load balancing policy. The separation of the load balancing mechanism and load balancing
policy ensures the flexibility of the load balancing functionality. The load balancing policy identifies what load
balancing rules the framework should follow for the specific application. It might specify what action the framework
should take as the congestion level changes. For example, some real-time critical applications will want to make sure
continuous service is maintained, below a given congestion level, at all costs, whereas other applications will be
satisfied with disconnecting and trying again later if the congestion level rises. Clearly, the load balancing policy is
related to the QoS level to which the application is subscribed.
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Method | di-sableleadCont+rol()-
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Method | GueryApploadEri{)-
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6.3.2 Fault Manager

The Fault Manager functionis-SCF is used by the application to inform the framework of events which affect the
integrity of the framework and SCFs, and to request information about the integrity of the system.
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6.3.3 Heartbeat Management

The Heartheat Management functionis-SCF allows the initialisation of a heartbeat supervision of the client application.
In case of SCF supervision, it is the framework's responsibility to check the health status of the respective SCF.

Since the OSA API is inherently synchronous, the heartbeats themselves are synchronous for efficiency reasons.
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6.3.4 OAM

The OAM functionSEF is used to query the system date and time. The application and the framework can synchronise
the date and time to a certain extent. Accurate time synchronisation is outside the scope of the OSA API.
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7 Network service capability features

Network service capability features are provided to the applications by service capability servers to enable access to
network resources.

7.1 7-1-Call Control

The Call Control SCF supports stage 1 requirements related to CS call control and call charging.

The Call control network service capability feature supports the following functionalityeensists-of two-interfaces:

1) eallmanagercontaining-management function for call related issues, e.g. enable or disable call-related event
notifications.;

2) ecall-containing-methods-to-controla call control, e.g. route, disconnect:

Call 1 n Call
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Methed | caH-EventNetify()-
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Errors | USER NOT SUBSCRIBED
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Method | Felease()-
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Returns -
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Method | getCal-HnfoRes{)
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Method | Supervi-seGal-Reg(-
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Methed | SuperviseGaH-Err{)-
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Method | caH-Ended{)-
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Method | SetCaH-ChargePlan()-

Application CallControlManager Call

1: enableCallNotification( )

T e [ ———

Dl e EEE
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‘Agglication CallControlManager H Call

\ 1
| 1
3 2: callEventNotify( ) H

3:'translate number
= 1

47 setCallback()

5: routeReq()

6: routeRes()

fu
)

Application CallControlManager H call ‘ ‘ UliCall

2: callEventNotify()

3:setCallback()

4: setCallback()

5:sendInfoAndCollect()

:
F
u 6:sendinfoAndCollectRes() ﬂT
i
W
ﬁ

7:routeReq()

8: routeRes() /f
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Application
— CallControlManager H Call H e al
il
1: enableCallNotification()
L 2: callEventNotify()
T 3: setAdviceOfCharge()
4: superviseCallReq()
5: routeReq()
I’ 6: routeRes()
7:superviseCall=Res()
8: superviseCall-Req()
\‘[‘ 9: superviseCall=Res() L‘J
1 10: setAdviceOfCharge()
11: superviseCall-=Req()
12: superviseCall-Res()
13: sendInfo—Req()
14: sendInfo—Res() \:J
[ 15: superviseCall-Req()
16: superviseCall-Res()
—‘ 17: release()

The Data Session Control SCF supports stage 1 requirements related to PS call control.
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The Data Session control network service capability feature supports the following functionalityeensists-of two-
Laterhess:

1) Data-Session-manager-containing-management functions for data session related issues, e.g. enable or disable

data session-related event notifications:

2) 2)-Data-Sessioncontaining-methods-to-contrel-a-session_control, e.g. route, disconnect.

Data Session 1 n Data Session
Manager
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Application DataSession DataSession
Manager

2: DataSessionEventNotify()

3: 'trﬁnslate address' H

PE—

T 4: setCallback()

w 5: superviseDataSessionReq()

6: connectReq()

7: superviseDataSessionRes()

8: superviseDataSessionReq()

9: superviseDataSessionRes()

10: connectRes()
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7.2a  Network User Location

The Network User Location service capability feature provides terminal location information, based on network-related
information. The following information is reported when requested provided that the network is able to support the
corresponding capability:

- user whom the report concerns;
- geographical position;
- VLR number;
- Cell Global Identification or Location Area Identification;
- location number (network specific, refer to ITU-T Q.763);
- time when the position information was attained.
ltconsistsofa-single-interfacepermitting-Aan application_uses this SCF to perform the following:
- user location requests;
- requests for starting (or stopping) the generation by the network of periodic user location reports;

- requests for starting (or stopping) the generation by the network of user location reports based on location
changes.

Method | HocationReportReg()-
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Errors | INVALID PARAMETER VALUE

3GPP




Error! No text of specified style in document. 70 Error! No text of specified style in document.

Errors | INVALID PARAMETER VALUE

7.3 User Status

The User Status service capability feature provides general user status monitoring. It allows applications to obtain the

status of the user's terminal. H-consists-of-a-single-interface:

Method | StatusReportReg()-
Regquest-fora-report-on-the status-of one-or-several-users.—
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Errors | INVALID PARAMETER VALUE
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. .
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7.4 Terminal Capabilities

It shall be possible for an application to request Terminal Capabilities as defined by MEexE (MEXE User Profile) [3].
The terminal capabilities are provided by a MEXE compliant terminal to the MEXE Service Environment either on
request or by the terminal itself.

Terminal Capabilities are available only after a cCapability negotiation has previously taken place between the user’s
MEXE terminal and the MEXE Service environment as specified in [3].

Note: for Release 499- only WAP MEXE devices can supply terminal capabilities.

7.5 +5-Message-Transfer User Interaction

User Interaction SCFs support stage 1 requirements for information transfer.

There are two user interaction SCFs:

0 Generic User Interaction: used by applications to interact with end users

0 Call User Interaction: used by applications to interact with end users participating to a call.
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Method | SendbnfoAndCollectReg{)
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3GPP




Error! No text of specified style in document. 82 Error! No text of specified style in document.

3GPP




Error! No text of specified style in document. 83 Error! No text of specified style in document.

Methed | abortActionRes()-

7.6 User Profile Management

User Profile information may be distributed between the Home Environment and the Home Environment Value-Added
Services Providers. The HE-VASP may manage information specific to the services supported by their OSA
applications. For this, they may use models and mechanisms, which are out of the scope of OSA release 41999,

Home Environment User Profile information consists of various user interface and service related information. Of
particular interest in the context of release 499 is the following information:

- list of services to which the end-user is subscribed;

- service status (active/inactive);

- privacy status with regards to network service capabilities (e.g. user location, user interaction);
- terminal capabilities.

Home Environment user profile information may be stored centrally, or the information may be distributed over
relevant physical entities.
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Terminal capabilities may be accessed by OSA applications through the network Terminal Capabilities SCF.

8 OSA Internal API

The OSA internal API between framework and service capability servers supports registering of network service
capability features, and permits the framework to retrieve a network SCF manager interface when an application is
granted access to a network SCF.

8.1 OSA Access and Discovery

To support registration, the OSA Access and Discovery interfaces ;-as-defined-in-clause-6--shall be supported at the
OSA internal API.

8.2 Registration of network service capability features at the
framework

The Framework needs to know the Service Capability Features provided by the SCSs, in order to make them available
to applications. For this purpose network service capability features have to be registered with the Framework, and they
need to be registered in such a way that applications can discover them-as-specified-in-clause-6.

Note: Framework and Service Capability Servers are located within the same trusted domain. Therefore no
authentication mechanisms are required between them.

8.2.1 Service Registration

The Service Registration interface provides the methods used for the registration of network SCFs at the framework.
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SCS OSA Access Discovery ServiceRegistration

obtaininterface()

1

T listServiceTypes( )

describeServiceType()
T

T obtaininterface( )
L

L registerService( )

[}
= announceServiceAvailability( )

]
M describeService( )

]
= unregisterService( )
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8.2.2 Service Factory

The Service Factory interface allows the framework to get access to a manager interface of a network SCF. It is used-

during-the-signServiceAgreement, in order to return an SCF manager interface reference to the application. Each SCF
has a manager interface that is the initial point of contact for the network SCF. E-g--the-cal-control SCF-uses-the-Cal-

Manager-interface:

Method | get-ServiceManager{)-
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7 Network service capability features

Network service capability features are provided to the applications by service capability servers to enable access to
network resources.

Note: when the direction of a method in an interface is "application to network", this means that the method is invoked
from the application to an SCS residing on the network side of the OSA API.

7.1 Call Control

The Call control network service capability feature consists of two interfaces:
1) call manager, containing management function for call related issues;
2) call, containing methods to control a call.

A call can be controlled by one Call Manager only. A Call Manager can control several calls..

Call 1 n Call
Manager

Figure 6: Call control interfaces usage relationship

The Call Control service capability features are described in terms of the methods in the Call Control interfaces. Table 1
gives an overview of the Call Control methods and to which interfaces these methods belong.

Table 1: Overview of Call Control interfaces and their methods

CallManager Call
enableCallNotification routeReq
changeCallNotification routeRes
disableCallNotification routeErr
getCriteria release
callEventNotify deassignCall
callNotificationInterrupted getCallinfoReq
callNaotificationContinued getCallinfoRes

getCallinfoErr
superviseCallReq
superviseCallRes
superviseCallErr
callFaultDetected
callEnded
setAdviceOfCharge
setCallChargePlan

7.1.1 Call Manager

The generic call manager interface provides the management functions to the generic call Service Capability Features.
The application programmer can use this interface to enable or disable call-related event notifications.
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Method enabl eCal | Noti fication()

This method is used to enable call notifications to be sent to the application.

Direction Application to network

Parameters | appinterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via the
set Cal | back() method.

eventCriteria

Specifies the event specific criteria used by the application to define the event required. Individual
addresses or address ranges may be specified for destination and/or origination. Examples of events

are "incoming call attempt reported by network", "answer", "no answer", "busy".

Returns assignmentID
Specifies the ID assigned by the generic call control manager object for this newly-enabled event
notification.

Errors USER_NOT_SUBSCRIBED

Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method changeCal | Noti fi cation()

This method is used to change the notification criteria initially set with enableCallNotification().

Direction Application to network

Parameters | eventCriteria
Overrides the set of event criteria initially defined with enableCallNotification().

assignmentID
Specifies the ID returned with enableCallNotification().

Returns
Errors USER_NOT_SUBSCRIBED

Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting
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Method di sabl eCal | Noti fication()

This method is used by the application to disable call notifications.

Direction Application to network

Parameters | assignmentID

Specifies the assignment ID given by the generic call control manager object when the previous
enabl eNoti fi cati on() was called.

Returns -

Errors I NVALI D_ASSI GNVENTI D
Returned if the assignment ID does not correspond to one of the valid assignment IDs.

Method getCriteria()
This method is used to retrieve the call event notification criteria set with enableCallNotification()
or changeCallNotification().

Direction Application to network

Parameters | assignmentlD

Specifies the assignment ID given by the generic call control manager object when the previous
enabl eNoti fi cati on() was called.

Returns eventCriteria
Specifies the event specific criteria currently set.

Errors I NVALI D_ASSI GNVENTI D
Returned if the assignment ID does not correspond to one of the valid assignment Ids.
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Method cal | Event Noti fy()
This method notifies the application of the arrival of a call-related event.

Direction Network to application

Parameters | callReference
Specifies the call session ID and the reference to the call object to which the notification relates.
eventlnfo
Specifies data associated with this event. These data include originating address, original destination
address, redirecting address and application information, which consists of teleservice information,
bearer service information, calling party's category, presentation address, additional calling party
address, alerting mechanism, network access type, interworking indicators and generic info for
operator specific information.
assignmentID
Specifies the assignment ID which was returned by the enabl eNot i fi cati on() method. The
application can use assignment ID to associate events with event-specific criteria and to act
accordingly.
applnterface
Specifies a reference to the application object which implements the callback interface for the new
call.

Returns -

Errors -

Method cal | Aborted()
This method indicates to the application that the call object has aborted or terminated abnormally.
No further communication will be possible between the call object and the application.

Direction Network to application

Parameters | callReference
Specifies the call object that has aborted or terminated abnormally.

Returns -

Errors -

Method cal I Notificationlnterrupted()
This method indicates to the application that all event notifications have been temporary interrupted
(for example, due to faults detected).
Note that more permanent failures are reported via the Framework (integrity management).

Direction Network to application

Parameters | -

Returns -

Errors -
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Method cal I Noti ficationContinued()
This method indicates to the application that event notifications will again be possible.
Direction Network to application
Parameters | -
Returns -
Errors -
7.1.2 Call
The generic call interface provides basic call control methods for applications.
Method rout eReq()

This asynchronous method requests routing of the call to the destination party (specified in the
parameter Tar get Addr ess).

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.

responseRequested
Specifies the set of observed call events that will resultina r out eRes() being generated.

targetAddress
Specifies the destination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

originalDestinationAddress

Specifies the original destination address of the call. This parameter may be equal to the
ori gi nal Desti nati onAddr ess or Desti nati on Addr ess as received by the
application in the event | nf o parameter of the cal | Event Not i fy method. The latter
alternative is conventional when a new t ar get Addr ess is supplied by the application.

redirectingAddress
Specifies the last address from which the call was redirected.

applnfo

Specifies application-related information pertinent to the call: teleservice information, bearer service
information, calling party's category, presentation address, additional calling party address, alerting
mechanism, network access type, interworking indicators and generic info for operator specific
information.

assignmentID
Specifies the ID assigned to the request. The same ID will be returned in the routeRes or Err. This
allows the application to correlate the request and the result.

Returns -
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Errors

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method rout eRes()
This asynchronous method indicates that the request to route the call to the destination was
successful, and indicates the response of the destination party (for example, the call was answered,
not answered, refused due to busy, etc.).

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.
eventReport
Specifies the result of the request to route the call to the destination party. It includes the network
event, date and time, monitoring mode and event specific information such as release cause.
assignmentID
Specifies the assignment ID of the routing request.

Returns -

Errors -

Method routekrr ()
This asynchronous method indicates that the request to route the call to the destination party was
unsuccessful, e.g. an error detected in the network or the call was abandoned.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.
errorindication
Specifies the error which led to the original request failing.
assignmentID
Specifies the assignment ID of the routing request.

Returns -

Errors -
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Method rel ease()
This method requests the release of the call and associated objects.

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.
cause
Specifies the cause of the release.

Returns -

Errors -

Method deassi gnCal I ()
This method requests that the relationship between the application and the call and associated object
be de-assigned. It leaves the call in progress, however, it purges the specified call object so that the
application has no further control of call processing. If a call is de-assigned that has event reports or
call information reports requested, then these reports will be disabled and any related information
discarded.

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.

Returns -

Errors -

Method get Cal | I nf oReq()
This asynchronous method requests information associated with the call to be provided at the
appropriate time (for example, to calculate charging). This method must be invoked before the call
is routed to a target address.

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.
callinfoRequested
Specifies the call information that is requested.

Returns -

Errors -
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Method get Cal | I nf oRes()

This asynchronous method reports time information of the finished call or call attempt as well as
release cause depending on which information has been requested by get Cal | | nf oReq. This
information may be used e.g. for charging purposes. The call information will possibly be sent after
r out eRes in all cases where the call or a leg of the call has been disconnected or a routing failure
has been encountered.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.

callinfoReport
Specifies the call information requested.

Returns -

Errors -

Method getCal |l I nfoErr ()

This asynchronous method reports that the original request was erroneous, or resulted in an error
condition.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.

errorindication
Specifies the error which led to the original request failing.

Returns -
Errors -
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Method supervi seCal | Req()

The application calls this method to supervise a call. The application can set a granted connection
time for this call. If an application calls this function before it calls ar out eReq() or a user
interaction function the time measurement will start as soon as the call is answered by the B-party or
the user interaction system.

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.

time
Specifies the granted time in milliseconds for the connection.

treatment
Specifies how the network should react after the granted connection time expired.

Returns -

Errors -

Method supervi seCal | Res()
This asynchronous method responds to superviseCallReq and reports a call supervision event to the
application. The call information will be sent after possible routeRes in all cases when the call, user
interaction device or a leg of the call has been disconnected or a routing failure encountered. This
method is also invoked when a tariff switch happens in the network during an active call.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.

report
Specifies the situation, which triggered the sending of the call supervision response.

usedTime
Specifies the used time for the call supervision (in milliseconds).

Returns -

Errors -
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Method supervi seCal | Err ()

This asynchronous method reports a call supervision error to the application.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call.

errorindication
Specifies the error which led to the original request failing.

Returns -

Errors -

Method cal | Faul t Det ect ed()
This method indicates to the application that a fault in the network has been detected which can't be
communicated by a network event, e.g., when the user aborts before any routing method is called by
the application.
The system purges the call object. Therefore, the application has no further control of call
processing. No report will be forwarded to the application.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call object in which the fault has been detected.

fault
Specifies the fault that has been detected.

Returns -

Errors -
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Method cal | Ended()

This method indicates to the application that the call has terminated in the network. However, the
application may still receive some results (e.g. getCallinfoRes) related to the call. The application is
expected to deassign the call object after having received the callEnded.

Note that the event that caused the call to end might also be received separately if the application
was monitoring for it.

Direction Network to application

Parameters | callSessionID
Specifies the call session ID of the call object for the call.

report
Specifies the reason why the call was terminated.

Returns -

Errors -

Method set Advi ceCf Char ge()

This method allows the application to supply the charging information that will be sent to the end-
users handset.

Direction Application to network

Parameters | callSessionID
Specifies the call session ID of the call.

aOClinfo
Specifies two sets of Advice of Charge parameter according to GSM

tariffSwitch
Specifies the tariff switch interval that signifies when the second set of AoC parameters becomes
valid.

Returns -

Errors -
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Method set Cal | Char gePl an()
Allows an application to include charging information in network generated CDR.
Direction Application to network
Parameters | callSessionID
Specifies the call session ID of the call.
callChargePlan
Free Format string containing the application specific charging information Specifies the charge
plan.
Returns -
Errors -
7.1.2.1 Sequence Diagrams

The following section will describe some scenarios to illustrate the use of the methods described above.

7.1.2.2

Enable Call notification

The first task to perform in order to allow applications to provide call control related services to certain users is to
enable call-related events for these users to trigger the application. This is done with the method
enabl eCal | Noti fication().

Application CallControlManager Call

7.1.2.3

1: enableCallNotification( )

T R ———

Dk T

Figure 7: Enable call notification

Number translation

The example in figure 8 shows a simple number translation application.

After the call is triggered (according to the criteria in a previous enabl eCal | Not i fi cati on() ), the application is
notified with an event Cal | Noti f y() message. This allows the application to perform the needed actions and
continue the call set-up viaar out eReq() message. The result of the call set-up (both positive and negative) is
relayed to the application.
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‘Agglication CallControlManager H Call

\ 1
| 1
3 2: callEventNotify( ) H

3:1'translate number’
]
1
1
1

4: setCallback()

5: routeReq()

6: routeRes()

Sielelet e S o

Figure 8: Simple number translation

7.1.2.4 Call barring

The next example (figure 9) shows how a call barring application can be implemented.

Application CallControlManager H call H UlCall

2: callEventNotify()

3:setCallback()

]
4: setCallback()
5:sendInfoAndCollect()
6: sendInfoAndCollectRes() /Lﬁ

7:routeReq()

8: routeRes() /f

Figure 9:Call barring application

— g I
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7.1.2.5 Pre-paid with advice of charge
The next example shows how a pre-paid application can be implemented.

With a pre-paid application it is the application that will determine the charging for the call. This means that the
application will hold the whole tariffing scheme needed and needs to control the whole call. For the call shown the
following conditions apply:

- itisalong call;
- two tariff changes take place during the call;

- the application will inform the user about the applicable charging (UICall interface in figure 8, which belongs to
the Call User Interaction SCF described in subclause 7.5.2. Note that the Ul Manager interface has been omitted
for simplicity).

After the application has been triggered, it sends a superviseCallReq() message indicating that the application will be
responsible for charging the call. Before the call is be routed to the requested destination (5), the application sends the
allowed time for the call (4) and informs the user about the charging applicable (using the Advice of Charge
functionality in the core network) for this call (3). The sent information consists of two sets of AoC information and a
tariff switch. The application will be notified via the superviseCallRes() message if the tariff switch expired during the
supervised period. This allows the application to send a new set of AoC information and a new tariff switch.

The application is notified of the expiration of the allowed time (7) and determines if the user has enough account left to
continue with the call.

1) If there is enough account left a new time slot is allowed.

2) Is there not enough account, the user will be notified and the call terminated after some time in order to allow the
user to finish the call graciously.
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Application UlCall
CallControlManager H Call H 2

il

1: enableCallNotification()
L 2: callEventNotify()
T 3: setAdviceOfCharge()

4: superviseCallReq()

5: routeReq()

I 6: routeRes()
7:superviseCall=Res()
8: superviseCall-Req()
\‘l"/ 9: superviseCall=Res()
H 10: setAdviceOfCharge()
11: superviseCall-=Req()
12: superviseCall-Res()
13: sendInfo—Req()
14: sendInfo—Res() \:J

[ 15: superviseCall-Req()

16: superviseCall-Res()
—‘ 17: release()

Figure 10: Pre-paid with AoC
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7.2 Data Session Control

The Data Session control network service capability feature consists of two interfaces:
1) Data Session manager, containing management functions for data session related issues;
2) Data Session, containing methods to control a session.

A session can be controlled by one Data Session Manager only. Data Session Manager can control several sessions.

Data Session 1 n Data Session
Manager

NOTE: The term "data session" is used in a broad sense to describe a data connection/session. For example, it
comprises a PDP context in GPRS.

Figure 11: Data Session control interfaces usage relationship
The Data Session Control service capability features are described in terms of the methods in the Data Session Control
interfaces. Table 2 gives an overview of the Data Session Control methods and to which interfaces these methods
belong.

Table 2: Overview of Data Session Control interfaces and their methods

Data Session Manager Data Session
enableDataSessionNotification connectReq
disableDataSessionNotification connectRes
dataSessionNotificationInterrupted connectErr
dataSessionNotificationContinued release
dataSessionEventNotify superviseDataSessionReq
dataSessionAborted superviseDataSessionRes

superviseDataSessionErr
dataSessionFaultDetected
setAdviceofCharge
setDataSessionChargePlan

7.2.1 Data Session Manager

The session manager interface provides the management functions to the data session service capability features. The
application programmer can use this interface to enable or disable data session-related event notifications.
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Method enabl eDat aSessi onNot i fi cation()

This method is used to enable data session-related notifications to be sent to the application.

Direction Application to network

Parameters | appinterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via the
setCallback() method.

eventCriteria

Specifies the event specific criteria used by the application to define the event required. Individual
addresses or address ranges may be specified for destination and/or origination. Examples of events
are "Data Session set up"

Returns assignmentID
Specifies the ID assigned by the Data Session Manager object for this newly-enabled event
notification.

Errors USER_NOT_SUBSCRIBED

Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method di sabl eDat aSessi onNoti fi cation()

This method is used by the application to disable data session notifications.

Direction Application to network

Parameters | assignmentID

Specifies the assignment ID given by the data session manager object when the previous
enabl eDat aSessi onNot i fi cati on() was done.

Returns -

Errors I NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment Ids.
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Method dat aSessi onEvent Noti fy()
This method notifies the application of the arrival of a data session-related event.

Direction Network to application

Parameters | dataSessionReference
Specifies the session ID and the reference to the Data Session object to which the notification
relates.
eventinfo
Specifies data associated with this event. This data includes the destination address provided by the
end-user.
assignmentlD
Specifies the assignment id which was returned by the
enabl eDat aSessi onNot i fi cati on() method. The application can use assignment ID to
associate events with event-specific criteria and to act accordingly.
applnterface
Specifies a reference to the application object which implements the callback interface for the new
data session.

Returns -

Errors -

Method dat aSessi onAbort ed()
This method indicates to the application that the Data Session object has aborted or terminated
abnormally. No further communication will be possible between the Data Session object and the
application.

Direction Network to application

Parameters | dataSessionID
Specifies the session 1D of the data session that has aborted or terminated abnormally.

Returns -

Errors -

Method dat aSessi onNoti fi cati onl nterrupted()
This method indicates to the application that event notifications will no longer be sent (for example,
due to faults detected).

Direction Network to application

Parameters | -

Returns -

Errors -
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Method dat aSessi onNot i fi cati onConti nued()

This method indicates to the application that all event notifications will be sent again.

Direction Network to application
Parameters | -
Returns -

Errors -

7.2.2 Data Session

The Data Session interface provides basic methods for applications to control data sessions.

Method connect Req()

This asynchronous method requests the connection of a data session with the destination party
(specified in the parameter TargetAddress). The Data Session object is not automatically deleted if
the destination party disconnects from the data session.

Direction Application to network

Parameters | dataSessionlD
Specifies the session ID.

responseRequested

Specifies the set of observed data session events that will result ina connect Res() being
generated.

targetAddress
Specifies the address of destination party.

assignmentID
Specifies the ID assigned to the request. The same ID will be returned in the connectRes or Err. This
allows the application to correlate the request and the result.

Returns -
Errors USER_NOT_SUBSCRIBED

Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

3GPP



Error! No text of specified style in document. 21

Method connect Res()
This asynchronous method indicates that the request to connect a data session with the destination
party was successful, and indicates the response of the destination party (e.g. connected,
disconnected).
Direction Network to application
Parameters | dataSessionlD
Specifies the session ID of the data session.
eventReport
Specifies the result of the request to connect the data session. It includes the network event, date and
time, monitoring mode and event specific information such as release cause.
Returns -
Errors -
Method connect Err ()
This asynchronous method indicates that the request to connect a data session with the destination
party was unsuccessful, e.g. an error detected in the network or the data session was abandoned.
Direction Network to application
Parameters | dataSessionlD
Specifies the session ID.
errorindication
Specifies the error which led to the original request failing.
Returns -
Errors -
Method rel ease()
This method requests the release of the data session.
Direction Application to network
Parameters | dataSessionID
Specifies the session.
cause
Specifies the cause of the release.
Returns -
Errors -
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Method super vi seDat aSessi onReq()

The application calls this method to supervise a data session. The application can set a granted data
volume for this data session. If an application calls this function before it calls aconnect Req()
or a user interaction function the time measurement will start as soon as the data session is
connected. The Data Session object will exist after the data session has been terminated if
information is required to be sent to the application at the end of the data session.

Direction Application to network

Parameters | dataSessionlD
Specifies the data session.

treatment
Specifies how the network should react after the granted data volume has been sent.

bytes
Specifies the granted number of bytes that can be transmitted for the data session.

Returns -
Errors -

Method super vi seDat aSessi onRes()

This asynchronous method reports a data session supervision event to the application.

Direction Network to application

Parameters | dataSessionID
Specifies the data session.

report
Specifies the situation, which triggered the sending of the data session supervision response.

usedVolume
Specifies the used volume for the data session supervision (in the same unit as specified in the
request).

Returns -

Errors -
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Method super vi seDat aSessi onErr ()
This asynchronous method reports a data session supervision error to the application.
Direction Network to application
Parameters | dataSessionID
Specifies the data session ID.
errorindication
Specifies the error which led to the original request failing.
Returns -
Errors -
Method dat aSessi onFaul t Det ect ed()
This method indicates to the application that a fault in the network has been detected which can't be
communicated by a network event, e.g., when the user aborts before any establishment method is
called by the application.
The system purges the Data Session object. Therefore, the application has no further control of data
session processing. No report will be forwarded to the application.
Direction Network to application
Parameters | dataSessionID
Specifies the data session ID of the Data Session object in which the fault has been detected.
fault
Specifies the fault that has been detected.
Returns -
Errors -
Method set Dat aSessi onChar gePl an()
Allows an application to include charging information in network generated CDR.
Direction Application to network
Parameters | dataSessionID
Specifies the session ID of the data session.
dataSessionChargePlan
Specifies the charge plan used.
Returns -
Errors -
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Method set Advi ceCf Char ge()

This method allows the application to determine the charging information that will be send to the
end-users terminal.

Direction Application to network

Parameters | dataSessionlD
Specifies the session ID of the data session.

aoClnfo
Specifies two sets of Advice of Charge parameter according to GSM

tariffSwitch
Specifies the tariff switch that signifies when the second set of AoC parameters becomes valid.

Returns -

Errors -

Sequence Diagrams

Application DataSession DataSession
Manager

enableData Session Notifi catioT

¥ |
b
| |

Figure 12: Enable Data Session Notification
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Application DataSession DataSession
Manager

2: DataSessionEventNotify()

3: 'trﬁnslate address' H

PE—

T 4: setCallback()

w 5: superviseDataSessionReq()

6: connectReq()

7: superviseDataSessionRes()

8: superviseDataSessionReq()

9: superviseDataSessionRes()

10: connectRes()

Figure 13: Address translation with charging
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7.2a  Network User Location

The Network User Location service capability feature provides terminal location information, based on network-related
information. The following information is reported when requested provided that the network is able to support the

corresponding capability:

- user whom the report concerns;

- geographical position;

- VLR number;

- Cell Global Identification or Location Area ldentification;

- location number (network specific, refer to ITU-T Q.763);

- time when the position information was attained.

It consists of a single interface, permitting an application to perform the following:

- user location requests;

- requests for starting (or stopping) the generation by the network of periodic user location reports;

- requests for starting (or stopping) the generation by the network of user location reports based on location

changes.

Method | ocati onReport Req()
Request for mobile-related location information on one or several users.

Direction Application to network

Parameters | appNetworkLocation
If this parameter is set (i.e. not NULL) it specifies a reference to the application
interface, which is used for callbacks. If set to NULL, the application interface defaults
to the interface specified via the obt ai nl nt er f ace() method (refer to OSA
Access SCF).
users
Specifies the user(s) for which the location shall be reported.

Returns

assignmentID
Specifies the assignment ID of the location-report request.
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

NO_CALLBACK_ADDRESS_SET
The requested method has been refused, because no callback address is set.

RESOURCES_UNAVAILABLE

The required resources in the network are not available.
The application may try to invoke the method at a later time.

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method | ocati onReport Res()

Delivery of a mobile location report. The report is containing mobile-related location
information for one or several users.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the location-report request.

locations
Specifies the location(s) of one or several users.

Returns )
Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.
INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.
Method | ocati onReportErr()
This method indicates that the location report request has failed.
Direction Network to application
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Parameters | assignmentlD
Specifies the assignment ID of the failed location report request.

cause
Specifies the error that led to the failure.

diagnostic
Specifies additional information about the error that led to the failure

Returns )

Errors )

Method peri odi cLocati onReportingStartReq()
Request for periodic mobile location reports on one or several users.

Direction Application to network

Parameters | appNetworkLocation

If this parameter is set (i.e. not NULL) it specifies a reference to the application
interface which is used for callbacks. If set to NULL, the application interface defaults
to the interface specified via the obt ai nl nt er f ace() method (refer to OSA
Access SCF).

users
Specifies the user(s) for which the location shall be reported.

reportinglnterval
Specifies the requested interval in seconds between the reports.

Returns assignmentID
Specifies the assignment ID of the periodic location-reporting request.

Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

NO_CALLBACK_ADDRESS_SET
The requested method has been refused, because no callback address is set.

RESOURCES_UNAVAILABLE

The required resources in the network are not available.
The application may try to invoke the method at a later time.

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting
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Method peri odi cLocati onReportingStop()

This method stops the sending of periodic mobile location reports for one or several
users.

Direction Application to network

Parameters | stopRequest

Specifies how the assignment shall be stopped, i.e. if whole or just parts of the
assignment should be stopped.

Returns )

Errors INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.

Method peri odi cLocati onReport ()
Periodic delivery of mobile location reports. The reports are containing mobile-related
location information for one or several users.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the periodic location-reporting request.

locations
Specifies the location(s) of one or several users.

Returns

Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.
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Method periodi cLocati onReportErr()

This method indicates that a requested periodic location report has failed. Note that
errors only concerning individual users are reported in the ordinary
periodicLocationReport() message.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the failed periodic location reporting start request.

cause
Specifies the error that led to the failure.

diagnostic
Specifies additional information about the error that led to the failure.

Returns

Errors

Method triggeredLocati onReportingStartReq()

Request for user location reports, containing mobile related information, when the
location is changed (the report is triggered by the location change, e.g. change of VLR
number, change of Cell Global Identification).

Direction Application to network

Parameters | appNetworkLocation

If this parameter is set (i.e. not NULL) it specifies a reference to the application
interface which is used for callbacks. If set to NULL, the application interface defaults
to the interface specified via the obt ai nl nt er f ace() method (refer to OSA
Access SCF).

users
Specifies the user(s) for which the location shall be reported.

trigger
Specifies the trigger conditions.

Returns assignmentID
Specifies the assignment ID of the triggered location-reporting request.
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

NO_CALLBACK_ADDRESS_SET
The requested method has been refused, because no callback address is set.

RESOURCES_UNAVAILABLE

The required resources in the network are not available.
The application may try to invoke the method at a later time.

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method triggeredLocati onReportingStop()

Request that triggered mobile location reporting should stop.

Direction Application to network

Parameters | stopRequest

Specifies how the assignment shall be stopped, i.e. if whole or just parts of the
assignment should be stopped.

Returns )

Errors INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment

Method triggeredLocati onReport ()
Delivery of a report that is indicating that one or several user's mobile location has
changed.

Direction Network to application

Parameters | assignmentID
Specifies the assignment ID of the triggered location-reporting request.

location
Specifies the location of the user.

criterion
Specifies the criterion that triggered the report.

Returns
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.

Method triggeredLocati onReportErr ()

This method indicates that a requested triggered location report has failed. Note that
errors only concerning individual users are reported in the ordinary
triggeredLocationReport() message.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the failed triggered location reporting start request.

cause
Specifies the error that led to the failure.

diagnostic
Specifies additional information about the error that led to the failure.

Returns

Errors

7.2b Geographical User Location

The Geographical User Location SCF provides an application with information concerning the user's geographical
location.

The user geographical location information contains the following attributes:

- location (e.g. in terms of universal latitude and longitude co-ordinates);

- _accuracy (value depending on local requlatory requirements and level of support in serving/home networks; note

that the accuracy of the serving network might differ from that in the home environment);

- age of location information (last known date/time made available in GMT).

The following functions are provided:

- report of location information

- notification of location update

The application can also for each user start/stop receipt of notifications and modify the required accuracy by selecting
another option from the network provided options.

7.3 User Status

The User Status service capability feature provides general user status monitoring. It allows applications to obtain the
status of the user's terminal. It consists of a single interface.
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Method st at usReport Req()

Request for a report on the status of one or several users.

Direction Application to network

Parameters | appStatus

If this parameter is set (i.e. not NULL) it specifies a reference to the application
interface which is used for callbacks. If set to NULL, the application interface defaults
to the interface specified via the obt ai nl nt er f ace() method (refer to OSA
Access SCF).

users
Specifies the user(s) for which the status shall be reported.

Returns assignmentID
Specifies the assignment ID of the status-report request.

Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

NO_CALLBACK_ADDRESS_SET
The requested method has been refused, because no callback address is set.

RESOURCES_UNAVAILABLE

The required resources in the network are not available.
The application may try to invoke the method at a later time.

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method st at usReport Res()

Delivery of a report, that is containing one or several user's status.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the status-report request.

status
Specifies the status of one or several users.

Returns
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.

Method stat usReport Err ()

This method indicates that the status report request has failed.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the failed status report request.

cause
Specifies the error that led to the failure.

diagnostic
Specifies additional information about the error that led to the failure.

Returns

Errors

Method triggeredStatusReportingStartReq()

Request for triggered status reports when one or several user's status is changed. The
user status SCF will send a report when the status changes.

Direction Application to network

Parameters | appStatus

If this parameter is set (i.e. not NULL) it specifies a reference to the application
interface which is used for callbacks. If set to NULL, the application interface defaults
to the interface specified via the obt ai nl nt er f ace() method (refer to OSA
Access SCF).

users
Specifies the user(s) for which the status changes shall be reported.

Returns assignmentID
Specifies the assignment ID of the triggered status-reporting request.
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

NO_CALLBACK_ADDRESS_SET
The requested method has been refused, because no callback address is set.

RESOURCES_UNAVAILABLE

The required resources in the network are not available.
The application may try to invoke the method at a later time.

USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method triggeredStat usReporti ngSt op()

This method stops the sending of status reports for one or several users.

Direction Application to network

Parameters | stopRequest

Specifies how the assignment shall be stopped, i.e. if whole or just parts of the
assignment should be stopped.

Returns

Errors INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.

Method triggeredStatusReport ()

Delivery of a report that is indicating that a user's status has changed.

Direction Network to application

Parameters | assignmentID
Specifies the assignment ID of the triggered status-reporting request.

status
Specifies the status of the user.

Returns
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Errors INVALID_PARAMETER_VALUE
A method parameter has an invalid value.

INVALID_ASSIGNMENT_ID
The assignment ID does not correspond to one of a valid assignment.

Method triggeredStatusReportErr()

This method indicates that a requested triggered status reporting has failed. Note that
errors only concerning individual users are reported in the ordinary
triggeredStatusReport() message.

Direction Network to application

Parameters | assignmentlD
Specifies the assignment ID of the failed triggered status reporting start request.

cause
Specifies the error that led to the failure.

diagnostic
Specifies additional information about the error that led to the failure.

Returns

Errors

7.4 Terminal Capabilities

It shall be possible for a application to request Terminal Capabilities as defined by MEXE [3]. The terminal capabilities
are provided by a MEXE compliant terminal to the MEXE Service Environment either on request or by the terminal
itself.

Terminal Capabilities are available only after a Capability negotiation has previously taken place between the user’s
MEXE terminal and the MEXE Service environment as specified in [3].

Note: for Release 99 only WAP MEXE devices can supply terminal capabilities.

The Terminal Capabilities service capability feature is supported by a unique interface, which consists of the following
method.

The Terminal Capabilities service capability feature is supported by a unique interface, which consists of the following
method.

Method get Term nal Capabi lities()
This method is used by an application to get the capabilities of a user’s terminal.
Direction Application to Network
Parameters terminalldentity
Identifies the terminal. It may be a logical address known by the WAP
Gateway/PushProxy.
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Returns statusCode

Errors -

terminalCapabilities

Indicates whether or not the terminal capabilities are available.

Specifies the latest available capabilities of the user’s terminal.

This information, if available, is returned as CC/PP headers as specified in W3C [12]
and adopted in the WAP UAProf specification [13]. It contains URLS; terminal
attributes and values, in RDF format; or a combination of both.

7.5 Message Transfer

75.1 Generic User Interaction

The Generic User Interaction service capability feature is used by applications to interact with end users. It consists of

two interfaces:

1) User Interaction Manager, containing management functions for User Interaction related issues;

2) Generic User Interaction, containing methods to interact with an end-user.

The Generic User Interaction service capability feature is described in terms of the methods in the Generic User

Interaction interfaces.

The following table gives an overview of the Generic User Interaction methods and to which interfaces these methods

belong.
Table 3: Overview of Generic User Interaction interfaces and their methods
User Interaction Manager Generic User Interaction

createUl sendinfoReq
createUICall sendIinfoRes
enableUINotification sendInfoErr
disableUINotification sendinfoAndCollectReq
userinteractionEventNotify sendinfoAndCollectRes
userinteractionAborted sendIinfoAndCollectErr
userinteractionNotificationInterru | release
pted
userinteractionNotificationContin | userinteractionFaultDetected
ued

75.1.1 User Interaction Manager

Inherits from the generic service interface.

The User Interaction Manager interface provides the management functions to the User Interaction interface.

Method createUl ()

Direction Application to network

This method is used to create a new (non call related) user interaction object.
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Parameters | appul
Specifies the application interface for callbacks from the user interaction created.

userAddress
Indicates the end-user whom to interact with

Returns userlnteraction
Specifies the interface and sessionlID of the user interaction created.

Errors USER_NOT_SUBSCRIBED
Returned if the end-user is not subscribed to the application

APPLICATION_NOT_ACTIVATED
Returned if the end-user has de-activated the application

USER_PRIVACY_VIOLATION
Returned if the requests violates the end-user's privacy setting

Method createU Call ()
This method is used to create a new call related user interaction object.

The user interaction can take place to the specified party (cal | Legl dent i fi er) or to all parties
inacall (cal I I dentifier).Onlyoneofcallldentifierorcall Legldentifier may
be defined (the other should be set to NULL).

Note that for certain implementations user interaction can only be performed towards the controlling
call party, which shall be the only party in the call.

Direction Application to network

Parameters | appul
Specifies the application interface for callbacks from the user interaction created.

callldentifier
Specifies the call interface and session ID of the call associated with the send info method.

callLegldentifier
Indicates the end-user whom to interact with

Returns userlnteraction
Specifies the interface and sessionlID of the user interaction created.

Errors

Method enabl eUl Noti fication()

This method is used to enable the reception of user initiated user interaction.

Direction Application to network
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Parameters applnterface
If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via the
set Cal | back() method.
eventCriteria
Specifies the event specific criteria used by the application to define the event required, like user
address and service code.

Returns assignmentID
Specifies the ID assigned for this newly-enabled event notification.

Errors

Method di sabl eUl Noti fication()
This method allows the application to remove notification for Ul related actions previously set.

Direction Application to network

Parameters | assignmentID
Specifies the assignment ID given by the user interaction manager interface when the previous
enabl eNoti fi cati on() was called. If the assignment ID does not correspond to one of the
valid assignment 1Ds, the framework will return an error code.

Returns

Errors

Method userl nteracti onEvent Noti fy()
This method notifies the application of a user initiated request for user interaction.

Direction Network to Application

Parameters | yi
Specifies the reference to the interface and the sessionlD to which the notification relates.
eventlnfo
Specifies data associated with this event.
assignmentlD
Specifies the assignment ID which was returned by the enabl eNot i fi cati on() method. The
application can use assignment 1D to associate events with event specific criteria and to act
accordingly.

Returns applnterface
Specifies the application interface for callbacks from the user interaction created.

Errors
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Method

user | nteracti onAborted()

This method indicates to the application that the User Interaction SCF instance has terminated or
closed abnormally. No further communication will be possible between the User Interaction SCF
instance and application.

Direction Network to Application
Parameters | yserinteraction
Specifies the interface and sessionlID of the user interaction SCF that has terminated.
Returns
Errors
Method userlnteractionNotificationlnterrupted()
This method indicates to the application that all event notifications have been temporary interrupted
(for example, due to faults detected).
Note that more permanent failures are reported via the Framework (integrity management).
Direction Network to application
Parameters | -
Returns -
Errors -
Method userl nteractionNotificationContinued()
This method indicates to the application that event notifications will again be possible.
Direction Network to application
Parameters | -
Returns -
Errors -
7.5.1.2 Generic User Interaction

Inherits from the generic service interface. The Generic User Interaction interface provides functions to send
information or data to, or gather information from, the user (or call party). The information to send can be an
announcement or a text. The data downloaded in the terminal is specified by a URL.

Method

Direction

sendl nf oReq()

This asynchronous method sends information to the user.

Application to Network
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Parameters | yserinteractionSessionID
Specifies the user interaction session ID of the user interaction.
info
Specifies the information to send to the user. This information can be:
- an infol D, identifying pre-defined information to be send (announcement and/or text);
- a string, defining the text to be sent;
- a URL , identifying pre-defined information or data to be sent to or downloaded into the
terminal
variablelnfo
Defines the variable part of the information to send to the user.
repeatindicator
Defines how many times the information shall be send to the end-user. In the case of a call related
user interaction, a value of zero (0) indicates that the announcement shall be repeated until the call
or call leg is released or an abor t Act i onReq() is sent.
responseRequested
Specifies if a response is required from the call user interaction SCF, and any action the SCF should
take.
Returns assignmentID
Specifies the ID assigned by the generic user interaction interface for a user interaction request.
Errors
Method sendl nf oRes()
This asynchronous method informs the application about the start or the completion of a
sendl nf oReq( ) . This response is called only if the application has required a response.
Direction Network to Application
Parameters | userinteractionSessionlD
Specifies the user interaction session ID of the user interaction.
assignmentID
Specifies the ID assigned by the generic user interaction interface for a user interaction request.
response
Specifies the type of response received from the user.
Returns
Errors
Method sendl nfoErr ()
This asynchronous method indicates that the request to send information was unsuccessful.
Direction Network to Application
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Parameters | yserinteractionSessionlD
Specifies the user interaction session ID of the user interaction.

assignmentID
Specifies the ID assigned by the generic user interaction interface for a user interaction request.

error
Specifies the error which led to the original request failing.

Returns

Errors

Method sendl nf oAndCol | ect Req()

This asynchronous method plays an announcement or sends other information to the user and
collects some information from the user. The announcement usually prompts for a number of
characters (for example, these are digits or text strings such as "YES" if the user's terminal device is
a phone).

Direction Application to Network
Parameters | yserinteractionSessionID

Specifies the user interaction session ID of the user interaction.

info
Specifies the information to send to the user.

variablelnfo
Defines the variable part of the information to send to the user.

criteria

Specifies additional properties for the collection of information, such as the maximum and
minimum number of characters, end character, first character timeout and inter-character timeout.

responseRequested

Specifies if a response is required from the call user interaction SCF, and any action the SCF should
take.

Returns assignmentID
Specifies the ID assigned by the generic user interface

Errors

Method sendl nf oAndCol | ect Res()

This asynchronous method returns the information collected to the application.

Direction Network to Application
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Parameters | yserinteractionSessionlD
Specifies the session ID of the user interaction.
assignmentID
Specifies the ID assigned by the generic user interaction interface for a user interaction request.
response
Specifies the type of response received from the user.
info
Specifies the information collected from the user.
Returns
Errors
Method sendl nf oAndCol | ect Err ()
This asynchronous method indicates that the request to send information and collect a response was
unsuccessful.
Direction Network to Application
Parameters | userinteractionSessionID
Specifies the user interaction session ID of the user interaction.
assignmentID
Specifies the ID assigned by the generic user interaction interface for a user interaction request.
error
Specifies the error which led to the original request failing.
Returns
Errors
Method rel ease()
This method requests that the relationship between the application and the user interaction object be
released. It causes the release of the used user interaction resources and interrupts any ongoing user
interaction.
Direction Application to Network
Parameters | userinteractionSessionlD
Specifies the user interaction session ID of the user interaction.
Returns
Errors
Method user | nteracti onFaul t Det ect ed()

This method indicates to the application that a fault has been detected in the user interaction.
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Direction Network to Application

Parameters | yserinteractionSessionID

Specifies the interface and sessionlID of the user interaction SCF in which the fault has been
detected.

fault
Specifies the fault that has been detected.

Returns

Errors

75.2 Call User Interaction

The Call User Interaction service capability feature is used by applications to interact with end users participating to a
call. It consists of two interfaces:

1) User Interaction Manager, containing management functions for User Interaction related issues. This interface is
the same as the one defined in subclause 7.5.1;

2) Call User Interaction, extending Generic User Interaction for call-specific user interaction. It provides functions
to send information to, or gather information from, a user (or call party) in a call.

The Call User Interaction service capability feature is described in terms of the methods in the Call User Interaction
interfaces.

The following table gives an overview of the Call User Interaction methods and to which interfaces these methods
belong.

Table 4: Overview of Call User Interaction interfaces and their methods

User Interaction Manager Call User Interaction
As defined for the Generic User | Inherits from Generic User
Interaction SCF Interaction and adds:

abortActionReq
abortActionRes
abortActionErr

Method abort Acti onReq()

This asynchronous method aborts a user interaction operation, e.g. asendl nf oCal | _Req() .
The call and call leg are otherwise unaffected. The call user interaction SCF interrupts the indicated
action.

Direction Application to Network
Parameters | yserinteractionSessionID

Specifies the user interaction session ID of the user interaction.

assignmentID
Specifies the user interaction request to be cancelled.

Returns

Errors
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Method abort Acti onRes()

This asynchronous method confirms that the request to abort a user interaction operation on a call
leg was successful.

Direction Network to Application
Parameters | yserinteractionSessionID

Specifies the user interaction session ID of the user interaction.

assignmentID
Specifies the user interaction request to be cancelled.

Returns

Errors

Method abort ActionErr()
This asynchronous method indicates that the request to abort a user interaction operation on a call
leg resulted in an error.

Direction Network to Application

Parameters | userinteractionSessionID
Specifies the user interaction session ID of the user interaction.

assignmentID
Specifies the user interaction request to be cancelled.

error
Specifies the error which led to the original request failing.

Returns

Errors

7.6 User Profile Management

User Profile information may be distributed between the Home Environment and the Home Environment Value-Added
Services Providers. The HE-VASP may manage information specific to the services supported by their OSA
applications. For this, they may use models and mechanisms, which are out of the scope of OSA release 1999.

Home Environment User Profile information consists of various user interface and service related information. Of
particular interest in the context of release 99 is the following information:

- list of services to which the end-user is subscribed;

service status (active/inactive);
- privacy status with regards to network service capabilities (e.g. user location, user interaction);
- terminal capabilities.

Home Environment user profile information may be stored centrally, or the information may be distributed over
relevant physical entities.
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Terminal capabilities may be accessed by OSA applications through the network Terminal Capabilities SCF.

7.7 Content Based Charqging

The Content Based Charging SCF addresses stage 1 requirements for charging related to service usage.

This SCF permits an application to access subscriber accounts maintained by the network and charge subscribers for

service usage.

Provided, that these functions are supported by the underlying network an application providing a service to the

subscriber can use the Content Based Charging SCF to:

Check, if — for the service to be provided by the application — the charge is covered by the subscribers account

or credit limit

Reserve — for the service to be provided by the application — a charge in the subscribers account, that can be

deduced from the account after service delivery.

Deduct an amount from the subscriber’s account.

Release a reservation acquired earlier.

Add non-monetary units to a subscriber’s account.

Deduct non-monetary units from a subscriber’s account.

Reverse a completed charge transaction, e.g. after repudiation.
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