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1. Introduction
The purpose of this document is to discuss the requirement for a method to control initial accesses in the event of a network overload for LTE. The document gives a brief overview of the legacy Access Class Barring mechanism of UMTS/GSM and discusses its disadvantages.
2. Access Class Barring in UMTS
Access Class Barring (ACB) is used in UMTS systems to restrict initial access to the network during periods of network overload or disasters, e.g. earthquakes. The purpose of this restriction is to help alleviate loading on the network in order to maintain system stability, to maintain existing calls and also to allow a proportion of important calls through, e.g. emergency calls. 

For legacy ACB, the network operator allocates each user an Access Class (AC) on the SIM or U-SIM. AC values are 0, 1, 2, 3, …, 15. Every time a UE wants to make an initial access to the network, it will check to see if its AC is barred or not. The UE will only continue with initial access transmission if it finds that its AC is not barred.

Whether or not an AC is barred is indicated via the system information broadcast.
When the network is overloaded, e.g. if a major disaster has occurred, a number of AC are barred from accessing the network. In this way, UEs with barred ACs will not be able to make an initial access, as long as their AC remains barred.

The number of AC that are barred can be increased based on the severity of the network overload. Typically, AC 11 – 15 may be reserved for “special users” such as emergency workers. AC = 10 is reserved for UEs making emergency calls. Typically, AC 10 – 15 are not barred during network overload or disasters.

2.1. Problems with Access Class Barring
One disadvantage of the ACB mechanism is that when an AC is barred, a number of users are barred from accessing the network. This is independent of whether they are attempting access to the network or not. This means that a disproportionate number of access attempts can be allowed.

For example, if the network bars 1 AC, the network cannot know whether accesses are actually blocked. In fact, it is possible that none are blocked at all if the barred UEs do not make an access attempt. The network will only know whether ACB has worked or not after some time when there is no impact on the rate of initial accesses. The network then needs to start barring more ACs. This could be quite slow and in the mean time, the network overload may have worsened.
Another disadvantage of ACB is that after a long period of being barred, when the bar is lifted, the network can experience a surge in delayed location updates (and other similar persistent procedures). In general, this is due to:

1) the higher layers that control the procedures are not aware of the cause of the initial failure
2) UEs are either barred or they are not barred, i.e. no “in between” state
Summary of problems with ACB:

· ACB restricts UEs from accessing the network independent of whether initial access is required
· When ACB is lifted, network can experience a surge in initial accesses

In light of this, it is proposed that enhancement of the access restriction mechanism for LTE should be considered.
3. Conclusion
It is proposed that enhancement of the access restriction mechanism for LTE should be considered.
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