Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 LTE AdHoc Meeting
R2-061931
Cannes, France, 27th – 30th June, 2006
Title:
Initial Access Procedure
Agenda Item:

7
Source:



Siemens
Document for:
Discussion and Decision 

Preface

In this document we discuss the initial access procedure. 
To shortly summarize the outcome of our discussion, we propose a two step approach. At first we need to perform physical timing synchronisation in UL together with the assignment of shared channel resources for the connection establishment. A contention based channel shall be used but only for requesting the timing synchronisation. In the second step the channel establishment messages will be transmitted mostly contention less.
Discussion

Before a RRC connection can be established physically both frequency and time synchronization of the signal transmitted from the UEs are needed. Please note that both frequency and DL timing synchronisation are independent from the random access procedure and therefore not discussed in this document.

In order to achieve timing synchronisation in UL a signature sequence shall be sent to the eNB which calculates the timing advance and sends it back to the UE.

After achieving the physical synchronisation in the first step the RRC connection can be established in the second step. In order to avoid transmissions of RRC messages over contention based channels we propose to send the appropriate messages over UL-SCH and DL-SCH. Therefore the initial access starts with a request for these contention less resources for both UL and DL.
In the following we want to discuss the contents of the RACH burst.
1.) Adding a random ID on the RACH

The request for timing advance values and resources may be performed by sending a random ID over a PRACH. The eNB will reply the TA value and the requested resources. Details on how to reply this information are also subject of Ran1 discussions and ffs.

The random ID should be short to keep the amount of information over a contention based channel low. On the other hand it shall be defined large enough to reduce the risk of selection of identical random IDs by two UEs. The eNB should be able to solve the conflict when the two equal random IDs arrive at different times. However, if they arrive at the same time the eNB would treat the two requests as arriving just from one UE and would assign UL and DL resources which will be used by both UEs for RRC connection establishment. This conflict will then be solved upon reception of RRC connection request since these two UEs would send the RRC connection request over the same UL resources.

Even in the first case where the IDs arrive at different times, but short after each other, the later UE could erroneously interpret the eNB’s reply for the first UE being its own grant.
For this reason we conclude that contention on the UL-SCH used for RRC connection request has to be taken into account. Whether the requests on the same resources can be separated by sufficiently robust transmissions on the UL-SCH is a Ran1 issue and can not be answered by Ran2. We should therefore expect corrupted requests which will lead to HARQ retransmissions and possibly a new random access triggered by a backoff mechanism.
In general the problem with identifying UEs by random IDs is that these IDs will very likely be corrupted in the case of collisions on the RACH. Independent from the question whether 2 ore more UEs have selected the same or different signature sequences the random IDs are subject of collisions when they are transmitted on the same time – frequency pair. It is therefore questionable if IDs on RACH will be useful at all.

2.) No ID sent on RACH

At the Ran#52 joint meeting with Ran1 it was concluded that Ran1 will study the signature sequences and the collision probability in random access case. Based on the Ran1 decision on the number of signature sequences and the clarification on the robustness of additional information sent on RACH Ran2 can decide whether or not a random ID on RACH is needed.

If the number of signature sequences is expected high enough for low collision risk it is questionable if a random ID is needed at all. The UEs performing a random access will select randomly a time – frequency- signature triple. We assume that the structure of the signature sequences allows for very good separation even when they are transmitted on the same time – frequency pair. We further assume that this is not the case for any random ID. In the case where all UEs will use a different time – frequency- signature triple no collision can be expected and the eNB will send the correct TA back to each UE. In the other case where at least 2 UE would use the same triple the random ID will most likely be corrupted and therefore useless. Even in the case that the signature sequence is different but time and frequency are the same the random ID might be corrupted. The eNB will reply to the UE with TA and UL resources for transmission of signaling messages. It will also include the mentioned triple to identify the UE.
Conclusion: Although the robustness on RACH is subject of Ran1 discussions we conclude that a high number of signature sequences would allow for robust random access and random IDs are not required.
Both for case 1) and case 2) there is a certain risk of undetected collisions either since UEs selected the same random IDs or they used the same time – frequency- signature triple. We therefore must expect wrong TA settings in rare cases. This error cases will be solved in the second step of the procedure.

3.) Implicit coding of information in RACH signature sequences

Ran1 has concluded that the unsynchronised RACH may be able to carry up to 4 bits, which would be signalled implicitly via the choice of signature sequence. This requires at least 16 signature sequences which are selectable by the UE. Therefore every UE which tries to transmit the same information for the initial access would have to select the same sequence. It can be expected that the establishment cause would be a good candidate for being coded implicitly.
The drawback with this solution is that the probability of each of the 16 messages should be approximately equal if coded implicitly as a high number of UEs selecting the same signature sequence would suffer from collisions and long access delay due to the backoff mechanism.

It is questionable if the establishment cause will fulfil this requirement. In particular emergency calls should be set up with lowest delay.
On the other hand Ran2 has agreed not to send RRC messages over RACH and therefore a UL SCH transmission is required in any case. Therefore it seems feasible to use the RACH only to request TA and UL SCH resources and transmit all other information like the establishment cause over the UL SCH. In this case the UEs can select randomly one of 16 signature sequences without any limitation and reduce the risk of collisions significantly.

Conclusion: no random access cause value should be transmitted on the PRACH.
Proposed Solution
We therefore propose not to add a random ID on RACH for the initial random access as this information will be corrupted most likely in the case where it should help to differentiate UEs on the same time- frequency pair.
We further propose to transmit any additional information like the establishment cause on the UL SCH and to allow for random selection of signature sequences.

As mentioned above wrong TA settings can be expected in rare cases. This error cases will be solved in the second step of the procedure.

In this second step the UE will send signaling information to the eNB. The procedure is illustrated in the figure below. 


[image: image1]
The UE indicates a request to send something and/or to achieve physical synchronisation in UL on PRACH (contention based physical channel) to eNB. Whether a random ID selected by the UE shall be included depends on the robustness of this ID against interference caused by other UEs on the same time- frequency- pair and is therefore ffs. The eNB will use the signature sequence for calculating the timing advance value (TA).

This timing advance information together with physical UL and DL resources with will be sent to the UE. The resources shall be used only as long as the RRC connection has not been set up. This is to avoid collisions with resources used for already connected UEs. However, this number of resources, n, will be a small number which could lead to collisions if many UEs use these frequencies simultaneously.
The UE will then send the Connection Request on a CCCH which is mapped to the UL resources on the UL-SCH assigned before. It contains the IMSI, P-TMSI or IMEI (for emergency calls without SIM-card) which are long IDs. Additional IEs are ffs. The Connection Setup message uses also a CCCH and is transmitted on the DL-SCH over the resources that have been assigned before. It contains the mapping between the long P-TMSI and the final short UTRAN temporary ID (U-RNTI). The eNB will finally assign new short cell specific IDs linked to resources different from the resources used for connection establishment.
Conclusion
We propose not to add a random ID on RACH for the initial random access as this information will be corrupted most likely in the case where it should help to differentiate UEs on the same time- frequency pair.

We further propose to transmit any additional information like the establishment cause on the UL SCH and to allow for random selection of signature sequences.
A two step approach for initial access shall be used.

In the first step physical synchronisation should be achieved and shared channel resources for connection establishment shall be assigned to the UE. For this first step a contention based channel is used. Whether a short ID identifying the UE and selected randomly by the UE shall be included depends on the Ran1 decision on the number of signature sequences. However, from Ran2 point of view a random ID is not required if the number of signature sequences is high enough.
In the second step of the procedure the RRC connection shall be established over mostly contention less channels. The risk that different UEs can not be distinguished in the first step can not be ignored and would lead to connection requests over the same physical resource. This can be caused by either the same random ID, if agreed to use it, or the same time- frequency- signature sequence triple. We expect that this conflict can not be solved by the unique NAS identifiers in the connection request. HARQ retransmissions or new random accesses can be expected.
Proposed text for inclusion into TR 25.813

5.2.x
Initial access procedure
The initial access procedure can be performed by following two step approach.

In the first step physical synchronisation should be achieved and shared channel resources for connection establishment shall be assigned to the UE. For this first step a contention based channel shall be used. Whether a short  ID identifying the UE and selected randomly by the UE shall be included depends on the Ran1 decision on the number of signature sequences. However, from Ran2 point of view a random ID is not required if the number of signature sequences is high enough. The UE shall be allowed to randomly select a signature sequence. The eNB will use the signature sequence for calculating the timing advance value (TA).
This timing advance information together with physical UL and DL SCH resources will be sent to the UE. The eNB will assign these resources taking into account possible collisions in rare cases. However, this number of resources, n, will be a small number which could lead to collisions if many UEs use these resources simultaneously.

In the second step of the procedure the RRC connection shall be established over mostly contention less channels.

The UE will send the Connection Request on a CCCH which is mapped to the UL resources on the UL-SCH assigned before. It contains the IMSI, P-TMSI or IMEI which are long IDs. Additional IEs are ffs. The Connection Setup message uses also a CCCH and is transmitted on the DL-SCH over the resources that have been assigned before. It contains the mapping between the long P-TMSI and the final short UTRAN temporary ID (U-RNTI). The eNB will finally assign new short cell specific IDs and resources different from the resources used for connection establishment.
Next modified section:
5.3.1.2.1
Control Channels

Control channels are used for transfer of control plane information only. The control channels offered by MAC are:

-
Broadcast Control Channel (BCCH)


A downlink channel for broadcasting system control information.

-
Paging Control Channel (PCCH)


A downlink channel that transfers paging information. This channel is used when the network does not know the location cell of the UE.

-
Common Control Channel (CCCH)


This channel is used by the UEs having no RRC connection with the network.

-
Multicast Control Channel (MCCH)


A point-to-multipoint downlink channel used for transmitting MBMS control information from the network to the UE, for one or several MTCHs. This channel is only used by UEs that receive MBMS.

NOTE: 
It is FFS how MBMS scheduling is transmitted by either L2/3 signalling on MCCH or L1 signalling.
-
Dedicated Control Channel (DCCH)


A point-to-point bi-directional channel that transmits dedicated control information between a UE and the network. Used by UEs having an RRC connection.
Next modified section:
5.3.1.3.1
Mapping in Uplink

In Uplink, the following connections between logical channels and transport channels exist:

-

-
CCCH can be mapped to Uplink SCH;

-
DCCH can be mapped to UL- SCH;

-
DTCH can be mapped to UL-SCH.



























Connection_Setup ( P-TMSI, U-RNTI)





RRM function





eNB





UE





PRACH (Random ID ffs.)





Connection_Req (P-TMSI, ...)





Connection_Setup ( P-TMSI, U-RNTI, short cell specific ID with Resources (n+1…N), IEs tbd.)





PhCH (Random ID or t-f-signature triple ffs, UL + DL Resource (1...n), TA)





Connection_Req (P-TMSI, IEs tbd.)








