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1 Introduction 
Network slicing is introduced in New RAT to provide vertical services with different performances. In the previous contribution [1] we provide requirements of network slicing from SA1 and also provide three models of RAN supporting network slicing. In this contribution we provide further consideration on aspects of impact on RAN architecture for network slicing.

2 Discussions
The impacts on RAN design for RAN to support Network slicing involves several aspects including slicing selection, RRM, Mobility, Security and NGFI interface . 
Network slice selection
Respect to network slicing selection, there are three possible methods on the table. 
UE offers assistant information and RAN selects appropriate network slicing for UE. The assistant information includes traffic type and requirements, UE capability etc. 

NG Core selects appropriate network slicing for UE. This method resembles the procedure in eDecore. For example, after NG Core selects Slice ID from multiple slices, the NR Core provids the Slice ID to the UE and UE carries this Slice ID to the RAN. In this way, the RAN is able to support selects network slicing. 

UE select isolated slice. For example, RAN offers UEs with network slicing information in common or dedicated signalling message, then UE is able to access to isolated network slicing.
Observation 1: The procedure for NW slice selection should be studied.
Radio Access Control
The intention of radio access control is to avoid the congestion in either RAN or Core. In LTE, the access barring information was provided to UE from NW through system information. Once the access barring information is received, UE will use the access barring information to determine whether the access procedure can be initiated.  
For the NW slice, the following requirement has been capture in the TR 22.891:

---------------------------------------------- from 22.891 --------------------------------------------------------

The operator shall be able to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services in other slices.
---------------------------------------------- from 22.891 --------------------------------------------------------
Considering the requirement on the isolation shown above, different radio access rules may be required for different NW slice. For example, the UE in NW slice for public safety (e.g. fire fighter) may require high access possibility than then normal UEs. 
Observation 2:  The NW slice specific radio access control should be studied in RAN.
Dynamic resouce allocation
In NR, multiple verticals should be supported within a common framework, and different performance requirement for each vertical may lead to different physical numerology. Allocating resource in static way for each verticals/NW slice may be a simple solution, but will cause a considerable wast of the valuble radio resources. For example, in case the radio resource is splitted for each vertical/NW slice statically, if one NW slice is overload and the other one is empty, since the resource is allocated statically and can not be shared, the resource allocated for the empty NW slice will be waste.
Therefore, it is necessary for RAN to consider how to ultilized resouce efficiently and share the physical resource dyanamically acorss multiple NW slices, especilay in case the multiple NW slices require differnet numerology in physical layer.  
Observation 3:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.
Isolation of random access resource 
The random access procedure will be used to establish the uplink synchronisation and beam tacking in NR. In LTE, the resource of random access is common for all UE within the same area. So the possibility of RA failure due to collision will increase as the incensement of user number within the area. If multiple NW slice share the same random access resource, the increase of user in one slice may also lead to some negative impact on the random access for the users of other NW slice. In order to prevent random access in one slice to negatively impact random access in other slices, the isolation for the random access resources shall also be considered. 
Observation 4:  The isolation of random access resource for each NW slice should be stuied in RAN.
Isolation of Security 
RAN should also consider the isolation of NW security. For example, if RAN supporting multiple network slicing, the Core may offer common ROOT key for all these network slices. Based on the common ROOT key, the slice specific UP keys may be required for each of slice.  One example can be found as follow:
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Figure 1: Network slicing Key derivation

Observation 5:  The isolation of RAN security for NW slice should be studied in RAN..
Based on all the analysis abve, in order to suppor the NW slice in RAN, we propose:
Proposal: In order to support the NW slice in RAN, the following aspect should be studied:
· The procedure for NW slice selection

· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice

· The isolation of random access resource

· The isolation of RAN security
3 Conclusion 
Based on all the analysis abve, we give our observations and proposal as:

Observation 1: The procedure for NW slice selection should be studied.

Observation 2:  The NW slice specific radio access control should be studied in RAN.

Observation 3:  The dynamic resource sharing among multiple NW slice should be studied in RAN, especially for the case the different numerology is used for multiple NW slices in physical layer.
Observation 4:  The isolation of random access resource for each NW slice should be stuied in RAN.
Observation 5:  The isolation of RAN security for NW slice should be studied in RAN.

Proposal: In order to support the NW slice in RAN, the following aspect should be studied:
· The procedure for NW slice selection

· The NW slice specific radio access control

· The dynamic resource sharing among multiple NW slice, especially for the case that different numerology is used for multiple NW slices in physical layer.
· The isolation of random access resource

· The isolation of RAN security
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