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Decision and text proposal
1 Introduction
Normally ETWS primary notification consist of two part: part 1 is basic warning information including information such as the  type of disaster etc and part 2 is security information which help resist false alarm. And in RAN2#62bis meeting one of the important issue is  the delay requirement on security information. Our understanding is security information maybe delivered later than basic warning information but should be as quick as possible. 
2 Discussion
In [1] SA3 answered that SA3 prefer using digital signature based security over shared secret based security and the size of the security information is in the order of 50 bytes. The PCH capacity will be 504 bits assuming 6 RBs are allocated for PCH with QPSK modulation and 1/3 turbo coding rate. And basic warning information need 40bits. So if both basic warning information and security information are coded within same paging message then in the best case only one normal paging record can be included. And once less than 6RBs are allocated there is no adequate room to accommodate whole primary notification. And even if primary notification can get through via one paging message eNB also take the risk to block normal paging record. Furthermore SA3 indicate in [1] that delayed security information is also acceptable. So we conclude that security information can be delivered separately after basic warning message.
Then in [2] one special IMSI is used to paging UE for delivering basic warning message. And we think the same scheme can also be used in LTE. And in order to reduce complexity this special IMSI can be included within normal paging record which means one blank paging cause is always followed with special IMSI.
Proposal1: to deliver primary notification in paging message except for security information
Normally it is our understanding that eNB will start paging for notifying SI update at the edge of system modification period otherwise some UE may fail to receive paging .However there is a restrict delay requirement i.e. 4s on primary notification. So when eNB receive primary notification from MME it shall broadcast it immediately i.e. not wait for the boundary of modification period. In order to guarantee that all UE can receive the emergency paging message for notifying primary notification, the paging message should at least last one system modification period. The exact time paging and SIBep shall last is FFS.
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Figure 1

Proposal2: paging message is sent immediately within current modification period when primary notification is received and paging should at least last one system modification period
One separated SIB called SIBep is defined for security information. And it is transmitted immediately after paging is broadcasted. Since scheduling information of SIBep should also updated in SIB1, SIB1 is transmitted also right after paging message. The maximum delay to read the SIBep after receiving paging message is paging DRX cycle + SI-P where SI-P is the scheduling periodicity of the SI to which the SIBep is mapped. The longest paging DRX cycle is 2560ms which result in the maximum SI-P , i.e. 1280ms. But this estimation is only for UE in idle state. In case UE in connected state UE maybe not able to receive paging within one paging cycle so the only way to reduce the delay is to reduce SI-P. Since UE in both idle state and connected state need read SIBep, to map SIBep and SIB2 to the same SI is one of the option. Assuming scheduling periodicity of SIB2 is 320ms then the whole worst delay is 2880ms which can meet the 4s requirement. Another option is to map SIBep to one additional SI. In order to not affect UE which does not support ETWS feature it is suggested that this additional SI is scheduled after other normal SI. Assuming SI-window size is 20ms and 10 normal SIs are scheduled then extra 200ms delay are introduced. But the whole delay i.e.2560+320+200=3080ms still meets the 4s requirement. 

However if there is no restrict 4s requirement for security information a long scheduling periodicity e.g. 1280ms can also be configured to reduce consumption of radio resource.
Proposal3: UE  receive security information in a separated SIB immediately after  receiving paging messages in current system modification period
Since security information is broadcasted as separated SIB. So once SIBep is added in the proposed way then value tag will also be changed. For UEs who support ETWS feature will realize that only SIBep is added if “systemInfoModification” bit is not set. But for UEs who do not support ETWS feature will simply ignore the special IMSI. If the UE happen to come back from out of service then UE will find value tag is modified and read system information once again. SIBep is though broadcasted as system information, but it is actually not a “real” system information. Logically it is independent form real system information. So we propose not to change value tag if only system information related to ETWS is updated to prevent some UEs to read system information unnecessarily. 
Proposal4: value tag is not changed if only system information related to ETWS is added.
3 Conclusion
 In order to notify UE the ETWS primary notification as quick as possible we propose to separate primary notification as basic warning information and security information. Basic warning information is coded as special IMSI and transmitted within paging message. While security information is defined as separated SIB and updated immediately after UE receive the special IMSI.
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