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1. Introduction

During the discussion of [1] at RAN2#62bis, the group agreed to introduce the 2-bit IE ReestablishmentCause, for use in the RRCConnectionReestablishmentRequest message to indicate the cause of the request.  The actual values for the IE were left for further discussion; this document proposes a set of values.
2. Discussion

The reestablishment procedure is currently indicated (in section 5.3.7.2 of [2]) as being used in four cases: Radio link failure, RLC unrecoverable error, handover failure, and reconfiguration failure.  It is also used on T312 expiry (RACH failure), although this cause is not yet captured in section 5.3.7.2.  The available two bits are obviously not enough to distinguish all five of these causes, but it is not clear that identification of all causes is necessary.

· Radio link failure: This situation is a normal (albeit hopefully not too frequent) phenomenon even if the system is correctly configured and operating well.  For this reason, there is no real benefit in indicating a single radio link failure to the eNode B.  However, it might be useful to the operator to have some indication of geographical areas or times associated with clusters of radio link failures.  We consider it possibly desirable, but not obviously critical, to have these cases identified.

· RLC unrecoverable error: The possible causes of RLC unrecoverable errors are still under discussion in RAN2.  It is not clear if there is any action the network can take; further discussion needs to take place, but for the time being we suggest that these errors do not need to be specifically identified in the reestablishment procedure.

· Handover failure: The narrow definition of handover failure (as distinct from radio link failure) means that these cases should be quite infrequent, and might well represent a network error (UE directed to the wrong cell).  For this reason it may actually be important to indicate them to the network.  However, it should be noted that the information will often be of interest only to the source cell, which is quite unlikely to be the “recovery” cell except for load-balancing handovers.
· Reconfiguration failure: This somewhat vague cause covers all cases where the UE is “unable to comply with” the contents of a reconfiguration message.  Presumably most such cases represent network errors, such as the network sending a configuration that should have been forbidden based on the UE capability.  While this scenario sounds implausible, one of the lessons of UMTS is that unexpected message contents are more common than thought in real networks, especially in the early stages of deployment.  Of course, IOT should give rise to a large and interesting collection of such errors as well, and while IOT is not the ultimate goal of LTE, it would be helpful if it goes as smoothly as possible.  For these reasons, we consider it important for the network to be made aware when a reestablishment is due to such a failure.

· RACH failure: It seems likely that most RACH failures represent either radio problems or excessive contention.  The latter is a normal event in a loaded system and arguably should not be considered a “failure” case unless the UE is unable to reestablish; the former should be either transient (and thus not very important to diagnose) or accompanied by a cluster of radio link failures.  We submit that there is no need for the network to be made aware of RACH failure as a specific cause for connection reestablishment.
In sum, this analysis suggests that there are potential benefits if the UE indicates reconfiguration failure as a specific cause for the reestablishment procedure.  Handover failures may also be of specific interest to the network; the other causes can probably be considered as a single generic group of “lower-layer problems”.  This leaves one cause value available for future-proofing.
3. Conclusion

We propose to distinguish the following causes for reestablishment:
· Reconfiguration failure

· Handover failure

· Lower-layer problem

The attached text proposal captures these values (leaving the fourth as a spare), and also introduces the missing “RACH failure” cause into section 5.3.7.2.
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5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
after having detected radio link failure, in accordance with 5.3.11; or

1>
upon handover failure, in accordance with 5.3.5.6; or

1>
when RLC indicates that the maximum number of retransmissions has been reached, as specified in TS 36.322 [7]; or
1>
when timer T312 expires, in accordance with 5.3.11.3; or
1>
upon an RRC connection reconfiguration failure, in accordance with 5.3.5.5.

Upon initiation of the procedure, the UE shall:

1>
stop timer T310, if running;

1>
stop timer T312, if running;
1>
start timer T311;

1>
reset MAC and re-establish RLC for all RBs that are established;

1>
select a suitable cell in accordance with the cell selection process as specified in [4].
[...]
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The IE ReestablishmentCause is used to indicate the reason for an attempt at connection reestablishment.
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The value “lowerLayerFailure” is used for radio link failures, RLC unrecoverable errors, and RACH failures.


