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1. Discussion
Proposal 1: 

With the current RRC CR [1] PDCP is not informed that a connection re-establishment is occurring. In order to ensure lossless data transfer, re-ordering and duplicate elimination are available during re-establishment, PDCP must be involved and instructed to operate in “handover mode” during re-establishment. Further it is agreed and confirmed during the Shenzhen meeting based on [3] that there is only one PDCP behaviour applicable to both handover and re-establishment. Therefore we propose to add indication to PDCP that handover occurs just before MAC/RLC reset due to re-establishment (proposal highlighted in turquoise in the Annex).
Proposal 2:

We also note that as a result of the re-organization that occurred thanks to [2] the MAC/RLC/PDCP actions related to handover are now separated by other actions pertaining to the reconfiguration. The current text seems to imply that PDCP uses the new key-set to process the PDCP PDUs received due to the re-establishment of RLC, which is not correct. We propose to group these two clauses before the reconfiguration clauses in order to avoid the above (proposal highlighted in yellow in the Annex).
2. Conclusion

We suggest approving the changes shown in the annex.
3. References

[1] R2-083795 - RRC CR capturing agreements after RAN2#62bis, Samsung.

[2] R2-083739 – [RRC] Failure handling – Samsung, RAN2#62bis
[3] R2-081822 - COUNT persistence for DRB mapped onto RLC AM – Qualcomm Europe RAN2#61bis

Annex

Changes to [1] related to proposal 1 
5.3.7
RRC connection re-establishment

5.3.7.1
General
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Figure 5.3.7.1-1: RRC connection re-establishment, successful
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Figure 5.3.7.1-2: RRC connection re-establishment, failure

The purpose of this procedure is to re-establish the RRC connection, which involves the resumption of SRB1 operation and the re-activation of security. 

A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. In case E-UTRAN accepts the re-establishment, SRB1 operation resumes while the operation of other radio bearers remains suspended. If security has not been activated, the UE does not initiate the procedure but instead moves to RRC_IDLE directly.
E-UTRAN applies the procedure as follows:

-
to reconfigure SRB1 and to resume data transfer only for this RB;

-
to re-activate security without changing algorithms.

5.3.7.2
Initiation

The UE shall only initiate the procedure when security has been activated. The UE initiates the procedure when one of the following conditions is met:

1>
after having detected radio link failure, in accordance with 5.3.11; or

1>
upon handover failure, in accordance with 5.3.5.6; or

1>
when RLC indicates that the maximum number of retransmissions has been reached, as specified in TS 36.322 [7]; or

1>
upon an RRC connection reconfiguration failure, in accordance with 5.3.5.5.

Upon initiation of the procedure, the UE shall:

1>
stop timer T310, if running;

1>
stop timer T312, if running;
1>
start timer T311;

1>
indicate the occurrence of handover to PDCP;
1>
reset MAC and re-establish RLC for all RBs that are established;

1>
select a suitable cell in accordance with the cell selection process as specified in [4];

5.3.7.3
Actions upon (re-)entry of service area while T311 is running

Upon (re-)entry of service area while T311 is running, the UE shall:

1>
Upon selecting an E-UTRA cell:

2>
stop timer T311;

2>
start timer T301;

2>
initiate transmission of the RRCConnectionReestablishmentRequest message in accordance with 5.3.7.4;

NOTE 1:
The criteria for re-entry of service area specified in 5.3.11.4.

NOTE 2:
This procedure applies also if the UE returns to the source cell

1>
Upon selecting an inter-RAT cell:

2>
perform the actions upon moving from RRC_CONNECTED to RRC_IDLE as specified in 5.3.12.

5.3.7.4
Actions related to transmission of RRCConnectionReestablishmentRequest message

The UE shall set the contents of RRCConnectionReestablishmentRequest message as follows:

1>
set the IE ue-Identity as follows:
2>
set the c-RNTI to the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the cellIdentity to the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases);
2>
set the authenticationCode to a MAC-I calculated over:

3>
the C-RNTI used in the source cell (handover failure case) or used in the cell in which the trigger for the re-establishment occurred (other cases);

3>
the Physical layer identity of the source cell (handover failure case) or of the cell in which the trigger for the re-establishment occurred (other cases)
3>
the identity of the target cell (details FFS)
1>
set the IE reestablishmentCause as follows (details FFS):
Editor's note:
SA3 indicated that a size of around 16 may be used for the MAC-I i.e. using truncation (see R2-081917).
The UE shall submit the RRCConnectionReestablishmentRequest message to lower layers for transmission.

5.3.7.5
Reception of the RRCConnectionReestablishment by the UE

NOTE:
Prior to this, lower layers allocate a C-RNTI. For further details see TS 36.321 [6];

The UE shall:

1>
Stop timer T301;

1>
resume SRB1 after reconfiguring it in accordance with the received radioResourceConfiguration and as specified in 5.3.10;

Editor's note:
It has been agreed that the procedure is the same irrespective of whether the UE returns to the same cell. So, e.g. the UE always derives a new AS base-key (KeNB)

1>
configure lower layers to re-activate integrity protection using the previously configured algorithm immediately, i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply ciphering using the previously configured algorithm immediately, i.e. ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
send the RRCConnectionReestablishmentComplete message as specified in 5.3.7.6;

1>
Resume the RRC connection with the restriction that the use of all radio bearers other than SRB1 is suspended until a subsequent RRCConnectionReconfiguration message is received;

Editor's note:
A subsequent RRC connection reconfiguration procedure is used to re-activate the measurements. The concerned RRCConnectionReconfiguration message can, for the RLC/MAC & measurement configuration, either apply delta or full signalling. In case of ‘full signalling’ the UE completely deletes the existing configuration and replaces this with the newly received configuration. The use of ‘full signalling’ for PDCP is FFS, but should be aligned with what is agreed for handover. Upon successful connection re-establishment, the UE applies the same rules to the measurement configuration as defined for the case of handover.

5.3.7.6
Actions related to transmission of RRCConnectionReestablishmentComplete message

The UE shall submit the RRCConnectionReestablishmentComplete message to lower layers for transmission.

Changes to [1] related to proposal 2
For reference the unmodified text pertaining to reception of RRCConnectionReconfiguration including the mobilityControlInformation is pasted below. The portions relevant to MAC/RLC/PDCP are highlighted.
5.3.5.4
Reception of a RRCConnectionReconfiguration including the mobilityControlInformation by the UE (handover)

NOTE 1:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

If the RRCConnectionReconfiguration message includes the mobilityControlInformation and the UE is able to comply with the configuration included in this message, the UE shall:
1>
stop timer T310 and T312, if running;

1>
start timer T304;

1>
If the RRCConnectionReconfiguration message includes the radioResourceConfiguration: 

2>
perform the Radio resource configuration procedure as specified in 5.3.10;
1>
set the C-RNTI to the value of the newUE-Identity;

1>
indicate the occurrence of handover to PDCP;
1>
reset MAC and re-establish RLC for all RBs that are established;
1>
if the eutra-CarrierFreq is included:

2>
consider the target cell to be one on the frequency indicated by the eutra-CarrierFreq with a physical cell identity indicated by the targetCellIdentity;

1>
else:

2>
consider the target cell to be one on the current frequency with a physical cell identity indicated by the targetCellIdentity;

1>
if the dl-Bandwidth is included:

2>
for the target cell, apply the downlink bandwidth indicated by the dl-Bandwidth;

1>
else:

2>
for the target cell, apply the same downlink bandwidth as for the current cell;

1>
if the ul-Bandwidth is included:

2>
for the target cell, apply the uplink bandwidth indicated by the ul-Bandwidth;

1>
else:

2>
for the target cell, apply the same uplink bandwidth as for the current cell;

1>
 configure lower layers in accordance with the received radioResourceConfigCommon;

1>
If the RRCConnectionReconfiguration message includes the securityConfiguration: 

2>
apply the AS-derived keys associated with the AS-base key indicated by the keyIndicator;

2>
configure lower layers to apply the indicated integrity protection algorithm immediately, i.e. the indicated integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

2>
configure lower layers to apply the indicated ciphering algorithm immediately, i.e. the indicated ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
If the RRCConnectionReconfiguration message includes the measurementConfiguration:

2>
perform the Measurement configuration procedure as specified in 5.5.2;


NOTE 2:
The handling of the radio bearers after the successful completion of handover, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in [8].

1>
synchronise to the DL of the target cell;
1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration;

1>
If MAC successfully completes the random access procedure: 

2>
stop timer T304;

2>
If the RRCConnectionReconfiguration message includes the radioResourceConfiguration: 

3>
perform the physical layer reconfiguration related actions applicable upon successfully completing the handover as specified in 5.3.10.5;
2>
the procedure ends.
Editor's note:
It has been agreed that the UE is not required to determine the SFN of the target cell by acquiring system information from that cell.

Editor’s note
The handling of the radio configuration is covered by the general reconfiguration procedure. It has been agreed that the configuration used in the target cell may either be specified as a delta to the one used in the serving cell or by providing the full configuration (signalling details are FFS)

Editor’s note
Currently it is specified that the keyIndicator always needs to be provided upon handover as a result of which the securityConfiguration becomes mandatory in case of handover. If however the securityConfiguration would be optional in case of handover, the case the IE is not included needs to be covered also.
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