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1
Introduction
This contribution lists the HNB and HeNB requirements as agreed at 3GPP TSG SA#38 [2]. Comments related to RAN2 aspects are inserted inline in blue. A proposed LS to clarify the requirements is also given in the conclusion. 

2
General description and requirements

Access to 3G and evolved 3G (EPS) services may be provided via UTRAN or E-UTRAN cellular base stations belonging to e.g. domestic, business, commercial enterprises. This type of access may be provided by the PLMN by means of NodeBs referred to as Home Node B (HNB) and Home eNode B (HeNB) respectively. The HNB/HeNB provides services to Closed Subscriber Group (CSG) and membership, including temporary membership, is managed by both the registered owner and the network operator

HNB and HeNB Installation, identification and location requirements:

-     HNB/HeNB shall have a unique equipment identity;
-
All the HeNB serving the same CSG share the same identity called CSG Identity;
( A CSG Identity does not uniquely identify a cell and – in that sense – is similar to a TA.
-
It shall be possible to support at least 125 million CSG Identities within a PLMN; 
( 27 bits are required for the CSG Identity.
-
The radio transmitter of an HNB/HeNB shall not be activated until configured and authorised by the operator;
-    When installing, provisioning, configuring or re-configuring an HNB/HeNB the network operator shall be able to:

-
Verify the node's identity;
-
Obtain the geographical location as determined by the HNB/HeNB system.

-
The network operator shall be able to determine that the HNB/HeNB is installed and operated in accordance with all relevant regulatory requirements. 

-
The network operator shall be able to configure the settings of the HNB/HeNB. In the case where the HNB/HeNB has detrimental impact on the network operator’s allocated spectrum usage, the HNB/HeNB can be set to out-of-service by the network operator.

3
Home E-NodeB selection

3.1
PLMN selection

The standard automatic and manual network selection procedures will be used to register on a PLMN via a HeNB.

3.2
Idle-mode operation

UE moving in a CSG cell:

-
When a UE in idle mode detects the presence of a permissible CSG cell (a CSG cell whose CSG identity is in the UE’s white list), the UE shall select the CSG cell. The reselection should balance battery power consumption against performance but shall have comparable performance to a cell reselection between two non-CSG cells where no neighbour cell information is provided by the network. ( Taking the cell reselection principles agreed and captured in 36.304, this means that all CSG cells must be deployed on a separate frequency layer and the highest priority must be set to that layer. UEs not belonging to any CSG should not consider that frequency layer as a part of the cell (re-)selection process. Whether the cell reselection can have comparable performance to a cell reselection between two non-CSG cells where no neighbour cell information is provided by the network is something that needs to be studied further in RAN2 [4].
NOTE: 
the reselection procedure is not assisted by the network.
NOTE: 
it is desirable that the reselection procedure does not result in a perceivable stand by time reduction for the user.

UE moving out of a CSG cell:
-
When a UE in idle mode loses coverage of the CSG cell, the UE shall execute cell reselection of a non-CSG cell. The reselection shall have the same performance as a cell reselection between two non-CSG cells in case network assistance is available. In the case where network assistance is not available, the cell reselection performances shall be the same as the cell reselection to a CSG cell. ( Hopefully the UE does not wait for loosing coverage to start the reselection process. So the sentence should be changed to “a UE in idle mode in coverage of the CSG cell shall execute cell reselection process, according to which a non-CSG cell will be selected as soon as the CSG cell does not satisfy the selection criteria...”
3.3
Connected mode operation

It shall be possible to support service continuity when UE moves from a non-CSG cell to a CSG cell and it shall be possible to support service continuity when UE moves from a CSG cell to a non-CSG cell. ( Handovers are required in both directions.
3.4
Manual CSG Identity selection

The user shall be able to request the UE to perform a scan for available CSG Identities. When such request is received the UE shall display the CSG identifier or HeNB identifier of the available CSG cells whose CSG identity matches an entry in the UE’s white list (one entry for each group of CSG cells with the same CSG identity). ( The HeNB identifier is discussed further in 5.2.
The identifiers of the available CSG identities shall be displayed in the same order as the CSG identities appear on the white list.
When the user selects an entry in the list, the UE shall reselect any of the available CSG cells with the CSG identity chosen by the user. If only one CSG identity in the UE’s white list exists in the area where the scan is performed, that CSG identity shall be automatically selected by the UE. ( Manual selection overrides the automated one and may contradict with S and R criteria i.e. it may be easier to leave the selected cell than reselecting it.
4
Access Control

The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the invited member or guest shall be obtained before being added to the subscriber group. 

Home E-NodeB requirements:
-
The UE shall maintain in the USIM a list of allowed CSG identities (white list). All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered unsuitable by the UE. ( The cell is not suitable for regular services but remains acceptable (for emergency services).
-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network and to the affected UEs belonging to the subscriber group.  

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
It shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights). ( Since the MME will always check if the CSG cell that the UE tries to access belongs to the subscribed CSGs, it seems natural to translate this requirement as a NAS procedure only, managed by the EPC. In its simplest form, the UE is not even required to know the period of time. Instead the EPC simply asks the UE to remove the corresponding CSG from the whitelist as soon as the timer expires. The alternative where the UE would be in charge of the timer is not only more complex for the UE and source of possible misalignments but cannot be trusted requiring the EPC to anyway handle its own copy of the timer. This aspect should be clarified with SA.
-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID. ( Once the limit is reached, several alternatives exist to make sure that no more UEs are allowed. 

1) 
A reject procedure is introduced at NAS or AS:  its impact on cell reselection needs to be studied since it may not be wise for the UE to keep on prioritising that CSG as required by 3.2;
2)
The cell is marked as barred or restricted or reserved;

3)
A NAS procedure updates the whitelist of all UEs.


Approach 2 above seems the simplest. One aspect that should be clarified with SA is whether this limit also affects handovers i.e. should a CSG cell reject request for HO as long as the limit is reached?
NOTE: 
Members of the CSG ID with time limits are considered guest members. 

-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed. ( as explained above, this would be best handled by NAS procedures and this needs to be clarified with SA.
-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. ( as explained above, this would be best handled by NAS procedures and this needs to be clarified with SA.
Home NodeB requirements:
-    Mechanisms shall be specified for a HNB to control access (i.e. accept and reject connection requests) of pre-Release 8 UEs. 

NOTE:
Such mechanisms may be different for those used to access control a Release 8 UE.  

-
The operation of a HNB shall not adversely impact the performances of a pre-Release 8 UEs operating in the area where the HNB is active and vice versa.

5
Display requirements

5.1
CSG indicator

A UE camped in a CSG cell may display a CSG indicator. The CSG indicator is configured by the network operator. The format of the indicator can be text and/or graphic (e.g. home coverage). It shall be possible to associate each CSG indicator to each of the CSG identities contained in the CSG white list. 

5.2
HeNB identifier

It shall be possible for the HeNB to broadcast a HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. The HNBID shall be configurable by the administrator of the HeNB. The HeNB identifier may be associated with the CSG Identities and stored in the UICC. ( Since the UICC is mentioned, it is not clear whether the broadcast information of the cell has to include an “HeNB identifiers” or whether the HeNB identifier is given to the UE by NAS procedures (e.g. when adding or removing CSG from the whitelist). This should be clarified with SA. 

6
Services support

HNB/HeNB shall support emergency calls for both CSG and non CSG members. It shall be possible for the network operator to provide location information of the UE attempting an emergency call over a HNB/HeNB. The location information shall be sufficiently accurate to comply with the regulatory requirements that apply to the area where the HNB/HeNB is deployed.  

7
Conclusion
RAN2 aspects of the SA requirements for HNB/HeNB CSG [2] have been discussed. Some clarifications from SA are required and a proposed LS is given below.
Beginning of Text Proposal for an LS
TSG RAN WG2 took notice of the HNB/HeNB requirements that have been agreed by TSG SA in SP-081188. In order for TSG RAN WG2 to fulfil those requirements, clarifications on a few points are needed:
UE moving out of a CSG cell
The text agreed by TSG SA states that: “When a UE in idle mode loses coverage of the CSG cell, the UE shall execute cell reselection of a non-CSG cell. The reselection shall have the same performance as a cell reselection between two non-CSG cells in case network assistance is available. In the case where network assistance is not available, the cell reselection performances shall be the same as the cell reselection to a CSG cell.” 

From RAN2 viewpoint, it is desirable that the UE does not wait for loosing coverage to start the reselection process. So RAN2 would like to rephrase the first sentence above as: “A UE in idle mode in coverage of the CSG cell shall execute cell reselection process, according to which a non-CSG cell will be selected as soon as the CSG cell does not satisfy the selection criteria.”

HeNB identifier

The text agreed by TSG SA on HeNB identifier states that “It shall be possible for the HeNB to broadcast a HeNB identifier (HNBID) in free text format. The UE may display the HNBID when camping on the cell where it is broadcast. The HNBID shall be configurable by the administrator of the HeNB. The HeNB identifier may be associated with the CSG Identities and stored in the UICC.”
Since the UICC is mentioned, it is not clear to RAN 2 whether the broadcast information of the cell has to include an “HeNB identifiers” or whether the HeNB identifier is given to the UE by NAS procedures (e.g. when adding or removing CSG from the whitelist). If it is the broadcast information that has to include the HeNB identifier, RAN2 would need to know how many bytes are required.
Time Limit

TSG SA agreed and captured some requirements on having a time limit for a CSG subscription as follows: “It shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights)”; “The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed.”; “When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls.”

It is RAN2 understanding that since the EPC will always check if the CSG cell that the UE tries to access belongs to the subscribed CSG(s), it seems natural to translate this requirement as a NAS procedure only, managed by the EPC and transparent to AS. In addition, RAN2 believes that the UE is not even required to know the period of time. Instead the EPC simply asks the UE to remove the corresponding CSG from the whitelist as soon as the timer expires. The alternative where the UE would be in charge of the timer not only seems more complex for the UE and could become the source of possible misalignments with EPC, but also since the EPC cannot blindly trust the UE, the EPC has anyway to handle its own copy of the timer.
Maximum Number of UEs

TSG SA agreed and captured a requirement on having a maximum number of UEs allowed in a CSG cell as follows: “The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID.” 

Once the limit is reached, RAN2 foresees three alternatives to make sure that no more UEs are allowed. 

1) 
A reject procedure is introduced at NAS or AS;

2)
The cell is marked as barred or restricted or reserved;

3)
A NAS procedure updates the whitelist of all UEs.

The second solution above seems the simplest from RAN2 viewpoint as it naturally fits to existing mechanism for cell selection/ reselection. The first solution is not easily compatible with the requirement that the UE should constantly prioritise CSG cells and the third solution introduces some signalling overhead at NAS.

One aspect that should be clarified whether the maximum number of UEs also affect handovers i.e. should a CSG cell reject HO request as long as the limit is reached?

End of Text Proposal for an LS
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