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Discussion and Decision

1
Introduction
At RAN WG2 meeting #58bis, a procedure for radio link failure recovery was agreed [2] and captured in a change request to the Stage 2 [3]. In this procedure, the UE identifier before the radio link failure allocated by the source eNodeB is also used by the selected eNB to check whether it has a context stored for that UE or not. To allow the prepared eNB to identify the UE upon the random access procedure, the source eNB sends to the target eNB(s) the identifier of the UE for which a handover is requested in the handover preparation phase. If a selected eNB is prepared i.e. if it finds a context that matches the identity of the UE, it indicates to that UE that the connection can be resumed. If the context is not found, RRC connection is released and UE initiates procedure to establish new RRC connection.
The UE identifier needed to perform contention resolution after RLF was agreed to be the combination of a UE identifier in the cell where the RLF occurred + a shared secret between the UE and the network. The purpose of this contribution is to propose a way forward on the UE identifier.
2
Shared Secret
The shared secret between the UE and the network is proposed to be a MAC based on the keys of the Source eNB. The MAC allows the selected target to identify the UE and contact the MME to switch the path as early as step #3 of the random access procedure. The MAC would be calculated based at least on the source keys and sent to the target in the HO preparation phase. Further details of the shared secret have not been discusse and are FFS for the stage 3 discussion.
3
UE identifier
For the UE identifier, there are two alternatives: 
1)
C-RNTI of the UE in the cell where the RLF occurred
2) 
C-RNTI of the UE in the cell where the RLF occurred + short physical layer ID of that cell.

In both cases, the UE identifier would be sent to the target in the HO preparation phase.
Some companies believe that including the short physical layer ID brings three benefits:

-
reduce the collision probability (in case different UEs from different cells but with the same C-RNTI end up on the same target after RLF);

-
a means for the network to identify problematic cells;

-
allow the possibility for having “failure recovery” in future releases of E-UTRAN if required without changing aready deployed UEs.
The following drawback has been identified during the discussion:

-
The indication of the source cell will allow the tracing of the UE. Thus there may be a need to e.g. change the C-RNTI after or during the recovery.

While some other companies did not believe in the above mentioned benefits and would like to keep the C-RNTI only.

However, all sourcing companies believe that this issue should be solved at this meeting and are ready to follow the RAN2 majority.
4
Conclusion
For RLF recovery, the shared secret is proposed to be a MAC based on the keys of the Source eNB. For the UE identifier, it is proposed that RAN2 either select:
1)
C-RNTI of the UE in the cell where the RLF occurred;

2) 
C-RNTI of the UE in the cell where the RLF occurred + short physical layer ID of that cell.
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