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1 Introduction
It is summary report for below email discussion:

· [AT112-e][612][Relay] Open issues on L3 relay (Qualcomm)


Scope: Discuss the remaining open issues on L3 relay architecture, including:

· NAS transport

· Overhead

· QoS

· RRC states

· Remaining open items in the current TR


Intended outcome: Summary in R2-2010871


Deadline:  Wednesday 2020-11-11 1200 UTC

Based on the scoping, this email discussion intends to address remaining issues on L3 relay including the issues raised in company contributions (e.g. NAS, overhead, QoS...) and open items in RAN2 TR. As rapporteur, we try to reflect all companies’ views expressed in their contributions, which include:

[1] R2-2008962, Discussion on remaining issues of L3 relay, Qualcomm Incorporated
[2] R2-2009033, Discussion on Remaining issues on L3 relay, ZTE Corporation, Sanechips
[3] R2-2009124
, Overhead in N3IWF based L3 relaying architecture, MediaTek Inc.
[4] R2-2009720
, Discussion on L3 UE-to-NW relay architecture, Ericsson
[5] R2-2010345
, NAS transmission and QoS management in L3 U2N relay, Huawei, HiSilicon

[6] R2-2008778, Left issues on QoS, Security and L2/3 comparison, OPPO
Please note that we don’t cover service continuity of L3 relay because it is covered in email discussion#621.
For rapporteur to have enough time drafting summary report, we would like to have the following two phases:

· Phase 1: collect companies’ view, by Tuesday 2020-11-10 12:00 UTC
· Phase 2: rapporteur will share summary report based on input of phase 1 for review, by Monday 2020-11-11 12:00 UTC
2 Discussion  
2.1 NAS transport with N3IWF
First, to avoid confusion, please note that this discussion is only for the N3IWF option of the L3 Relay.
It is related to below Editor Note on security in TR 38.836:
Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.
In [1][2][5], one specific issue is discussed: whether SL-SRB/Uu-DRB or SL-DRB/Uu-DRB is used to transfer remote UE’s NAS message. And if SL-DRB/Uu-DRB is used, how to differentiate NAS and UP traffic?
[1][2][5] discussed this issue. Their key views are summarized below:

	
	SRB or DRB for NAS?
	If DRB, how to differentiate NAS and UP traffic? 

	[1] R2-2008962
	DRB
	· NAS sent over Uu/PC5 DRB as it is sent via IPSec tunnel. It is similar to existing LTE/NR IMS signaling
· Differentiation between UP and NAS is achieved by assigning different 5QI for NAS and UP traffic and mapping to different DRB
· It is similar to existing LTE/NR IMS (e.g. DRB with QCI-5 for IMS signaling and DRB with QCI-1 for voice).

	[2] R2-2009033
	DRB
	· NAS sent over Uu/PC5 DRB as it is non-reasonable for relay UE to transmit NAS signaling and UP traffic of remote UE indiscriminately
· Differentiation between UP and NAS is achieved by applying a new traffic filter for N3IWF introduced by SA2 (solution#45 in 23.752)

	[5] R2-2010345
	No clear preference
	No solution is proposed 


Based on company input, Rapporteur think majority view is to use PC5/Uu DRB. Actually, Rapporteur fail to understand how PC5/Uu SRB can work because all the traffics are sent as PDU session for untrusted non-3GPP access. It is same as current N3IWF solution for untrusted non-3GPP access. Then, with regarding how to differentiate between UP and NAS sent over PC5/Uu DRB, Rapporteur think it is not an essential issue because NAS message is usually sent over SRB2 which has the same priority as that one of the DRB. If further handling is required, Rapporteur think that both solutions in [1] and [2] can work, which both have no RAN2 impact. And it is up to the Network implementation either one or both to use. Thus, there is no need to down-select between them. 
In summary, Rapporteur think the majority view can be summarized as:
· Remote UE’s NAS is sent over PC5/Uu-DRB. 
· Differentiation between UP and NAS can be achieved by assigning different 5QI for NAS and UP traffic and mapping to different DRB, and/or applying higher layer solution (e.g. a new traffic filter for N3IWF introduced by SA2 in solution#45 in 23.752). 
· There is no identified RAN2 impact. 
Q1: On how to send Remote UE’s NAS in L3 U2N relay with N3IWF, do you agree:
1) Remote UE’s NAS is sent over PC5/Uu-DRB; 
2) Differentiation between UP and NAS can be achieved by assigning different 5QI/PQI for NAS and UP traffic and mapping to different DRB, and/or applying higher layer solution (e.g. a new traffic filter for N3IWF introduced by SA2 in solution#45 in 23.752); 
3) There is no identified RAN2 impact
	Company
	Yes / No?
	Comments (if you answer “No”, please list identified RAN2 impacts)

	
	
	

	
	
	


Another issue was raised in [5]: how a remote UE to obtain PC5 bearer configuration for NAS message transmission? Specifically, the UE needs to obtain QoS flow to DRB mapping and also the corresponding DRB configuration. [5] think that it seems there is no related QoS information defined for NAS message in SA2, so that the AS mechanism of obtaining DRB configuration may need to be adjusted for NAS transmission correspondingly.
For this issue, Rapporteur also think it is not an essential issue. The same QoS flow to SL-DRB mapping framework specified in Rel-16 V2X can be reused with a fixed DRB mapping for NAS over PC5/Uu-DRB. It is also similar to existing LTE/NR IMS mechanism, where IMS signaling is sent with specific QoS (e.g. QCI-5). In Rapporteur understanding, the only delta may be that SA2 can specify a QoS requirement for NAS signaling, which anyhow doesn’t have RAN2 impact.
Q2: For the issue how a remote UE to obtain PC5 bearer configuration for NAS, do you agree that the same QoS flow to SL-DRB mapping framework in Rel-16 V2X can be reused with a fixed DRB mapping for NAS signaling (i.e. there is no RAN2 impact) ?  

	Company
	Yes / No?
	Comments (if you answer “No”, please list identified detailed impacts)

	
	
	

	
	
	


2.2 IP header overhead with N3IWF

It is also related to the same Editor Note on security in TR 38.836:

Editor note: RAN2 will evaluate any impact in RAN2 scope from these solutions.
The protocol stacks of L3 relay with N3IWF are shown in Figure.1 and Figure.2. The issue is that some company had concern on the overhead due to extra IP header needed, e.g. IPsec (in tunnel mode with the Encapsulating Security Payload protocol), Inner IP, and GRE. 
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Figure 1: user plane protocol stack of L3 U2N relay with N3IWF
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Figure 2. Control plane protocol stacks for N3IWF router based L3 UE-to-Network Relay
[1][3][4] discussed this issue. Their key views are summarized below:

	[1] R2-2008962
	Outer IP header on each hop can be compressed by ROHC "ESP/IP profile” and leave the discussion on the overhead issue caused by inner IP header of IPSec to SA2.

	[3] R2-2009124
	· RoHC profile 0x0103 supports ESP/IP, meaning that the 28-byte IPsec and ESP headers could be reduced to a few bytes. However, the ICV is not compressible (it depends on the payload contents), and the remaining headers from Inner IP and GRE are inside the encrypted payload and cannot be compressed.
· Send an LS to SA2 indicating that RAN2 have studied the user-plane overhead in the N3IWF based L3 relaying architecture and discerned an overhead of >32 bytes per packet, representing a variable overhead that can exceed 50% for small-packet services (in particular, VoNR would be expected to see high overhead).

	[4] R2-2009720
	· Overhead caused by N3IWF is limited for service with large packet size.

· The capacity decrease is inevident in typical PS scenarios with a mix of voice and video services. 


To make progress, Rapporteur provided an analysis on these contributions:
1) Both [1] and [3] mentioned outer IP header on each hop can be compressed by ROHC “ESP/IP profile”. However, ROHC may not work for inner IP header because it is not visible to AS. 
2) Both [3] and [4] provide analysis on the impacts of overhead on different services.
For 1), Rapporteur think RAN2 can conclude that that outer IP header on each hop can be compressed by ROHC "ESP/IP profile”, but the inner IP header can’t be compressed by the AS layer, whose impact should be evaluated by SA2. However, the exact number of overhead (e.g. 32 byte) depends on IP version, which SA2 can further study. 
For 2), Rapporteur think that RAN2 should first conclude whether need to notify SA2. And if RAN2 agree to notify SA2, then RAN2 doesn’t need to provide this analysis because SA2 can determine what type of traffic would be supported over the link. And RAN2 don’t need to emphasize on a particular use case and place the number like 50% or 32 byte there. 
Q3: For the IP header issue of L3 U2N relay with N3IWF, do you agree RAN2 can conclude that outer IP header on each hop can be compressed by ROHC "ESP/IP profile”, but the inner IP header can’t be compressed by the AS layer, whose impact should be evaluated by SA2?
	Company
	Yes / No?
	Comments 

	
	
	

	
	
	


Q4: If Q3 is agreed, do you agree to notify SA2 about this agreement in the status report LS to be sent to SA2 (discussed in email discussion [601])?
	Company
	Yes / No?
	Comments

	
	
	

	
	
	


2.3 L3 U2N QoS 
It is related to the Editor Notes on QoS in TR 38.836:

Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.
Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.
Basically, companies ([1][2][5][6]) identified the AS impact is PC5 bearer mapping based QoS requirement (legacy PQI or mapping between PQI and 5QI). Their key views are summarized below:

	[1] R2-2008962
	· For Solution#25, no new AS procedure is required because gNB and relay can independently reconfigure Uu/PC5 bearers via legacy AS procedures. 

· For Solution#24, we also think no new AS procedure is required. According to TR 23.752, relay can obtain a mapping between PQI and 5QI from core network (SMF/PCF). With such QoS mapping, we think it is up to relay UE implementation to calculate the updated QoS profile. And then relay can accordingly enforce E2E QoS via legacy PC5 RRC procedure including SLRB reconfiguration and the bearer mapping.          

	[2] R2-2009033
	· For L3 U2N relay without N3IWF

· For uplink data transmission of remote UE, bearer mapping can be realized by relay UE using its uplink QoS rules.
· For downlink data transmission of remote UE, bearer mapping between Uu traffic and PC5 traffic shall be considered.
· For L3 U2N relay with N3IWF

· The SPI of downlink traffic needs to be taken into consideration for downlink bearer mapping.

	[5] R2-2010345
	RAN2 to further discuss the forward compatibility for multi-hop of solution #24 and solution #25 captured in SA2 TR 23.752 for L3 relay QoS management

	[6] R2-2008778
	Remove the 2 editor notes on QoS of L3 U2N relay, and conclude there is no AS impact due to SA2 QoS solution, for which legacy PC5-RRC procedure is sufficient.


From above 4 contributions, we identified two questions from RAN2 perspective:

1) Whether legacy PC5-RRC procedure is sufficient for SA2 L3 U2N relay solution#24 and solution#25

2) Whether need to consider forward compatibility for multi-hop of SA2 solution#24 and solution#25
For 1), we think [6] provided useful information on SA2 L3 U2N relay QoS solution#24 and solution#25:
For solution#24, according to TR 23.752 V0.5.0, the related impact is for PC5-S layer, i.e., the handling of QoS parameter.

6.24.3
Impacts on services, entities and interfaces

The solution has impacts in the following entities:

SMF:

-
SMF optionally supports modifying the PDB for a QoS Flow serving the Remote UE based on either PCC rules or pre-configuration.

UE:

-
5G ProSe UE-to-Network Relay supports the mapping of Uu flow level QoS parameters to PC5 QoS parameters, including the mapping of 5QIs to PQIs, based on configuration.

-
5G ProSe UE-to-Network Relay modifies the PQI of the PC5 link to match the QFI of the derived QoS rule.

-
Remote UE supports to decide the PC5 part QoS parameters based on the E2E QoS parameters.
PCF:

-
supports to decide the Uu part QoS parameters based on the E2E QoS parameters.
For solution#25, according to TR 23.752 V0.5.0, similarly, the related impact is for PC5-S layer, i.e., the transfer of QoS parameter. For the L2 link modification procedure, it is also PC5-S related.

6.25.4
Impacts on services, entities and interfaces

PCF:

-
PCF generates PCC rules (for QoS control on Uu) and the PC5 QoS parameters (for QoS control on PC5).

SMF:

-
Provides the PC5 QoS parameters to UE-to-Network Relay during PDU session modification procedure.

UE-to-Network Relay:

-
UE-to-Network Relay modify the Layer-2 link based on the PC5 QoS parameters received from CN.

-
Forwards the E2E QoS requirement received from remote UE to CN.

Remote UE:

-
Sends the E2E QoS requirement to UE-to-Network Relay.
Hence, rapporteur think the above highlighted SA2 spec should be able to address the concern from [2] and [5]. Hence, RAN2 can conclude that there is no AS impact for SA2 QoS solution#24 and #25, for which legacy PC5-RRC procedure is sufficient, and the two Editor Notes can be removed.
Q5: Do you agree that there is no AS impact for SA2 QoS solution#24 and #25, for which legacy PC5-RRC procedure is sufficient, so that the following two Editor Notes can be removed?
Editor note: RAN2 can discuss AS impacts related to SA2 specified QoS solutions.

Editor note: RAN2 further discuss whether it is sufficient to enforce E2E QoS via legacy PC5 RRC reconfiguration of SLRB and resource allocation.
	Company
	Yes / No?
	Comments

	
	
	

	
	
	


In [5], it proposed to further discuss the forward compatibility for multi-hop of solution #24 and solution #25 captured in SA2 TR 23.752 for L3 relay QoS management. Specifically, [5] think it is feasible to inform the number of hops to PCF/SMF and PCF/SMF is also able to derive QoS profile of each hop. However, except the first hop relay UE, the other relay UEs have no connection to the PCF/SMF. Then how could these relay UEs get the QoS profile?

Rapporteur is confused why this solution is proposed in RAN2:
1) Multi-hop relay is not in Rel-17 SI scope. Forward compatibility can be discussed only if time allows. We are not sure why [5] think it is an essential issue 

2) How intermediate hop UE gets the QoS profile is a SA2 issue 

3) RAN2#111-e has made agreement that RAN2 don’t intent to study QoS enhancement for L3 U2N relay
4) Proposal 8: RAN2 don’t intend to study QoS enhancement for L3 UE-to-NW relay to SA2 (e.g. whether gNB can perform PDB split). RAN2 can discuss AS impacts related to SA2 specified QoS solutions.

Thus, Rapporteur suggest that RAN2 don’t discuss this issue and encourage proponent to propose it in SA2.
Q6: Do you agree that Rapporteur’s recommendation?
Recommendation: for L3 relay QoS management, RAN don’t discuss the forward compatibility for multi-hop of solution #24 and solution #25 captured in SA2 TR 23.752. Proponent can propose it in SA2.
	Company
	Yes / No?
	Comments (if you answer “No”, please justify why it is essential to be discussed in RAN2)

	
	
	

	
	
	


2.4 RRC states

In last RAN2 meeting, it was agreed:
Proposal 16: For L3 UE to NW relay, a relay UE must be in RRC_CONNECTED to perform relaying of data.

Revised Proposal 15: For L3 UE to NW relay, the Uu RRC state of the relay UE and remote UE can change when connected via PC5.  Both relay UE and remote UE can perform relay discovery in any RRC state.  A remote UE can perform relay discovery while OOC.

In this RAN2 meeting, there are no contributions to discuss RRC states of L3 relay. Hence, Rapporteur list our understanding: 
· There is no restriction on relay and remote UE’s RRC state combination. Because remote UE is invisible to gNB in relay path, remote and relay like two sidelink UEs in Rel-16 NR V2X, and same principle as LTE Prose relay is reused. In addition, similar to LTE Prose relay, both remote UE and relay can be in RRC_CONNECTED because there is only one connection terminated in gNB.  
· Both relay and remote UE can be in RRC_INACTIVE state. 
Q7: For RRC state of L3 U2N relay, do you agree:
1) Both relay and remote UE can be in RRC_INACTIVE state.
2) There is no restriction on relay and remote UE’s RRC state combination.

	Company
	Yes / No?
	Comments

	
	
	

	
	
	


2.5 Security of L3 U2N relay

Current TR 38.836 has the following FFSs / Editor’s Notes on the requirement of Security in L3 U2N relay:

Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3. 
SA3 has sent reply LS to SA2 [6] to indicate that E2E security solution of L3 U2N relay (i.e. solution#23) is feasible to meet end-to-end security requirements for the remote UE:   

SA3 did a preliminary analysis of the UE-to-Network Relay, Layer-3 Relay detailed in solution #6 and #23 vs Layer-2 Relay detailed in solution #7, against the key issues and potential security requirements agreed in Version 0.1.1 of the SA3 TR 33.847 and concluded both solution#23 and solution #7 are feasible to meet end-to-end security requirements for the Remote UE.
Thus, [1][4][6] proposed to remove the Editor Notes:
	[1] R2-2008962
	Proposal 3: In TS 38.836, capture “SA3 concluded solution#23 with N3IWF is feasible to meet end-to-end security requirements for the remote UE”, and remove the following FFS:

“Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.” 

	[4] R2-2009720
	Proposal 1 RAN2 to capture in TR 38.836 the following:

a. N3IWF based L3 UE to NW relay supports end-to-end traffic confidentiality and/or IP address preservation;

	[6] R2-2008778
	RAN2 confirm for U2N Relay, there is no RAN2 impact for L3 solution if relying on IPSec and for L2 solution if relying on PDCP layer, and in TR 38.836 section 4.6.3, remove the note of “whether other security solution is introduced depends on SA2.” and “RAN2 will evaluate any impact in RAN2 scope from these solutions”.


Rapporteur think the LS from SA3 is quite clear, and so RAN2 can conclude and capture it in TR.
Q8: For security of L3 U2U relay, do you agree:
1) Capture “As solution#23 of TR 23.752 with N3IWF is feasible to meet end-to-end security requirements, no AS level enhancements related to security are needed for this solution”, and remove the FFS “Editor note: whether the SA2 captured solutions can satisfy the security requirement depends on SA3.”
2) Remove the note of “whether other security solution is introduced depends on SA2.” and “RAN2 will evaluate any impact in RAN2 scope from these solutions”. [6]
	Company
	Yes / No?
	Comments (if you answer “No”, please indicate your justifications)

	
	
	

	
	
	


2.6 Control plane procedure of L3 U2N relay

Current TR 38.836 has the following 2 FFSs / Editor’s Notes on Security of L3 U2N relay:

Editor note: FFS if there is RAN2 impact to support the related control plane procedures.
Editor note: RAN2 will further consider procedures with RAN2 impact.

In [1], it proposed that there is no AS impact identified beyond E2E QoS enforcement as discussed in QoS, and thereby the two Editor Notes can be removed: 
· For step 4, further capture that “relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.
· Remove the following two Editor Notes:
“Editor note: FFS if there is RAN2 impact to support the related control plane procedures.

Editor note: RAN2 will further consider procedures with RAN2 impact.”
· Further AS impacts (if any) can be discussed in WI phase
Q9: For control plane procedure of L3 U2N relay, do you agree:
1) For step 4, further capture that “relay can enforce E2E QoS via legacy PC5 RRC procedure based on the mapping between PQI and 5QI, or PC5 QoS parameter obtained from core network”.
2) Remove the following two Editor Notes:
          “Editor note: FFS if there is RAN2 impact to support the related control plane procedures.

          “Editor note: RAN2 will further consider procedures with RAN2 impact.”
3) Further AS impacts (if any) can be discussed in WI phase
	Company
	Yes / No?
	Comments (if you answer “No”, please indicate your justifications and additional identified RAN2 impacts)

	
	
	

	
	
	


2.7 L3 U2U relay

[1] [2] [6] discussed how to capture L3 U2U relay in RAN2 TR. Their key views are summarized below:

	 [1] R2-2008962
	SA2 TR 23.752 [4] has captured two L3 U2U solutions which are transparent to AS layer:
· Solution#10 based on IP routing  

· Solution#32 based on IPv6 link-local addresses

RAN2 confirm that L3 U2U solutions (i.e. Solution#10 and Solution#32 in TR 23.287) has no RAN2 impacts and leave the design to SA2. RAN2 capture the conclusion in RAN2 TR 38.836 

	[2] R2-2009033
	· Capture the QoS solution#31 for L3 U2U relay of 23.752 in TR, and leave the details to SA2.
· Security protection of L3 U2U relay can be realized by legacy sidelink method, IPSec or application implementation, those solutions have no RAN2 impacts and the choice of these solutions us up to SA2’s solution.

	[6] R2-2008778
	In TR 38.836 section 5.6.3, add an editor-note for L3 U2U relay for the security section, i.e., “RAN2 needs to consider SA3 input.”


Rapporteur think [1][2][6] basically are aligned that SA2 solutions of L3 U2U relay had no RAN2 impact and leave the design to SA2/SA3. Rapporteur would like to confirm whether it is accepted by majority company
Q10: For L3 U2U relay, do you agree that SA2 solutions of L3 U2U relay (Solution#10/ Solution#31/ Solution#32) have no RAN2 impact and leave the design to SA2? 
	Company
	Yes / No?
	Comments (if you answer “No”, please list identified detailed impacts)

	
	
	

	
	
	


[1] [2] [6] have specific proposals on how to capture the conclusion in RAN2 TR. Rapporteur think there is no confliction of their proposals, and thereby intend to ask company whether it is acceptable: 
Q11: For L3 U2U relay, do you agree the below proposals on how to capture conclusion in RAN2 TR:
1) For QoS, capture that “The solution captured in SA2 TR 23.752 (solution#31) have no RAN2 impacts and the design is in the scope of SA2” [2]
2) For Security:

a. Capture that “security protection of L3 U2U relay can be realized by legacy sidelink method, IPSec or application implementation, those solutions have no RAN2 impacts and the choice of these solutions us up to SA2’s solution” [2];
b. Capture an editor-note for L3 U2U security: “whether the SA2 captured solutions can satisfy the security requirement depends on SA3.” [3]
3) For control plane procedure, capture “The solutions captured in SA2 TR 23.752 (e.g. solution#10 and solution#32) have no RAN2 impacts and the design is in the scope of SA2” [1]
	Company
	Yes / No?
	Comments (if you answer “No”, please indicate your justifications)

	
	
	

	
	
	


3 Conclusion
TBD
4 References
[1] R1-2007044, [102-e-LS-AI5-04] Discussion on NR SRS carrier switching
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