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1 Introduction

This document contains proposals for the spreading and modulation sections of the 7.68Mcps TDD option. 
2 Spreading and modulation for the 7.68Mcps TDD option

In order to maintain commonality between the 7.68Mcps TDD option and the 3.84Mcps TDD option, the following aspects are considered in this document:
· spreading characteristics: the 7.68Mcps TDD option supports a spreading factor of SF=32 as already detailed in TR25.809 [1] and TS25.202 [2].

· data modulation: in common with the 3.84Mcps TDD option, the 7.68Mcps TDD option supports QPSK modulation for all physical channels and supports 16QAM on HS-PDSCH.

· channelisation code specific multiplier. The channelisation code specific multiplier is a sequence that is applied to the data sequence modulating each channelisation code. It is used to decrease the peak to average power ratio of the transmitted waveform. A suitable channelisation code specific multiplier for SF=32 was found via search techniques for the study item phase in TR25.895 [3] and it is proposed to adopt this multiplier in the 7.68Mcps TDD option (note that the channelisation code specific multipliers used for lower spereading factors are identical in the 3.84Mcps and 7.68Mcps TDD options).

· scrambling codes. In the study item phase, scrambling codes for the 7.68Mcps TDD option were based on concatenation of scrambling codes used in the 3.84Mcps TDD option. The performance of these concatenated scrambling codes was found to be acceptable in the study item phase and it is proposed to use this construction in the 7.68Mcps TDD option.

· weight factors. A weight factor must be applied when combining physical channels in the uplink. The weight factor that is applied in the 3.84Mcps TDD option is 
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. This weight factor must be applied in the 7.68Mcps TDD option also. Since the maximum spreading factor that may be applied in the 7.68Mcps TDD option is SF=32, a weight factor of 
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must be applied when an SF=32 physical channel is used in the uplink.

3 References

[1]
TR25.809 v0.4.1 “7.68Mcps TDD option: physical layer”
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4 Text Proposals
4.1 Text Proposal for TS25.202
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6.5
Scrambling Codes
[Editor’s note: describes structure of scrambling codes in the 7.68Mcps TDD option.]. 
The binary scrambling code, 
[image: image3.wmf]n

c

68

.

7

, for cell parameter n in the 7.68Mcps TDD option is formed from the concatenation of the binary scrambling codes 
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shown in Annex A of [4].
<<<<<<<<<<<<<<<<<<<<<<<<<<< END OF TEXT PROPOSAL >>>>>>>>>>>>>>>>>>>>>>

4.2 Text Proposal for TR25.809

Note that in this text proposal, sections 8.5 (cell synchronisation codes) is deleted since the 7.68Mcps TDD option does not support the PNBSCH.
<<<<<<<<<<<<<<<<<<<<<<<<<<< START OF TEXT PROPOSAL >>>>>>>>>>>>>>>>>>>>

8
Spreading and modulation

[Editor’s note: this section should describe the changes that are required to TS  25.223. The section will describe the changes highlighted in Table 4.1 and shall also indicate areas where there is alignment with 3.84Mcps TDD].
8.1
General

The basic modulation parameters for the 7.68Mcps TDD option are as shown in Table 8.1-1.

Table 8.1-1: Basic modulation parameters

	Chip rate
	7.68 Mchip/s

	Data modulation
	QPSK,16QAM (HS-PDSCH only)

	Spreading characteristics
	Orthogonal

Q chips/symbol,
where Q = 2p, 0 <= p <= 5


8.2
Data Modulation for the 7.68Mcps option

Data modulation for the 7.68Mcps TDD option is identical to that for the 3.84Mcps TDD option as described in section 5 of [5] with the exception that SF=32 is supported in the 7.68Mcps TDD option and for burst type 3, the number of data symbols in the second data block is reduced by 
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symbols.
8.3
Spreading modulation


8.3.1
Basic spreading parameters

Spreading of data consists of two operations: Channelisation and Scrambling. Firstly, each complex valued data symbol is spread with a real valued channelisation code [image: image7.wmf])
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. The resulting sequence is then scrambled by a complex sequence [image: image9.wmf]ν

 of length 32.
8.3.2
Channelisation codes

Channelisation codes for the 7.68Mcps TDD option are constructed in the same manner as for the 3.84Mcps TDD option. Channelisation codes of length 32 are supported in the 7.68Mcps TDD option.
8.3.2
Channelisation Code Specific Multiplier

Associated with each channelisation code is a multiplier [image: image10.wmf])

(

k

Q

k

w

 taking values from the set [image: image11.wmf]{

}

k

p

j

e

×

2

/

p

, where [image: image12.wmf]k

p

is a permutation of the integer set {0, ..., Qk -1} and Qk denotes the spreading factor. The multiplier is applied to the data sequence modulating each channelisation code. The values of the multiplier for each channelisation code are given in the table below:

Table 8.3-1: Channelisation code specific multipliers
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8.5
Scrambling codes


The spreading of data by a real valued channelisation code [image: image19.wmf])
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 of length Qk is followed by a cell specific complex scrambling sequence 
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 of the complex valued scrambling codes shall be taken from the complex set
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In equation 8.5-1, the letter j denotes the imaginary unit. A complex scrambling code [image: image23.wmf]ν

 is generated from the binary scrambling codes 
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 of length 32 that are generated according to the method described in section 8.5.1. The relation between the elements [image: image25.wmf]ν
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 is given by:
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(8.5-2)

Hence, the elements [image: image28.wmf]i
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 of the complex scrambling code [image: image29.wmf]ν

 are alternating real and imaginary.

The length matching is obtained by concatenating QMAX/Qk spread words before the scrambling. 
8.5.1
Generation of binary scrambling codes

The binary scrambling code, 
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, for cell parameter n in the 7.68Mcps TDD option is formed from the concatenation of the binary scrambling codes 
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