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Introduction
The following objective was agreed for the study of integrity support for RAT dependent positioning:
	· Improved accuracy, integrity, and power efficiency:
· Study solutions for Integrity for RAT dependent positioning techniques [RAN2, RAN1]:
· Identify the error sources, [RAN1, RAN2].
· Study methodologies, procedures, signalling, etc for determination of positioning integrity for both UE-based and UE-assisted positioning [RAN2]
· Focus on reuse of concepts and principles being developed for RAT-Independent GNSS positioning integrity, where possible.




[bookmark: _Hlk46825232]Integrity for RAT independent positioning has been supported by 3GPP since release 17, specifically for GNSS / RTK.  In this paper, we give our view on the possible error sources that should be considered when discussing solutions for integrity for RAT dependent positioning, and how to categorize them. 
[bookmark: _Ref178064866] Discussion

The topic of positioning integrity was studied during Release 17 when support for GNSS integrity was study and specified. During the study, positioning integrity was defined as the mechanism to provide a measure of the trust/confidence a positioning estimator has for a positioning estimate delivered to a positioning client. The integrity framework is articulated around the following concepts:
· Target Integrity Risk (TIR): The target probability that the positioning estimate delivered to the client is not reliable, as decided by the client.  Based on this target (the value of which is use case dependent),  the client sets the following metrics:
· Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity. 
· Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.
· On the positioning estimator side (the LMF or the UE, depending on which entity provides the positioning function), a set of “feared events”, depending of the positioning methods, are defined. These feared events are driven by error sources contributing to the positioning error which may bring the error above the alert limit. 
· The positioning estimator, based on the known error sources and the positioning methods, derives the protection level (PL). the percentage of time when PL is below AL is referred as the integrity availability. 

For the integrity mechanism to operate properly, the positioning estimator must know what errors contribute to the positioning error, and to the protection level. Some of the error sources are part of the positioning estimator, but some other come from reported measurements from the UE or gNB, or UE/network positioning capability. 
For RAT dependent positioning there could be several factors (error sources) that may contribute to the positioning error (PE) and affect the protection level (PL). They can be classified into three attribute categories: 
· Static attributes: These are factors known by the network and/or the UE prior to executing a positioning procedure that may influence the integrity KPIs. 
· Semi-static attributes: These are factors, which after selecting a positioning procedure may rely upon prerequisite input.
· Dynamic attributes: These are factors that impact the integrity once the positioning procedure has been executed.

 
Examples of the static or known (or pre-defined) factors can be:
· The positioning QoS (Location Accuracy needed) would influence how Integrity KPIs (threshold parameters are set), e.g., for high integrity KPIs, more stringent QoS values are set as threshold compared to low integrity KPIs.
· UE capability on performing accurate and different positioning measurements and supporting a variety of positioning methods as well as accurate reporting.  Integrity KPI based upon UE measurements may vary depending upon whether the UE supports a set of complementary positioning methods or hybrid positioning methods or even their ability to support positioning quality in a larger range (including high-accuracy positioning), since this provides more flexibility for integrity KPIs. For example, a UE performing hybrid positioning method may have relaxed Integrity KPI (e.g., measurement thresholds) compared to a non-capable UE. UE’s sensor support (IMU etc.) which can augment the positioning measurement may also influence or guide in setting the integrity KPI. In other words, when the UE is capable of performing more measurements and positioning methods, then it is possible for both the network and the UE to increase the reliability of the positioning estimation as it is possible to outlie any potential error source. By improving the reliability of the positioning accuracy, the integrity KPI can be set to a higher level for such scenarios. One example can be the integrity of vehicular positioning, where the vehicle is able to estimate its position via GNSS, cellular network, camera and IMU sensors. The overall position estimation from the hybrid positioning of all the systems would provide higher integrity.    
· Similar to UE capability, the network capability to support a variety positioning method (including angular positioning methods), accurate and different measurements for positioning (including gNB Rx-Tx time difference measurements), beam forming, more positioning assistance information (more parameters, more details, higher granularity, etc.) would all potentially lead to higher integrity system.

[bookmark: _Toc102165421]Some UE and gNB capabilities could be identified as static factors/error sources. However, these error sources are already known to the UE gNB/LMF after capability exchange. 
Here are some example of the semi-static attributes which can be considered as the quality of input that is needed for the main positioning method:
· For DL-TDOA, input from ECID positioning method can be considered to be a pre-requisite. However, if the UE does not report or the reported value is not very recent one for ECID positioning method, there may be large error that could be expected for DL-TDOA. 
· Further for multi-RTT positioning method, the beam sweep result is required prior so the NW can inform to the UE with regards to spatial relation between DL and UL RS. If the UE does not provide the beam sweep result it may be difficult to ascertain the spatial relations.
· Training data available for fingerprinting (E-CID).

[bookmark: _Toc102165422]Semi-static error sources should normally be known to the positioning estimator
Example for the dynamic factors once the positioning methods/measurements have started are as follows:
· Frequency of measurement feedback between UE and NW.
· Assistance Data (AD) Delivery Mechanism: The AD may be delivered using either broadcast or unicast. If it is performed using unicast, it is per UE, thus NW may be able to tune the AD per UE. However, for broadcast, the AD needs to be generic; i.e applicable for all UE in a cell. Due to broadcast size limitations, it may not be possible to provide huge amount of AD and the broadcast periodicity may be longer.
· Uncertainty/Quality of Measurements: The uncertainty may be based upon UE’s or NW assessment of LoS/NLoS detection, PRS RSRP, PRS SINR, measurement in same/different TEGs
· Other Events: NW may take into consideration parameters such as radio link failures, handover failures, poor coverage detection from UE or other UEs in same area.
· UE velocity, Doppler’s effect
· Interference (RSSI or total interference plus noise)
· Relative time difference (RTD) drift information

[bookmark: _Toc102165423]Dynamic error sources are generally unknown  to the positioning estimator and should be communicated by the entity responsible for integrity computation (network or UE)

[bookmark: _Toc101978325][bookmark: _Toc101978326][bookmark: _Toc101978339][bookmark: _Toc101978345][bookmark: _Toc101978351][bookmark: _Toc101978357][bookmark: _Toc101978363][bookmark: _Toc101978369][bookmark: _Toc101978375][bookmark: _Toc101978376][bookmark: _Toc102165424]The various positioning related attributes and the error sources can be classified in static, semi-static and dynamic attributes.

Based on the observation, we propose the following as a way forward for the identification of the error sources in RAN1: 
[bookmark: _Toc47436488][bookmark: _Toc102165425]The attributes impacting integrity are classified as static, semi-static and dynamic factors and shall be captured in the TR.
[bookmark: _Toc102165426]RAN1 can provide a list of dynamic error sources, and should communicate to RAN2 the need for new signaling for dynamic error sources. 



Conclusion
In the previous sections we made the following observations: 
Observation 1	Some UE and gNB capabilities could be identified as static factors/error sources. However, these error sources are already known to the UE gNB/LMF after capability exchange.
Observation 2	Semi-static error sources should normally be known to the positioning estimator
Observation 3	Dynamic error sources are generally unknown  to the positioning estimator and should be communicated by the entity responsible for integrity computation (network or UE)
Observation 4	The various positioning related attributes and the error sources can be classified in static, semi-static and dynamic attributes.
 
Based on the discussion in the previous sections we propose the following:
Proposal 1	The attributes impacting integrity are classified as static, semi-static and dynamic factors and shall be captured in the TR.
Proposal 2	RAN1 can provide a list of dynamic error sources, and should communicate to RAN2 the need for new signaling for dynamic error sources.
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