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Introduction
The Rel-18 NR positioning evolution SID was agreed upon during the RAN#94-e [1] meeting, where one of the objectives included enhancements to target improved integrity for RAT-dependent positioning methods. The following highlighted SID objectives were outlined to support the discussion in RAN1:
	Improved Integrity:
· Improved accuracy, integrity, and power efficiency:
· Study solutions for Integrity for RAT dependent positioning techniques [RAN2, RAN1]:
· Identify the error sources, [RAN1, RAN2].
· Study methodologies, procedures, signalling, etc for determination of positioning integrity for both UE-based and UE-assisted positioning [RAN2]
· Focus on reuse of concepts and principles being developed for RAT-Independent GNSS positioning integrity, where possible.



This contribution provides an overview into the identification of potential feared events/error sources that may have an impact on RAT-dependent positioning integrity.
Positioning Integrity Overview
Rel-17 has already completed specification support for UE-based GNSS integrity, which falls under the RAT-independent positioning framework. The support and feasibility of positioning integrity has been extensively studied in Rel-17, including the use case analysis, different positioning integrity error categories and methods for RAT-independent (GNSS) positioning.  In light of the SID objective, the key aim would be to reuse as much of the concepts developed in Rel-17 to extend the support to RAT-dependent positioning methods.

Positioning integrity as defined in [2], is a measure of trust in the accuracy of the positioning/location-related information provided from the positioning system, which is a key aspect for safety-critical use cases such as Automotive, Rail and IIoT. This also enables the ability to inform the LCS client of any deviations in the requested location information/ non-fulfilment of conditions related to the intended operation via prompt indications or warnings.

Observation 1: Positioning integrity plays an important role in the safe operation of positioning systems, especially with regard to safety critical use cases.

Table 1 provides the Integrity KPIs used to evaluate the overall trust in the provided location information, i.e., the positioning error.

[bookmark: _Ref101519794]Table 1: Integrity KPIs
	Integrity KPI
	Description

	Target Integrity Risk (TIR)
	The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA).

	Alert Limit (AL)
	The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity

	Time-to-Alert (TTA)
	The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.

	Integrity Availability 
	The integrity availability is the percentage of time that the PL is below the required AL.



The protection level (PL) is used in conjunction with the above integrity KPIs and indicates the positioning system availability, where essentially if the PL > AL, the positioning system is considered unavailable. The PL can be explicitly defined as a statistical upper-bound of the Positioning Error (PE) (difference between the true position and estimated position) that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR, i.e., the PL satisfies the following inequality:

The PL can be considered both on the horizontal plane (HPL) or vertical (VPL). To ensure positioning system availability the above inequality needs to be satisfied. The PL takes into account exceptional events (also referred to as feared events which have a lower probability of occurrence) as well as nominal events related to the standard actual accuracy estimate.
Observation 2: The PL takes into account both feared/exceptional and nominal events.

Figure 1 extracted from the Rel-17 study [2] clearly shows the relationship among the different integrity KPIs including the PL. 
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[bookmark: _Ref101521535]Figure 1: Relationship among different Integrity KPIs [2]
The positioning system may also output 2 types of information including hazardous misleading information (HMI) or Misleading Information (MI). HMI is basically defined as upon positioning availability the positioning system provides no AL within a time TTA in the case that the PE>AL, while MI occurs when PE>PL. 
In the case of RAT-dependent positioning methods, a specific PL has to be broadly defined with respect to the feared/exceptional and nominal events which may occur internally within the various entities handling positioning, e.g., UE, gNB or LMF or as a result of (radio) environmental factors surrounding these entities.
Proposal 1: RAN1 to study and identify internal and external feared/exceptional and nominal events with respect to the UE, gNB and LMF.
RAT-dependent Feared events and Error Sources
Scope
Before discussion of the various error sources, a good starting point for the study is to establish the scope of the RAT-dependent positioning methods to be considered when identifying the events and error source. The key methods to be studied should include timing-based and angular-based positioning methods for both DL and UL. These include DL-TDoA, UL-TDoA and Multi-RTT timing-based methods and DL-AoD and UL-AoA angular-based methods. 
Furthermore, the fingerprinting methods using RRM measurements, e.g., E-CID currently employed are known to provide coarse/rough accuracy and can assist in enhancing other RAT-dependent positioning methods. Analysing the feared events and error sources of techniques E-CID may not be meaningful as separate technique but rather as a potential vulnerability when used to conjunction with the aforementioned timing-based and angular-based positioning techniques. 

Proposal 2: RAN1 to study feared and nominal events as well as error sources arising from the following RAT-dependent positioning methods:
· Timing-based positioning methods including DL-TDOA, UL-TDOA, Multi-RTT
· Angular-based positioning methods including DL-AoD, UL-AoA
· E-CID in conjunction with the above positioning methods

The feared events and error sources to be studied should also be considered in relation to UE-based and UE-assisted positioning methods. This would also have impacts on the positioning error depending on the type of scenario.
Proposal 3: Study error source identification for both UE-assisted and UE-based integrity methods.
Types of Error Sources
There are variety of ways in which to categorize the type events and error sources, e.g., based on the error sources at entity/node or due to the radio environment, whether the errors may be as a result hardware or software faults or whether such errors are inherent to devices/nodes (static), depend on other factors such as input data for a particular positioning technique, e.g., E-CID or are time varying or dynamic in nature.
Potential error sources that affect RAT-dependent positioning are generally listed below based on the entity.
LMF (Location Server)
The LMF plays a central role within the positioning framework by configuring assistance data, configuring, collecting and processing positioning measurements, interfacing with serving and neighbouring gNBs, e.g., to coordinate PRS transmissions, computing the UE’s positioning estimate using algorithms, processing LCS client requests and responses.  The following generic feared/nominal events may affect LMF operations including:
· Power outages
· Failure of regular software updates to the operating system
· Server configuration issues
· Cybersecurity threats
The above events may be categorised in terms of impacting software and/or hardware of the LMF. Positioning-specific events may include:
· Configuration of RAT-dependent assistance data (AD):
· Internal events such as incorrect computation of AD, corruption of AD
· External events based on input received from other entities, e.g., gNB/UE measurements
· Implementation-based issues related to the positioning calculation algorithm.

Proposal 4: Study feared/exceptional events and error sources at the LMF including generic server issues, configuration of the AD and implementation-specific issues.
NG-RAN 
The NG-RAN component comprises the collection of base stations for both serving and non-serving cells that are involved in the positioning procedures and serve as anchor nodes to the different RAT-dependent positioning methods. Some of general feared/nominal events and sources of error may include:
· gNB feared/exceptional events including hardware malfunction, signal processing faults at the baseband or RF, beam failure, etc.
· Timing and angular-based measurement quality/uncertainty/accuracy at the base station (e.g., UL-based methods)
· Clock drifts with respect to PRS transmissions
· Antenna calibrations
· Network timing synchronization impairments (RTD error, RTD drift)
· Delays in reporting, use of outdated/invalid measurements
· Relative geometry of gNBs/TRPs and UE, e.g., horizontal and vertical GDOP

Proposal 5: Study feared/exceptional events and error sources at the NG-RAN side including timing and angular-based measurement quality/uncertainty/accuracy, network timing synchronization impairments, delays in reporting and GDOP.

UE
As noted in [2], assistance data from the network may not be possible to mitigate the feared events and errors internally. Some of the feared/exceptional events within a UE may include:
· Inherent issues such as UE capability, which inevitably affects the types of positioning techniques supported, measurement and processing of the DL-PRS.
· UE feared/exceptional events including hardware malfunction, signal processing faults at the baseband or RF, beam failure, etc.
· UE mobility including velocity
· Timing measurement quality/uncertainty/accuracy at the UE (e.g., DL-based methods)
· Clock drifts with respect to SRS transmissions

Proposal 6: Study feared/exceptional events and error sources at the UE side including UE capability, UE mobility, timing measurement quality/uncertainty/accuracy at the UE, delays in reporting, clock drifts.

Radio propagation environment
The radio propagation environment can also be considered a significant source of feared events. Examples of feared events and errors may include:
· Multipath (due scatterers, reflectors, blockages causing NLOS)
· Interference 
· Radio link/beam failures
· Mobility-related issues in terms of handover
· Lack of network coverage

Proposal 7: Study feared/exceptional events and error sources arising from the radio propagation environment including multipath, interference, radio link/beam failures, handover, sparse network coverage.

The aforementioned feared/exceptional events can arise from a number of causes and therefore needs constant or regular integrity monitoring. The triggering of multiple such events can further lead to positioning system failure for a longer duration of time, which is highly undesirable for safety critical applications. 

Proposal 8: Occurrence of feared/exceptional events require support of monitoring and proactive measures to help the network adapt and recover the compromised positioning service.
Conclusion
In the context of RAT-dependent positioning integrity, the following observations have been summarized as follows:
Observation 1: Positioning integrity plays an important role in the safe operation of positioning systems, especially with regard to safety critical use cases.
Observation 2: The PL takes into account both feared/exceptional and nominal events.
The following proposals are summarized based on the overall discussion:
Proposal 1: RAN1 to study and identify internal and external feared/exceptional and nominal events with respect to the UE, gNB and LMF.
Proposal 2: RAN1 to study feared and nominal events as well as error sources arising from the following RAT-dependent positioning methods:
· Timing-based positioning methods including DL-TDOA, UL-TDOA, Multi-RTT
· Angular-based positioning methods including DL-AoD, UL-AoA
· E-CID in conjunction with the above positioning methods

Proposal 3: Study error source identification for both UE-assisted and UE-based integrity methods.

Proposal 4: Study feared/exceptional events and error sources at the LMF including generic server issues, configuration of the AD and implementation-specific issues.

Proposal 5: Study feared/exceptional events and error sources at the NG-RAN side including timing and angular-based measurement quality/uncertainty/accuracy, network timing synchronization impairments, delays in reporting and GDOP.

Proposal 6: Study feared/exceptional events and error sources at the UE including UE capability, UE mobility, timing measurement quality/uncertainty/accuracy at the UE, delays in reporting and clock drifts.

Proposal 7: Study feared/exceptional events and error sources arising from the radio propagation environment including multipath, interference, radio link/beam failures, handover, sparse network coverage.

Proposal 8: Occurrence of feared/exceptional events require support of monitoring and proactive measures and to help the network adapt and recover the compromised positioning service.
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