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Introduction

In this document a revised and extended version of the SS state model for LTE ([1]) is presented. 
It is important to have a good understanding of all possible SS state transitions as triggered by conformance test cases in order to ensure that ASPs are defined with appropriate granularity and scope and there are no ambiguous inter-ASP dependencies. 
The contents of this model and level of details should be discussed. An agreement is expected on whether all basic SS states and state transitions have been captured and the level of details is sufficient to form a basis of an SS (re)configuration framework.
2

Basic SS state model
Figure 1 below presents a revised version of the basic SS state model (see [1]). It is basic in the sense that internally the SS may have more states; however, (re)configuration actions (state transitions in the model) should cause the SS to transit between the states defined below.

The following assumptions have been made about this state model:

· It presents a model of states in scope of a single cell. Hence, all configuration activities shall be performed in scope of a single cell.

· It depicts only SS states and SS (re)configuration actions between these states. 

· It does not show events which may trigger state transitions, e.g. L3 messages or procedures – i.e. it is test case and L3 procedure agnostic.
· It does not show any peer-to-peer (i.e. between SS and UE) messages 
· Triggers for state transitions are always SS configuration messages (ASPs) coming from the test suite.
· L2 messages coming from the UE can trigger internal SS sub-state transitions; the need to specify them is FFS.

· L1 and L2 procedures (e.g. Random Access procedure) are semi-autonomously handled by the SS and after being pre-configured do not require interaction with the test case.

· The majority of  test cases do not need to worry about e.g. RA procedure and letting the SS handle it would greatly simplify test case definition and implementation

· There may be stringent time requirements in case of some procedures that can be hard to meet in a generic way in the test suite
· Semi-autonomous procedures should be flexibly configurable and should have a “manual” mode in which they are handled by the test suite in order to enable testing them. What is the desired level and way of control is FFS.

Most states are stationary states, i.e. the SS can stay in them for a long time or, after performing some procedures, returns to these states. However, there is one state (indicated by dashed lines) which is part of the AS security activation procedure and is transitional, i.e. the SS can only stay in it for a short time until a transition the next stationary state is triggered. 

To make the diagram more readable, a separate state called ANY_STATE has been introduced, together with some transitions. It shows which transitions are allowed at any point of time in any state.
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Figure 1. 
Basic SS state model

Description of states:
	State
	Description

	NOT_CONFIGURED
	· The cell does not exist (is not configured) in the SS

	CELL_BROADCASTING
	· Physical DL channels and signals configured (details FFS)

· Initial cell configuration done: freq, BW, antennas, MIMO mode, power, etc.

· Transport and logical channels configured for SI broadcast

· Cell is broadcasting SI and downlink signals
· Physical UL PRACH channel exists and is configured

· Transport UL RACH channel is configured; the SS can receive random access preambles

· Note 1: There is no need for the cell to be able to perform the RA procedure. The cell only has to detect a random access preamble sent by the UE and be able flag up this fact to the test suite.

· Note 2: this type of cell is needed only to serve as a neighbouring cell, where full cell configuration does not need to be specified. There is no need to be able to promote a broadcasting cell with PRACH Rx capability to a full cell.

	CELL_ACTIVE
	· Cell configured to send and receive data from UE (fully functional)
· SRB0 defined (default configuration specified in [2])

	RBS_ACTIVE
	· SRB1, SRB2 and/or DRBs are configured for the UE

	INTEGRITY_PROT_ACTIVE
	· The SS has AS integrity protection active, but ciphering still inactive

	AS_SECURITY_ACTIVE
	· The SS has AS security (integrity protection and ciphering) active

	IN_HANDOVER
	· The UE is in the process of handover between this cell and a different cell.

· Cell configuration is kept until the handover result is known. In case of a successful handover, the UE can be removed from this cell or the current cell configuration may be removed; in case of handover failure, it continues being used.
· The need for this state is FFS; it needs to be investigated in details how this state differs from RBS_ACTIVE


Description of state transitions:

	Transition
	Trigger
	Description

	Add cell
	ASP (name TBD)
	Add a cell to the SS and configure it according to the description of the CELL_ACTIVE state

	Add broadcasting cell
	ASP (name TBD)
	Add a cell to the SS and configure it according to the description of the CELL_BROADCASTING state.

	Remove cell
	ASP (name TBD)
	Stop any ongoing transmission and reception on the cell and remove its configuration from the SS.

	Page UE
	ASP (name TBD)
	Configure the SS to send a paging message to the UE.

	Configure NAS security
	ASP (name TBD)
	Configure NAS security (keys, algorithms etc) in the NAS emulator.

	Configure RA parameters
	ASP (name TBD)
	Configure parameters needed for the SS to perform a semi-autonomous RA procedure (Temporary C-RNTI, time alignment, UL grant, UE contention resolution identity, …)

	Activate integrity protection
	ASP (name TBD)
	Configure and activate AS integrity protection. This can be done in case of connection establishment or connection reestablishment.

	Activate ciphering
	ASP (name TBD)
	Configure and activate AS ciphering

	Post connection setup configuration
	ASP (name TBD)
	Perform post connection setup configuration of the SS (selected PLMN identity, MME identity) – the need for this is FFS

	Add RBs
	ASP (name TBD)
	Configure SRB1, SRB2 and/or new DRB(s) to be used by the UE

	Release all RBs
	ASP (name TBD)
	Remove all RB configurations except SRB0 (the UE should go into the RRC IDLE state).

	RB reconfiguration
	ASP (name TBD)
	Configure, reconfigure or remove RB configurations (all RBs shall not be removed, as this is covered by another state transition)

	Send MAC CE
	ASP (name TBD)
	Configure the SS to send a MAC Control Element (Timing Advance, DRX Command)

	Configure SPS
	ASP (name TBD)
	Activate or deactivate SPS in the SS, including SPS resource assignment

	Reconfigure physical layer
	ASP (name TBD)
	Reconfigure some physical layer parameters in the SS, related to changes possible as a result of connection reconfiguration or connection reestablishment (TPC configuration, SRS configuration, …)

	Reconfigure NAS security
	ASP (name TBD)
	Reconfigure NAS security parameters (algorithms and keys) in the NAS emulator

	Fail IP activation
	ASP (name TBD)
	Remove new integrity protection settings after failure to activate a new AS security configuration 

	Fail security activation
	ASP (name TBD)
	Remove new security settings after failure to activate a new AS security configuration

	Prepare HO
	ASP (name TBD)
	Reconfigure the SS for the UE to perform HO. This includes PDCP reconfiguration etc.

	HO failure
	ASP (name TBD)
	Revert to full cell configuration (RBS_ACTIVE state) after unsuccessful handover 

	Remove UE from cell
	ASP (name TBD)
	Revert to an empty cell (CELL_ACTIVE) configuration after successful handover

	Modify power
	ASP (name TBD)
	Reconfigure SS transmission power

	Modify System Information
	ASP (name TBD)
	Reconfigure some basic cell parameters and/or content of broadcast system information (details FFS)
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Open issues for further studies
The following (non-exhaustive) list of LTE features need to be investigated more thoroughly as they might require additional/dedicated C-ASP(s) as well as assumptions regarding SS behaviour: 
· AS security activation:

· Is the transitional state (INTEGRITY_PROT_ACTIVE)  in AS security activation needed? 

· It could as well be assumed that AS security is activated in the SS in one step and it is up to the SS to make sure that SecurityModeCommand is integrity protected but not ciphered.
· Scheduling management:
· Level of control in the LTE Test Model for the DL-SCH/UL-SCH scheduling: partial or total?

· Frequency of scheduling changes: When could the scheduling be modified? What are the use cases?
· Random Access procedure management:
· Is it expected to be a semi-autonomous procedure (i.e. handled by the SS after initial configuration, which has been assumed in the presented model), or
· Should individual steps of this procedure be controlled from the test scenario?

· May introduce stringent timing requirements

· How should other semi-autonomous procedures (e.g. power and timing control) be handled – what control should be allowed in the test suite?
· Mapping ASPs and their contents to transitions in the transition table in section 3

4

Conclusion
In this paper a revised version of the basic SS state model (originally presented in [1]) has been described.

It is proposed that the following decisions are made: 
· All basic SS states and state transitions have been captured in the model

· The level of details is sufficient to become a basis for an SS (re)configuration framework.
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