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13.6.2  Inter-system mobility between untrusted Non-3GPP and 3GPP system/Handover from ePDG/EPC to E-UTRAN/EPC
13.6.2.1 Test Purpose (TP)
(1)
With { the UE supports S1 mode, the UE supports IP address preservation between ePDG/EPC and E-UTRAN/EPC and at least one PDN connection have been established between the UE and the ePDG/EPC via untrusted non-3GPP}
ensure that {
  when { UE detects WLAN Cell becomes not available and E-UTRAN Cell becomes suitable , performs a handover of existing PDN connections from ePDG/EPC to E-UTRAN/EPC}
   then { the UE shall send PDN CONNECTIVITY REQUEST with Request type indicating “Handover” and with Access point name including the APN corresponding to the PDN connection in the source non-3GPP access. }
}


13.6.2.2  Conformance requirements
[Rel-15, TS 23.402, clause 8.2.1.1]
The steps involved in the handover from a trusted or untrusted non-3GPP IP access to E-UTRAN connected to EPC are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2a or S2b. It is assumed that while the UE is served by the trusted or untrusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the PDN GW in the EPC.



Figure 8.2.1.1-1: Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIPv6 on S2a or S2b and GTP on S5/S8 interfaces
NOTE 1:	All steps outside of (A) and (B) are common for architecture variants with GTP-based S5/S8 and PMIP-based S5/S8. Procedure steps (A) and (B) for PMIP-based S5/S8 are described in clause 8.2.1.2.
NOTE 2:	All steps inside of (C) are common for architecture variants with GTP-based S2b and PMIP-based S2b. Procedure for steps outside of (C) for GTP-based S2b are described in clause 8.6.1.1.
…
The steps involved in the handover are discussed below.
1)	The UE uses a trusted or untrusted non-3GPP access system and is being served by PDN GW (as PMIPv6 LMA).
2)	The UE discovers the E-UTRAN access and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to E-UTRAN. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in clause 4.8 (Network Discovery and Selection).
3)	The UE sends an Attach Request to the MME with Request Type indicating "Handover" Attach. The message from the UE is routed by E-UTRAN to the MME as specified in TS 23.401 [4] (E-UTRAN). The UE should include any one of the APNs, corresponding to the PDN connections in the source non-3GPP access. The APN is provided as specified in TS 23.401 [4].
4)	The MME may contact the HSS and authenticate the UE as described in TS 23.401 [4].
5)	After successful authentication, the MME may perform location update procedure and subscriber data retrieval from the HSS as specified in TS 23.401 [4]. Since the Request Type is "Handover", the PDN GW identity conveyed to the MME will be stored in PDN subscription context. The MME receives information on the PDNs the UE is connected to over the non-3GPP access in the Subscriber Data obtained from the HSS.
6)	The MME selects an APN, a serving GW and PDN GW as described in TS 23.401 [4]. The MME sends a Create Session Request (including IMSI, MME Context ID (SGSN equivalent is TBD), PDN-GW address, Handover Indication, APN) message to the selected Serving GW. Since the Request Type is "Handover", a Handover Indication information is included.
7) The Serving GW sends a Create Session Request (Handover Indication) message to the PDN-GW in the VPLMN or HPLMN as described in TS 23.401 [4]. Since the MME includes Handover Indication information in Create Session Request message, the Serving GW includes this information in Create Session Request message.
	Since Handover Indication is included, the PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point.
8)	Since Handover Indication is included, the PDN GW may execute a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] to report e.g. change in IP-CAN type. If the UE had disconnected from the default PDN before handover then the PDN GW executes a PCEF initiated IP CAN Session Establishment procedures as described in TS 23.203 [19].
	Since Handover Indication is included in step 7, the PDN GW defers any modification to the PCC Rules (due to changes received from the PCRF, if there is PCRF interaction) and still applies the existing PCC Rules for charging and policy until step 13.
	Depending on the active PCC rules, the establishment of dedicated bearers for the UE may be required. The establishment of dedicated bearers in combination with the default takes place as described in Annex F of TS 23.401 [4].
NOTE 3:	Depending upon the support of the piggybacking feature in the network, the dedicated bearer can be created as part of default bearer establishment or immediately afterwards.
NOTE 4:	PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS 23.401 [4].
9)	The PDN GW responds with a Create Session Response message to the Serving GW as described in TS 23.401 [4].The Create Session Response contains the IP address or the prefix that was assigned to the UE while it was connected to the non-3GPP IP access. It also contains the Charging Id previously assigned to the PDN connection in the non-3GPP access although the Charging Id still applies to the non-3GPP access.
10)	The Serving GW returns a Create Session Response message to the MME as specified in TS 23.401 [4]. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the S5 bearer setup and update has been successful. At this step the PMIPv6 or GTP tunnel(s) over S5 are established.
11)	Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 [4].
12)	The MME sends a Modify Bearer Request (eNodeB address, eNodeB TEID, Handover Indication) message to the Serving GW.
13)	Since the Handover Indication is included in step 12), the Serving GW sends a Modify Bearer Request message to the PDN GW to prompt the PDN GW to tunnel packets from non 3GPP IP access to 3GPP access system and immediately start routing packets to the Serving GW for the default and any dedicated EPS bearers established.
	In this step, the PDN GW applies any modification to the PCC Rules received from the PCRF, if there is PCRF interaction in step 8. The Charging Id previously in use for the PDN connection in the non-3GPP access now only applies to the default bearer in use in E-UTRAN access. If dedicated bearers are created, a new Charging Id is assigned by the PGW for each of them according to TS 23.401 [4].
NOTE 5:	Steps 13 and 14 are not performed if the PDNs are reconnected after handoff by the UE in step 17.
14)	The PDN GW acknowledges by sending Modify Bearer Response to the Serving GW.
15)	The Serving GW acknowledges by sending Modify Bearer Response (EPS Bearer Identity) message to the MME.
16)	The UE sends and receives data at this point via the E-UTRAN system.
17)	For connectivity to multiple PDNs, the UE establishes connectivity to each PDN that is being transferred from non-3GPP access, besides the PDN connection established in steps 3-15, by executing the UE requested PDN connectivity procedure specified in TS 23.401 [4].
18)	The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP access as defined in clause 6.12 or clause 7.9.
[Rel-15, TS 23.402,clause 7.9.2-1]
This procedure can be used to deactivate a dedicated bearer or deactivate all bearers belonging to a PDN address, for example, due to IP CAN session modification requests from the PCRF or due to handover from Non-3GPP to 3GPP access. If the default bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all bearers belonging to the PDN connection.
When it is performed for a handover, the connections associated with the PDN address are released, but the PDN address is kept in the PDN GW.
1.	The PDN GW initiated Resource Allocation Deactivation can also be triggered during handovers from Non-3GPP to 3GPP.
2.	The PDN GW sends a Delete Bearer Request message (EPS Bearer Identity or Linked EPS Bearer Identity, Cause) to the ePDG. The Linked EPS Bearer Identity shall be present and set to the identity of the default bearer associated with the PDN connection if the PDN GW requests to release all the bearers of the PDN connection. Otherwise, the EPS Bearer Identity shall be present and set to the identity of the dedicated S2b bearer(s) to release if the PDN GW requests to deactivate dedicated S2b bearer(s).
3a.	If the PDN connection has multiple active S2b bearers, and the ePDG maintained a binding with a IPsec SA for the S2b bearer that is being released, then it shall use the IKEv2 INFORMATIONAL exchange with Delete Payloads, as defined in [9], to remove the IPsec SA between ePDG and UE over SWu for the deactivated S2b bearer. Otherwise, the IKEv2 tunnel release is triggered from the ePDG if all bearers belonging to the PDN connection are released.
3b.	The resources may be released in the non-3GPP IP access according to the conditions in step 3a.
4.	The ePDG deletes the bearer contexts related to the Delete Bearer Request, and acknowledges the bearer deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer Identity, User Location Information) message.
5.	In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.
6.	The PDN GW deletes the bearer context related to the deactivated EPS bearer. If the dedicated bearer deactivation procedure was triggered by receiving a PCC decision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision was successfully enforced by completing the PCRF-initiated IP CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [19], proceeding after the completion of IP CAN bearer signalling. If requested by the PCRF, the PDN GW forwards to the PCRF following information extracted from User Location Information it may have received from the ePDG.

 13.6.2.3 Test description
[bookmark: OLE_LINK2]13.6.2.3.1 Pre test conditions
System Simulator:
-	WLAN Cell 27 is configured according to Table 4.4.8-1 in TS 36.508[18] with condition IMSoWLAN.
-    Cell A is configured according to Table 6.3.2.2-1 in TS 36.508[18] and set to "non-suitable cell". 
UE:
-	None
Preamble:
-	The UE accesses the EPC network through the ePDG, and has registered to IMS as defined in TS 36.508 4.5A.23.
[bookmark: OLE_LINK4]13.6.2.3.2 Test procedure sequence
Table 13.6.2.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	WLAN Cell 27 is switched off, Cell A is set to “serving cell ”.
	[bookmark: OLE_LINK12]-
	-
	-
	-

	2-18
	The UE performed registration procedure by executing steps 1-17 of table 4.5.2D.3-1 in TS 36.508 [18].
	-
	-
	
	

	19
	[bookmark: OLE_LINK11]Check: Does UE send a PDN CONNECTIVITY REQUEST to request an additional PDN with Request type indicating “Handover” and with Access point name including the APN corresponding to the PDN connection in the source non-3GPP access?
	-->
	RRC: ULInformationTransfer
ESM: PDN CONNECTIVITY REQUEST
	1
	P

	20-22
	The UE performed registration procedure by executing steps 19-21 of table 4.5.2D.3-1 in TS 36.508 [18].
	-
	-
	-
	-


13.6.2.3.3 Specific message contents
Table 13.6.2.3.3-1: PDN Connectivity REQUEST (step 19,Table 13.6.2.3.2-1)
	Derivation Path: 36.508 clause 4.7.3

	Information Element
	Value/remark
	Comment
	Condition

	Request type
	‘010’B
	Handover
	

	Access point name
	The APN used for connecting for IMS services.
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