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Table 9.1.10.1.3.3-8: REGISTRATION REJECT (step 23, Table 9.1.10.1.3.2-1)
	Derivation Path: TS 38.508-1 Table 4.7.1-9

	Information Element
	Value/remark
	Comment
	Condition

	5GMM cause
	'0000 0011'B
	Illegal UE
	



9.1.10.2	Network slice-specific authentication and authorization / EAP message transport / Abnormal
9.1.10.2.1	Test Purpose (TP)
(1)
with { the UE in 5GMM-DEREGISTERED-INITIATED state }
ensure that {
  when { SS sends NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message }
    then { the UE shall ignore the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message and proceed with the de-registration procedure }
            }


9.1.10.2.2	Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TS 24.501, clause 5.4.7.2.4. Unless otherwise stated these are Rel-16 requirements.
[TS 24.501 clause 5.4.7.2.4]
The following abnormal cases can be identified:
a)	Transmission failure of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message with TAI change from lower layers
	If the current TAI is not in the TAI list, the network slice-specific authentication and authorization procedure shall be aborted and a registration procedure for mobility and periodic registration update indicating "mobility registration updating" in the 5GS registration type IE of the REGISTRATION REQUEST message shall be initiated.
	If the current TAI is still part of the TAI list, it is up to the UE implementation how to re-run the ongoing procedure that triggered the network slice-specific authentication and authorization procedure.
b)	Transmission failure of NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message indication without TAI change from lower layers
	It is up to the UE implementation how to re-run the ongoing procedure that triggered the network slice-specific authentication and authorization procedure.
c)	Network slice-specific authentication and authorization procedure and de-registration procedure collision
	If the UE receives NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message after sending a DEREGISTRATION REQUEST message and the access type included in the DEREGISTRATION REQUEST message is the same as the access in which the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message is received, then the UE shall ignore the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message and proceed with the de-registration procedure. Otherwise, the UE shall proceed with both procedures.
9.1.10.2.3	Test description
9.1.10.2.3.1	Pre-test conditions
System Simulator:
	NGC Cell A;
UE:
	None.
Preamble:
	The UE is in state 3N-A on NGC Cell A according to TS 38.508-1 [4].
9.1.10.2.3.2	Test procedure sequence
Table 9.1.10.2.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS stops sending RLC acknowledgments.
	-
	-
	-
	-

	2
	Cause switch off
	-
	-
	-
	-

	3
	Check: Does the UE transmit a DEREGISTRATION REQUEST with the De-registration type IE indicating "switch off"?
	-->
	DEREGISTRATION REQUEST
	-
	-

	4
	The SS transmits a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message.
	<--
	NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND
	-
	-

	5
	SS resumes sending RLC acknowledgments
	-
	-
	-
	-

	6
	Check: Does the UE transmit a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message within 10 seconds 
	-->
	NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE
	1
	F

	7
	The SS transmits DEREGISTRATION ACCEPT message.
	<--
	DEREGISTRATION ACCEPT
	-
	-

	8
	The SS transmits an RRCRelease message.
	-
	-
	-
	-

	9
	Check: Does the test result of the generic
procedure in TS 38.508-1 [4] subclause 4.9.13
indicates that the UE doesn’t responds to paging when
paged with NG-5G-S-TMSI? 
	-
	-
	1
	P



9.1.10.2.3.3	Specific message contents
Table 9.1.10.2.3.3-1: NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND (step 4, Table 9.1.10.2.3.2-1)
	Derivation Path: TS 38.508-1 Table 4.7.1-31

	Information Element
	Value/remark
	Comment
	Condition

	S-NSSAI
	
	
	

	     S-NSSAI IEI
	
	S-NSSAI value 1
	

	     Length of S-NSSAI contents
	‘00000001’B
	SST
	

	     SST
	‘00000001’B
	SST value 1
	

	     SD
	Not Present
	
	

	     Mapped configured SST
	Not Present
	
	

	     Mapped configured SD
	Not Present
	
	




