
3GPP TSG-RAN WG4 Meeting RAN4 #57AH
R4-110048
Austin, Texas, US, 17th-21th Jan. 2011
Source:
Ericsson, ST-Ericsson
Title:
4C-HSDPA:  Overview of performance measures and principles for HS-DPCCH requirements
Agenda item:
4.7.5
Document for:
Discussion
1. Introduction

Previously, an overview of the agreed HS-DPCCH HARQ physical channel structure and of the new coding/multiplexing cases for HARQ and the need for new HARQ requirements, due to the new physical channel structure were presented in [14].  In this contribution, we provide a general discussion of requirement measures and present motivations for the proposed requirement measures and scenarios.  The most stringent scenarios for HS-DPCCH requirements are identified based on the number of code words used.  It is sufficient to test these most stringent scenarios.
2. Discussion
In this section, we discuss the principles for HS-DPCCH HARQ requirements and provide recommendations for performance measures definitions.
2.1. HS-DPCCH HARQ Scenarios

To limit the number of test cases, we propose testing only the full configuration:
                       4C with MIMO (MM/MM), or 
                       3C with MIMO  (MM/MD) – for the case when operation only on 3 carriers is supported,
depending on UE’s full configuration capability, where all carriers are active with MIMO on all carriers.  The motivation for this is that these configurations represent the most stringent scenarios for HS-DPCCH requirements in terms of the number of codewords used.  Scenarios which use the largest number of codewords have the worst misdetection and false alarm performances.  Thus, setting requirements on a full configuration scenario will ensure all other configurations also satisfy the requirements and hence, it is sufficient to test these most stringent scenarios.
Additionally, since the 1st half and the 2nd half of an HS-DPCCH HARQ slot use codewords from the same codebook, the performance of the 2nd half HARQ slot is representative of the 1st half HARQ slot.  Hence, we do not need to have separate measures for the 2nd half slot. Thus, the number of error events for the 1st half and 2nd half HARQ slot can be accumulated together in computing the statistics for a given measure.  (We treat the 2nd  half of a given HARQ slot as a new “experimental trial” similar to, for  example, treating the 1st  half of the next HARQ slot as a new “experimental trial”.)
We exclude from this analysis the scenario 3C without MIMO since the physical layer did not change, that is, the slot format is 0 with SF=256. For this case there is no need for new performance requirements.
2.2. Performance Measures and Principles for HS-DPCCH
In the following, the proposed performance measures, along with a review of principles which provide the motivations for these measures, are introduced.

1. ACK FALSE ALARM

We propose that the conventional meaning of a False Alarm be used in defining an ACK false alarm  measure.  (The conventional meaning of a false alarm assumes that the transmitter did not sent anything, but the receiver detects a message)  The ACK false alarm probability is defined as the probability that the Node-B detects an HARQ message with one or more ACKs, given that no HARQ message was sent by the UE:
       



Prob( DTX ( ACKs) .
This false alarm probability excludes the probability of mis-detection of DTX codeword (D_D).  The motivation for this is because false alarm probabilities are independent of SNR (SNR=0), given the conventional meaning of false alarm (transmitter did not sent anything, but receiver detects a message).  (The D_D codeword is used as specified in [11] to avoid DTX of HARQ half slots.)
Codeword mis-detection does depend on SNR.  Hence, mixing DTX codeword misdetection with “true” false alarm gives a very different behaviour on "false alarm" statistics.

2. ACK MIS-DETECTION

We propose using ACKs mis-detection,  
                                         Prob( ACKs ( NACKs, DTX, D_D) ,
as a measure where the definition of an error event is given by
{ One or more ACKs in transmitted HARQ message is received as a NACK, DTX, or D_D in the received HARQ message respectively}, 

which is counted as a single error event.  
It is not necessary to consider DTX codeword (D_D) misdetection since, in general, mis-detection probability is dependent on the distance between codewords; and due to symmetry

   Prob( ACK ( D_D)  =  Prob (D_D ( ACK), 
and hence,

Prob( ACKs ( NACKs, DTX, D_Ds)  >  Prob (D_Ds ( ACKs).
Thus, a separate requirement for D_D misdetection is not needed, since a requirement on 
Prob( ACKs ( NACKs, DTX, D_Ds)  
upperbounds the D_D misdetection probability.  
Similarly, we do not need to consider NACKs misdetection since mis-detection probability is dependent on the distance between codewords and again, due to symmetry

 Prob( ACK ( NACK)  =  Prob (NACK ( ACK), 
and hence,

  Prob( ACK ( NACKs, DTX, D_Ds)  >  Prob (NACKs (  ACKs).
Thus, a separate requirement for NACK misdetection is not needed using a similar argument that a requirement on 
 Prob( ACKs ( NACKs, DTX, D_Ds)  
upper bounds the NACK misdetection probability.  
3. DEFINITION OF ERROR EVENTS
Here, we provide the motivation for using the “Codeword Mis-detection” error event definition presented above for ACK mis-detection, i.e., 

{ One or more ACKs in transmitted HARQ message is received as a NACK, DTX, or D_D in the received HARQ message respectively} 
counted as a single error event, and the reason for not using the “Per Stream” definition of error events (where error events are defined on a per stream basis, i.e., the first part of an HARQ message, is considered to belong to the 1st stream and the second part of the same HARQ message is considered to belong to the 2nd stream;  for example, the ACK or “A” of the HARQ message “ACK/NACK” or “AN” belong to the 1st stream and the NACK or “N” of the same HARQ message belong to the 2nd stream).  Briefly, error events defined per stream is more complex and results in over-optimistic measures.  

To illustrate, consider the following example ACK misdetection error events where 4 HARQ messages were sent:
{AA ( NA}

{AA (AN}

{AA (NN}

{AA (AN}.
Per Stream Evaluation
If we count error events per stream and subsequently average the number of error events across streams, we get:

Stream 1 # of errors:  2

Stream 2 # of errors:  3

Average # of mis-detection errors over # of streams:    (2+3)/2   = 2.5 

Codeword Misdetection Evaluation
The underlying cause of mis-detection errors is due to misdetection of a transmitted codeword to another codeword.  (For a given half slot, the HARQ error for a given stream is not independent of the other stream.)  Hence, if we count the error events as a codeword misdetection event, we get:


Number of ACK mis-detection error events:   4
The intent of this simple example is to illustrate that using an ACK mis-detection measure based on Per Stream evaluation of error events under-estimates the actual number of ACK codeword mis-detection error events.  This proposed ACK mis-detection measure based on Codeword Misdetection error events will provide performance statistics which more correctly reflects the impact of the network on the UL HS-DPCCH HARQ channel.
2.3. Performance Targets

The following performance targets are proposed:
1. False Alarm (FA):  1%

2. Misdetection: 1%

Note that the requirement based on the FA measure restricts RLC retransmissions due to DTX detected as ACK.  Also, the ACK misdetection measure is defined to be the same as the PHY retransmission measure.  Additionally, the requirement based on ACK misdetection measure upper bounds RLC transmissions due to NACK or D_D decoded as ACK.
2.4. Summary

Table I, below, summarizes our recommendation for performance measures for HS-DPCCH HARQ requirements.
Table I:  Summary of Performance Measures for HS-DPCCH HARQ Requirements
	Scenario
	Performance Measure
	Definition
	Performance Target

	Full Configuration:  4C with MIMO or 3C with MIMO where all carriers are active.
	Prob( DTX ( ACKs)
	The probability that the Node-B detects an HARQ message with one or more ACKs, given that no HARQ message was sent by the UE.
	1%

	
	Prob( ACKs ( NACKs, DTX, D_D)
	The probability that one or more ACKs in a transmitted HARQ message is received as a NACK, DTX, or D_D in the received HARQ message.
	1%


3. Conclusion
A general discussion of requirement measures and principles for HS-DPCCH HARQ requirements was presented along with a proposal for simulation scenarios and requirement measures. The motivations for the proposals are presented with the underlying objectives of defining the proper requirements that reflect HS-DPCCH HARQ performance in real networks as well as reducing testing procedure complexity.
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