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1. Introduction

This contribution discusses the issue of signalling transport bearers on UTRAN Iu and Iur interfaces, for RANAP and RNSAP respectively. The scope is in the IP transport option of the UTRAN Release 4. The emphasis is in minimising the changes to the Radio Network Layer (i.e., application protocols) while introducing new Transport Network Layer for any xxxAP. 

2. discussion

When evaluating the IP signalling transport bearers in UTRAN Iu and Iur interfaces, one need to take into account at least the following boundary condition:

· In Release 99 both RANAP and RNSAP are SCCP users, relying on the services made available by the Signalling Connection Control Part (SCCP [1]) 

· The changes should only be made to the Transport Network Layer (TNL) since the Radio Network Layer should be independent of the TNL [2].

It is emphasised that in the Release 99 the same RANAP and RNSAP are used for both IP and SS7 based signalling transports.

Both RNSAP and RANAP in Release 99 are relying on the existence of the services of the Signalling Connection Control Part (SCCP) [2]. These services can be categorised into Connection-oriented and Connectionless transfer services, Routing services and Management services. In this contribution only the aspects related to Transfer services and Management services are further discussed.

As far as the IP based signalling bearers are considered, the Stream Control Transmission Protocol (SCTP) [3] is the key component of the framework architecture adopted by the SigTran Working Group of the IETF. The framework architecture has been defined in [4]. In the following an illustrative excerpt from [4, Chapter 3, Protocol Architecture] is given to describe this architecture:

"Signaling Transport in the protocol architecture figures below is

   assumed to consist of three components (see Figure 6):

   1) an adaptation sub-layer that supports specific primitives, e.g.,

      management indications, required by a particular SCN signaling

      application protocol.

   2) a Common Signaling Transport Protocol that supports a common set

      of reliable transport functions for signaling transport.

   3) a standard, unmodified IP transport protocol."
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Figure 6.  Signalling Transport components [RFC2719]

The backgrounds of the two protocols in question are very much different. The SCCP is part of the SS7 Network Service Part that was originally designed to reliably transport the signalling of the circuit switched calls and transactions. On the other hand, the SCTP has been designed from the beginning as a generic reliable transport protocol for the connectionless networks, mainly IP. Already from this respect the user of the corresponding signalling transport is expected to see the difference between the two. 

The above mentioned aspect was identified by the SigTran working group when the framework architecture for the signalling transport was developed there. That is the reason why the notion of Adaptation Modules was adopted into the reference architecture. The Adaptation Module is the mediator between the two realms of expectations and requirements.

In the following some aspects of the above mentioned differences are described in more detail.

2.1 Connection-oriented transfer service

RANAP and RNSAP are using both connectionless (SCCP class 0) and connection-oriented (SCCP class 2) services.  In effect the requirement for class 2 connection-oriented service means that there shall be a UE specific bi-directional signalling connection available for the application (RANAP/RNSAP) on demand. This connection shall provide in-sequence delivery of signalling messages.

As far as the Stream Control Transmission Protocol (SCTP) is concerned, it does not provide the kind of service RANAP/RNSAP expects when requesting the connection-oriented transfer. The SCTP can realise connections by using SCTP associations and streams. The SCTP maintains an association between the two endpoints. The connections themselves are pre-established (i.e., the allowed number of outbound streams within an association are negotiated in the association setup). When data needs to be transmitted to an endpoint, the application (i.e., the user of the SCTP) needs to know which stream ID and association to send it on (only one association between any two endpoints is allowed). Moreover, the SCTP is a kernel implementation where the user accesses its services via a socket type of interface. Thus the SCTP user needs to pass down to SCTP not only the signalling data but also the transport address (i.e., IP address and SCTP port) of the destination.  

Compared to the capabilities of the R'99 signalling transport with the SCCP, the functionality of SCTP alone is very much different and rather limited. In the following some examples of these limitations (Note that it is assumed that the association exists already):

1) Streams in SCTP are uni-directional. In order to provide bi-directional connection-oriented transfer for a specific UE the two unidirectional streams need to be bound together by the SCTP user.

2) While the SCTP itself is connection-oriented in nature, any individual stream within an association cannot be controlled explicitly as far as the establishment and release of the stream are concerned.

3) The user of the SCTP selects a stream ID for all signalling messages it needs to transmit to its peer. As a result it is the user of the SCTP that needs to do the bookkeeping of available streams (reserved, available, etc.)

4) SCTP itself does not maintain a relation between any particular stream ID and an upper layer protocol instance. There needs to be an additional (centralised) distribution function somewhere above the SCTP to deliver the signalling messages to the correct RANAP/RNSAP instance based on either the stream information or some L3 information.

2.2 Management services

The management services are the key aspect in providing reliable signalling transport service. There are two levels of reliability in this case, the transport level reliability and the application level reliability. The transport level reliability ensures that the transport network service is reliable. That is, failures and degraded performance in the transport network are detected and reacted upon (notifications, rerouting, etc.). The application level reliability refers to the end-to-end availability and performance of the signalling connection. 

In SCCP the Management services are divided into Signalling Point status management and Subsystem status management [5]. They together allow the SCCP to use the information of the accessibility of the Signalling Points (in the signalling transport network) and Subsystems, respectively. In SCCP terminology the RANAP and the RNSAP applications are the Subsystems of the SCCP. 

The SCTP in turn provides the following capabilities [3]:

" SCTP is a reliable transport protocol operating on top of a

connection​less packet network such as IP. It offers the following

services to its users:

· acknowledged error-free non-duplicated transfer of user data,

· data fragmentation to conform to discovered path MTU size, 

· sequenced delivery of user messages within multiple streams,

     with an option for order-of-arrival delivery of individual

     user messages, 

· optional bundling of multiple user messages into a single SCTP 

     packet, and 

· network-level fault tolerance through supporting of multi-homing

     at either or both ends of an association. 

The design of SCTP includes appropriate congestion avoidance behavior

and resistance to flooding and masquerade attacks. "

So SCTP provides the needed transport level reliability to be used as the transport protocol for signalling (it is exactly what it has been designed for). However, the needed application level reliability is not provided as such by the SCTP. That is, the SCTP is not expected to monitor the operational status of its user. This is not considered a defect of SCTP but it is according to the adopted framework of SigTran (ref. Fig.1). 

The lack of the application level reliability features in SCTP results in the need for implementing them in the application itself. In effect it means that in case of emergency the RANAP/RNSAP would need to be able to open SCTP sockets (SCTP in the OS) and manage the failover between the different SCTP associations, etc. This is foreseen to generate major changes into the RANAP and the RNSAP.

3. Conclusions

Based on the above description of the capabilities of SCTP compared to the capabilities of the SCCP that has been one of the design criteria for RNSAP and RANAP so far, one can conclude the following.

The application of SCTP alone as the signalling transport protocol for RANAP and RNSAP would lead to significant changes in the operating environment (services, access of these services, etc.) of both application protocols. In effect it would result in the need for new implementations of these protocols. One for the SCCP based lower layer interface and the other for the SCTP based lower layer interface.

Moreover, as the Adaptation sub-layer is one of the components of the existing signalling transport architecture adopted by SigTran WG of IETF and as it has been introduced because of the aspects pointed out in this contribution, it is considered preferable to utilise it in the context of Release 4 IP transport option. The application of a proper Adaptation Module minimises the changes visible in the application layer while simultaneously it alleviates the burden of SS7 in pure IP network environment.

The exact functionality of the needed Adaptation Module for RANAP and for RNSAP has been evaluated in this contribution from the viewpoint of both of them being SS7 SCCP users. In this respect an Adaptation Module supporting SCCP Users [6] is considered the preferred alternative. However, it is seen reasonable to further evaluate the issue from the UMTS wide point of view, taking into account all relevant signalling interfaces there, including the Core Network. 

4. proposal

It is proposed to include the following text and figure in the chapter 7.6 of [1]:

In order to minimise the changes on UTRAN Radio Network Layer and thus to reduce the number of different variants of any application signalling protocol, the SCTP shall be used together with the suitable Adaptation Module. This is according to the signalling transport framework architecture of the SigTran Working Group of IETF [xx]. 

The following figure illustrates the application of Adaptation Module in the Transport Network Layer of Iu and Iur interfaces.
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Figure XX.  RNL Signalling bearers on Iu and Iur interfaces, the principle.
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