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1
Introduction
The meeting RAN2#89bis agreed the following:
9
LTE/WLAN Aggregation should support multiple bearer transmission per UE via WLAN. A mechanism without WLAN MAC specification impact will be used in order for the receiver to differentiate PDCP PDUs which belong to different bearers.
Additionally, the meeting RAN2#91 agreed to the following on the contents of the adaptation layer to identify LWA bearers at UE side:

1
The bearer ID is added by the eNB

2
The bearer ID is placed into a separate header

However, the questions of how to treat QoS information and UE behaviour at handover were left open. In this contribution, we discuss these aspects from the context of the adaptation layer. This paper has been submitted to RAN2 as well (R2-154257).
2
Functions of the adaptation layer
Apart from the identification of the radio bearer, some other possible functions are discussed below.
2.1
Indication of QoS Information

RAN2#90 agreed on the following:

1
We define a DC-like UP interface (GTP-U) between the eNB and the WT

Accordingly, the WT can identify the radio bearer based on the Tunnel Endpoint Identifier of the GTP-U protocol. Assuming that the QoS parameter of the bearer is indicated as part of the C-plane signalling between eNB and WT in preparation for splitting the bearer over LTE and WLAN, there seems to be no need to indicate QoS information in the U-plane header of each packet – as is not done in the legacy LTE U-plane headers, either. 

Observation 1:
There is no need to indicate LTE QoS information in the adaptation layer header.

When it comes to decide which kind of QoS parameters should be sent over Xw-C, we believe that the WLAN Access Category is the best candidate. On one hand, using the WLAN Access Category would make the WT less complex and more interoperable with existing WLAN systems. In addition, we need to consider that the WT is not supposed to be connected to the MNO’s O&M via a standardized interface. This would make it harder to guarantee that the same (non standardized) QCI values would be used in the same manner by eNB and WT.

Proposal 1:
The LTE eNB indicates the WLAN Access Category when setting up the GTP-U tunnel for each radio bearer.  Neither the LTE nor the WLAN QoS information is placed into the adaptation layer header.
2.2
Indication of PDCP ciphering key
In LTE, when the PDCP ciphering key changes, the underlying RLC/MAC layers are re-established/reset respectively, and all data transmission is suspended by the eNB scheduler until the UE indicates that it has taken the new ciphering key into use. Thus, there is no risk of using the wrong ciphering key at PDCP before and after the key change.
While LTE-WLAN aggregation is in place, probably the simplest example of when the PDCP ciphering key will change is an intra-eNB handover. With transmission of PDCP PDUs over WLAN, it seems unclear whether similar arrangements can be put in place, i.e., whether all the WLAN-specified protocols below PDCP can, at request, clear all LTE-related PDUs from their buffers and abort any ongoing LTE-related transmissions.  
Observation 2: It is unclear whether it is possible for the eNB to request the WT to clear all buffers of ongoing LWA PDUs ciphered with current PDCP security keys.

Instead, it may be preferable to mirror the change in ciphering key with a change in an adaptation-layer header-field value. In this manner, RAN3 has introduced the following passage for LTE dual-connectivity operation in Rel-12 TS 36.300:

For E-RABs configured with the split bearer option for which no bearer type change is performed during the SCG Change procedure the MeNB provides a new UL GTP TEID to the SeNB. The SeNB shall continue sending UL PDCP PDUs to the MeNB with the previous UL GTP TEID until it re-establishes the RLC and use the new UL GTP TEID after RLC re-establishment.
Similarly as the TEID in the above passage, the value of the adaptation-layer header field identifying the radio bearer could change along with the ciphering key, with the new value indicated by the eNB to the UE. Alternatively, a separate key-indicator header field could be used, as identified as an option in S3-070475 [1].

Proposal 2:
The header fields of a UE-terminated adaptation layer between PDCP and WLAN MAC identify both the radio bearer and the PDCP ciphering key used. Whether a single header field is used to identify both (similarly to GTP TEID between MeNB and SeNB) is FFS.
3
Conclusion
We have discussed the specifics of the adaptation layer and observed the following:

Observation 1:
There is no need to indicate LTE QoS information in the adaptation layer header.
Observation 2: It is unclear whether it is possible for the eNB to request the WT to clear all buffers of ongoing LWA PDUs ciphered with current PDCP security keys.
We have also proposed the following:

Proposal 1:
The LTE eNB indicates the WLAN Access Category when setting up the GTP-U tunnel for each radio bearer.  Neither the LTE nor the WLAN QoS information is placed into the adaptation layer header.
Proposal 2:
The header fields of a UE-terminated adaptation layer between PDCP and WLAN MAC identify both the radio bearer and the PDCP ciphering key used. Whether a single header field is used to identify both (similarly to GTP TEID between MeNB and SeNB) is FFS.
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