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1. Overall Description:

RAN3 would like to report the agreement on an entity named MM-Entity (MME) defined as a set of functions grouped together in a same logical node. However, the logical node in which this entity can/will reside is still FFS.

Preliminary definition:
User Plane Entity (UPE): terminates for idle state UEs the downlink data path and triggers/initiates paging when downlink data arrive for the UE.

The MM-Entity encompasses the following functions:

( HSS access

The MM-entity can connect to the HSS to retrieve the subscription information for a given UE.

( Keeping subscription data (allowed areas, etc.)

The MM-entity keeps storage of these subscription information including the roaming and access restrictions.

( Accept/Deny UEs location in IDLE
When the UE makes TA (tracking area)-updates, roaming and access rights are checked by the MM-entity (knowing user location only at tracking area level regardless of the RAT and the cells of that tracking area) to determine if it can accept or deny the UE. 
( Store UEs location (TA) in IDLE
In LTE_Idle state, the MM-entity stores and keeps updated the UE location at Tracking Area level.

( Handling of user identity confidentialty (TMSI, number space might be an issue)

LTE temporary identities are allocated by the MM-entity and provided to the UE in a protected manner to ensure user identity confidentiality. This temporary identity is valid within a TA.

(Redundancy shall be supported (~ Iu flex)

Redundancy of the MM-entity similar to the Iu-flex mechanism shall be supported (e.g. to avoid single point of failure).

( Store security related data and bearer service configurations to speed up connection/bearer setup

Some security context like authentication vectors including keys can be stored in the MM-Entity. It is FFS if some more security related data would need to be stored like the start values in order to make faster the LTE_Idle into LTE_Active transition.

Default QoS configuration and possibly radio related configuration data can also be stored in the MM-entity.

( Initiation (Trigger) of Paging of IDLE UEs within TA

It is FFS in which node UPE is located. It is FFS where the TA – NodeB/Cell mapping database would reside. 

Tracking Area Update for LTE : Example with MME/UPE collocated.
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1. The UE in idle state re-selects an LTE cell.

2. The cell re-selection triggers an area registration if the UE crossed an Tracking Area boundary. The UE sends its temporary identity and its old tracking area identifying the old MME/UPE to the new MME/UPE.

3. The new MME/UPE derives an address of the UE’s old MME/UPE from the parameters sent by the UE. The new MME/UPE sends the UE parameters to the old MME/UPE.

4. The old MME/UPE sends a UE context to the new MME/UPE. The UE context includes a permanent user identity and other information like security and IP bearer parameters.

NOTE: Step 3 and 4 will not be needed if the MME/UPE pool area is not changed.

5. The new MME/UPE may authenticate the user.

6. The new MME/UPE derives from the permanent user identity an HSS address and registers itself as the MME/UPE serving the user at the HSS.

7. The HSS deletes the UE context in the old MME/UPE.

8. The HSS confirms the registration of the new MME/UPE.

9. The new MME/UPE confirms the UE’s network registration and allocates a new temporary identity to the UE.

10. The new MME/UPE updates the route from the user plane mobility anchor to itself. Note: this step may not be needed depending on the final architecture.
Note: The flow chart shows logical functions, mapping of logical functions to logical nodes has not yet been concluded.

2. Actions:

To SA2 group.

TSG RAN3 kindly asks TSG SA2 to take into account this MM-Entity definition that RAN3 agreed and consider the attached CR.

3. Date of Next TSG-RAN 3 Meetings:

TSG RAN WG3 Meeting #49 

07 – 11 November 2005, Korea

TSG RAN WG3 Meeting #50 

13 – 17 February 2006, TBD
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