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Introduction

This document is intended to clarify the definition of LTE_IDLE in the evolved architecture. According to TR 23.882, currently three LTE-MM states are identified: LTE_Detached, LTE_Idle, LTE_Active. Among these three states, no consensus is reached on the LTE_Idle state. In this document, we present the proposal for the definition of LTE_IDLE

Discussion

Current call setup procedure

In the current UMTS system, Idle is defined as the sate in which UE has no connection with NW, RAN and CN included. CN should store location information of UE so as to page UE. When UE initiates a call setup procedure, NW will tend to initiate an authentication and ciphering procedure to setup a reliable MM connection. But it would take too much time for UE to get the service it initiates. From the following figure, we can find the delay generated by the authentication and ciphering procedure is a great part of the whole call setup delay. 
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The definition of LTE_Idle

In the evolved architecture, one important goal is to reduce latency. In TR23.882, it is definitely required that fast state transition from LTE_Idle to LTE_Active shall be supported (<=100ms excluding DTX). In this report, several definitions of evolved LTE_Idle state are present to shorten the call setup delay. But there is no consensus reached among them due to the conflict between higher efficiency of resource use and shorter delay of call setup procedure.  But all these definitions to shorten the call setup delay do not mention a possible common aspect among them, completely removing the authentication and ciphering procedure. From the above figure, we can draw the conclusion that the call setup delay would be reduced greatly if UE has already been authorized when it initiates a call setup procedure. So it is proposed that a new feature should be added to the LTE_Idle state that UE and NW have established MM contexts including security information like authentication results and ciphering key in the current UMTS system. The security information should be used to demonstrate the validity of UE and NW and facilitate the security mode setup procedure between them

Conclusions

It is proposed to add the following text to annex C of TR 23.882

So far 3 LTE-MM states are identified:

LTE_Detached: 

· The location of the UE is not known by the network (e.g. UE switched off);

LTE_Idle:

· State in which the UE has a low power consumption and can thus be kept for many days;

· Fast state transition to LTE_Active shall be supported (<=100ms excluding DTX);

· Mobility: cell reselection by the UE and traffic area change registration to the network;

· Security:  The UE and NW have established MM contexts including security information like authentication results and ciphering key in the current UMTS system. The security information should be used to demonstrate the validity of UE and NW and facilitate the security mode setup procedure between them.
LTE_Active

· UE is able to perform Uplink/Downlink transport with very limited access delay;

· Mobility: network directs the UE to serving cells;
Annex: Evolved state transition procedure
In the annex, we present an example of evolved state transition procedure based on the current specification as the start point of our further research.

In the LTE architecture evolution, it has been widely proposed that previous SGSN and GGSN in UMTS should be combined into one EGSN to shorten transmission delay. The two-layer architecture in the following is a good example.


[image: image2]
In the evolved architecture, no central node like SGSN in UMTS exists in the evolved architecture to handle the request from UE due to many-to-many relationship between ENB and EGSN. So a default EGSN should be specified for each ENB to handle the request of UE. According to the proposed definition, LTE_Idle requires the security information like authentication results and ciphering key stored both in UE and in EGSN or evolved security information like these parameters. So when UE moves from one default EGSN to another, the security information stored in EGSN should be transferred between two nodes or be re-established in the new default EGSN to make sure enough secure information maintained between UE and NW.

When UE initiates a new service, the default EGSN should complete the following work:  just conforming the consistency of security information between UE and NW, selecting a proper serving EGSN for UE according to the service request from UE, and triggering this serving EGSN to execute the PDP Context Activation procedure or similar evolved procedure. And serving EGSN is responsible for executing of the PDP Context Activation procedure, assigning the proper PDP context for UE, and directly setting up the connection between serving EGSN and UE both in user plane and in control plane. 
In a word, default EGSN is in charge of the parallel function of SGSN in MM layer and part of SM layer, and serving EGSN is in charge of the parallel function of SGSN in SM layer and the parallel function of GGSN.
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