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1		Introduction
In RAN3 #121bis meeting, supporting Network Slice Service continuity was discussed and no agreements. The open issues are captured in chair Notes[1]. 
Add both Alternative S-NSSAI and Original S-NSSAI IE in the NGAP PDU Session Setup Request and the XnAP Handover Request message?
This contribution will further discuss the supporting Network Slice Service continuity based on the above agreements and open issues and provide the proposals
[bookmark: _Toc449541143]2		Discussion
For NGAP, whether to signal both original slice and alternative slice (replaced slice) is still open. In SA2 TS 23.501[2] section 5.15.19, supporting of Network Slice Replacement is captured as below: 
--excerpt from 23.501
The Network Slice Replacement feature is used to replace an S-NSSAI with an Alternative S-NSSAI when an S-NSSAI becomes unavailable or congested. The Network Slice Replacement may be triggered in the following cases:
-	If the NSSF detects that an S-NSSAI becomes unavailable or congested (e.g. based on OAM or NWDAF analytics output), it sends network slice availability notification for the S-NSSAI to the AMF. The notification may include an Alternative S-NSSAI which can be used by the AMF to replace the S-NSSAI. The NSSF notifies the AMF when the S-NSSAI is available again.
-	If the PCF detects that an S-NSSAI becomes unavailable or congested for a UE (e.g. based on OAM or NWDAF analytics output), it sends access and mobility related policy notification to the AMF. The notification may include an Alternative S-NSSAI which can be used by the AMF to replace the S-NSSAI. The PCF notifies the AMF when the S-NSSAI is available again for the UE.
-	The OAM sends notification to AMF when an S-NSSAI becomes unavailable or congested (and also when this S-NSSAI becomes available again) and provides the Alternative S-NSSAI to AMF.
Based on the notification above from NSSF or PCF or OAM, the AMF may determine that an S-NSSAI is to be replaced with Alternative S-NSSAI.
………
The SMF proceeds with the PDU Session establishment using the Alternative S-NSSAI. The SMF sends the Alternative S-NSSAI to NG-RAN in N2 SM information and to UE in PDU Session Establishment Accept message.
For existing PDU Session associated with an S-NSSAI that is replaced with the Alternative S-NSSAI, after the AMF sends mapping of the S-NSSAI to the Alternative S-NSSAI to the supporting UE in UE Configuration Update message, the AMF sends updates to the SMF of the PDU Session, e.g. triggering Nsmf_PDUSession_UpdateSMContext service operation, that the PDU Session is to be transferred to Alternative S-NSSAI and includes the Alternative S-NSSAI as follows (see details in clause 4.3.3 of TS 23.502 [3]):
-	If the SMF determines that the PDU Session needs to be retained (e.g. if the anchor UPF can be reused with the alternative S-NSSAI and SSC mode 1), the SMF sends the Alternative S-NSSAI to the UPF in the N4 message, to the NG-RAN in N2 message and to the supporting UE in PDU Session Modification Command message.
-	If the SMF determines that the PDU Session needs to be re-established, the SMF sends the Alternative S-NSSAI to the supporting UE either in PDU Session Modification Command if the PDU Session is of SSC mode 3, or in PDU Session Release if the PDU Session is of SSC mode 2 or SSC mode 1, to trigger the re-establishment of the PDU Session. The UE includes both, the S-NSSAI and the Alternative S-NSSAI in the PDU Session Establishment message.
Editor's note:	How to use the existing NG-RAN resource of the replaced S-NSSAI is for FFS.
When the AMF is notified that the S-NSSAI is available again or the congestion of the S-NSSAI has been mitigated, if the AMF has configured the supporting UE with the Alternative S-NSSAI, and the AMF determines for the UE to use the S-NSSAI again, the AMF reconfigures the supporting UE (e.g. by using UE Configuration Update message) to use the S-NSSAI. If there is an existing PDU Session associated with the Alternative S-NSSAI, the AMF sends updates to the SMF of the PDU Session, e.g. triggering Nsmf_PDUSession_UpdateSMContext service operation, that the PDU Session is to be transferred to the S-NSSAI.
During a handover procedure, if an S-NSSAI has to be replaced with an Alternative S-NSSAI, the handover procedure (including any PDU session associated with the S-NSSAI to be replaced) shall continue unaffected by the Network Slice Replacement. Any Network Slice Replacement for the S-NSSAI shall not take place during the handover.
--end of excerpt from 23.501
From above specification of SA2, we may interpret the CN will send the Alternative S-NSSAI to NG-RAN when the PDU session setup using the Alternative S-NSSAI. 
When the AMF is notified that the S-NSSAI is available again or the congestion of the S-NSSAI has been mitigated, the AMF determines for the UE to use the S-NSSAI again. Then the AMF sends updates to the SMF of the PDU Session. The PDU Session is to be transferred to the S-NSSAI via PDU SESSION RESOURCE MODIFY REQUEST procedure. So from the RAN point view, this is just PDU session resource modification procedure
For PDU session setup and PDU session modify procedure, the changing between original S-NSSAI and alternative S-NSSAI is transparent to RAN. RAN cannot know both of them
But during handover procedure, the PDU session may be rejected if the target node doesn’t support both PDU session associated S-NSSAI (original or alternative) or resource shortage for the associated slice. But the target node may support another S-NSSAI (alternative or original) or resource available again later for the associated slice. To assure the service continuity, the source node may carry both original S-NSSAI and alternative S-NSSAI during handover procedure even though any Network Slice Replacement for the S-NSSAI shall not take place during the handover according to TS23.501. The target node may temporarily accept the PDU session. And then the AMF trigger the replacement or recovery later. 
Proposal 1: Send both Alternative S-NSSAI and Original S-NSSAI to NG-RAN node for supporting Network Slice Service continuity 
So both original S-NSSAI and alternative S-NSSAI should be carried when the PDU session setup. But when the PDU session setup, the PDU session may be associated the either original S-NSSAI or alternative S-NSSAI. So we need differentiate the associated S-NSSAI is original one or alternative one.    
In current NGAP specification, the S-NSSAI is already carried in INITIAL CONTEXT SETUP REQUEST and PDU SESSION RESOURCE SETUP REQUEST for PDU session setup, set as mandatory. This IE can stand for the associate S-NSSAI and adding one new addition IE to indicate whether this S-NSSAI is alternative S-NSSAI/original S-NSSAI. And add another S-NSSAI below the existing S-NSSAI. We may name it as Backup S_NSSAI. Like as below:
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This message is sent by the AMF and is used to request the NG-RAN node to assign resources on Uu and NG-U for one or several PDU session resources.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session NAS-PDU
	O
	
	NAS-PDU
9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>> Indicator of Alternative S-NSSAI I 
	O
	
	ENUMERATED (True, …)
	
	-
	

	>>Backup S-NSSAI 
	O
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer
	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	xxxxxxxxxxxxxxxxx
Omitted part 

	
	
	
	
	
	



Proposal 2: Reuse the S-NSSAI in INITIAL CONTEXT SETUP REQUEST and PDU SESSION RESOURCE SETUP REQUEST to stand for associated S-NSSAI and adding indicate whether this S-NSSAI is alternative S-NSSAI, and add another S-NSSAI below the existing S-NSSAI.
When the SMF determines that the PDU Session needs to be retained (e.g. if the anchor UPF can be reused with the alternative S-NSSAI and SSC mode 1), the SMF sends the Alternative S-NSSAI to the NG-RAN in N2 message PDU Session Modification procedure to change the PDU session associated S-NSSAI. In current NGAP specification TS38.413, the S-NSSAI replacement already is supported. The optional S-NSSAI IE is included in the PDU SESSION RESOURCE MODIFY REQUEST message. And the text of procedure is captured as below: 
For each PDU session, if the S-NSSAI IE is included in the PDU Session Resource Modify Request Item IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall replace the previously provided S-NSSAI by the received S-NSSAI for the concerned PDU session and use it as specified in TS 23.502 [10].
Based on the current NGAP specification, regarding to the changing from S-NSSAI to alternative S-NSSAI and from alternative S-NSSAI to S-NSSAI for the existing PDU session already are supported. So no enhancement is needed even though the NG-RAN needs to differentiate the S-NSSAI to alternative S-NSSAI. 
When the AMF is notified that the S-NSSAI is available again or the congestion of the S-NSSAI has been mitigated, the AMF determines for the UE to use the S-NSSAI again. Then the AMF sends updates to the SMF of the PDU Session. The PDU Session is to be transferred to the S-NSSAI via PDU SESSION RESOURCE MODIFY REQUEST procedure. So from the RAN point view, the PDU session resource modification procedure can reuse to resolve the case of S-NSSAI available again or the congestion of the S-NSSAI mitigated with any enhancement
Proposal 3: No enhancement is needed for the changing between S-NSSAI and alternative S-NSSAI which are PDU session associated in PDU SESSION RESOURCE MODIFY REQUEST message.
For Xn handover, in TS38.423, the S-NSSAI is included in the IE PDU Session Resources To Be Setup List in Handover Request message. The alternative S-NSSAI also needs to be added in this IE. Also which one is associated S-NSSAI should be indicated 
Proposal 4: Add two S-NSSAIs in the IE PDU Session Resources To Be Setup List in Handover Request message, add one indicator for the first S-NSSAI to indicate original or alternative 
3		Conclusion
In the present contribution we make the following observations and proposal:
Proposal 1: Send both Alternative S-NSSAI and Original S-NSSAI to NG-RAN node for supporting Network Slice Service continuity 
Proposal 2: Reuse the S-NSSAI in INITIAL CONTEXT SETUP REQUEST and PDU SESSION RESOURCE SETUP REQUEST to stand for associated S-NSSAI and adding indicate whether this S-NSSAI is alternative S-NSSAI, and add another S-NSSAI below the existing S-NSSAI.
Proposal 3: No enhancement is needed for the changing between S-NSSAI and alternative S-NSSAI which are PDU session associated in PDU SESSION RESOURCE MODIFY REQUEST message.
Proposal 4: Add two S-NSSAIs in the IE PDU Session Resources To Be Setup List in Handover Request message, add one indicator for the first S-NSSAI to indicate original or alternative 
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This IE contains PDU session resource related information used at UE context transfer between NG-RAN nodes.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Resources To Be Setup List
	
	1
	
	
	–
	

	>PDU Session Resources To Be Setup Item
	
	1 .. <maxnoof PDU sessions >
	
	
	–
	

	>>PDU Session ID
	M
	
	9.2.3.18
	
	–
	

	>>S-NSSAI
	M
	
	9.2.3.21
	
	–
	

	>> Indicator of Alternative S-NSSAI I 
	O
	
	ENUMERATED (True, …)
	
	-
	

	>>Backup S-NSSAI 
	O
	
	9.2.3.21
	
	-
	

	>>PDU Session Resource Aggregate Maximum Bitrate
	O
	
	PDU Session Aggregate Maximum Bit Rate
9.2.3.69
	This IE shall be present when at least one Non-GBR QoS Flow has been setup.
	–
	

	>>UL NG-U UP TNL Information at UPF 
	M
	
	UP Transport Layer Information 9.2.3.30
	UPF endpoint of the NG-U transport bearer. For delivery of UL PDUs
	–
	

	[bookmark: _Hlk525921959]>>Source DL NG-U TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	Indicates the possibility to keep the NG-U GTP-U tunnel termination point at the target NG-RAN node.
	–
	

	>>Security Indication
	O
	
	9.2.3.52
	
	–
	

	>>PDU Session Type
	M
	
	9.2.3.19
	
	–
	

	>>Network Instance
	O
	
	9.2.3.85
	This IE is ignored if the Common Network Instance IE is present.
	–
	

	>>QoS Flows To Be Setup List
	
	1
	
	
	–
	

	>>>QoS Flows To Be Setup Item
	
	1 .. <maxnoofQoSFlows>
	
	
	–
	

	>>>>QoS Flow Identifier
	M
	
	9.2.3.10
	
	–
	

	>>>>QoS Flow Level QoS Parameters 
	M
	
	9.2.3.5
	
	–
	

	>>>>E-RAB ID
	O
	
	INTEGER (0..15, …)
	
	–
	

	>>>>TSC Traffic Characteristics
	O
	
	[bookmark: _Hlk44431505]9.2.3.114
	
	YES
	ignore

	>>>>Redundant QoS Flow Indicator
	O
	
	9.2.3.118
	
	YES
	ignore

	>>Data Forwarding and Offloading Info from source NG-RAN node
	O
	
	9.2.1.17
	
	–
	

	>>Additional UL NG-U UP TNL Information at UPF List
	O
	
	Additional UP Transport Layer Information 9.2.1.32
	Additional UPF endpoint of the NG-U transport bearer. For delivery of UL PDUs
	YES
	ignore

	>> Common Network Instance
	O
	
	9.2.3.92
	
	YES
	ignore

	>>Redundant UL NG-U UP TNL Information at UPF 
	O
	
	UP Transport Layer Information 9.2.3.30
	UPF endpoint of the NG-U transport bearer. For delivery of UL PDUs for the redundant transmission
	YES
	ignore

	>>Additional Redundant UL NG-U UP TNL Information at UPF List
	O
	
	Additional UP Transport Layer Information 9.2.1.32
	Additional Redundant UPF endpoint of the NG-U transport bearer. For delivery of UL PDUs
	YES
	ignore

	>>Redundant Common Network Instance
	O
	
	Common Network Instance
9.2.3.92
	
	YES
	ignore

	>>Redundant PDU Session Information
	O
	
	9.2.3.112
	
	YES
	ignore

	>>MBS Session Associated Information
	O
	
	9.2.1.37
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.





