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1	Introduction
In the last RAN3 meeting, the following agreements and open issues are listed as below. In this discussion paper, we try to analyse the left over issues that are critical to make the SCPAC work in Rel18. 

	Assuming UE is in DC, MN can prepare the source SN as a candidate SN for the inter-SN S-CPAC in the following case(s):
· Case 1: Using SN MOD REQ, in the initial preparation before sending the S-CPAC RRC configuration to UE
· FFS Case 2: Using SN MOD REQ/ SN RELEASE/ Xn-U address indication etc., after the execution of initial CPC 
Enhance XnAP to allow MN to request for SCG reference configuration from any of the involved SNs. Some indication is needed for the SN Addition Request and SN Modification Request message. 
FFS on details.
After CPC execution from the source SN to other SN and if the source SN is configured as a candidate SN for subsequent CPAC , the MN may initiate late data forwarding by using Xn-U Address Indication message. 
MN informs the source SN the execution of CPC to and stop providing data to the UE. 
FFS on details.
Upon S-CPAC execution, any of the following enhancement is needed for MN to inform the new source SN about the data forwarding address of all the other candidate SNs?
Option 1: SN RECONFIG COMPLETE, with a list of data forwarding addresses
Option 2: One Xn-U Address Indication message, with a list of data forwarding addresses
Option 3: Multiple Xn-U Address Indication messages, each with a data forwarding address

Before S-CPAC execution and at the beginning of S-CPAC preparation, data forwarding addresses of other SNs may be provided to each prepared SN. 

Other open issues left:
· Any enhancement needed for security (e.g., sk-counter) coordination
· Any enhancement needed for coexistence of different type of CPAC, and S-CPAC?
· Upon receiving S-CPAC request, can target SN prepares as regular CPA?
· Candidate SN generates data forwarding proposals (e.g., Data Forwarding and Offloading Info from source NG-RAN node IE) and sends to MN in SN ADD REQ ACK?
· Any E1 Impact?




Besides, in the LS from RAN2 R3-237168, the following agreements are made related to the SK-counter update during the SCPAC

	1. Rel-18 Conditional-Reconfiguration Information element may include
· List of Group-ID (mapping to SN) and associated SK-counter values outside the candidate conditional configurations.
· The Group-ID parameter is included within each candidate conditional configuration(CondConfigAddMod) marked for subsequent CPAC.
1. UE include the selected SK-counter value in the MN RRC Reconfiguration Complete message when UE selects new SK-counter value as part of SCPAC execution. 

Additional Note :
       RAN2 assumes that, during inter-SN SCPAC execution, the UE selects the first unused SK counter and the target SN selects the first unused SN key corresponding to this SK counter so the target SN and the UE are expected to use the same key in typical scenarios.  In current PSCell change and CPAC scenarios, SN is provided with  the security keys upon configuration of SCPAC as UL data transmission may start in parallel with the transmission of the RRC Reconfiguration Complete message.

While RAN2 did not identify scenario where key mismatch can occur, as per RAN2 understanding the UE cannot detect whether the failure due to key mismatch at SN. Hence RAN2 concluded to include SK-counter in MN RRC Reconfiguration Complete message as indicated in Agreement 2. The network will use the received SK-counter value in the case of failure.

1. For Pcell-change /PSCell-change /SCG Release scenarios, if the SCPAC configuration is maintained, UE also maintains the unused SK-counter values.
1. RAN2 Understanding: The NW configuration ensures that The SK-counter lists assigned for SCPAC configurations and the SK-counter value assigned for CPAC configurations are uniquely different. No specification changes are needed in this regard.
No specification changes are needed for UE behavior for the Scenario where free SK-Counter not available at the time of execution. This scenario can be avoided by NW configuration.



In another LS from RAN2 R3-237139 few RAN2 agreements were identified to have RAN3 impact, and 

	
· Proposal 17: [9/11] RAN2 assumes that the coexistence of subsequent CPAC and legacy CPAC is supported. [Check with RAN3]
· Proposal 18: [10/11] RAN2 assumes that the existing signalling flow charts and procedural texts for Rel-17 CPA/CPC procedures can be reused for subsequent CPAC procedure with some modifications. [Check with RAN3]

Regarding the following agreements:
· For one UE, for CPC only either MN format or SN format (only intra-SN case is possible) is used
· MN format is supported for intra-SN (in addition to SN format) 
RAN2 thinks that the MN format is used to configure subsequent CPAC if both inter-SN CPC candidate cells and intra-SN CPC candidate cells are configured for one UE simultaneously. If only intra-SN subsequent CPAC is configured, it can be up to the NW implementation which format is used, i.e., SN format or MN format. 
RAN2 assumes that these agreements shall require RAN3 work on inter-node coordination to ensure that the subsequent CPAC configurations for all CPC candidate cells for one UE are provided in only one format.





2	Discussion
Similar as organized in the CB email discussion in the last RAN3 meeting, we group the left issues into the following categories considering the overall SCPAC procedure:
· Preparation of SCPAC
· Before Execution, for early data forwarding
· Upon Execution, informing source SN about SCPAC execution
· Informing candidate SN about early data forwarding address of other SNs
· Coexistence of SCPAC with Rel16 intra SN CPC and Rel17 CPAC
Please also note that since RAN2 agreed to support the coexistence of Rel18 SCPAC with Rel16 intra SN CPC and Rel17 CPAC, it has to be considered in the Stage 3 IE design. 
2.1 Preparation of S-CPAC
During SCPAC, when UE switches from one SN to another, UE has to use a new sk-counter. The sk-counter list is provided to UE when configuring SCPAC at the first place. Besides, the sk-counters are grouped into different sets, each is corresponding to a candidate SN during the SCPAC.

	ConditionalReconfiguration information element
-- ASN1START
-- TAG-CONDITIONALRECONFIGURATION-START

ConditionalReconfiguration-r16 ::=   SEQUENCE {
    attemptCondReconfig-r16              ENUMERATED {true}              OPTIONAL,   -- Cond CHO
    condReconfigToRemoveList-r16         CondReconfigToRemoveList-r16   OPTIONAL,   -- Need N
    condReconfigToAddModList-r16         CondReconfigToAddModList-r16   OPTIONAL,   -- Need N
...,
[[
scpac-ReferenceConfiguration-r18     SetupRelease (SCPAC-ReferenceConfiguration-r18)    OPTIONAL,   -- Need M
servingSecurityCellSetId-r18         SecurityCellSetId-r18                              OPTIONAL,   -- condInitialSCPAC
sk-CounterConfiguration-r18          SK-CounterConfiguration-r18                        OPTIONAL    -- Need M
]]

}

SCPAC-ReferenceConfiguration-r18 ::= OCTET STRING (CONTAINING RRCReconfiguration)

SK-CounterConfiguration-r18      ::= SEQUENCE {
 sk-CounterConfigToReleaseList-r18      SK-CounterConfigToReleaseList-r18                 OPTIONAL,    -- Need N
sk-CounterConfigToAddModList-r18       SK-CounterConfigToAddModList-r18                  OPTIONAL     -- Need N
}

SK-CounterConfigToAddModList-r18 ::= SEQUENCE (SIZE (1..maxSecurityCellSet-r18)) OF SK-CounterConfigToAddMod-r18

SK-CounterConfigToAddMod-r18 ::= SEQUENCE {
securityCellSetId-r18          SecurityCellSetId-r18
sk-CounterList-r18             SK-CounterList-r18
}

SecurityCellSetId-r18 ::= INTEGER (1.. maxSecurityCellSet-r18)

SK-CounterList-r18    ::= SEQUENCE (SIZE (1..maxSK-Counter)) OF SK-Counter

sk-CounterConfigToRemoveList-r16 ::=     SEQUENCE (SIZE (1.. maxSecurityCellSet-r18)) OF  SecurityCellSetId-r18


CondReconfigToRemoveList-r16 ::=     SEQUENCE (SIZE (1.. maxNrofCondCells-r16)) OF CondReconfigId-r16




To align the key usage at SN and UE, MN could provide a list of S-KSN to SN when adding the SN as candidate SN at the first place. An example implementation in SN ADD REQ is provided as below.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	M-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the M-NG-RAN node
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.3.49
	
	YES
	reject

	S-NG-RAN node Security Key
	M
	
	9.2.3.51
	
	YES
	reject

	Additional S-NG-RAN node Security Key List
	
	
	0..1
	
	YES
	reject

	 > S-NG-RAN node Security Key Item
	
	
	1..<maxSN-key >
	
	-
	-

	  >> S-NG-RAN node Security Key
	
	
	9.2.3.51
	
	-
	-



[bookmark: _Toc149898839]In SN ADD REQ message, introduce new IE (e.g., Additional S-NG-RAN node Security Key List) for MN to provide the list of SN security key to the candidate SN for SCPAC.

Besides, we also notice the modification and release of the sk-counter is supported in RAN2 running CR. Correspondingly, MN should be able to modify and release some of previously provided S-KSN to candidate SN. An example implementation in SN MOD REQ message is given below.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	……
	……
	……
	……
	……
	…………
	

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.3.49
	
	–
	

	>S-NG-RAN node Security Key
	O
	
	9.2.3.51
	
	–
	

	>S-NG-RAN node Security Key To Be Added List
	
	
	0..1
	
	YES
	reject

	 >> S-NG-RAN node Security Key Item
	
	
	1..<maxSN-key >
	
	
	

	  >>> S-NG-RAN node Security Key
	
	
	9.2.3.51
	
	
	

	> S-NG-RAN node Security Key To Be Released List
	
	
	0..1
	
	YES
	reject

	 >> S-NG-RAN node Security Key Item
	
	
	1..<maxSN-key >
	
	
	

	  >>> S-NG-RAN node Security Key
	
	
	9.2.3.51
	
	
	

	>S-NG-RAN node UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.3.17
	
	–
	

	>Index to RAT/Frequency Selection Priority
	O
	
	9.2.3.23
	
	–
	

	>Lower Layer presence status change
	O
	
	9.2.3.60
	
	–
	



[bookmark: _Toc149898840]In SN MOD REQ message, introduce new IEs (e.g., S-NG-RAN node Security Key To Be Added List, S-NG-RAN node Security Key To Be Released List)) for MN to add or release SN security key to the candidate SN for SCPAC.


Another issue related to SCPAC preparation that needs discussion is how to ensure UE only stores one type of format (i.e., MN format or SN format) when UE is configured with SCPAC as pointed about by the RAN2 LS. In our understanding, when it comes to MN/SN initiated inter-SN SCPAC, the final RRC message containing SCPAC configuration will always be MN format. When it is SN initiated intra-SN SCPAC, the RRC message can be either MN format or SN format. 
[bookmark: _Toc149823963][bookmark: _Toc149898846]The RRC message containing inter-SN SCPAC configuration is MN format
[bookmark: _Toc149823964][bookmark: _Toc149898847]The RRC message containing intra-SN SCPAC configuration can be MN format or SN format

Then, the question anchors in whether intra-SN SCPAC should be configured with MN format or SN format. We see two options. 
· Option 1: SN sends inquiry to MN before configuring intra-SN SCPAC
· When SN decides to trigger a SN initiated intra-SN SCPAC, SN first sends a SN MOD REQD message to MN asking whether SN could configure intra-SN SCPAC with SN format
· If yes, SN could generate SN RRC message containing intra-SN SCPAC configuration and sends to UE either via SRB1 or SBR3
· If no, SN could provide the relevant intra-SN SCPAC configuration in RRC container to MN, and MN will generate a MN RRC message accordingly and send to UE

· Option 2: Only MN format is supported for SCPAC (i.e., reverting RAN2 agreement, SN format SCPAC configuration is not supported)
· In legacy CPC, SN can configure intra-SN CPC with SN formation via SRB3 because there is no MN involvement.
· Now, if SN needs to inquire MN before configuring intra-SN SCPAC, that seems MN has to be involved after all. 
· We actually don’t see the benefit/necessity of supporting intra-SN SCPAC with SN format, while it will require additional network signalling exchange. 
[bookmark: _Toc149823965][bookmark: _Toc149898848]if SN needs to coordinate with MN before configuring intra-SN SCPAC, that implies MN involvement in intra-SN SCPAC configuration, which could be simply configured with MN format if legacy principle is followed. In this case, the benefit/necessity of supporting intra-SN SCPAC with SN format is unclear, while it will require additional network signaling exchange

[bookmark: _Toc149898841]From RAN3 point of view, allowing intra-SN SCPAC to be configured with SN format while coordination between MN and SN is required to ensure only one SCPAC configuration format will introduce additional network signalling without clear benefit. It is suggested to only support MN format SCPAC for intra-SN SCPAC. 
[bookmark: _Toc149898842]RAN3 replies RAN2 with LS drafted in the Annex.

2.2 Before Execution, for early data forwarding
Reuse the Xn-U Address Indication message and the Early Status Transfer message to support early data forwarding for SCG Selective Activation.
In the previous RAN3 discussion, RAN3 agreed to reuse the Xn-U Address Indication message to support early data forwarding for SCPAC. However, since RAN2 now assumes coexistence of SCPAC with legacy CPAC is supported, the Xn-U Address Indication message may not be directly reused (if the intention before is to reuse the CPC Data Forwarding indicator IE). It seems beneficial for the source SN to differentiate whether a data forwarding address is for SCPAC or legacy CPAC. 
For example, assuming both SCPAC and legacy CPAC are configured and addresses for early data forwarding are provided to SN. 
· In case of SCPAC execution, the source SN should be informed (related to the discussion in section 2.3), and source SN should release any legacy CPAC related configuration including the Xn-U addresses previously configured for legacy CPAC. 
· In case of legacy CPAC execution, the source SN should be informed (related to the discussion in section 2.3) and source SN should release any legacy CPAC related configuration including the Xn-U addresses previously configured for legacy CPAC. 

If new IE (e.g., SCPAC Data Forwarding indicator IE) is used to distinguish Xn-U addresses for SCPAC and legacy CPAC, SN will know the context of which Xn-U addresses (those for legacy CPAC) should be releases upon execution of SCPAC or legacy CPAC. 
Note that in legacy CPAC, since the source SN will be released anyway, there is no dedicated procedure for MN to inform source SN to stop early data forwarding due to CPC execution.

	SCPAC Data Forwarding indicator
	O
	
	ENUMERATED (triggered, early data transmission stop, coordination-only)
	Indicating that the XN-U ADDRESS INDICATION message is for a SCPAC.
	YES
	reject



[bookmark: _Toc149823966][bookmark: _Toc149898849]If new IE (e.g., SCPAC Data Forwarding indicator IE) is used to distinguish Xn-U addresses for SCPAC and legacy CPAC, SN will know the context of which Xn-U addresses (those for legacy CPAC) should be releases upon execution of SCPAC or legacy CPAC. 

[bookmark: _Toc149898843]RAN3 considers using new IE (e.g., SCPAC Data Forwarding indicator) in the Xn-U Address Indication to distinguish the Xn-U addresses for SCPAC and for legacy CPAC. 

2.3 Upon Execution, informing source SN about SCPAC execution
After CPC execution from the source SN to other SN and if the source SN is configured as a candidate SN for subsequent CPAC , the MN may initiate late data forwarding by using Xn-U Address Indication message. 
MN informs the source SN the execution of CPC to and stop providing data to the UE. 
FFS on details.
In the last RAN3 meeting, it is remaining open how should MN inform the source SN about the execution of SCPAC and stop providing data to the UE. There are two alternatives:
· XN-U ADDRESS INDICATION with enhancement
· New Class 2 XnAP message
Both are possible, but if we consider the coexistence scenario with SCPAC and legacy CPAC, MN may need to inform source SN if any of the following happens, and SN needs to release any legacy CPAC related configuration.
· CPC due to SCPAC
· CPC due to legacy CPAC
It seems a cleaner design to introduce a new Class 2 XnAP message to serve the purpose. Note that in legacy CPAC, MN will always release the source SN upon inter-SN CPC execution. While MN will not release source SN if SCPAC is configured at the same time. 
An example implementation is given blow:

[bookmark: _Toc105174531][bookmark: _Toc106109368][bookmark: _Toc113825189][bookmark: _Toc138863320]9.1.2.xx	CONDITIONAL PSCELL CHANGE EXECUTION
This message is sent by the M-NG-RAN node to the source S-NG-RAN node to inform a Conditional PSCell Change execution.
Direction: M-NG-RAN node  S-NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	ignore

	M-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the M-NG-RAN node
	YES
	reject

	S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the S-NG-RAN node
	YES
	reject

	Target S-NG-RAN node ID
	O
	
	Global NG-RAN Node ID
9.2.2.3
	
	YES
	reject




[bookmark: _Toc149898844]RAN3 uses a new Class 2 XnAP message (e.g., CONDITIONAL PSCELL CHANGE EXECUTION) for MN to inform the source SN about the execution of CPC, which could be due to SPAC or legacy CPAC. 

2.4 Informing candidate SN about early data forwarding address of other SNs

Upon S-CPAC execution, any of the following enhancement is needed for MN to inform the new source SN about the data forwarding address of all the other candidate SNs?
Option 1: SN RECONFIG COMPLETE, with a list of data forwarding addresses
Option 2: One Xn-U Address Indication message, with a list of data forwarding addresses
Option 3: Multiple Xn-U Address Indication messages, each with a data forwarding address

Before S-CPAC execution and at the beginning of S-CPAC preparation, data forwarding addresses of other SNs may be provided to each prepared SN. 

With respect to the early data forwarding address provision, after UE executes CPC and connects to a new SN, MN may provide the data forwarding addresses of other SNs to the new serving SN in the following two possible ways:
· XN-U ADDRESS INDICATION message 
· RRC TRANSFER message carrying the SN RRC Reconfiguration Complete message
Comparatively, using XN-U ADDRESS INDICATION message seems a more appropriate way. In this case, one or multiple data forwarding addresses corresponding to other candidate SNs. Besides, it could happen during the SCPAC preparation or upon the execution of UE switching to another SN. 
[bookmark: _Toc149898845]RAN3 uses XN-U ADDRESS INDICATION message for MN to inform the candidate SN about early data forwarding addresses of other candidate SNs during the inter-SN subsequent CPAC procedure. It could happen during the SCPAC preparation or upon the execution of UE switching to another SN.


3	Conclusion
Based on the discussion above, we observe:
Observation 1	The RRC message containing inter-SN SCPAC configuration is MN format
Observation 2	The RRC message containing intra-SN SCPAC configuration can be MN format or SN format
Observation 3	if SN needs to coordinate with MN before configuring intra-SN SCPAC, that implies MN involvement in intra-SN SCPAC configuration, which could be simply configured with MN format if legacy principle is followed. In this case, the benefit/necessity of supporting intra-SN SCPAC with SN format is unclear, while it will require additional network signaling exchange
Observation 4	If new IE (e.g., SCPAC Data Forwarding indicator IE) is used to distinguish Xn-U addresses for SCPAC and legacy CPAC, SN will know the context of which Xn-U addresses (those for legacy CPAC) should be releases upon execution of SCPAC or legacy CPAC.


Based on the discussion above, we propose:
Proposal 1	In SN ADD REQ message, introduce new IE (e.g., Additional S-NG-RAN node Security Key List) for MN to provide the list of SN security key to the candidate SN for SCPAC.
Proposal 2	In SN MOD REQ message, introduce new IEs (e.g., S-NG-RAN node Security Key To Be Added List, S-NG-RAN node Security Key To Be Released List)) for MN to add or release SN security key to the candidate SN for SCPAC.
Proposal 3	From RAN3 point of view, allowing intra-SN SCPAC to be configured with SN format while coordination between MN and SN is required to ensure only one SCPAC configuration format will introduce additional network signalling without clear benefit. It is suggested to only support MN format SCPAC for intra-SN SCPAC.
Proposal 4	RAN3 replies RAN2 with LS drafted in the Annex.
Proposal 5	RAN3 considers using new IE (e.g., SCPAC Data Forwarding indicator) in the Xn-U Address Indication to distinguish the Xn-U addresses for SCPAC and for legacy CPAC.
Proposal 6	RAN3 uses a new Class 2 XnAP message (e.g., CONDITIONAL PSCELL CHANGE EXECUTION) for MN to inform the source SN about the execution of CPC, which could be due to SPAC or legacy CPAC.
Proposal 7	RAN3 uses XN-U ADDRESS INDICATION message for MN to inform the candidate SN about early data forwarding addresses of other candidate SNs during the inter-SN subsequent CPAC procedure. It could happen during the SCPAC preparation or upon the execution of UE switching to another SN.


Annex: Draft Reply LS to RAN2 on subsequent CPAC scenario
Title:	[Draft] Reply to LS on RAN2 progress on subsequent CPAC
Response to:	R3-237139
Release:	Rel-18
Work Item:	NR_Mob_enh2-Core
Source:	Lenovo [to be RAN3]
To:	RAN2
Cc:	

Contact Person:
Name: 	Congchi Zhang
E-mail Address: 	zhangcc16@lenovo.com

Send any reply LS to:           3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None



1. Overall Description:

RAN3 thanks RAN2 for the LS R3-237139 informing the subsequent CPAC related RAN2 agreements. RAN3 has discussed the aspects related to network interface and has the following understanding.

Coexistence of subsequent CPAC and legacy CPAC
	· Proposal 17: [9/11] RAN2 assumes that the coexistence of subsequent CPAC and legacy CPAC is supported. [Check with RAN3]
· Proposal 18: [10/11] RAN2 assumes that the existing signalling flow charts and procedural texts for Rel-17 CPA/CPC procedures can be reused for subsequent CPAC procedure with some modifications. [Check with RAN3]




RAN3 confirms that the subsequent CPAC and legacy CPAC can coexist from network point of view. In addition, subsequent CPAC is supported based on existing signalling flow charts and procedural text for Rel17 CPAC procedure with modifications.


Single format of subsequent CPAC configuration
	Regarding the following agreements:
· For one UE, for CPC only either MN format or SN format (only intra-SN case is possible) is used
· MN format is supported for intra-SN (in addition to SN format) 
RAN2 thinks that the MN format is used to configure subsequent CPAC if both inter-SN CPC candidate cells and intra-SN CPC candidate cells are configured for one UE simultaneously. If only intra-SN subsequent CPAC is configured, it can be up to the NW implementation which format is used, i.e., SN format or MN format. 
RAN2 assumes that these agreements shall require RAN3 work on inter-node coordination to ensure that the subsequent CPAC configurations for all CPC candidate cells for one UE are provided in only one format.



RAN3 discussed the possible MN and SN coordination to ensure one single SCPAC format is configured at UE. However, in RAN3 understanding, if SN needs to coordinate with MN before configuring intra-SN SCPAC, that implies MN involvement in intra-SN SCPAC configuration, which could be simply configured with MN format if legacy principle is followed. In other word, the benefit/necessity of supporting intra-SN SCPAC with SN format is unclear, while it will require additional network signalling exchange.

From RAN3 point of view, it is suggested to support only MN format SCPAC configuration in Release 18, unless the benefit of supporting SN format intra-SN SCPAC if further justified. 

2. Actions:
To RAN2
ACTION: 	RAN3 kindly asks RAN2 to take the above RAN3 understanding into account and feedback in case of any concern. 

3. Date of Next TSG-RAN WG3 Meetings:
TSG RAN3 Meeting #123		February 26th – March 1st, 2024 		Athens, Greece
TSG RAN3 Meeting #123-bis	April 15th – April 19th, 2024 		TBC, China

