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1	Introduction
Last RAN3 meeting discussed the mobile IAB migration issues, and has achieved the following agreements [1]: 
· Include stage-2 of DU migration, network integration, and NG-based MT migration to BL CR including agreements from this meeting.
· The above proposal does not preclude further proposals on OAM configuration and authorization.
· RAN3 assumes that Xn is always available to pass mIAB-node’s authorization status indicator from MT’s CU to DU’s CU. Stage-2 to capture that the network’ behavior in absence of Xn between the mIAB-MT’s CU and mIAB-DU’s CU is left up to implementation.
· The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed
· After the MT’s CU has receives the mIAB authorization status set to “non-authorized” and all traffic has been released from the MT’s backhaul link, the MT’s CU will release all backhaul resources (including BAP address, TNL address and default BAP reconfiguration). The condition for the release of backhaul resources for the mIAB node needs to be further discussed.
· For mIAB-node integration, in case the MT’s CU receives the mIAB authorization status set to “non-authorized”, it will not establish backhaul resources (including BAP address, TNL address and default BAP configuration) for this mIAB-node.
· RAN3 to capture procedures for handling of mIAB-node authorization status change, in case MT´s CU and DU´s CU are different, as separate section in Stage-2.
· The above procedures to be included in R3-235776.
· RAN3 assumes Xn is always available so that IAB-related Xn procedures can still be performed between MT’s CU and DU’s CU. Stage-2 to capture that the network’s behavior in absence of Xn is left up to implementation. 
· In case NG-based MT handover is applied, RAN3 assumes that IAB-related Xn procedures can still be performed between MT’s target CU and DU’s CU via Xn.
· For the integration of mIAB-MT and mIAB-DU to different CUs and for mIAB-DU migration, RAN3 to support Option B, i.e., the gNB-ID of the MT’s CU and the MT-ID are passed via F1AP to DU’s CU.
· Option B: The gNB-ID of the MT’s CU and the MT-ID is passed over F1AP is selected as the option to adopt for MT migration.
· WA: Use the BAP address as the identifier for the MT in the initial TMM message sent by the DU’s CU to the MT’s CU.
· If the WA is turned into an agreement, the following is also agreed: the non-F1 terminating donor XnAP UE ID field in the initial TMM message is set to a dummy value.
· RAN3 assumes that the parent cell supporting mobile IAB access should always broadcast gNB-ID-Length in SIB1, and the mIAB-MT should be able to decode this information.
· The mIAB-DU and mIAB-MT can integrate at different CUs. For this purpose, OAM can be used to configure the mIAB-DU with: a) the donor CU to connect to, and b) the parameters used by the mIAB-DU to establish TNL associations, IPSec tunnels and F1 connectivity to this donor CU.
· HO request for an mIAB-node should contain an explicit indication related to mobile IAB, where such indication is optional/reject. This indication is the mIAB authorization status (authorized/not-authorised). There is no need for defining any additional mIAB indication.
This contribution mainly focuses on the remaining issues of the procedure for the inter-donor migration for mobile IAB. We provide the TPs for TS 38.401 and TS 38.423 BL CRs for capturing our proposals.
2	Discussion
2.1	Issue1: Mobile IAB-node integration
For the integration of mIAB-MT and mIAB-DU to different CUs, it was agreed the gNB ID of MT’s CU is passed via F1AP. Actually the DU’s CU only needs to be indicated the gNB ID of MT’s CU when the two CUs are different. The mobile IAB-node can include the gNB ID of MT’s CU to DU’s CU only if the two CUs are different. If the MT’s CU and DU’s CU are the same one, the legacy IAB-node integration procedure can be reused, and no need to include the the RRC-terminating donor’s gNB ID in the F1 SETUP REQUEST message. 
Observation 1: If the RRC-terminating donor is same as the F1-terminating donor, no need to include the gNB ID of RRC terminating donor in the F1 SETUP REQUEST message.
Although not formally noted in the agreement, the MT ID in the F1AP should be the BAP address according to the majority view, and the corresponding TP has been agreed. This solution leverage the existing field of BAP address included in the F1 SETUP REQUEST message for an IAB-DU. In TS 38.473, the usage of BAP address in the F1 SETUP REQUEST is given as follows:
-------Excerpt from TS 38.473-------
If the BAP Address IE is included in the F1 SETUP REQUEST, the receiving gNB-CU shall, if supported, consider the information therein for discovering the collocation of an IAB-DU and an IAB-MT.
-------End of excerpt-------
But for the decoupled integration case of mIAB-node, the BAP address is not assigned by the DU’s CU, thus the DU’s CU cannot discover the collocation based on the BAP address included in the F1 SETUP REQUEST which is allocated by the MT’s CU. The BAP address included in the F1 SETUP REQUEST is for the DU’s CU marking the mIAB-MT in the first IAB TMM REQUEST message towards the MT’s CU, but not for directly discovering the collocation of the mIAB-DU and mIAB-MT, which needs to be clarified in TS 38.473. If not clarified, and if the BAP address allocated by the MT’s CU to the mIAB-node collides with a BAP address allocated by the DU’s CU to another IAB-node, and the DU’s CU may generate wrong collocations. 
A simple criterion of whether the F1 terminating CU uses the BAP address in the F1 SETUP REQUEST for discovering the collocation can be that, the F1 terminating CU should not use the BAP address for discovering collocation if the RRC terminating CU gNB ID is also included in the F1 SETUP REQUEST. For such consideration, the gNB ID of RRC terminating CU should not be included in the F1 SETUP REQUEST if DU’s CU is same as MT’s CU. It is proposed:
Proposal 1: The mobile IAB-node to include gNB ID of RRC terminating CU in the F1 SETUP REQUEST message only in the case that the F1 terminating CU is different from the RRC terminating CU.
Proposal 2: If the F1 SETUP REQUEST message includes the BAP address of mIAB-node and the gNB ID of RRC terminating CU, the F1 terminating CU should not use such BAP address directly for discovery of co-location of mobile IAB-MT and mobile IAB-DU.
The TP to BL CR for TS 38.473, which is to capture proposal 1 and proposal 2 is given in R3-237612[2].
2.2	Issue2: Consecutive partial migration
2.2.1	Issue 2-1: Mobile IAB authorization status transfer
It was agreed that “The authorization status update is passed from the MT’s CU to the DU’s CU via Transport Management Modification Request message. The information signalled in the response message needs to be further discussed.” This agreement can apply to the general case when the inter-topololgy traffic transmission is on-going and the MT’s CU knows the ID of DU’s CU. But considering the consecutive partial migration scenario, when the target RRC terminating CU just receives the mobile IAB authorization indication from AMF via the PATH SWITCH REQUEST message, it does not know the ID of F1 terminating CU. This problem can be solved by the following two options:
· Opt1: Transfering or retaining the F1 terminating CU’s ID.
1) In the consetutive partial migration scenario, the source RRC terminating CU should indicate the ID of the F1 terminating CU to the target RRC terminating CU. 
2) Similar issue also exists in the mobile IAB integration scenario. Based on current agreements, the RRC terminating CU does not know the F1 terminating CU’s ID before the F1 terminating CU sending IAB TMM messages. The mobile IAB-node or the OAM system should indicate the ID of the F1 terminating CU to the RRC terminating CU. 
3) Furthermore, in case the mobile IAB-node authorization status is changed from “not authorized” to “authorized” when the RRC terminating CU remains unchanged, the RRC terminating CU will still find the last F1-terminating CU before the mobile IAB becomes “not authorized”, and provides the latest authorization status. If the mobile IAB-node moves to another RRC terminating donor when it is not authorized, and then becomes “authorized” again, the situation will be same as the initial integration case. 
In the three scenarios above, the current RRC terminating CU can determine the ID of the F1 terminating CU, and send the mobile IAB authorization status via IAB TRANSPORT MIGRATION MODIFICATION REQUEST to the F1 terminating CU.
· Opt2: Including the mobile IAB authorization status in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
In this option, the target RRC terminating CU does not proactively indicate the mobile IAB authorization status to the F1 terminating CU. When the F1 terminating CU requests the traffic offloading to the target RRC terminating via the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message, the target RRC terminating CU indicates the mobile IAB authorization status in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
In our view, although Opt1 is workable, it is a little strange for transmitting the IAB TRANSPORT MIGRATION MODIFICATION to the F1 terminating CU when there is no traffic under the target RRC terminating CU’s topology. For Opt2, since there is no traffic transmission before the IAB TMM procedure, there is no problem to inform the F1 terminating CU the mobile IAB authorization status in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message. 
It is proposed:
Proposal 3: RAN3 to agree one of the following two solutions for the mobile IAB authorization status transfer:
· Opt1: Only using the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message to transfer mobile IAB authorization status, with following enhancements for different cases  
· In the consecutive partial migration, the source RRC terminating CU indicates the gNB ID of the F1 terminating CU to the target RRC terminating CU; 
· In the mobile IAB-node integration, the mobile IAB-MT or the OAM indicates the gNB ID of the F1 terminating CU to the RRC terminating CU; 
· In case the mobile IAB-node authorization status is changed from “not authorized” to “authorized” when served by same RRC terminating CU, the RRC terminating CU will still provide the latest authorization status to the last F1-terminating CU .
· Opt2: Include the mobile IAB authorization status indication in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
2.2.2	Issue 2-2: UE XnAP ID retaining
1) For the UE XnAP ID retaining on the mIAB-DU’s CU
The mIAB-DU’s CU would initiate IAB transport migration management procedure to the mIAB-MT’s CU as the mIAB-MT’s HO, as long as the mIAB-DU is connected to the mIAB-DU’s CU. Thus, the mIAB-DU’s CU should retain the mIAB-MT UE XnAP ID allocated by itself as long as the corresponding mIAB-DU connects to it, regardless which CU the mIAB-MT connects to. 
And the mIAB-DU’s CU should retain the mIAB-MT UE XnAP ID allocated by the mIAB-MT’s CU until it is notified that the mIAB-MT has been handed over to another CU, because mIAB-DU’s CU will not interact with mIAB-MT’s previous CU about the mIAB-MT associated messages any more.
It is proposed:
Proposal 4a: For consecutive partial migration, the F1-terminating donor-CU retains the UE XnAP IDs allocated for the mobile IAB-MT by itself as long as the corresponding mobile IAB-DU connects to this CU, and retains the UE XnAP ID allocated for the mIAB-MT by the mIAB-MT’s CU until it is notified that the mIAB-MT has been handed over to another CU.
2) For the UE XnAP ID retaining on the mIAB-MT’s CU
The mIAB-MT’s CU retains mIAB-MT UE XnAP ID until the mIAB-MT switches to another CU. mIAB-MT’s source CU will not interact with another CU about the mIAB-MT associated messages any more after the mIAB-MT has left, and the mIAB-MT’s context will be released on mIAB-MT’s source CU. It is proposed:
Proposal 4b: For consecutive partial migration, the source donor CU of IAB-MT should retain the UE XnAP IDs allocated for the mobile IAB-MT as long as the mobile IAB-MT is connected.
2.3	Issue 3: mobile IAB-DU migration
2.3.1	Issue 3-1: mIAB-node IP address related issue
As we agreed since Rel-16, the IAB-node should select proper source IP address for the UL traffic to avoid the UL packets being discarded by source IP address filter policy deloyed at the donor DU and/or the transport network between donor DU and CU.  For the donor-CU based IP address allocation, the donor-CU sends the IP address together with the anchored donor-DU’s BAP address to the IAB-node. But for the OAM based IP address allocation, how the IAB-node know the mapping relationship between the IP address and anchored donor DU is not clear. Such issue exists for the Rel-16 and Rel-17 IAB, and also valid for the Rel-18 mobile IAB, since the mobile IAB can obtain its IP address from OAM configuraion during integration or DU migration (we support OAM trigger for DU migration, and the target logical DU may obtain IP address from OAM in such case). 
A simple way to solve such issue can be: After the mIAB-MT report the OAM configured IP address(es) to the RRC terminating CU, the RRC terminating CU should send RRCReconfiguration to the mIAB-MT including the BAP address of the donor-DU anchored by each IP address assigned to the mIAB-node. All the stage 3 signaling is already supported by R16 design, and we only need to add some description in stage 2 to allow the RRC terminating CU to provide the mapping info via RRCReconfiguration for the OAM based IP address allocation. And, it is proposed:
Proposal 5: In case of OAM based IP address allocation, the RRC terminating donor should send RRCReconfiguration to the mobile IAB after receiving the IP address report from mIAB. The RRCReconfiguration includes the BAP address of the donor-DU anchored by each IP address assigned to the mobile IAB-node.
2.3.2	Issue 3-2: Target CU indication in the target F1 setup outcome report
The mIAB-DU migration can be triggerd by either the source F1 terminating CU or the OAM at one time. For the OAM triggering case, the source logical DU should indicate the source F1 terminating CU the target F1 terminating CU’s gNB ID, for the future UE HO procedure. This field should be independently included besides the New NCGI, since the source F1 terminating CU may be not capable for infering the gNB ID of the target F1 terminating CU based on the New NCGI. While for the CU triggering case, such indication is unnecessary, since the target F1 terminating CU is selected by the source F1 terminating CU itself. It is proposed:
Proposal 6: For the OAM triggered DU migration, the target F1 terminating CU’s gNB ID should be indicated in the MIAB F1 SETUP OUTCOME NOTIFICATION.
The TP to TS 38.473 BL CR for capturing Proposal 6 is given in R3-237612 [2].
Similarly, for the source F1-termnating CU triggered DU migration, the mobile IAB-node should also inform OAM the gNB ID of target F1 terminating CU. This will be helpful for the target IAB-DU to get proper configuration when connects to the target F1 terminating donor, and is beneficial for avoiding the potential collision of OAM based DU migration decision and the source CU based DU migraiton decision. 
Proposal 7: For the source F1 terminating CU triggerd DU migration, the target F1 terminating CU’s gNB ID should be indicated by the mobile IAB-node to the OAM.
2.3.3	Issue 3-3: Release of the BH configuration on the non-F1 term topology
It was concluded in RAN3#120 that the BH configurations used for the old F1 transmission “may” be released. Whether the BH configuration is released is up to the RRC terminating CU’s decision, but not to release the configuration does have some benefits.
In DU migration, the RRC terminating CU determines the BH configuration in its topology. At this stage, the RRC terminating CU can decide to reuse the BH configuration which was used for the source F1 interface, because the UE’s traffic QoS requirement is unchanged during the mobile IAB-DU migration procedure. The BH configuration can be reused in mIAB-DU migration as long as the collocated mIAB-MT does not switch. This is benificial for the BH resource management at RRC terminating topology, because there is no need to first configure the resource for new F1 transmission and then release the resource for old F1 transmission. It is observed and proposed:
Observation 2: The BH configuration in the RRC terminating topology can be reused for transmitting the traffic of target logical DU, considering that the UE’s traffic QoS requirement is unchanged during the mobile IAB-DU migration procedure.
Proposal 8: After mobile IAB-DU migration, the BH configuration in the RRC terminating topology is kept and reused to forward traffic between the target logical IAB-DU and the target F1 terminating donor, until the co-located mobile IAB-MT is handed over.
2.3.4	Issue 3-4: UE HO in case of mIAB-DU migraiton
It was agreed that “As a baseline: The target CU for mIAB-DU migration learns the traffic profile of the UE traffic from Handover Preparation procedures for individual Ues.” Then, as a baseline, after the target CU receives the HO REQUEST message for each UE, it should initiate the IAB TMM procedure towards the RRC terminating CU to trigger the MT’s CU allocate suitable BH resources for the UE traffic.
Proposal 9a: As a baseline, the IAB TMM procedure should be performed during the UE HO procedure, to ensure the MT’s CU can allocate suitable BH resources for the UE traffic.
On the other hand, the UE traffic can be regarded as unchanged during the mIAB-DU migration, thus the BH resources for the source F1 path and target F1 path can be reused as an optimization. In this case, after the target CU receives the HO REQUERST message, the IAB TMM procedure can be skipped, and the target CU can directly send the UE CONTEXT SETUP REQUEST to the target logical DU. It is proposed:
Proposal 9b: As an optimization, during UE HO procedure, the IAB TMM procedure can be skipped by the target F1 terminating CU.
For the QoS guaranteening, the IAB QoS mapping Information which includes the DSCP/Flow Label should be use by the F1 terminating donor for DL F1 packets. In the baseline solution, the target F1 terminating CU gets the IAB QoS mapping Information from the non-F1 terminating topology by receiving the IAB TMM RESPONSE message.  If the IAB TMM procedure is skipped, the source F1 terminating CU can provide the DSCP/Flow Label as part of the UE context to the target F1 terminating CU in the UE HO REQEUST message. It is proposed:
Proposal 9c: The source F1 terminating CU can indicate the DSCP/Flow Label as part of UE context to the target F1 terminating CU, during the UE HO preparation procedure.
3	Conclusion
This contribution discusses the remaining issues of the procedure for the inter-donor migration for mobile IAB. It is proposed:
Issue 1: Mobile IAB-node integration
Observation 1: If the RRC-terminating donor is same as the F1-terminating donor, no need to include the gNB ID of RRC terminating donor in the F1 SETUP REQUEST message.
Proposal 1: The mobile IAB-node to include gNB ID of RRC terminating CU in the F1 SETUP REQUEST message only in the case that the F1 terminating CU is different from the RRC terminating CU.
Proposal 2: If the F1 SETUP REQUEST message includes the BAP address of mIAB-node and the gNB ID of RRC terminating CU, the F1 terminating CU should not use such BAP address directly for discovery of co-location of mobile IAB-MT and mobile IAB-DU.
Issue 2: Consecutive partial migration
Proposal 3: RAN3 to agree one of the following two solutions for the mobile IAB authorization status transfer:
· Opt1: Only using the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message to transfer mobile IAB authorization status, with following enhancements for different cases  
· In the consecutive partial migration, the source RRC terminating CU indicates the gNB ID of the F1 terminating CU to the target RRC terminating CU; 
· In the mobile IAB-node integration, the mobile IAB-MT or the OAM indicates the gNB ID of the F1 terminating CU to the RRC terminating CU; 
· In case the mobile IAB-node authorization status is changed from “not authorized” to “authorized” when served by same RRC terminating CU, the RRC terminating CU will still provide the latest authorization status to the last F1-terminating CU .
· Opt2: Include the mobile IAB authorization status indication in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
Proposal 4a: For consecutive partial migration, the F1-terminating donor-CU retains the UE XnAP IDs allocated for the mobile IAB-MT by itself as long as the corresponding mobile IAB-DU connects to this CU, and retains the UE XnAP ID allocated for the mIAB-MT by the mIAB-MT’s CU until it is notified that the mIAB-MT has been handed over to another CU.
Proposal 4b: For consecutive partial migration, the source donor CU of IAB-MT should retain the UE XnAP IDs allocated for the mobile IAB-MT as long as the mobile IAB-MT is connected.
Issue 3: Mobile IAB-DU migration
Proposal 5: In case of OAM based IP address allocation, the RRC terminating donor should send RRCReconfiguration to the mobile IAB after receiving the IP address report from mIAB. The RRCReconfiguration includes the BAP address of the donor-DU anchored by each IP address assigned to the mobile IAB-node.
Proposal 6: For the OAM triggered DU migration, the target F1 terminating CU’s gNB ID should be indicated in the MIAB F1 SETUP OUTCOME NOTIFICATION.
Proposal 7: For the source F1 terminating CU triggerd DU migration, the target F1 terminating CU’s gNB ID should be indicated by the mobile IAB-node to the OAM.
[bookmark: _GoBack]Proposal 8: After mobile IAB-DU migration, the BH configuration in the RRC terminating topology is kept and reused to forward traffic between the target logical IAB-DU and the target F1 terminating donor, until the co-located mobile IAB-MT is handed over.
Proposal 9a: As a baseline, the IAB TMM procedure should be performed during the UE HO procedure, to ensure the MT’s CU can allocate suitable BH resources for the UE traffic.
Proposal 9b: As an optimization, during UE HO procedure, the IAB TMM procedure can be skipped by the target F1 terminating CU.
Proposal 9c: The source F1 terminating CU can indicate the DSCP/Flow Label as part of UE context to the target F1 terminating CU, during the UE HO preparation procedure.

It is also proposed:
· RAN3 to agree the TPs to TS 38.401 BL CR and TS 38.423 BL CR in the Annexes.
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8.YY	Mobile IAB migration procedures
8.YY.1 Migration of mobile IAB-MT via Xn handover
The mIAB-MT of a mobile IAB-node can be migrated from a source RRC-terminating IAB-donor-CU to a target RRC-terminating IAB-donor-CU using the Xn handover procedure. During this migration, the mIAB-DU co-located with the mIAB-MT is connected to an F1-terminating IAB-donor-CU, which may be the same as the source RRC-terminating IAB-donor-CU or the target RRC-terminating IAB-donor-CU, or it can be different from both the source and the target RRC-terminating IAB-donor-CU.
Figure 8.YY.1.1-1 shows an example of mIAB-MT migration via Xn handover. In this example, the mIAB-MT is connected to the source RRC-terminating IAB-donor-CU via a source path of an IAB topology before the migration, and it is connected to the target RRC-terminating IAB-donor-CU via a target path of a different IAB topology after the migration. 


Figure 8.YY.1.1-1: Procedure for Xn-based migration of mobile IAB-MT
1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1 are performed to conduct Xn handover of the mIAB-MT from the source parent IAB-node connected to the source RRC-terminating IAB-donor-CU to the target parent IAB-node connected to the target RRC-terminating IAB-donor-CU. In these steps, the mIAB-node corresponds to the migrating IAB-node of Section 8.17.3.1, and the mIAB-MT’s source and target RRC-terminating IAB-donor-CUs correspond to the respective source and target IAB-donor-CUs of Section 8.17.3.1.
2. Same as step 15 of the topology adaptation procedure of Section 8.17.3.1, where the F1-C connection between the co-located mIAB-DU and its F1-terminating IAB-donor-CU is switched to the target path using the new TNL address information of the IAB-MT. In this step, the mIAB-node corresponds to the migrating IAB-node, and the F1-terminating IAB-donor-CU corresponds to the source IAB-donor-CU.
3. The mIAB-DU passes the gNB ID of the target RRC-terminating IAB-donor-CU and the mIAB-node’s BAP address allocated by the target RRC-terminating IAB-donor-CU to the F1-terminating IAB-donor-CU via F1AP. The F1-terminating IAB-donor-CU retains the UE XnAP IDs allocated for the mobile IAB-MT by itself as long as the corresponding mIAB-DU connects to this CU, and retains the UE XnAP ID allocated for the mIAB-MT by the source RRC-terminating IAB-donor-CU until this step 3.
4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the F1-terminating IAB-donor-CU initiates the IAB Transport Migration Management procedure towards the target RRC-terminating IAB-donor-CU to provide the context of the traffic offloaded. The target RRC-terminating IAB-donor-CU reconfigures the BAP sublayer and/or BH RLC channels on the target path accordingly, and provides the UL BH information for UL BH reconfigurations to be conducted by the F1-terminating IAB-donor-CU on the mIAB-node. Then, the F1-U connections of the mIAB-node are migrated to the target path. 
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.YY.3 Mobile IAB-DU migration procedure
The RAN may perform the mobile IAB-DU migration procedure. During this procedure, the mobile IAB-node concurrently supports two logical mobile IAB-DUs, which have F1AP associations with the source F1-terminating IAB-donor-CU and target F1-terminating IAB-donor-CU, respectively. The mobile IAB-MT’s IAB-donor-CU may be the same as either the source F1-termainting IAB-donor CU or the target F1-terminating IAB-donor-CU, or it may be different from both source and target F1-terminating IAB-donor-CUs. 
UEs connected to the mobile IAB-node are handed over from the cell(s) of the source logical mobile IAB-DU associated with the source F1-terminating IAB-donor-CU to the cell(s) of the target logical mobile IAB-DU associated with the target F1-terminating IAB-donor-CU. After the UEs are handed over, the source logical mobile IAB-DU’s F1AP association with the source F1-terminating IAB-donor-CU may be released. 
Figure 8.YY.3.1-1 shows an example of the mobile-IAB-DU migration procedure. In this example, the source and target F1-terminating IAB-donor-CUs are different from the RRC-terminating IAB-donor-CU. 


Figure 8.YY.3.1-1: Mobile IAB-DU inter-CU migration procedure
1. The source F1-terminating IAB-donor-CU sends an MIAB F1 SETUP TRIGGERING to the source logical mIAB-DU to initialize the F1 Setup procedure towards the target F1-terminating IAB-donor-CU. The MIAB F1 SETUP TRIGGERING message includes the gNB ID of the target F1-terminating IAB-donor-CU and the information needed to establish the TNL connection with the target F1-terminating IAB-donor-CU for F1-C.
NOTE:     The mIAB-DU migration can also be triggered by the OAM. In this case, OAM provides the mIAB-node with all information to initiate the F1 Setup procedure toward the target F1-terminating IAB-donor-CU, and step 1 is omitted.
2. The target logical mIAB-DU initiates TNL establishment and F1 setup (as defined in clause 8.5) with the target F1-terminating IAB-donor-CU. During the F1 Setup procedure, the target logical mobile IAB-DU includes the gNB ID of the RRC-terminating IAB-donor-CU, and the BAP address of the mIAB-node in the F1 SETUP REQUEST message. 
3. The target F1-terminating IAB-donor-CU responds to the target logical mIAB-DU with an F1 SETUP RESPONSE message. After F1 setup with the target F1-terminating IAB-donor-CU, the target logical mobile IAB-DU can serve UEs via the target mobile IAB-DU’s activated cell(s).
4. By sending the MIAB F1 SETUP OUTCOME NOTIFICATION, the source logical mIAB-DU informs the source F1-terminating IAB-donor-CU about the outcome of the F1 interface setup between the co-located target logical mIAB-DU and the target F1-terminating IAB-donor-CU. The source logical mIAB-DU may provide the source F1-terminating IAB-donor-CU a mapping between activated cells of the source logical mIAB-DU and those of the target logical mIAB-DU. If the mIAB-DU migration is triggered by OAM, the target F1 terminating CU’s gNB ID is included in this message.
5. The source F1-terminating IAB-donor-CU hands over the UE from a source cell served by the source logical mobile IAB-DU to a target cell served by the target logical mobile IAB-DU. The target F1-termianting IAB-donor-CU may initiate IAB Transport Migration management procedure towards the RRC-terminating IAB-donor-CU during this step. 

NOTE:     How to exchange the IAB Transport Migration Management/Modification messages between the target F1-terminating IAB-donor-CU and the RRC-terminating IAB-donor-CU without Xn interface is up to implementation. 
6. After all the UEs are handed over, the source F1-terminating IAB-donor-CU may initiate the removal of the F1 interface towards the source logical mIAB-DU.

Annex 2:	TP to Mobile IAB BL CR of TS 38.423 
[bookmark: _Toc98868178][bookmark: _Toc105174462][bookmark: _Toc106109299][bookmark: _Toc113825120][bookmark: _Toc146227719]8.5.2	IAB Transport Migration Management
[bookmark: _Toc98868179][bookmark: _Toc105174463][bookmark: _Toc106109300][bookmark: _Toc113825121][bookmark: _Toc146227720]8.5.2.1	General
The purpose of the IAB Transport Migration Management procedure is to exchange information between the F1-terminating IAB-donor and the non-F1-terminating IAB-donor of a boundary IAB-node, for the purpose of managing the migration of the boundary and descendant IAB-node traffic between the topologies managed by the two IAB-donors. 
The procedure is applicable to inter-donor partial migration, inter-donor RLF recovery and inter-donor topology redundancy cases. The procedure is initiated by the F1-terminating IAB-donor of the boundary IAB-node. The procedure can be used to set up, modify and release (e.g., for the purpose of revoking) the resources under the non-F1-terminating IAB-donor used for serving the offloaded traffic.
The procedure uses UE-associated signalling.
[bookmark: _Toc98868180][bookmark: _Toc105174464][bookmark: _Toc106109301][bookmark: _Toc113825122][bookmark: _Toc146227721]8.5.2.2	Successful Operation


Figure 8.5.2.2-1: IAB Transport Migration Management triggered by the F1-terminating IAB-donor, successful operation
The F1-terminating IAB-donor initiates the procedure by sending the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message to the non-F1-terminating IAB-donor.
The non-F1-terminating IAB-donor may respond with the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message by indicating:
-	Traffic accepted for offloading, within the Traffic Added List IE;
-	Already offloaded traffic accepted for modification, within the Traffic Modified List IE;
-	Traffic not accepted for offloading, within the Traffic Not Added List IE;
-	Already offloaded traffic not accepted for modification within the Traffic Not Modified List IE.
If the Traffic To Be Released Information IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message, the non-F1-terminating IAB-donor should release all offloaded traffic if the All Traffic Indication IE in the Traffic to Be Released Information IE is set to "true", or release only the offloaded traffic indicated by the Traffic to Be Released Item IE in the Traffic to Be Released Information IE. 
If the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message contains the Traffic to Be Released Information IE, the non-F1-terminating IAB-donor shall include the Traffic Released List IE in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message.
If the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message contains the IAB IPv4 Addresses Requested IE or the IAB IPv6 Request Type IE in the IAB TNL Address Request IE, the non-F1-terminating IAB-donor shall, if supported, provide the allocated TNL address via the IAB TNL Address Response IE in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message. If the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message contains the IAB TNL Address To Remove List IE in the IAB TNL Address Request IE, the non-F1-terminating IAB-donor shall consider that the TNL address(es) are no longer used by the F1-terminating IAB-donor.
If the IAB TNL Address Exception IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message, the non-F1-terminating IAB-donor shall, if supported, configure the related IAB-donor-DU to enable traffic re-routing over the inter-IAB-donor-DU tunnel.
If the IAB QoS Mapping Information IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message, the F1-terminating IAB-donor, shall, if supported, use it to set DSCP and/or IPv6 flow label fields for the downlink IP packets of the offloaded traffic.
If the Mobile IAB-MT BAP Address IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message and this is the first UE-associated signaling for the IAB-MT identified by the Mobile IAB-MT BAP Address IE, the non-F1-terminating IAB-donor, shall, if supported, ignore the Non-F1-Terminating IAB-donor UE XnAP ID IE and allocate an XnAP UE ID for the mobile IAB-MT to be used in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message and subsequent procedure(s) for this mobile IAB-MT.  
If the Mobile IAB Authorization Status IE is contained in the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message, the F1-terminating IAB-donor, shall, if supported, store it and use it as defined in TS 38.401[2]. If the Mobile IAB-node Authorization Status IE is set to “Not Authorized”, the F1-terminating IAB-donor, shall, if supported, initiate actions to ensure that the mobile IAB node will not serve any UE(s), as defined in TS 38.401[2].


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc98868276][bookmark: _Toc105174561][bookmark: _Toc106109398][bookmark: _Toc113825219][bookmark: _Toc146227818]9.1.4.3	IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE
This message is sent by the non-F1-terminating IAB-donor to the F1-terminating IAB-donor of a boundary IAB-node to provide inter-donor transport related configurations for the offloaded traffic.
Direction: non-F1-terminating IAB-donor  F1-terminating IAB-donor.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	F1-Terminating IAB-Donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Source NG-RAN node UE
XnAP ID or to the M-NG-RAN node UE XnAP
ID, or to the S-NG-RAN node UE XnAP
ID.
	YES
	reject

	Non-F1-Terminating IAB-Donor UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	This IE refers to the Target NG-RAN node UE
XnAP ID or to the S-NG-RAN node UE XnAP
ID, or to the M-NG-RAN node UE XnAP
ID.
	YES
	reject

	Traffic Added List
	
	0..1
	
	
	YES
	reject

	>Traffic Added Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Non-F1-terminating Topology BH Information
	M
	
	9.2.2.83
	
	–
	

	Traffic Modified List
	
	0..1
	
	
	YES
	reject

	>Traffic Modified Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Non-F1-terminating Topology BH Information
	M
	
	9.2.2.83
	
	–
	

	Traffic Not Added List
	
	0..1
	
	
	YES
	reject

	>Traffic Not Added Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Cause
	O
	
	9.2.3.2
	
	–
	

	Traffic Not Modified List
	
	0..1
	
	
	YES
	reject

	>Traffic Not Modified Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>Cause
	O
	
	9.2.3.2
	
	–
	

	IAB TNL Address Response 
	O
	
	9.2.2.86
	
	YES
	reject

	Traffic Released List
	
	0..1
	
	
	YES
	reject

	>Traffic Released Item
	
	1 .. <maxnoofTrafficIndexEntries>
	
	
	–
	

	>>Traffic Index
	M
	
	9.2.2.80
	
	–
	

	>>BH Info List 
	O
	
	9.2.2.99
	
	–
	

	[bookmark: _Hlk147919844]Mobile IAB Authorization Status
	O
	
	ENUMERATED (authorized, not authorized, …)
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofTrafficIndexEntries
	Maximum no. of traffic offloaded to the non-F1-terminating IAB-donor. The value is 1024. 






<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
	


9.3.4	PDU Definitions
<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

-- **************************************************************
--
-- IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE
--
-- **************************************************************

IABTransportMigrationManagementResponse ::= SEQUENCE {
	protocolIEs			ProtocolIE-Container	{{ IABTransportMigrationManagementResponse-IEs}},
	...
}

IABTransportMigrationManagementResponse-IEs XNAP-PROTOCOL-IES ::= {
	{ ID id-F1-Terminating-IAB-DonorUEXnAPID		CRITICALITY reject		TYPE NG-RANnodeUEXnAPID						PRESENCE mandatory}|
	{ ID id-nonF1-Terminating-IAB-DonorUEXnAPID		CRITICALITY reject		TYPE NG-RANnodeUEXnAPID						PRESENCE mandatory}|
	{ ID id-TrafficAddedList						CRITICALITY reject		TYPE TrafficAddedList							PRESENCE optional }|
	{ ID id-TrafficModifiedList						CRITICALITY reject		TYPE TrafficModifiedList						PRESENCE optional }|
	{ ID id-TrafficNotAddedList						CRITICALITY reject		TYPE TrafficNotAddedList						PRESENCE optional }|
	{ ID id-TrafficNotModifiedList					CRITICALITY reject		TYPE TrafficNotModifiedList					PRESENCE optional }|
	{ ID id-IAB-TNL-Address-Response				CRITICALITY reject		TYPE IAB-TNL-Address-Response				PRESENCE optional }|
	{ ID id-TrafficReleasedList						CRITICALITY reject		TYPE TrafficReleasedList						PRESENCE optional }|
	{ ID id-MobileIAB-AuthorizationStatus			CRITICALITY ignore		TYPE MobileIAB-AuthorizationStatus		PRESENCE optional },
	...
}

TrafficAddedList ::= SEQUENCE (SIZE(1..maxnoofTrafficIndexEntries)) OF TrafficAdded-Item

TrafficAdded-Item ::= SEQUENCE {
	trafficIndex			TrafficIndex,
	non-F1-TerminatingTopologyBHInformation		Non-F1-TerminatingTopologyBHInformation,
	iE-Extensions			ProtocolExtensionContainer { {TrafficAdded-Item-ExtIEs} }	OPTIONAL,
	...
}

TrafficAdded-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}

TrafficModifiedList ::= SEQUENCE (SIZE(1..maxnoofTrafficIndexEntries)) OF TrafficModified-Item

TrafficModified-Item ::= SEQUENCE {
	trafficIndex			TrafficIndex,
	non-F1-TerminatingTopologyBHInformation		Non-F1-TerminatingTopologyBHInformation,
	iE-Extensions			ProtocolExtensionContainer { {TrafficModified-Item-ExtIEs} }	OPTIONAL,
	...
}

TrafficModified-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}

TrafficNotAddedList ::= SEQUENCE (SIZE(1..maxnoofTrafficIndexEntries)) OF TrafficNotAdded-Item

TrafficNotAdded-Item ::= SEQUENCE {
	trafficIndex			TrafficIndex,
	casue					Cause			OPTIONAL,
	iE-Extensions			ProtocolExtensionContainer { {TrafficNotAdded-Item-ExtIEs} }	OPTIONAL,
	...
}

TrafficNotAdded-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}

TrafficNotModifiedList ::= SEQUENCE (SIZE(1..maxnoofTrafficIndexEntries)) OF TrafficNotModified-Item

TrafficNotModified-Item ::= SEQUENCE {
	trafficIndex			TrafficIndex,
	cause					Cause		OPTIONAL,
	iE-Extensions			ProtocolExtensionContainer { {TrafficNotModified-Item-ExtIEs} }	OPTIONAL,
	...
}

TrafficNotModified-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}


TrafficReleasedList ::= SEQUENCE (SIZE(1..maxnoofTrafficIndexEntries)) OF TrafficReleased-Item

TrafficReleased-Item ::= SEQUENCE {
	trafficIndex			TrafficIndex,
	bHInfoList				BHInfoList		OPTIONAL,
	iE-Extensions			ProtocolExtensionContainer { { TrafficReleased-Item-ExtIEs} }	OPTIONAL,
	...
}

TrafficReleased-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {
	...
}

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>
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1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1, where the mIAB-MT performs Xn-based handover from the source RRC-terminating IAB-donor-CU to the target RRC-terminating IAB-donor-CU.
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2. Step 15 of the topology adaptation procedure of Section 8.17.3.1 to redirect the mIAB-DU’s F1-C to the target path and report F1-U TNL info to F1-terminating IAB-donor-CU.
3. Sending info related to target RRC-terminating IAB-donor-CU to the F1-terminating IAB-donor CU
4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the  target RRC-terminating IAB-donor-CU performs the IAB Transport Management Migration procedure with the F1-terminating IAB-donor-CU and BH RLC channel, BAP route and mapping rules along the target path are reconfigured, and F1-U of the mIAB-DU is migrated to the target path.
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1. Steps 1-14 of the topology adaptation procedure of Section 8.17.3.1, where the mIAB-MT performs Xn-based handover from the source RRC-terminating IAB-donor-CU to the 

target RRC-terminating IAB-donor-CU.

Target path

Target 

RRC-terminating

IAB-donor-CU

Source 

RRC-terminating

IAB-donor-CU

F1-terminating

IAB-donor-CU

2. Step 15 of the topology adaptation procedure of Section 8.17.3.1 to redirect the mIAB-DU͛s F1-C to the target path and report F1-U TNL info to F1-terminating IAB-

donor-CU.

3. Sending info related to target RRC-terminating IAB-donor-CU to the F1-terminating IAB-donor CU

4. Steps 16-20 of the topology adaptation procedure of Section 8.17.3.1, where the  target RRC-terminating IAB-donor-CU performs the IAB Transport Management 

Migration procedure with the F1-terminating IAB-donor-CU and BH RLC channel, BAP route and mapping rules along the target path are reconfigured, and F1-U of the 

mIAB-DU is migrated to the target path.


