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1	Introduction
[bookmark: _Hlk48630882]RAN2 agreed to support the RRC_INACTIVE NCR-MT inter-node cell reselection and RRC resume. This contribution discusses a remaining issue from RAN3 perspective for that case.
2	Discussion
RAN2 #123bis agreed to support inter-node cell reselection for the RRC_INACTIVE NCR-MT:
· Inter-node cell reselection for RRC_INACTIVE and inter-node RRC re-establishment is supported from RAN2 point of view (no additional/new inter-node signalling is needed).
RAN2 #121 agreed:
· After cell reselection, the NCR-MT to resume so that it can receive side-control configuration from the new gNB.
These agreements indicate that the inter-gNB cell reselection and RRC resume for RRC_INACTIVE NCR-MT is supported.
When the RRC_INACTIVE NCR-MT resumes the RRC connection to the new gNB, the new gNB should get the NCR authorization status. If not, the new gNB is unaware whether the UE can be treated as NCR. However, current NGAP BL CR only support the NCR authorization status indication in the INITIAL CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST messages, which are not used for the RRC resume case. After XnAP Retrieve UE Context procedure, the new gNB cannot get the NCR authorization status according to the current BL CRs. 
As CN based authorization is the basis for NCR management, the new gNB has to get the authorization information, to achieve this, there are several options:
· Option 1: Source transfer it to target during Xn Retrieve UE Context procedure
In this option, Target gNB obtains outdated NCR authorization status from source gNB in Context Retrieval. In case the authorization status has changed after release of NCR-MT, it would have to be updated by the AMF, e.g., using Option 3.
[bookmark: _GoBack]In case the new gNB is able to get the NCR authorization staus from the CN via option 2 or option 3, this option seems not essential.
· Option 2: AMF transfer it to target during Path Switch Request procedure
In this option, stage 3 impact is foreseen, i.e. add the Network Controlled Repeater Authorized IE to the PATH SWITCH REQUEST ACKNOWLEDGE message.
· Option 3: After path switch, AMF initiate a UE Context modification procedure (already supported in NGAP BL CR)
In this option, after Path Switch, the AMF shall initiate a UE Context modification procedure to provide the NCR authorization status.
· Option 3a:  The target gNB assumes the NCR has been implicitly authorized
In this option, AMF provides NCR’s present authorization status in UE Context modification procedure, e.g., after Path Switch for informative purposes, or whenever the status has changed. In case the target gNB does not receive such update, it has to assume that the NCR has been implicitly authorized. 
· Option 4: Old gNB sends Xn Retrieve UE Context Failure message to new gNB if the UE is a NCR device. If then, new gNB would perform the Initial setup procedure with AMF.
Option 1/ 2 requires stage3 change, and option 3/3a/4 only have stage 2 impact, further discussion is foreseen among these options.
Proposal: Further discuss the options and choose one to ensure the new gNB can get the up to date NCR Authorization information.
3	Conclusion
This contribution discusses the remaining issue for the RRC_INACTIVE NCR-MT inter-node cell reselection and RRC resume. As CN based authorization is the basis for NCR management, the new gNB has to get the authorization information, to achieve this, there are several options:
Option 1: Source transfer it to target during Xn Retrieve UE Context procedure
Option 2: AMF transfer it to target during Path Switch Request procedure
Option 3: After path switch, AMF initiate a UE Context modification procedure
Option 3a:  The target gNB assumes the NCR has been implicitly authorized
Option 4: After retrieve UE Context Failure, the new gNB get the authorization information from 5GC via intial setup procedure.
Proposal: Further discuss the options and choose one to ensure the new gNB can get the up to date NCR Authorization information.
The TP to TS 38.413 BL CR for option 2 is provided in section 5.
The TP to TS 38.300 BL CR for option 3 is provided in section 6.
The TP to TS 38.300 BL CR for option 3a is provided in section 7.
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5	TP to NCR BL CR of TS 38.413 (Option 2)
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The purpose of the Path Switch Request procedure is to establish a UE associated signalling connection to the 5GC and, if applicable, to request the switch of the downlink termination point of the NG-U transport bearer towards a new termination point. The procedure uses UE-associated signalling.
8.4.4.2	Successful Operation


Figure 8.4.4.2-1: Path switch request: successful operation
The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.
//skip unchanged part
If the 5G ProSe PC5 QoS Parameters IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, use it as defined in TS 23.304 [47].
If the IAB Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
If the Network Controlled Repeater Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store the received Network Controlled Repeater Authorization information in the UE context, and take it into account when configuring UE information.
Interactions with RRC Inactive Transition Report procedure:
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message and set to "single RRC connected state report" and the UE is in RRC_CONNECTED state, the NG-RAN node shall, if supported, send one RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE.
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message and set to "single RRC connected state report" and the UE is in RRC_INACTIVE state, the NG-RAN node shall, if supported, send to the AMF one RRC INACTIVE TRANSITION REPORT message plus one subsequent RRC INACTIVE TRANSITION REPORT message when the RRC state transitions to RRC_CONNECTED state.
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send one RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE and subsequent RRC INACTIVE TRANSITION REPORT messages to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
Interactions with PDU Session Resource Notify procedure:
If the QoS related parameters (e.g. the CN Packet Delay Budget Downlink IE or the CN Packet Delay Budget Uplink IE) are included in the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, but can not be succesfully accepted by the NG-RAN node, the NG-RAN node should continue to use the old values received from the source NG-RAN node, if any. The NG-RAN node shall, if supported, send the PDU SESSION RESOURCE NOTIFY message to notify the AMF.
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This message is sent by the AMF to inform the NG-RAN node that the path switch has been successfully completed in the 5GC.
Direction: AMF  NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Security Context
	M
	
	9.3.1.88
	
	YES
	reject

	New Security Context Indicator
	O
	
	9.3.1.55
	
	YES
	reject

	PDU Session Resource Switched List
	
	1 
	
	
	YES
	ignore

	>PDU Session Resource Switched Item
	
	1..<maxnoofPDUSessions> 
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Acknowledge Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Acknowledge Transfer IE specified in subclause 9.3.4.9.
	-
	

	>>PDU Session Expected UE Activity Behaviour
	O
	
	Expected UE Activity Behaviour
9.3.1.94
	Expected UE Activity Behaviour for the PDU Session.
	YES
	ignore

	PDU Session Resource Released List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Released Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Unsuccessful Transfer IE specified in subclause 9.3.4.20.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	Enhanced Coverage Restriction
	O
	
	9.3.1.140
	
	YES
	ignore

	Extended Connected Time
	O
	
	9.3.3.31
	
	YES
	ignore

	UE Differentiation Information
	O
	
	9.3.1.144
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.3.1.155
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.3.1.160
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.3.1.168
	This IE is ignored if the Management Based MDT PLMN Modification List IE is present.
	YES
	ignore

	Time Synchronisation Assistance Information
	O
	
	9.3.1.220
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.3.1.233
	
	YES
	ignore

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate
9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	Management Based MDT PLMN Modification List
	O
	
	MDT PLMN Modification List
9.3.1.243
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	Network Controlled Repeater Authorized
	O
	
	9.3.1.x
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>> (Already captured in the agreed BL CR. Just to link the reference.)
[bookmark: _Toc45652414][bookmark: _Toc45658846][bookmark: _Toc45720666][bookmark: _Toc45798544][bookmark: _Toc45897933][bookmark: _Toc51746137][bookmark: _Toc64446401][bookmark: _Toc73982271][bookmark: _Toc88652360][bookmark: _Toc97891403][bookmark: _Toc99123546][bookmark: _Toc99662351][bookmark: _Toc105152418][bookmark: _Toc105174224][bookmark: _Toc106109222][bookmark: _Toc107409680]9.3.1.x	Network Controlled Repeater Authorized
This IE provides the authorization status of the UE to act as a Network Controlled Repeater.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Network Controlled Repeater Authorized
	M
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized as Network Controlled Repeater



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>



	

[bookmark: _Toc20955355][bookmark: _Toc29503808][bookmark: _Toc29504392][bookmark: _Toc29504976][bookmark: _Toc36553429][bookmark: _Toc36555156][bookmark: _Toc45652555][bookmark: _Toc45658987][bookmark: _Toc45720807][bookmark: _Toc45798687][bookmark: _Toc45898076][bookmark: _Toc51746283][bookmark: _Toc64446548][bookmark: _Toc73982418][bookmark: _Toc88652508][bookmark: _Toc97891552][bookmark: _Toc99123757][bookmark: _Toc99662563][bookmark: _Toc105152642][bookmark: _Toc105174448][bookmark: _Toc106109446][bookmark: _Toc107409904][bookmark: _Toc112757093][bookmark: _Toc120537588]9.4.4	PDU Definitions
<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>
-- **************************************************************
--
-- PATH SWITCH REQUEST ACKNOWLEDGE
--
-- **************************************************************

PathSwitchRequestAcknowledge ::= SEQUENCE {
	protocolIEs		ProtocolIE-Container		{ { PathSwitchRequestAcknowledgeIEs} },
	...
}

PathSwitchRequestAcknowledgeIEs NGAP-PROTOCOL-IES ::= {	
	{ ID id-AMF-UE-NGAP-ID								CRITICALITY ignore	TYPE AMF-UE-NGAP-ID										PRESENCE mandatory	}|
	{ ID id-RAN-UE-NGAP-ID								CRITICALITY ignore	TYPE RAN-UE-NGAP-ID										PRESENCE mandatory	}|
	{ ID id-UESecurityCapabilities						CRITICALITY reject	TYPE UESecurityCapabilities							PRESENCE optional		}|
	{ ID id-SecurityContext								CRITICALITY reject	TYPE SecurityContext									PRESENCE mandatory	}|
	{ ID id-NewSecurityContextInd						CRITICALITY reject	TYPE NewSecurityContextInd							PRESENCE optional		}|
	{ ID id-PDUSessionResourceSwitchedList				CRITICALITY ignore	TYPE PDUSessionResourceSwitchedList				PRESENCE mandatory	}|
	{ ID id-PDUSessionResourceReleasedListPSAck			CRITICALITY ignore	TYPE PDUSessionResourceReleasedListPSAck		PRESENCE optional		}|
	{ ID id-AllowedNSSAI								CRITICALITY reject	TYPE AllowedNSSAI										PRESENCE mandatory	}|
	{ ID id-CoreNetworkAssistanceInformationForInactive		CRITICALITY ignore	TYPE CoreNetworkAssistanceInformationForInactive		PRESENCE optional		}|
	{ ID id-RRCInactiveTransitionReportRequest			CRITICALITY ignore	TYPE RRCInactiveTransitionReportRequest			PRESENCE optional		}|
	{ ID id-CriticalityDiagnostics						CRITICALITY ignore	TYPE CriticalityDiagnostics							PRESENCE optional		}|
	{ ID id-RedirectionVoiceFallback					CRITICALITY ignore	TYPE RedirectionVoiceFallback						PRESENCE optional		}|
	{ ID id-CNAssistedRANTuning							CRITICALITY ignore	TYPE CNAssistedRANTuning								PRESENCE optional		}|
	{ ID id-SRVCCOperationPossible						CRITICALITY ignore	TYPE SRVCCOperationPossible							PRESENCE optional		}|
	{ ID id-Enhanced-CoverageRestriction				CRITICALITY ignore	TYPE Enhanced-CoverageRestriction					PRESENCE optional		}|
	{ ID id-Extended-ConnectedTime						CRITICALITY ignore	TYPE Extended-ConnectedTime							PRESENCE optional		}|
	{ ID id-UE-DifferentiationInfo						CRITICALITY ignore	TYPE UE-DifferentiationInfo							PRESENCE optional		}|
	{ ID id-NRV2XServicesAuthorized						CRITICALITY ignore	TYPE NRV2XServicesAuthorized						PRESENCE optional		}|
	{ ID id-LTEV2XServicesAuthorized					CRITICALITY ignore	TYPE LTEV2XServicesAuthorized						PRESENCE optional		}|
	{ ID id-NRUESidelinkAggregateMaximumBitrate			CRITICALITY ignore	TYPE NRUESidelinkAggregateMaximumBitrate		PRESENCE optional		}|
	{ ID id-LTEUESidelinkAggregateMaximumBitrate		CRITICALITY ignore	TYPE LTEUESidelinkAggregateMaximumBitrate		PRESENCE optional		}|
	{ ID id-PC5QoSParameters							CRITICALITY ignore	TYPE PC5QoSParameters									PRESENCE optional 	}|
	{ ID id-CEmodeBrestricted							CRITICALITY ignore	TYPE CEmodeBrestricted								PRESENCE optional		}|
	{ ID id-UE-UP-CIoT-Support							CRITICALITY ignore	TYPE UE-UP-CIoT-Support								PRESENCE optional		}|
	{ ID id-UERadioCapabilityID							CRITICALITY reject	TYPE UERadioCapabilityID								PRESENCE optional		}|
	{ ID id-ManagementBasedMDTPLMNList					CRITICALITY ignore	TYPE MDTPLMNList										PRESENCE optional		}|
	{ ID id-TimeSyncAssistanceInfo						CRITICALITY ignore	TYPE TimeSyncAssistanceInfo							PRESENCE optional		}|
	{ ID id-FiveG-ProSeAuthorized						CRITICALITY ignore	TYPE FiveG-ProSeAuthorized							PRESENCE optional		}|
	{ ID id-FiveG-ProSeUEPC5AggregateMaximumBitRate		CRITICALITY ignore	TYPE NRUESidelinkAggregateMaximumBitrate		PRESENCE optional		}|
	{ ID id-FiveG-ProSePC5QoSParameters					CRITICALITY ignore	TYPE FiveG-ProSePC5QoSParameters					PRESENCE optional		}|
	{ ID id-ManagementBasedMDTPLMNModificationList		CRITICALITY ignore	TYPE MDTPLMNModificationList						PRESENCE optional		}|
	{ ID id-IAB-Authorized								CRITICALITY ignore	TYPE IAB-Authorized										PRESENCE optional		}|
	{ ID id-NetworkControlledRepeaterAuthorized 		CRITICALITY ignore	TYPE NetworkControlledRepeaterAuthorized 		PRESENCE optional		},
	...
}

	
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
6	TP to NCR BL CR of TS 38.300 (Option 3)
X	Network controlled repeater
X.Y	OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session. A NCR may be configured with a list of allowed gNB cell(s) that the NCR-MT is allowed to connect with, and/or a list of forbidden gNB cell(s) that the NCR-MT is not allowed to connect with. 
The information on the physical beam(s) used by NCR-Fwd for access link may be provided by OAM to the gNB and the NCR for operation. How to characterize and provide the physical beams of NCR-Fwd is up to implementation.
X.Y1	Network controlled repeater management 
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NCR identification is performed in RAN, and NCR authorization is performed in 5GC. 
After Path Switch procedure, the 5GC shall initiate the UE Context Modification procedure towards the new gNB to provide the NCR authorization information.
X.Y1.b	NCR management
The general procedure of the NCR management is illustrated in Figure X.Y-1:


Figure X.Y-1. NCR management
Step 1: The gNB broadcasts the NCR supported information via system information.
Step 6: When a NCR is trying to access the network as a NCR, the NCR indication is sent to the serving gNB. 
Step 7: The serving gNB selects an appropriate AMF for the NCR.
Step 9: AMF provides NCR authorization information to the gNB.
Other steps refer to the signalling flow as defined in 9.2.1.3.

7	TP to NCR BL CR of TS 38.300 (Option 3a)
X	Network controlled repeater
X.Y	OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session. A NCR may be configured with a list of allowed gNB cell(s) that the NCR-MT is allowed to connect with, and/or a list of forbidden gNB cell(s) that the NCR-MT is not allowed to connect with. 
The information on the physical beam(s) used by NCR-Fwd for access link may be provided by OAM to the gNB and the NCR for operation. How to characterize and provide the physical beams of NCR-Fwd is up to implementation.
X.Y1	Network controlled repeater management 
X.Y1.a	NCR authorization
NCR identification is performed in RAN, and NCR authorization is performed in 5GC. 
5GC also provides NCR’s present authorization status in UE Context modification procedure, e.g., after Path Switch for informative purposes, or whenever the status has changed. After Path Switch procedure, in case the new gNB does not receive such update, it has to assume that the NCR has been implicitly authorized. 
X.Y1.b	NCR management
The general procedure of the NCR management is illustrated in Figure X.Y-1:


Figure X.Y-1. NCR management
Step 1: The gNB broadcasts the NCR supported information via system information.
Step 6: When a NCR is trying to access the network as a NCR, the NCR indication is sent to the serving gNB. 
Step 7: The serving gNB selects an appropriate AMF for the NCR.
Step 9: AMF provides NCR authorization information to the gNB.
Other steps refer to the signalling flow as defined in 9.2.1.3.
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