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1. Introduction
In the last meeting, RAN3 has discussed an issue about whether the verification procedure can be run independently from the targeted services. Although most companies acknowledge there can be problems, several companies argued the issue is not in the scope of RAN3. In this paper, we further explain why we need UE location to be verified first and why the LS out to SA2 is needed. 
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The problem originates from RAN2 119bis-e, where an LS was sent to SA2 to ask whether there is any constraint on the latency of the verification procedure, and whether can the verification procedure be run independently from the targeted services [1].An LS was replied by SA2 which is copied as follows:
	SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
Q1	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification.  Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.
Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started. 



We note that the purpose of verifying UE location can be presented as the following two aspects: the first one is to verify whether the AMF selects a correct PLMN, and the second one is to obtain the trustable UE location to support the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing). 
In the last meeting, in [2] and [3], companies have brought a contribution declaring that no services can be provided to NTN UE until its location has been verified at initial network attach and some other cases. The main concern behind the contributions is allowing UE to access the services before verifying its location may cause security risk, especially at initial network attach. For example, UE may provide a fake location intentionally to access its intended country. In this case, if the network allow the UE access and provide UE the services without limitation, it is possible that the UE may be engaged in illegal activities. Another possibility is that a malicious 3rd party could be tampering with the UE’s capability of providing its location. Also, if the network provides the UE all kinds of services without any restriction before the verification is finished, the UE might leave the network in advance to escape the verification. That is, during this period, the UE might have finished the transmission, or if not, the UE might leave and re-access to the network at next time to continue the transmission. Thus, the location verification is necessary before allowing the UE accesses the services. 
Observation 1: If location verification is required (up to 5GC), 5GC should not provide services to them before location verification is completed due to potential security risks. 
In the last meeting, most companies in fact acknowledge the above observations [4]. The main argument against it is the question is not a RAN3 related issue. At this stage, we would like to correct a misunderstanding of last meeting, on fact here “Service” includes also mobility and basic features. Say that usually when RAN starts to initiate the UE Context with acknowledgement of the CN, RAN becomes confident on NNSF and security management… In particular case of NTN, if the UE context establishment is “not secure”, the RAN might start to take action like evaluation of UE location, or behavior in terms of mobility. Therefore, the problem is not totally de-correlated from RAN but also rely on RAN robust implementation!  We do agree that the final decision and solution is pending to SA2 and the intention is not against any agreements achieved in RAN3. Therefore, instead of asking SA2 to reevaluate what they have informed in the LS, as a group who received the LS, we should at least notify SA2 that RAN3 observes that if we allow services run in parallel with an ongoing verification, they might not be consistent with the UE location and may cause security issues. 
Without challenging the agreements achieved in RAN3, RAN3 should simply LS SA2 to state RAN3’s understanding, which is allowing services run in parallel with an ongoing verification may lead to security issues and services not consistent with the UE location. 
A draft reply LS out is shown in [5]
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Based on the discussion in this paper, we propose the following:
Observation 1: If location verification is required (up to 5GC), 5GC should not provide services to them before location verification is completed due to potential security risks. 
1. Without challenging the agreements achieved in RAN3, RAN3 should simply LS SA2 to state RAN3’s understanding, which is allowing services run in parallel with an ongoing verification may lead to security issues and services not consistent with the UE location. 
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