

	

3GPP TSG-RAN WG3 Meeting #119	R3-230943
Athens, Greece, 27th Feb – 3rd Mar 2023	
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	38.413
	CR
	0926
	rev
	1
	Current version:
	16.11.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	Clarification on IAB Authorized IE in UE Context Modification procedure 

	
	

	Source to WG:
	Nokia, Nokia Shanghai Bell, Qualcomm, CATT, Huawei, Samsung, Ericsson 

	Source to TSG:
	R3

	
	

	Work item code:
	NR_IAB-Core 
	
	Date:
	2023-03-03

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	IAB’s authorization can be changed to “not authorized” during its normal operation. AMF may choose to de-register the IAB-MT (including AMF initiate the UE Context Release procedure to IAB-donor), or AMF may keep the IAB-MT registered as a normal UE (e.g. has an optional PDU session for OAM). In the later case, AMF initiates the UE Context Modification procedure to inform the IAB-donor that the IAB authorized is changed to “not authorized”. IAB-donor need to ensure the IAB’s operation is stopped, e.g. release BH RLC CH, deactivate the IAB-DU cell(s), etc. 

However, current specification only defines “the NG-RAN node shall, if supported, store the received IAB Authorization information in the UE context”, but does not define the NG-RAN node to take actions to stop the IAB operation. 


	
	

	Summary of change:
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Figure 8.3.1.2-1: Initial context setup: successful operation
In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.
If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.
If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-	attempt to execute the requested PDU session configuration;
-	store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];
-	store the received Mobility Restriction List in the UE context;
-	store the received UE Radio Capability in the UE context;
-	store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];
-	store the received UE Security Capabilities in the UE context;
-	store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use.
-	if supported, store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [31].
-	store the received NR V2X Services Authorization information, if supported, in the UE context;
-	store the received LTE V2X Services Authorization information, if supported, in the UE context;
-	store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services;
-	store the received LTE UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services.
-	store the received PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.287 [33].
-	store the received Management Based MDT PLMN List information, if supported, in the UE context.
-	if supported, store the received IAB Authorization information in the UE context, and use it accordingly for the IAB-MT.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
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The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.
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Figure 8.3.4.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
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