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1 Introduction

Following RAN3 #118, the following discussions are ongoing for Network Controlled Repeaters [1]:
· An NCR may connect only to allowed cells – work is needed on stage 2; whether to send a reply LS to SA3

· The NCR may be configured with a list of allowed and/or forbidden cells

· Whether gNB-CU or gNB-DU need to configure which cell(s) can be accessed by an NCR.

· Any additional aspects on the solution chosen for NCR management (RAN3 has also agreed that gNB-DU needs to know the NCR authorization status)

· Further stage 2 related aspects agreed by RAN1 (including some OAM related items)

We will provide our view on the above and propose a way forward.
2 Discussion
2.1 Allowed Cells / NCRs
The current statement for further discussion, “The NCR may be configured with a list of allowed and/or forbidden cells” follows the consensus in RAN3 (including from operators) during the offline discussion at the last meeting.  Only one company disagreed, on the basis that “allowed cells” is not the same as “intended cells”. [2] In general, we believe there is enough consensus for RAN3 to agree on this, with the understanding that it is the operator that designates the allowed and/or forbidden cells and configures each NCR accordingly. A simple statement should be captured in the stage 2 BL CR [3].

Proposal 1: Agree that “The operator may configure the NCR with a list of allowed and/or forbidden cells”; capture this in stage 2.

Further details should be left to each operator’s policy, like e.g. whether to configure a single list (allowed or forbidden cells) or both lists at the same time in an NCR, or whether to configure different NCRs with different information (e.g. different lists of allowed/forbidden cells).
There was one comment on the issue of “validation”, i.e. “RAN should be able to check whether the NCR is connected to the right [cell] – that’s why we need to reply [to] SA3.” [2] It is to be noted that this can be achieved by appropriately configuring a local list of cells in the NCR: if an operator requires that an NCR shall only connect to a single cell (e.g. because of a very specific radio configuration or QoS requirement), the operator configures it with an allowed cell list containing only the single desired cell ID. If the operator requires that an NCR may connect to a set of cells, those are the ones that will go into the allowed cell list. Combining this with the forbidden cell list configured in the NCR, enables the maximum flexibility and the maximum level of control to the operator. In other words, If the NCR is not allowed to connect to certain cell(s) according to operator configuration (see above proposals) it will never connect to those gNB(s). There is no reason why the gNB would need to check that the NCR (being operator deployed + tested) is conforming to specification. According to the WID objectives, the NCR is an operator-controlled, operator-deployed device (and as such can be also assumed to be handled according to operator security policy, like the rest of the RAN). Identification and authorization, which are already in place, take care of any remaining security concerns.
Given the above, there seems to be no need for additional RAN functions to check that the NCR is connecting to the intended cell. Similar discussions resulted in similar conclusions for Rel-10 LTE RNs.
Proposal 2: If the operator configures the NCR with the list of the desired cell(s), there seems to be no need for additional RAN functions to check that the NCR is connecting to the intended cell.
Given that the typical intended NCR usage is to address coverage “holes”, it is extremely unlikely that an NCR deployed in such a spot would find more than a single cell to connect to. For this reason, it does not seem necessary to also configure a list of allowed NCRs in a gNB.
Proposal 3: It is extremely unlikely that an NCR, typically deployed to cover a “coverage hole”, would find more than a single cell to connect to; for this reason, it does not seem necessary to also configure a list of allowed NCRs in a gNB.
2.2 Configuration of NCR-Accessible Cells in the gNB
Whether a gNB cell should broadcast a “NCR support” bit (e.g. in a SIB) does not seem to be in RAN3 scope. Similarly to cell barring functionality, the corresponding parameter might be configured in the gNB-DU and signaled to the gNB-CU at F1 setup and gNB-DU configuration update. But RAN3 would need to wait for e.g. RAN2 to converge on this issue and then act accordingly.
Proposal 4: Configuration of NCR-accessible cells in the gNB(-DU) seems to depend on whether a gNB broadcasts an “NCR support” bit, which is out of RAN3 scope; RAN3 should wait for e.g. RAN2 decision before discussing F1AP impacts.
2.3 Transferring the NCR Authorization over F1
Following the agreement that gNB-DU needs to know the authorization status of the NCR, the NCR Authorized IE (same encoding as in the NGAP BL CR [4]) should be added to the F1AP CONTEXT SETUP REQUEST and CONTEXT MODIFICATION REQUEST messages.

Proposal 5: Following the RAN3 agreement, the NCR Authorized IE (same encoding as in the NGAP BL CR) should be added to the F1AP CONTEXT SETUP REQUEST and CONTEXT MODIFICATION REQUEST messages.
2.4 Further OAM Impacts Following RAN1 Discussion
At the last RAN1 meeting, the following agreements were taken which may impact RAN3: [5]
The following is supported to deliver the information to characterize the supported physical beam of NCR-Fwd for access link: 

Option 2: The information is informed (sic) to gNB and NCR via OAM

· NOTE 1: In this option, how to characterize the beam information is based on implementation (e.g. declaration from NCR vendor).

· NOTE 2: In this option, the beam(s) used by NCR-Fwd for access link is configured for gNB and NCR by OAM based on implementation.

· The beam index in SCI corresponds to the configured beam(s) sequentially.

The above agreements need corresponding requirements on OAM, which RAN3 needs to provide and capture in stage 2.
Proposal 6: Capture the NCR and gNB OAM requirements descending from the RAN1 agreements on information exchange for NCR supported physical beam.

A TP for the stage 2 BL CR is provided in [6] for further discussion and possible agreement.
3 Conclusions and Proposals
Our proposals are summarized below.
Proposal 1: Agree that “The operator may configure the NCR with a list of allowed and/or forbidden cells”; capture this in stage 2.

Proposal 2: If the operator configures the NCR with the list of the desired cell(s), there seems to be no need for additional RAN functions to check that the NCR is connecting to the intended cell.

Proposal 3: It is extremely unlikely that an NCR, typically deployed to cover a “coverage hole”, would find more than a single cell to connect to; for this reason, it does not seem necessary to also configure a list of allowed NCRs in a gNB.
Proposal 4: Configuration of NCR-accessible cells in the gNB(-DU) seems to depend on whether a gNB broadcasts an “NCR support” bit, which is out of RAN3 scope; RAN3 should wait for e.g. RAN2 decision before discussing F1AP impacts.
Proposal 5: Following the RAN3 agreement, the NCR Authorized IE (same encoding as in the NGAP BL CR) should be added to the F1AP CONTEXT SETUP REQUEST and CONTEXT MODIFICATION REQUEST messages.
Proposal 6: Capture the NCR and gNB OAM requirements descending from the RAN1 agreements on information exchange for NCR supported physical beam.
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