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1Introduction
In the last RAN3#118 meeting, we discussed the NCR management solutions, the agreements and open issues are listed below [1]:
	Exclude the solution 2.
OAM-NCR connectivity can be provided via PDU session.
gNB-DU needs to know the authorization status of NCR.
Take Solution 3 as the basis for NCR management. FFS on any additional aspects.
[bookmark: OLE_LINK1][bookmark: OLE_LINK3]The NCR may be configured with a list of allowed and/or forbidden cells.
Discussion on further stage 2 related aspects agreed by RAN1.
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing.
Work on stage2 and stage3 CRs


In this contribution, we will further discuss the open items and we provide the observations and proposals accordingly.
2. Discussion
2.1 NCR Authorization
Take Solution 3 as the basis for NCR management. FFS on any additional aspects.
The call flow of the solution 3 in the TR [1] is shown as below:
	

Figure 8.1.3-1. Call flow for solution 3
Sequence of this solution: 
1. During NG-C setup procedure, the AMF should inform the gNB whether it supports NCR, e.g. by including “NCR-supported” indicator in NG SETUP RESPONSE message. 
2. NCR establishes RRC connection and NCR identification can be implemented by reporting an NCR indicator in Msg5 (in addition to sending any NCR-related radio capability) and/or by reporting an NCR indicator (implicitly or explicitly) in UE’s radio capability signaling. The gNB selects an AMF which supports NCR function, and forwards the NCR indicator to the AMF.
3. AMF and other CN entities do further authorization, and provides “NCR authorized” to the gNB. 


First of all, we understand it’s unnecessary to explicitly exchange NCR capability between RAN nodes and 5GC. Which means no need to introduce “NCR-supported” indicator in NG SETUP RESPONSE message, the capability could be known by the OAM configuration. 
Proposal 1: No need to exchange NCR capability between RAN node and 5GC in the NG setup procedure.

In the previous RAN2 meeting, it’s agreed that UE could indicate NCR capability within the UE Capability report, as below:
	For Reporting the capabilities of NCR-MT, the existing UECapabilityEnquiry and UECapabilityInformation Message are reused.


According to the RAN2 agreement, gNB could not distinguish whether the UE is NCR-MT in Msg5. Accordingly, without the clear indicator before the MSG5 over the Uu interface, the gNB could not provide a NCR Indicator to 5GC in INITIAL UE MESSAGE message. 
Observation 1: According to the RAN2 agreement, gNB could not distinguish whether the UE is NCR-MT in MSG5.
Observation 2: gNB could not provide NCR Indicator in INITIAL UE MESSAGE.
Without the NCR Indicator from NG-RAN to 5GC, 5GC could check the UE capabilities, the subscription information to decide whether the UE is authorized as a NCR and provide corresponding NCR authorization info to the NG-RAN node.
Proposal 2: NCR Indicator from NG-RAN to 5GC is not needed.

2.2 NCR “Validation”
The NCR may be configured with a list of allowed and/or forbidden cells.
According to the discussion of the last RAN3 meeting, some of the companies showed interest on NCR validation, and majority of companies agreed to pre-configure the NCR with a list of allowed and/or forbidden cells.
If a NCR node is configured with a list of allowed and/or forbidden cells, the NCR node should select and re-select a cell within the allowed cell list, at least it should only access via the allowed cell. The detail UE behaviours are up to RAN2.
Proposal 3: NCR should only access via the allowed cell(s), if allowed and/or forbidden cells are configured. If any impact for Cell (re-)selection in RRC Idle/Inactive is up to RAN2.
In the last RAN2 meeting, it’s agreed to broadcast NCR supported indication in SIB1. With that, a NCR node can select a proper NCR-supporting cell to access.
Observation 3: NCR-MT could select a NCR-supporting cell via the NCR support indication broadcasted in the SIB1.

But for a NCR-supporting cell, any NCR is allowed, or just some specific NCR(s) are allowed? Whether and how to check it?
· Option 1: Pre-configure the allowed and/or forbidden cells to the gNB.
· Option 2: pre-configure the allowed and/or forbidden cells to the 5GC. 
The option 1 requires gNB to identify different NCRs via some of the identifications, which has not been discussed and agreed in RAN2. 
While for the option 2, 5GC may check whether the NCR is allowed to work in the appropriate area (gNB/cell) before providing the authorization info to NG-RAN. A NCR is authorized means the NCR is allowed to work in the current gNB/cell.
From the analysis above, it’s not feasible to configure and check the allowed and/or forbidden cells in the gNB. The allowed and/or forbidden cells for a NCR node, if needed, could be configured to the 5GC, the 5GC should only provide the authorization info for a NCR node when it access from the allowed gNB/Cell. No further RAN impact is foreseen.
Proposal 4: A list of allowed and/or forbidden cells for a NCR node, if needed, could be configured to 5GC. The 5GC should check the info before provision of NCR authorization info to the gNB.
 
[bookmark: OLE_LINK6][bookmark: OLE_LINK7]Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing.
Which cell(s) can be used for NCR device accessing is up to the deployment, optimization, or the operator policy, e.g. if the operator plans to deploy a NCR in a certain cell to enhance the coverage or for some other reasons, it could tell the gNB-CU and gNB-DU via OAM configuration.
Proposal 5: It’s not needed for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, which could be left to OAM.

2.3 F1 impact analysis
gNB-DU needs to know the authorization status of NCR.
Following the agreement of the last RAN3 meeting, the NCR authorization info should be forwarded to gNB-DU from gNB-CU in CU-DU split architecture. Corresponding authorization info should be provided from CU to DU in the following messages:
· UE CONTEXT SETUP REQUEST 
· [bookmark: OLE_LINK8][bookmark: OLE_LINK9]UE CONTEXT MODIFICATION REQUEST
Proposal 6: Introduce NCR authorization info in F1AP UE CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST messages.
Corresponding CR for F1 is provided in [3], RAN3 is requested to discuss and agree the F1AP CR to make support of NCR authorization over F1.
[bookmark: OLE_LINK24][bookmark: OLE_LINK25]Proposal 6bis: Discuss and agree the CR to F1 in [3], on support of NCR authorization in F1.

2.4 Stage 2 work
Following the discussion in the sections 2.1 and 2.2, it should be sufficient to provide NCR authorization info from 5GC to NG-RAN, that’s what we have agreed.
Considering the RAN2 agreements, the overall procedures for NCR management could be illustrated with the figure below:


Figure x.z-1. NCR authorization procedure
[bookmark: _GoBack]As highlighted, NCR-MT could select the NCR-supporting cell to access by the NCR Support Indicator in the SIB1. UE will not provide any NCR capability/indication in the MSG 5, corresponding NCR capabilities could be signaled to the network in the UECapabilityReport procedure. 
NCR authorization info is provided from 5GC to NG-RAN, in the NGAP INITIAL CONTEXT SETUP REQUEST or UE CONTEXT MODIFICATION REQUEST messages.
The details of the stage 2 texts could be found in section 5, RAN3 is requested to discuss and agree the stage 2 texts for the overall procedure for NCR authorization.
Proposal 7: RAN3 to discuss and agree the stage 2 texts for TS 38.300 (as shown in section 5), capturing the overall procedure for NCR authorization.

3. Conclusion
In this contribution, we further evaluated the candidate solutions for NCR management. Based on the discussion, we provided the following observations and proposals:
Observation 1: According to the RAN2 agreement, gNB could not distinguish whether the UE is NCR-MT in MSG5.
Observation 2: gNB could not provide NCR Indicator in INITIAL UE MESSAGE.
Observation 3: NCR-MT could select a NCR-supporting cell via the NCR support indication broadcasted in the SIB1.

Proposal 1: No need to exchange NCR capability between RAN node and 5GC in the NG setup procedure.
Proposal 2: NCR Indicator from NG-RAN to 5GC is not needed.
Proposal 3: the NCR should only access via the allowed cell(s), if allowed/forbidden cells are configured. If any impact for Cell (re-)selection in RRC Idle/Inactive is up to RAN2.
Proposal 4: A list of allowed and/or forbidden cells for a NCR node, if needed, could be configured to 5GC. The 5GC should check the info before provision of NCR authorization info to the gNB.
Proposal 5: It’s not needed for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, which could be left to OAM.
Proposal 6: Introduce NCR authorization info in F1AP UE CONTEXT SETUP REQUEST and UE CONTEXT MODIFICATION REQUEST messages.
Proposal 6bis: Discuss and agree the CR to F1 in [3], on support of NCR authorization in F1.
Proposal 7: RAN3 to discuss and agree the stage 2 texts for TS 38.300 (as shown in section 5), capturing the overall procedure for NCR authorization.
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[bookmark: _Toc114478067]<<<<<<<<<<<<<<<<<<<<<<<<<< Begin of the change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>
X Network controlled repeater
X.Y OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session.
X.Z NCR management
NCR-MT will access to the network as a UE, the general procedure of the NCR management is illustrated in below figure:


Figure x.z-1. NCR Management procedure
0. The NCR-supporting cells broadcast NCR Support Indicator in the SIB1.
1-5.	NCR firstly accesses to NG-RAN as a normal UE.
6. NG-RAN sends the INITIAL UE MESSAGE to the AMF.
7. The AMF provides NCR Authorization Info to the gNB in the Initial UE Context Setup Procedure.  
8. The gNB initiates Security procedure to activate the AS security.
9. The gNB may request for UE radio capability, if needed. NCR related capabilities, if any, is included in the UE Radio Capability.
10. The gNB establishes SRB2 and or DRB(s) for the NCR-MT.
11. The gNB completes the Initial Context Setup Procedure.

<<<<<<<<<<<<<<<<<<<<<<<<<< End of the change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>
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