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1.	Introduction
In the 5G system, the access control supports flexibility for the network operators to define operator-defined Access Identities and Access Categories using their own criterion such as network slicing. As the operator can define multiple network slices for the same service for different groups of UEs, we find the issue on how the network performs access control for different groups of UEs using the same service. In this paper, we would like to discuss the access control mechanism for different groups of UEs assigned in different network slices.
2.	Discussion
According to TS 23.501, the network operator can define different network slices for the same service/application for different groups of UEs. By doing so, the operator can provide differentiated handling for the same service to different groups of UEs. For example, the network may allow access only to a particular slice group of UEs when the network suffers congestion where other slice groups of UEs barred also tried to access for the same service; URLLC devices are allowed to use voice calls without restriction but IoT devices are limited to access for voice calls with high access barring probability. 
According to TS 22.261, the 5G system access control mechanism allows the network operators to define operator-defined access categories using network slicing. In other words, the operator may apply differentiated access chances to the UE based on access categories using slicing criteria. The operator can control accesses using different slices by applying barring probabilities in different slices.
Observation 1: It is beneficial to provide different barring probabilities for the same service/applications in different slices.
[bookmark: _GoBack]According to TS 38.300, the network can support large number of slices (hundreds) although the UE need not support more than 8 slices simultaneously. Since the gNB will broadcast access control parameters in a cell, it is not efficient if the network configures different access control parameters for each supported slice when the number of supported slices in a gNB is large. We expect that in most cases the number of supported slices in a gNB is not small because the operator will configure slices for PLMN or at least for the registration area, not for a cell level. Therefore, the gNB may need to broadcast much information where the network deploys large number of slices if the operator applies access barring parameters for access categories mapping to slices one by one. It causes significant signaling overhead although it helps the operator provide access control with fine granularity.
Observation 2: Support of different barring probabilities for different slices may cause significant signalling overhead due to a massive number of slices that the network may support.
Meanwhile, the operator may not need to control access with fine granularity sometimes. For example, it would be enough if the operator controls access chances with high/medium/low level by grouping several slices. One simple way to support different barring probabilities for different slices with low signaling overhead is that one or more slices with the same access probability are grouped into the same slice group. Different slices of IoT devices UEs could be grouped into the same slice group and configured with high access barring probability for voice calls, while other slices of URLLC and V2X devices could be grouped into the other slice group and configured with low access barring probabilities for voice calls. Accordingly, we propose that the network should be allowed to group one or more slices to provide the same level of access probabilities for those slices.
Proposal 1: The network may group one or more slices to provide the same level of access probabilities for those slices.

To identify the slice group, network may be able to use SST and configure different barring probabilities for SST groups. According to TS 23.501, an S-NSSAI is comprised of a Slice/Service type (SST) and a Slice Differentiator (SD) where SD is optional information that complements the SST to differentiate amongst multiple network slices of the same SST. When the value of SST is the same, multiple slices could be configured for a few access categories. Then, the operator can apply different access barring parameters to a few access categories. 
Alternatively, the network may be able to define a new slice group identifier and configure different barring probabilities for  groups that are defined by the operator’s specific management purposes. The groups can be configured based on different groups of UEs (e.g. by charging level) or other aspects regarding the operator’s management policy and the operator applies differentiated access control based on it. 

It is likely that the gNB broadcasts access barring parameters based on access category in system information. For access control by grouping network slices, the gNB needs to provide access parameters with the group identifier (e.g. SST, operator-specific group identifier) so that the UE performs access barring check based on the group information. For the case that the operator does not configure a group for network slices, a default group can be defined. Then, the gNB can broadcast barring parameters based on access category with a default group identifier. 
Proposal 2: The gNB broadcasts access barring parameters per access category for each group of slices.
The UE needs to know group configuration information, which means which access categories are defined for a particular slice or slicing group. To learn the mapping between network slices and access categories, it is like that the mapping information is provided by the AMF to the UE and it will be delivered by NAS signalling. The UE NAS layer stores the slicing group and access category. When the UE requests transmission, the UE NAS layer checks the slice group and access category that the request belongs to. Then, the UE NAS layer informs of the associated access category to the AS layer when the UE attempts access. 
Proposal 3. RAN2 assumes that upper layers configure the mapping information between access categories and a group of associated slices. RAN2 should inform CT1 about this assumption.

3.	Conclusion
In this contribution, we discussed access control for different groups of UEs assigned in different network slices. Our proposals are:
Observation: It is beneficial to provide different barring probabilities for the same service/applications in different slices.
Observation: Support of different barring probabilities for different slices may cause significant signaling overhead due to a massive number of slices that the network may support.
Proposal 1: The network may group one or more slices to provide the same level of access probabilities for those slices.
Proposal 2: The gNB broadcasts access barring parameters per access category for each group of slices.
Proposal 3. RAN2 assumes that upper layers configure the mapping information between access categories and a group of associated slices. RAN2 should inform CT1 about this assumption.
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