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1 Introduction

In RAN2-98, the Access control in NR has been agreed as listed below:
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
In this contribution, we will further discuss the additional aspects of access control for an INACTIVE UE compared with IDLE state.
2 Discussion 
RAN2 has agreed to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE), while it is still FFS whether it is completely common between these states. In our understanding, the barring strength used for INACTIVE could be different from the RRC_CONNECTED state or RRC_IDLE due to several reasons observed below:

1) the user scale of different states may be quite different. For example, the INACTIVE state may be prevalent in 5G network, to cater for low access latency and power consumption.
2) the occupied resources for INACTIVE state are different from the RRC_IDLE and RRC_CONNECTED as shown in the table below:
	
	Radio resource 
	NG connection

	RRC_IDLE
	No dedicated radio resource 
	released

	RRC_CONNECTED
	May have dedicated radio resources (SR/SRS, etc.)
	active

	RRC_INACTIVE
	May have dedicated radio resource
	active


For an RRC_INACTIVE UE, the NG connection is already available. Therefore when deciding whether to bar an INACTIVE UE, the load on NG1 may not need to be counted as there is no increase in resource cost for NG interface for INACTIVE UE to resume connection.
Proposal 1: Allow the network to configure Access barring parameters for INACTIVE differently from RRC_CONNECTED and RRC IDLE 

In INACTIVE state, the UE may either initiate RRC Connection Re-Activation for state transition or perform data transmission directly without state transition. Access barring for INACTIVE shall be used to prevent the initiation of RRC Connection Re-Activation or direct data transmission.
Proposal 2: Access barring for INACTIVE shall be used to prevent the initiation of RRC Connection Re-Activation or the direct data transmission in INACTIVE state 

In RRC INACTIVE, there have different scenarios to trigger the RRC Connection Re-activation.

1) NAS signalling triggered RRC Connection Re-Activation

In INACTIVE, the UE may need to transfer NAS signalling to perform interactions with the core network such as Tracking Area Update, or NAS signalling requesting new PDU session establishment. In such cases, if the NAS could be aware of the INACTIVE state, the access category could be transferred to the AS layer together with NAS signalling, and AS layer could perform accessing baring check according to the access category.

Proposal 3: UE NAS layer shall be aware of the INACTIVE state, and in case of a NAS-signaling triggered RRC Connection Re-Activation, the NAS layer shall transfer the access category to AS layer.
2) UP data triggered RRC Connection Re-Activation

In RRC INACTIVE, data may be directly routed to the AS layer without NAS getting involved for a radio bearer which has already been established. The establishment cause or ACDC category will not be able to known by the AS layer. In such a case, the UE needs to perform the access barring check using information known by the AS itself. The same issue could be similar to access barring for RRC-CONNECTED mode. One possibility is to rely on the QoS information related to the data to be transferred and used for the access barring check. This QoS information could be the QoS flow info of the data, or the logical channel priority for the data.
Proposal 4: the UE needs to perform the access barring check using information known by AS itself (e.g. QoS info related to the data to be transmitted).
3) AS triggered RRC Connection Re-Activation

The UE in INACTIVE could initiate RRC Connection Re-Activation due to an RNA update. In such a case, the AS layer needs to determine the access category by itself. Since the signalling for RNA update could be consider as one kind of MO Signalling, it would be simple for the UE to consider the AS trigged RRC Connection Re-Activation as MO signalling when determining the access barring for RNA update.
Proposal 5: the UE should consider AS trigged RRC Connection Re-Activation as MO signaling when determining the access barring for an RNA update.
3 Conclusion
In this contribution, we discussed support of access barring in INACTIVE state, and propose:
Proposal 1: Allow the network to configure Access barring parameters for INACTIVE differently from RRC_CONNECTED and RRC IDLE
Proposal 2: Access barring for INACTIVE shall be used to prevent the initiation of RRC Connection Re-Activation or the direct data transmission in INACTIVE state 

Proposal 3: UE NAS layer shall be aware of the INACTIVE state, and in case of a NAS-signalling triggered RRC Connection Re-Activation, the NAS layer shall transfer the access category to AS layer.
Proposal 4: the UE needs to perform the access barring check using information known by AS itself (e.g. QoS info related to the data to be transmitted).
Proposal 5: the UE should consider AS trigged RRC Connection Re-Activation as MO signaling when determining the access barring for an RNA update.
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