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Introduction 

Unified access control mechanism is an essential function in NR. At SA1#80 meeting, SA1 agreed a CR [1] on the requirements for access control. In this paper, we analyze the requirements from SA1 and consider the signaling and format of the barring parameters.
Discussions
Analysis of SA1’s requirements
SA1’s requirements for unified access control specifies the following access identities (Table 1) and access categories (Table 2).

Table 1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Table 2: Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.


We have the following observations by analyzing SA1’s requirements:

Observation 1: One Access Identity and one Access Category correspond to a separate barring configuration. 

Observation 2: The barring parameters are broadcast via system information.
Signaling of barring parameters
As showed in Table 2, the unified access categories are divided into two parts: standard access categories (i.e. access category number 0 - 31) and access categories based on operator specification (i.e. access categories number 32 - 63).

For the standard access categories that are frequently used, it is proposed to reuse the LTE methodology of delivering the barring configuration. i.e. gNB provides barring parameters for standard category in RMSI. 

With the deployment of NR, the number of categories based on the operator classification may increase rapidly. In order to mitigate the potential signalling overhead of system information, we propose to provide the corresponding barring parameters in On-demand system information.  Note that this assumes that system information requests are not subject to barring. 

Proposal 1: The barring parameters for standard categories (i.e. access category number 0 - 31) are broadcast in RMSI.

Proposal 2: The barring parameters for operator classified access categories (i.e. categories 32 - 63) are broadcast in On-demand system information and the corresponding system information requests from the UE are not subject to barring.
As required by SA1, the unified access control framework is applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request). 

For RRC_CONNECTED, the following NOTE [1] applies:

NOTE 1:"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.

New access attempts (e.g. new PDU session establishment) may occur in different RRC states, it is worth considering whether to apply separate barring configuration in RRC-IDLE, RRC-CONNECTED and RRC-INACTIVE.

In our understanding, applying separate barring configuration for a new access attempt in different RRC states enables more flexible and fine-grained access control. In this way, at least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

Proposal 3:  At least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

One issue with the above is that it results in significant overhead for the RMSI. In most of the cases, a single type of access attempt triggered in different RRC states share the same barring parameters. Applying separate barring configuration for different RRC states may introduce more signaling overhead in RMSI. Thus, possible optimization can be considered in the signaling of barring configuration for different RRC states:

A common barring configuration applicable for all RRC states should be broadcast in system information. The specific barring configuration for RRC_INACTIVE and RRC_CONNECTED can be optional when the network broadcasts the RMSI. The specific configuration, if signaled in the dedicated signaling, overrides the corresponding common part.   
Proposal 4:  A common barring configuration applicable for all RRC states should be broadcast in system information. The specific barring configuration for RRC_INACTIVE and RRC_CONNECTED can be optional when the network broadcasts the RMSI. The specific configuration, if signaled in dedicated signalling, overrides the corresponding common part.

As required in [1], “In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually,” we have the following proposal for the RAN sharing case.
Proposal 5: The barring configuration can be provided per PLMN.
Format of barring parameters

Based on analysis of SA1’s requirements, one Access Identity and one Access Category correspond to a separate barring configuration (i.e. a separate set of barring parameters). In this chapter, we discuss the format of the barring parameters for each group of access identity and standard access category.

In LTE, eNB provides various formats of barring configuration according to the Call Type and Access Class. The barring configuration corresponding to emergency has BOOLEAN format. For Access Class 0-9, the barring configuration corresponding to other call types (except emergency) consists of  the barring factor and the barring time.  BITMAP is used for high priority Access Class 11-15 and EAB.
The BOOLEAN and BITMAP format are used for hard barring, either 0% or 100%. The barring factor and barring time format is used to softly reduce traffic. A large quantity of normal UEs that are members of Access Class 0-9 initiate access attempts for MO signaling, MO data, MMTEL voice , MMTEL video and SMS. By using the barring factor, all those UEs have a certain probability of passing the barring check. For high priority UEs (i.e. UEs of Access Class 11-15),  there is no need to softly reduce traffic. The signaling overhead can be reduced by applying a simple on/off configuration. 

Considering the unified access control mechanism in NR, the access categories are defined for the purpose of access control thus can be regarded as replacement of Call Type. The Access Identity is a kind of extension to the Access Class. The barring configuration format in LTE can be used as a baseline when configuring the barring parameters for unified access control in NR.

In NR, a large quantity of UEs will be categorized into Access Identity 0. To apply soft barring to these UEs initiating access attempts for MO signaling, MO data, MMTEL voice , MMTEL video and SMS, we suggest to use the barring factor and barring time. Specially, we suggest to apply hard barring to Access Identity 0 UEs  initiating access attempts for Emergency. A simple on/off configuration is suggested to apply for UEs configured with delay tolerant service.

For high priority UEs (i.e. UEs that are categorized into one or more of Access Identity 1, 2 and 11-15), we suggest to use BITMAP as a simple on/off configuration.

The following Table 3 is an example for the barring configuration format in NR.

Table 3: Barring configuration format
	
	1 (delay tolerant)
	2 (Emergency)
	3 (MO signaling ,other than paging)
	4 (MMTEL voice)
	5 (MMTEL video)
	6

(SMS)
	7

(MO data)

	0
	BITMAP
	BITMAP
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time

	1
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP

	2
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP

	3-10
	Reserved for future use

	11-15
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP


Based on the above table, we have the following proposals:

Proposal 6: The barring configuration corresponding to Access Identity 1, 2 and 11-15 has BITMAP format for all the standard access categories.

Proposal 7: The barring configuration corresponding to Access Category 1 and 2 has BITMAP format for all the Access Identities.

Proposal 8:  The barring configuration corresponding to Access Category 3, 4, 5, 6 and 7 consists of barring factor and barring time for Access Identity 0.

Conclusion

Based on all the analysis above, we have the following observations and proposals:

Observation 1: One Access Identity and one Access Category correspond to a separate barring configuration. 

Observation 2: The barring parameters are broadcast via system information.

Proposal 1: The barring parameters for standard categories (i.e. access category number 0 - 31) are broadcast in RMSI.

Proposal 2: The barring parameters for operator classified access categories (i.e. categories 32 - 63) are broadcast in On-demand system information and the corresponding system information requests from the UE are not subject to barring.

Proposal 3:  At least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

Proposal 4:  A common barring configuration applicable for all RRC states should be broadcast in system information. The specific barring configuration for RRC_INACTIVE and RRC_CONNECTED can be optional when the network broadcasts the RMSI. The specific configuration, if signaled in dedicated signalling, overrides the corresponding common part.

Proposal 5: The barring configuration can be provided per PLMN.
Proposal 6: The barring configuration corresponding to Access Identity 1, 2 and 11-15 has BITMAP format for all the standard access categories.

Proposal 7: The barring configuration corresponding to Access Category 1 and 2 has BITMAP format for all the Access Identities.

Proposal 8:  The barring configuration corresponding to Access Category 3, 4, 5, 6 and 7 consists of barring factor and barring time for Access Identity 0.
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