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Introduction
During RAN2#97bis it was agree that:
Agreement
1	Aim to limit the number of RRC messages i.e. avoid introducing several messages with similar content/ similar procedural handling (details can be discusses when more progress has been made on the individual procedures)

Additionally, the following was agreed on RAN2#98:
Agreements for the case that the UE wants to transition from INACTIVE to CONNECTED
1	Initial UE RRC message from RRC_INACTIVE (e.g. MSG3) should be sent on SRB0
2	In case the RAN is successful in retrieving and verifying the UE context, MSG4 should be integrity protected and sent on SRB1
3	RAN2 aim that in case the RAN is successful in retrieving and verifying the UE context, MSG4 should be ciphered and sent on SRB1
FFS Whether there may be cases where message where the MSG4 cannot be ciphered.
4	If the UE received a resume message on MSG4 on SRB1 then the UE enters RRC Connected.
4a	If the UE received a message suspending the UE on MSG4 on SRB1 then the UE remains in RRC Inactive.
FFS In case the RAN is not successful in retrieving or verifying the UE context, MSG4 (can be at least be a message that requests the UE to trigger a new connection) will be sent on SRB0
FFS Whether MSG 4 can be a reject to idle. 
FFS When the UE receives in MSG4 on SRB0 then the UE releases at least the AS security context and UE NAS layer should be informed.

In this contribution, we discuss the similarities and differences between RRC connection request, “resume” and re-establishment procedures and the different Msg.3 (i.e. RRCConnectionRequest, RRCConnectionResumeRequest, and RRCConnectionReestablishmetRequest) and whether these procedures can be harmonized and if a single message could be used. It is concluded that it is better to use separate procedures and messages. 
[bookmark: _Ref178064866]Discussion
Discussion on using a single procedure
Currently LTE uses different procedure for RRC connection setup, re-establishment, and resume. One reason for this is that the scenario is different for the different procedures and the resulting state of the procedures are different. E.g.
· For RRC connection setup the UE is in RRC_IDLE as in not known in the RAN. The purpose of the procedure is mainly to setup a signalling connection to be used for NAS signalling.
· For RRC re-establishment an error has occur with a previous connection. The purpose of the procedure is to re-establish a signalling connection and to ensure the RRC state is synchronized.
· For RRC resume the UE has previously been ordered to a suspended RRC state which is now being resumed. The purpose of the procedure is to re-establish DRBs and data transmissions.
It is expected similar functionality would be needed in NR. Regarding merging of the procedure we think it makes sense to at least have a separate “RRC connection setup” procedure given that it is a fundamentally different case if the RAN has a UE context or not (e.g. security has not been started, no DRBs, …), and it is unlikely there would be any benefit of merging the “RRC connection setup” with other procedures.
[bookmark: _Toc481698963][bookmark: _Toc481738556][bookmark: _Toc481752800][bookmark: _Toc481752812][bookmark: _Toc481753026][bookmark: _Toc481753074][bookmark: _Toc481753112][bookmark: _Toc481762699][bookmark: _Toc481762735][bookmark: _Toc485029611][bookmark: _Toc485313436]As the RAN does not have a UE context stored for the RRC Connection Setup, the procedure will be significantly different from RRC Connection Resume and RRC Connection Re-establishment.

In REl-13 Suspend/Resume, the initialisation of the procedure for connection setup and resume were same, mainly to avoid to copy complex access class barring scheme. However, in NR, it would be better to separate whole access class barring to a separate sub clause. Additionally it has been agree to use a different RRC state IDLE and INACTIVE, further motivating to use different procedures. 
[bookmark: _Toc485029629][bookmark: _Toc485313442]Separate sections should be used for the RRC connection setup (RRC_IDLE to RRC CONNECTED) and RRC connection resume (RRC_INACTIVE to RRC_CONNECTED), common parts e.g. access control, failure cases could be captured in common sections. 
For the Re-establishment and Resume procedures it could be considered whether the procedures should be merged. Currently these procedures differ in that the Re-establishment procedure only re-establish SRBs while the Resume procedure also re-establish DRBs. Another difference is that the Re-establishment procedure is opportunistic in that the UE uses an identity (PCI + C-RNTI) which may not be unique. In order to make the UE identity unique also for re-establishment, the UE would need to be provided with an updated identity e.g. similar to LTE Resume ID, at every handover which would increase the overhead for UEs in RRC_CONNECTED which is not so good especially since the ID would only be used at radio link failure which could be a rare event. Another issue is that the RRC Re-establishment procedure can occur at any time meaning that the UE and network may not be in agreement on which was the last RRC message the UE received, meaning the RRC context may not be synchronized. For RRC Connection Resume the network and UE AS state is synchronized enabling optimized delta signalling. 
[bookmark: _Toc481698964][bookmark: _Toc481738557][bookmark: _Toc481752801][bookmark: _Toc481752813][bookmark: _Toc481753027][bookmark: _Toc481753075][bookmark: _Toc481753113][bookmark: _Toc481762700][bookmark: _Toc481762736][bookmark: _Toc485029612][bookmark: _Toc485313437]Using the same procedure for RRC Connection Resume and RRC Connection Re-establishment would increase the overhead for RRC_CONNECTED UEs
[bookmark: _Toc481698965][bookmark: _Toc481738558][bookmark: _Toc481752802][bookmark: _Toc481752814][bookmark: _Toc481753028][bookmark: _Toc481753076][bookmark: _Toc481753114][bookmark: _Toc481762701][bookmark: _Toc481762737][bookmark: _Toc485029613][bookmark: _Toc485313438]For RRC Re-establishment the AS context (e.g. DRB configuration) may be unsynchronized between the UE and RAN
[bookmark: _Toc485029614][bookmark: _Toc485313439]For RRC Resume it was agreed at last meeting to cipher MSG4 if the UE context has been successfully retrieved and verified. Using ciphering in MSG4 requires that the UE and network context is fully synchronized (e.g. knows which NCC to use), which may not be the case for RRC Reestablishment which for instance can be triggered due to UE loosing crypto synch with network or happen before the RAN node has gotten a new NH key from the CN.  
[bookmark: _Toc481699016][bookmark: _Toc481738565][bookmark: _Toc481752805][bookmark: _Toc481752810][bookmark: _Toc481753031][bookmark: _Toc481753079][bookmark: _Toc481753081][bookmark: _Toc481753117][bookmark: _Toc481762697][bookmark: _Toc481762733][bookmark: _Toc481774181][bookmark: _Toc485029630][bookmark: _Toc485313443]Given the different natures of the RRC re-establishment and “resume” procedures it is proposed to keep these procedures separate for NR.
Discussion on using a single message
In LTE, there were originally two different Msg.3, namely RRCConnectionRequest and RRCConnectionReestablishmentRequest. The content of these are shown below:
RRCConnectionRequest message
-- ASN1START

RRCConnectionRequest ::=			SEQUENCE {
	criticalExtensions					CHOICE {
		rrcConnectionRequest-r8				RRCConnectionRequest-r8-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionRequest-r8-IEs ::=		SEQUENCE {
	ue-Identity							InitialUE-Identity,
	establishmentCause					EstablishmentCause,
	spare								BIT STRING (SIZE (1))
}

InitialUE-Identity ::=				CHOICE {
	s-TMSI								S-TMSI,
	randomValue							BIT STRING (SIZE (40))
}

EstablishmentCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

-- ASN1STOP

RRCConnectionReestablishmentRequest message
-- ASN1START

RRCConnectionReestablishmentRequest ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcConnectionReestablishmentRequest-r8
											RRCConnectionReestablishmentRequest-r8-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {
	ue-Identity							ReestabUE-Identity,
	reestablishmentCause				ReestablishmentCause,
	spare								BIT STRING (SIZE (2))
}

ReestabUE-Identity ::=				SEQUENCE {
	c-RNTI								C-RNTI,
	physCellId							PhysCellId,
	shortMAC-I							ShortMAC-I
}

ReestablishmentCause ::=			ENUMERATED {
										reconfigurationFailure, handoverFailure,
										otherFailure, spare1}

-- ASN1STOP

In addition, in Rel-13, with the introduction of RRC Suspend/Resume, a new Msg.3 were introduced, namely RRRConnectionResumeRequest.
RRCConnectionResumeRequest message
-- ASN1START

RRCConnectionResumeRequest-r13 ::=	SEQUENCE {
	criticalExtensions						CHOICE {
		rrcConnectionResumeRequest-r13			RRCConnectionResumeRequest-r13-IEs,	
		criticalExtensionsFuture				SEQUENCE {}
	}
}

[bookmark: _GoBack]RRCConnectionResumeRequest-r13-IEs ::=		SEQUENCE {
	resumeIdentity-r13								CHOICE {
		resumeID-r13									ResumeIdentity-r13,
		truncatedResumeID-r13							BIT STRING (SIZE (24))
	},
	shortResumeMAC-I-r13								BIT STRING (SIZE (16)),
	resumeCause-r13									ResumeCause,
	spare											BIT STRING (SIZE (1))
}

ResumeCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}


-- ASN1STOP

As can be noted, all three messages have on a high level similar content (i.e. identity, cause, security token), and size (when the RRCConnectionResumeRequest uses the truncated Resume ID):
	
	Connection Request
	Re-establishment Request
	Resume Request

	UE identity
	Choice [1 bit]:
S-TMSI [40 bits]
Random value [40 bits]
	[16 bits] + [9 bits]
C-RNTI + physical cell ID
	Choice [1 bit]:
Resume ID [40 bits]
Truncated Resume ID [24 bits]

	Security token
	N/A
	[16 bits]
shortMAC-I
	[16 bits]
shortResumeMAC-I

	Cause Value
	[3 bits]
{emergency, highPriorityAccess, mt-Access, mo-Signalling,mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}
	[2 bits]
{reconfigurationFailure, handoverFailure, otherFailure, spare1}
	[3 bits]
{emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}

	Spare
	[1 bit]
	[2 bit]
	[1 bit]

	Sum
	[45 bits]
	[45 bits]
	[60 bits]/[45 bits]



On a detailed level, however it should be noted that the actual content of the messages, such as the identities and use of security context are completely different. Since the network need to know which identity is used to be able to resolve the identify, and which security token is used, this would need to be signalled to the network. Assuming NR will adopt similar content for the different Msg. 3, there will not be any coding gain of coding these messages as a single message and then have Choice fields indicating what type of identity is used and if security content is included or not. 
[bookmark: _Toc481698966][bookmark: _Toc481738559][bookmark: _Toc481752803][bookmark: _Toc481752815][bookmark: _Toc481753029][bookmark: _Toc481753077][bookmark: _Toc481753115][bookmark: _Toc481762702][bookmark: _Toc481762738][bookmark: _Toc485029615][bookmark: _Toc485313440]There is no benefit from a message size point of view to use the same message for the Connection Request, “Resume” Request, Re-establishment Request since the content is different. The most efficient coding is achieved using a single Choice in the beginning for the message type. 
We also do not think there would be any significant benefit from a specification point of view of using a single message since these messages are very short and rarely extended. This is completely different from RRC Connection Reconfiguration which can be a very large message and includes elements which are reused in many different configurations.
[bookmark: _Toc481698967][bookmark: _Toc481738560][bookmark: _Toc481752804][bookmark: _Toc481752816][bookmark: _Toc481753030][bookmark: _Toc481753078][bookmark: _Toc481753116][bookmark: _Toc481762703][bookmark: _Toc481762739][bookmark: _Toc485029616][bookmark: _Toc485313441]There is no benefit from a specification point of view to use the same message for the Connection Request, “Resume” Request, Re-establishment Request since the messages are so short and do not have many common parameters. 
[bookmark: _Toc481699017][bookmark: _Toc481738566][bookmark: _Toc481752806][bookmark: _Toc481752811][bookmark: _Toc481753032][bookmark: _Toc481753080][bookmark: _Toc481753082][bookmark: _Toc481753118][bookmark: _Toc481762698][bookmark: _Toc481762734][bookmark: _Toc481774182][bookmark: _Toc485029631][bookmark: _Toc485313444]Separate messages should be used for RRC Connection Request, “Resume” Request, Re-establishment Request.
Conclusion
In section 2 we made the following observations:
Observation 1	As the RAN does not have a UE context stored for the RRC Connection Setup, the procedure will be significantly different from RRC Connection Resume and RRC Connection Re-establishment.
Observation 2	Using the same procedure for RRC Connection Resume and RRC Connection Re-establishment would increase the overhead for RRC_CONNECTED UEs
Observation 3	For RRC Re-establishment the AS context (e.g. DRB configuration) may be unsynchronized between the UE and RAN
Observation 4	For RRC Resume it was agreed at last meeting to cipher MSG4 if the UE context has been successfully retrieved and verified. Using ciphering in MSG4 requires that the UE and network context is fully synchronized (e.g. knows which NCC to use), which may not be the case for RRC Reestablishment which for instance can be triggered due to UE loosing crypto synch with network or happen before the RAN node has gotten a new NH key from the CN.
Observation 5	There is no benefit from a message size point of view to use the same message for the Connection Request, “Resume” Request, Re-establishment Request since the content is different. The most efficient coding is achieved using a single Choice in the beginning for the message type.
Observation 6	There is no benefit from a specification point of view to use the same message for the Connection Request, “Resume” Request, Re-establishment Request since the messages are so short and do not have many common parameters.

Based on the discussion in section 2 we propose the following:
Proposal 1	Separate sections should be used for the RRC connection setup (RRC_IDLE to RRC CONNECTED) and RRC connection resume (RRC_INACTIVE to RRC_CONNECTED), common parts e.g. access control, failure cases could be captured in common sections.
Proposal 2	Given the different natures of the RRC re-establishment and “resume” procedures it is proposed to keep these procedures separate for NR.
Proposal 3	Separate messages should be used for RRC Connection Request, “Resume” Request, Re-establishment Request.
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