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1.	Introduction
This document is the summary of the following e-mail discussion:
[98#40][NR/UP] – PDCP receive operation – LG 
-	Discuss different receive window operation aspects discussed in contributions (e.g. push/pull or different ones for AM/UM)
-	Finalize whether it is possible to have unified approach 
	Intended outcome:TP capturing agreements
	Deadline:  Thursday 2017-06-08

2.	Phase I Discussions
There were several proposal submitted to RAN2#98 meeting [1-3]. However, rather than analyzing each proposal, deciding desired behavior is deemed essential in this e-mail discussion. Thus, the 1st phase of the e-mail discussion focuses on the desired behavior in different cases. Once RAN2 makes consensus on the desired behavior, the Rapporteur would provide the text according to the consensus, and it could be reviewed in the 2nd phase.
The suggested time schedule is as follows:
· 1st phase (1st June): reaching consensus on desired behavior. Rapporteur will provide TP on 2nd June.
· 2nd phase (8th June): reviewing TP provided by Rapporteur
In the discussion below, following state variables are used:
· RX_NEXT
· This state variable indicates the COUNT value of the next PDCP SDU expected to be received. The initial value is 0.
· RX_DELIV
· This state variable indicates the COUNT value of the last PDCP SDU delivered to the upper layers. The initial value is 232 – 1.
· RX_REORD
· This state variable indicates the COUNT value following the COUNT value associated with the PDCP PDU which triggered t-Reordering.
In addition, following definitions are used:
· HFN(State Variable): the HFN part of the State Variable.
· SN(State Variable): the SN part of the State Variable.
· RCVD_SN: the PDCP SN of the received PDCP Data PDU, included in the PDU header.
· RCVD_HFN: the HFN of the received PDCP Data PDU, calculated by the PDCP entity.
· RCVD_COUNT: the COUNT of the received PDCP Data PDU = [RCVD_HFN,RCVD_SN].
· RX_WIN: the size of the reordering window =2[pdcp-SN-Size] – 1.

2.1	Pull Window
2.1.1	COUNT determination 
When a PDCP Data PDU is received from lower layers, the receiving PDCP entity shall first determine the COUNT value of the received PDCP Data PDU.As the PDCP SN is included in the received PDCP Data PDU, the main issue in COUNT determination is how to obtain the RCVD_HFN, i.e. the HFN of the received PDCP Data PDU.
For RCVD_HFN determination, [3] provides nice figures, and they are excerpted below with modified state variable names.



Figure1: RCVD_HFN determination (pull-window)

The above figures can be implemented in the procedure below, considering SN(RX_NEXT) – RX_WIN as base of the modulo operation:
-	if SN(RX_NEXT) – RX_WIN < RCVD_SN < 0 <= SN(RX_NEXT):
-	RCVD_HFN = HFN(RX_NEXT) – 1;
-	else, if SN(RX_NEXT) < 0 <= RCVD_SN < SN(RX_NEXT) + RX_WIN:
-	RCVD_HFN = HFN(RX_NEXT) + 1;
-	else:
-	RCVD_HFN = HFN(RX_NEXT);
-	RCVD_COUNT = [RCVD_HFN,RCVD_SN].

Question 1: Do companies agree with above RCVD_HFN determination?
	Company name
	Yes/No
	Comments

	Ericsson
	No
	It should be noted that the figures and labels refer to UM-pull-based reception window operation, where the received PDU with SN more than RX_WIN away from SN(RX_NEXT) is considered NEW. This is fundamentally different to the HFN determination that should be used in AM-push-based reception window operation, where a received PDU with SN more than RX_WIN away from SN(RX_DELIV) is considered OLD. See also Section 2.

We believe that the Figure 1 is correct for the pull-window operation, however the following issues are found for the formula above:

1. 0<=SN(RX_NEXT) is always true, thus redundant
2. SN(RX_NEXT)<0 is always false, thus term should be removed.
3. RCVD_SN <0 is always false, thus term should be removed
5. Difficult to understand using multiple <, > per line.

	LG
	Yes
	The comments from Ericsson is not correct, because the base of the modulo operation is SN(RX_NEXT) – RX_WIN, i.e. the SN(RX_NEXT) – RX_WIN is regarded as the lowest value.


	Ericsson
	No
	We believe that considering the modulo operation and modulo base, as explained by LG, does not make the formula more clear/readable but rather more complex than necessary, and thus we would prefer to not consider it in determining RX_COUNT.

	Intel
	No
	Our understanding is that we should use existing LTE approach to calculate RX_HFN (as in section 5.1.2.1.2 or 5.1.2.1.4.1 of 36.323). Therefore the calculation should be as below without using modulo operation. The calculation is actually simpler compared with modulo operation and its correctness is proven given that it is used since LTE Rel-8.

-	if SN(RX_NEXT) – RCVD_SN>RX_WIN:
-	RCVD_HFN = HFN(RX_NEXT) + 1;
-	else if RCVD_SN – SN(RX_NEXT)>= RX_WIN:
-	RCVD_HFN = HFN(RX_NEXT) – 1;
-	else:
-	RCVD_HFN = HFN(RX_NEXT);
-RCVD_COUNT = [RCVD_HFN, RCVD_SN].

	Nokia
	No
	The figure is correct for PULL window, the equations should be made clearer. E.g. the above condition RCVD_SN < 0, while sensible under the described modulo operation, is somewhat confusing.

The above determination seems to follow somewhat legacy-type of inference, whereas the COUNT determination presented for pushed window below is based on hypothesis plus error checking. As both are applicable to both window types, it might be worthwhile to also discuss, which one to adopt. We have slight preference for the hypothesis-based method because it provides the sought simplifications to the legacy procedure without requiring to introduce modulo operation.

It should be noted that COUNT determination depends on whether PULL or PUSH window is used.

	Qualcomm
	No
	We prefer to determine COUNT without using modulo operation. We also agree with Nokia the condition RCVD_SN < 0 is confusing for reader.

In addition PDCP should allow the window size to be set smaller than half of SN space.

	vivo
	No
	We agree with Intel to reuse the LTE approach to calculate the HFN.

	OPPO
	NO
	The figure should be OK, regarding the formula, based on our understanding, there are some cases may not happen, e.g.,:
RCVD_SN<0, it should be RCVD_SN>= 0;
SN(RX_NEXT),it's not defined in the document, I guess it should be Next_PDCP_RX_SN in the 36.323? And it should be always that SN(RX_NEXT) >= 0.

So based on my understanding, the formula should be like the following:

If RCVD_SN-SN(RX_NEXT)>RX_WIN:
RCVD_HFN = HFN(RX_NEXT)-1;
else if SN(RX_NEXT)-RCVD_SN>RX_WIN:
RCVD_HFN = HFN(RX_NEXT)+1;
else:
RCVD_HFN = HFN(RX_NEXT);

	CATT
	No
	This is indeed a correct way to compute RCVD_HFN in a PULL window, although we agree with other views that it is not much readable and so we prefer Intel’s approach (legacy) to compute RX_HFN. In case of duplication, the window is pulled by the faster leg. Note this PULL window mechanism leads to wrong window advance every time an old packet below the window is erroneously interpreted as a new packet, which would result in HFN de-sync. For a duplicated bearer this can happen with a PULL window as soon as the COUNT difference between the delivered PDUs from the two legs exceeds RX_DELIV – (RX_NEXT – RX_WIN), per Figure 2. Argument can be used, as in legacy, that the transmitter shall guarantee that not more than half of the SN space is in flight at any time, so that the above can never happen. We think the outcome of this email discussion very much depends on whether this assumption also holds in all NR scenarios (including duplication, DC, UM, DL). In summary, our view is that it can be risky to put such requirement in NR and the receive window mechanism should be robust against cases where such requirement cannot be met. In addition, in duplication case, such requirement on the transmitter may hit the rate performance of the duplicated bearer by refraining the fast leg to the slow leg rate. We elaborate further in our following answers.

	ZTE
	No
	We also prefer to determine COUNT without modulo operation.
In addition, in case the data duplication has been enabled, there will be some risk that the duplicated packet in the delayed leg will be treated as new packet in the determination of COUNT value (e.g. HFN(RX_NEXT) + 1 will be used). If the integrity verification is enabled, the PDCP PDU with wrong COUNT can not pass the integrity verification and will be discarded later. However, if the integrity verification is not enabled, the PDCP PDU with wrong COUNT may lead to a wrong operation on the PULL window.

	Samsung
	No
	We also prefer to reuse the LTE approach. The modulo operation may further  confuse the reader.



2.1.2	Data handling with the determined COUNT value
Once the COUNT value of the received PDCP Data PDU is determined (i.e. RCVD_COUNT), the PDCP entity applies different handling depending on the RCVD_COUNT. The different handling can be categorized into four types as shown in Figure 2.


Figure2: Data handling depending on RCVD_COUNT (pull-window)

Case1.1: RCVD_COUNT <= RX_NEXT – RX_WIN
This is the case when the RCVD_COUNT is below the lower edge of the reordering window, i.e. RX_NEXT – RX_WIN. However, this case cannot happen because the COUNT determination procedure considers such PDCP Data PDU as a new one as shown in Figure 1. Thus, this case should not be described in the specification.
Question 2: Do companies agree that the case “RCVD_COUNT <= RX_NEXT – RX_WIN” would not happen?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	PULL, figure 1: The formula will never reveal a COUNT value below RX_NEXT – RX_WIN. 
A correctly behaving PDCP TX should never bring such PDUs in flight either. However, if PDCP data duplication is used and excessive queuing occurs, such a PDU may arrive at the PDCP RX. The formulas for both PULL and PUSH would mistakenly consider it as new PDU, select a wrong COUNT and store it in the window… leading to HFN desync. Anyway, this is a very unlikely case.

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	Does not happen with PULL window.

	Qualcomm
	Maybe
	This depends on COUNT determination. If the COUNT determination is as proposed above, it is not possible. However, if we allow window size to be smaller than half of sequence space this may be possible.

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	According to 2.1.1. But it could still happen for “real” values of COUNT (see comment in Q1)

	ZTE
	Yes
	

	Samsung
	Yes
	




Case1.2: RX_NEXT – RX_WIN < RCVD_COUNT <= RX_DELIV
This is the case when the outdated PDCP Data PDU is retransmitted. As RX_DELIV is already higher than the RCVD_COUNT, suchPDCP Data PDU should not be delivered to upper layer, but should be discarded.
Question 3: Do companies agree that the PDCP Data PDU with “RX_NEXT – RX_WIN < RCVD_COUNT <= RX_DELIV” should be discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	Yes
	

	Intel
	No
	Our understanding is that as long as the transmitter do not allow half of the SN space in flight, receiver side can never receive PDCP PDU with such SN.

In case that PDCP layer supports out-of-order delivery to upper layers, not discarding PDCP PDUs with SN in this range has the benefit that setting t-Reordring to 0ms can support out-of-order delivery.

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	As our understanding, this case may happen in handover.

	CATT
	Yes
	In single connectivity, this is caused by a late reception after t_Reordering timer expires. In duplication case, this can also be due to the 2nd delivery by the slower leg. In both cases, the PDU should be discarded

	ZTE
	Yes
	

	Samsung
	Yes
	



If question 3 is yes, the next issue is whether deciphering / integrity verification / header decompression should be applied for such PDCP Data PDU before discarded. Companies are suggested to provide their views on this issue.
Question 4: For the PDCP Data PDU with “RX_NEXT – RX_WIN < RCVD_COUNT <= RX_DELIV”, does it have to be deciphered / integrity verified / header decompressed before discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Deciphering+integrity verification: Yes


RoHC: No
	Integrity verification requires deciphering first. 
Integrity verification should be applied like in LTE to received late PDUs and duplicates. 
If the integrity check succeeds, the PDU is simply an old duplicate or late PDU and may be discarded. However, if it fails the integrity check, it may be an intrusion attempt and should be informed to higher layers. 

The PDU should not be fed into the RoHC decompressor. Either it is a duplicate that was provided to RoHC already earlier. Or, if it is a very late packet (after t-Reordering expiry), other PDUs were processed by RoHC already. If the missing packet caused problems in the decompression, the RoHC RX has already triggered corresponding feedback to the RoHC TX.


	LG
	No
	We don’t see a big problem to discard such packets without integrity verification and header decompression. 


	Intel
	
	As we think those PDCUs should not be discarded, handling of those PDU should be same as other PDUs.

	Nokia
	Yes/No
	Yes: Integrity verification (if configured) should be done also for packets to be discarded. Deciphering has to be performed before integrity verification can be done. 
No: Header decompression should not be done.

	Qualcomm
	Deciphering+integrity verification: Yes


RoHC: No
	Agree with Ericsson and Nokia.

	vivo
	Yes
	RoHC IR packet which may be out-of-order should not be discarded.

	OPPO
	NO
	It should be noted that in LTE for DRB mapped to RLC AM with reordering, the PDCP PDU is discarded without deciphering and decompressing, refer to TS 36.323 5.1.2.1.4

	CATT
	Yes/No
	RoHC is not needed. Decipher alone is not needed, but would be needed if integrity protection comes on top. Integrity protection should be run before discard to report failure, if any, to upper layers.

	ZTE
	Deciphering+integrity verification: Yes


RoHC: No
	Agree with Ericsson, Nokia and Qualcomm.
In addition, in case the integrity verification is enabled, if the PDCP PDU can not pass the integrity verification, before inform upper layer the integrity verification failure, it may be worth to have another try with the COUNT as “RCVD_COUNT - (MAX_SN + 1)” to check whether this is a late packet as indicated in Q1.

	Samsung
	Yes
	Partly agree to Ericsson and Nokia but the late PDU with RoHC IR packet may be beneficial to expedite the update before receiving the response from the RoHC TX to fix the decompression failure. 




Case1.3: RX_DELIV < RCVD_COUNT < RX_NEXT
This is the case when the PDCP Data PDU which has not been delivered to upper layer yet is transmitted within the reordering window. There are two sub-cases; one is duplication and the other is fresh PDU.

Case1.3.1: The PDCP Data PDU with RCVD_COUNT is already stored in the reordering buffer
This is the case when the duplicated PDCP Data PDU is received. Thus, it should be discarded when received.
Question 5: Do companies agree that the PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT” should be discarded if the PDCP Data PDU with RCVD_COUNT is already stored in the reordering buffer?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	Same behaviour as for RCVD_COUNT <= RX_DELIV (Question 3).

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



If question 5 is yes, the next issue is whether deciphering / integrity verification / header decompression should be applied for such PDCP Data PDU before discarded. Companies are suggested to provide their views on this issue.
Question 6: For the duplicated PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT”, does it have to be deciphered / integrity verified / header decompressed before discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Decipher+integrity verification: Yes

RoHC: No
	Same behaviour as for RCVD_COUNT <= RX_DELIV (Question 4)






No need to deliver this packet to RoHC RX (See question 4)

	LG
	No
	We don’t see a big problem to discard such packets without integrity verification and header decompression. 


	Intel
	No
	In LTE 36.323 section 5.1.2.1.4.1, discard is performed before deciphering.

	Nokia
	Yes/No
	See Q4: Yes: Deciphering and integrity verification should be performed. 
No: Header decompression

	Qualcomm
	Decipher+integrity verification: Yes

RoHC: No
	

	vivo
	No
	Agree with Intel. The duplicated PDCP PDU within the reordering window can simply be discarded.

	OPPO
	NO
	It should be noted that in LTE for DRB mapped to RLC AM with reordering, the PDCP PDU is discarded without deciphering and decompressing, refer to TS 36.323 5.1.2.1.4

	CATT
	Yes/No
	Same as Q4

	ZTE
	Decipher+integrity verification: Yes

RoHC: No
	In case the integrity verification is enabled, if the PDCP PDU can not pass the integrity verification, before inform upper layer the integrity verification failure, it may be worth to have another try with the COUNT as “RCVD_COUNT - (MAX_SN + 1)” to check whether this is a late packet as indicated in Q1.

	Samsung
	No
	Same view with Intel.



Case1.3.2: The PDCP Data PDU with RCVD_COUNT is not stored in the reordering buffer
This is the case when a fresh PDCP Data PDU is received within the reordering window. This PDU should not be discarded but stored in the reordering buffer after deciphering / integrity verification.After stored in the reordering buffer, the PDCP entity may perform further actions such as PDCP SDU delivery, window update, and/or state variable update, if necessary
Question 7: Do companies agree that the fresh PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT” should be stored in the reordering buffer after deciphering / integrity verification?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	




Case1.4: RX_NEXT <= RCVD_COUNT
This is the case when a fresh PDCP Data PDU is received above the reordering window. As it is the new PDCP Data PDU, it should be stored in the reordering buffer after deciphering / integrity verification and the reordering window should be updated. In addition, the PDCP entity may perform further actions such as PDCP SDU delivery, window update, and/or state variable update, if necessary.
Question 8: Do companies agree that the PDCP Data PDU with “RX_NEXT<= RCVD_COUNT” should be stored in the reordering bufferafter deciphering / integrity verification,and reordering window should be advanced?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	The PDU should be stored and RX_NEXT should be advanced in this step to RCVD_COUNT + 1;

Note that the definition of “Advancing the Reordering Window” depends on whether PUSH or PULL mode is assumed. For PULL a PDU in this range would indeed advance the reordering window (pulled up by RX_NEXT).

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	This is a normal PULL window operation.

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	RX_NEXT should be updated to RCVD_COUNT+1

	ZTE
	Yes
	

	Samsung
	Yes
	



In LTE, the data handling behavior is not defined for the case when the lower edge of the reordering window (i.e. RX_NEXT – RX_WIN) becomes larger than RX_DELIV. In other words, the PDCP entity does not perform any actions even if the reordering window goes above RX_DELIV.However, for the reordering window based mechanism to work properly, it is required to keep the RX_DELIV within the reordering window.
In LTE, this case is prohibited by putting restriction on the transmitting side such that only up to half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs can be transmitted without acknowledgement, as shown in the NOTE below. 
	NOTE:	Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.



However, more safe mechanism is to define the receiving side behavior, similar to RLC UM operation. That is, when the lower edge of the reordering window becomes higher than RX_DELIV, the RX_DELIV is updated to the lower edge of the reordering window, and all the PDCP SDUs that become outside of the reordering window are delivered to upper layer. The RX_DELIV is further updated if there is a stored PDCP SDU at the lower edge of the reordering window. This behavior can be described with following procedure.
-	if RX_NEXT – RX_WIN >= RX_DELIV:
-	update RX_DELIV to RX_NEXT – RX_WIN;
-	deliver to upper layers in ascending order of the associated COUNT valueafter performing header decompression, if configured: 
-	all stored PDCP SDU(s) with an associated COUNT value less than RX_DELIV;
-	if a PDCP SDU with COUNT = RX_DELIV is stored:
-	deliver to upper layers in ascending order of the associated COUNT valueafter performing header decompression, if configured: 
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_DELIV;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;

Question 9: Do companies think it is required to define receiving side behavior when the lower edge of the reordering window becomes higher than RX_DELIV?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes 
	If the intention is to operate PDCP in “PULL mode” and to bring more than half the sequence number space in flight, such behaviour should be defined. However, such protocol behaviour bears also a risk of HFN desync if late packets are received and mistakenly interpreted as new PDUs (case 1.1) which leads to massive data loss. This is a particular risk with Dual Connectivity (not so much with single link

	LG
	Yes
	

	Intel
	No
	We don’t’ think it is necessary to consider this case, i.e. bringing more than half of the SN space in flight.

	Nokia
	Yes
	This is applicable for UM bearer.

	Qualcomm
	Yes
	The receiving side behavior can be similar to RLC UM operation.

	vivo
	No
	Agree with Intel.

	OPPO
	Yes
	

	CATT
	Yes
	It is indeed precluded in LTE based on the Tx implementation assumption from the note. But we also agree the above behaviour is aligned with the PULL window of RLC UM. Note though it would not solve the HFN de-sync issue whenever the window is pulled erroneously by an old packet misinterpreted as new, as could be the case with duplication as discussed in Q1

	ZTE
	Yes
	

	Samsung
	No
	Same view with Intel.



Question 10: If the answer to Q9 is Yes, do companies agree with the behavior described above?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes 
	

	LG
	Yes
	

	Intel
	No
	As for Q9, we don’t think it is necessary to consider this case.

	Nokia
	No
	The above step “all stored PDCP SDU(s) with an associated COUNT value less than RX_DELIV” contradicts the definition of RX_DELIV. Therefore, RX_DELIV should be updated only at the end of the procedure and the above step should be “all stored PDCP SDU(s) with an associated COUNT value less than RX_NEXT-RX_WIN”

	Qualcomm
	Yes
	

	OPPO
	No
	We agree to define such receiving side behaviour, however, as our understanding, the formula is not clear:
For RX_NEXT – RX_WIN >= RX_DELIV, actually, there are two cases as shown in figure 1: the first case is when RX_NEXT – RX_WIN> 0 which is corresponding to the right hand side figure, in this case, the formula is OK. The second case is when RX_NEXT – RX_WIN<=0, in this case, if the lower edge becomes higher than RX_DELIV, the correct formula should be RX_DELIV – RX_NEXT >= 0

	CATT
	Yes
	

	ZTE
	Yes
	

	CATT
	Yes
	



2.2	Push Window
2.2.1	COUNT determination 
In the following a figure and formula is provided for COUNT determination when a PUSH-based reception window is assumed.

[image: ]
Figure 3:RCVD_HFN determination (push-window)

RCVD_COUNT can be determined as follows with respect to Figure 3:
- 	set RCVD_COUNT to RCVD_SN + (RX_DELIV & (MAX_COUNT - MAX_SN));
- 	if (RCVD_COUNT <= RX_DELIV – RX_WIN)
-	set RCVD_COUNT to (RCVD_COUNT + (MAX_SN + 1))
- 	else if (RCVD_COUNT > RX_DELIV + RX_WIN)
- 	set RCVD_COUNT to (RCVD_COUNT - (MAX_SN + 1))
NOTE: (MAX_COUNT - MAX_SN) is used to determine the Most Significant Bits of the full-size COUNT based sequence numbers (i.e. HFN) by performing a binary AND function (“&” operator).

Question 11: Do companies agree with above RCVD_COUNT determination (push-window)?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	No
	The formula is not correct.
With PUSH window, the packet with SN value SN(RX_DELIV) – RX_WIN < RCVD_SN<= SN(RX_DELIV) is regarded as old one. Thus, the HFN of the packet with SN value SN(RX_DELIV) – RX_WIN < RCVD_SN< 0 should be HFN(RX_DELIV) – 1. 

We think the correct formla is as follows (considering SN(RX_DELIV) – RX_WIN as base of the modulo operation)
-	if SN(RX_DELIV) – RX_WIN < RCVD_SN < 0 <= SN(RX_DELIV):
-	RCVD_HFN = HFN(RX_DELIV) – 1;
-	else, if SN(RX_DELIV) < 0 <= RCVD_SN < SN(RX_DELIV) + RX_WIN:
-	RCVD_HFN = HFN(RX_DELIV) + 1;
-	else:
-	RCVD_HFN = HFN(RX_DELIV);
-	RCVD_COUNT = [RCVD_HFN, RCVD_SN].


	Ericsson
	Yes
	We acknowledge LGs correction for the case where HFN-1 needs to be considered to determine the correct RCVD_COUNT. 
We added this case to the now corrected figure 3 and formula above. 
We believe that the way of determining RCVD_COUNT without explicitly determining RCVD_HFN is quite concise, and also easier to read/understand than employing the modulo operationas stated by LG above.

	Nokia
	
	The updated figure is correct as well as the updated formula.For the determination of HFN from given COUNT value, we would prefer not to use binary operators in the specification. For instance, COUNT div (1+MAX_SN) seems simpler and clearer, where div denotes integer division, i.e. floor(COUNT/(1+MAX_SN)). Alternatively, the same notation as used by LG could be used, i.e., HFN(RX_DELIV).

	Qualcomm
	
	The figure and formula are correct. We prefer to determine COUNT in similar manner as LTE.  

	OPPO
	YES
	

	CATT
	Yes
	This is one way to compute RCVD_COUNT with a PUSH window. Although different from the legacy way to compute the COUNT in LTE (which explicitly maintains HFN variable as COUNT’s MSBs), the formula is correct. The binary expression is not so readable though and an alternate text, more aligned with legacy, could be:

-     RCVD_HFN = HFN(RX_DELIV);
-     if (RCVD_SN <= SN(RX_DELIV) – RX_WIN)
     -   RCVD_HFN = RCVD HFN + 1
-     elseif (RCVD_SN > SN(RX_DELIV) + RX_WIN)
     -   RCVD_HFN = RCVD HFN – 1
-   RCVD_COUNT = [RCVD_HFN, RCVD_SN]
Similar to the PULL window, in case of duplication, the window is pushed by the faster leg. Similar to the PULL window, an erroneous interpretation of an old packet as a new packet results in HFN de-sync. But, different from the PULL window, in duplication, this can only happen when the COUNT difference between the delivered PDUs from the two legs exceeds the Rx window size, RX_WIN, which is larger than the gap tolerance of a PULL window (see Q1).
Another difference with the PULL window is that, in duplication, if more than half of the SN space is in flight at any time it results in discarding the oldest packets (replicas) but does not result in HFN de-sync and does not break the window, unless it gets to the extreme case where more than SN space is in flight.

	ZTE
	Yes
	The same risk as indicated in Q1 may exist.
Considering the AM RLC PDU can not be discared once generated, in case one leg of the twin LCH for duplication has been delayed due to blockage, a wrong COUNT value may be derived based on the formular given above.
Similar as we mentioned in Q1, in case the integrity verification is enabled, the packet with wrong packet will be discarded later. However, if the integrity verification is not enabled, then some problem may exist.

	Samsung
	No
	We prefer to reuse the LTE approach. The modulo operation may further  confuse the reader.



2.2.2	Data handling with the determined COUNT value
Once the COUNT value of the received PDCP Data PDU is determined (i.e. RCVD_COUNT), the PDCP entity applies different handling depending on the RCVD_COUNT. The different handling can be categorized into four types as shown in Figure 4.


Figure4: Data handling depending on RCVD_COUNT (push-window)

Case2.1: RCVD_COUNT <= RX_DELIV
This is the case when the outdated PDCP Data PDU is retransmitted. As RX_DELIV is already higher than the RCVD_COUNT, this PDU is regarded as old one and it should be discarded.
Question 12: Do companies agree that the case “RCVD_COUNT <= RX_DELIV” should be discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	Case 2.1a: RCVD_COUNT <= RX_DELIV – RX_WIN.
The formula will never reveal a COUNT value below RX_DELIV – RX_WIN. A correctly behaving PDCP TX should never bring such PDUs in flight either. However, if PDCP data duplication is used and excessive queuing occurs, such a PDU may arrive at the PDCP RX. The formulas for both PULL and PUSH would mistakenly consider it as new PDU, select a wrong COUNT and store it in the window… leading to HFN desync. Anyway, this is a very unlikely case.
Case2.1b: RX_DELIV-RX_WIN<RCVD_COUNT<=RX_NEXT-RX_WIN: The formula may reveal such a COUNT value below RX_NEXT – RX_WIN. As above, this should not happen with a well behaving PDCP TX. But if it happens, the PUSH formula considers it correctly as old PDU.
Case 2.1c:RX_NEXT – RX_WIN < RCVD_COUNT <= RX_DELIV: Both, PUSH and PULL mechanism handle such PDCP PDUs correctly.

In all subcases, the PDU should be discarded.

	LG
	Yes
	With PUSH window, the packet with SN value SN(RX_DELIV) – RX_WIN < RCVD_SN <= SN(RX_DELIV) is regarded as old one, and thus should be discarded.

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	OPPO
	YES
	This is normal PUSH window operation

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



If question 12 is yes, the next issue is whether deciphering / integrity verification / header decompression should be applied for such PDCP Data PDU before discarded. Companies are suggested to provide their views on this issue.
Question 13: For the PDCP Data PDU with “RCVD_COUNT <= RX_DELIV”, does it have to be deciphered / integrity verified / header decompressed before discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Deciphering+integrity verification: Yes


RoHC: No
	Integrity verification requires deciphering first. 
Integrity verification should be applied like in LTE to received late PDUs and duplicates. 
If the integrity check succeeds, the PDU is simply an old duplicate or late PDU and may be discarded. However, if it fails the integrity check, it may be an intrusion attempt and should be informed to higher layers. 

The PDU should not be fed into the RoHC decompressor. Either it is a duplicate that was provided to RoHC already earlier. Or, if it is a very late packet (after t-Reordering expiry), other PDUs were processed by RoHC already. If the missing packet caused problems in the decompression, the RoHC RX has already triggered corresponding feedback to the RoHC TX.


	LG
	No
	We don’t see a big problem to discard such packets without integrity verification and header decompression. 


	Nokia
	Yes
	Deciphering and integrity verification should be done. Also, header decompression may be needed in case of re-establishment when a new packet is received with new compression after ROHC has been reset.

	Qualcomm
	Deciphering + integrity verification: Yes.

RoHC: No.
	

	OPPO
	NO
	It should be noted that in LTE for DRB mapped to RLC AM with reordering, the PDCP PDU is discarded without deciphering and decompressing, refer to TS 36.323 5.1.2.1.4

	CATT
	Yes/No
	RoHC is not needed. Decipher alone is not needed, but would be needed if integrity protection comes on top. Integrity protection should be run before discard to report failure, if any, to upper layers.

	ZTE
	Deciphering+integrity verification: Yes


RoHC: No
	In case the integrity verification is enabled, if the PDCP PDU can not pass the integrity verification, before inform upper layer the integrity verification failure, it may be worth to have another try with the COUNT as “RCVD_COUNT - (MAX_SN + 1)” to check whether this is a late packet.

	Samsung
	Yes
	Partly agree to Ericsson and Nokia but the late PDU with RoHC IR packet may be beneficial to expedite the update before receiving the response from the RoHC TX to fix the decompression failure. 



Case2.2: RX_DELIV < RCVD_COUNT < RX_NEXT
This is the case when the PDCP Data PDU which has not been delivered to upper layer yet is transmitted within the reordering window. There are two sub-cases; one is duplication and the other is fresh PDU.

Case2.2.1: The PDCP Data PDU with RCVD_COUNT is already stored in the reordering buffer
This is the case when the duplicated PDCP Data PDU is received. Thus, it should be discarded when received.
Question 14: Do companies agree that the PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT” should be discarded if the PDCP Data PDU with RCVD_COUNT is already stored in the reordering buffer?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	Same behaviour as for RCVD_COUNT <= RX_DELIV (Question 12).

	LG
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	OPPO
	Yes
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



If question 14 is yes, the next issue is whether deciphering / integrity verification / header decompression should be applied for such PDCP Data PDU before discarded. Companies are suggested to provide their views on this issue.
Question 15: For the duplicated PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT”, does it have to be deciphered / integrity verified / header decompressed before discarded?
	Company name
	Yes/No
	Comments

	Ericsson
	Decipher+integrity verification: Yes

RoHC: No
	Same behaviour as for RCVD_COUNT <= RX_DELIV (Question 13)






No need to deliver this packet to RoHC RX (See question 13)

	LG
	No
	We don’t see a big problem to discard such packets without integrity verification and header decompression. 


	Nokia
	Yes
	Deciphering and integrity verification should be done. Also, header decompression may be needed in case of re-establishment when a new packet is received with new compression after ROHC has been reset.

	Qualcomm
	Deciphering + integrity verification: Yes.

RoHC: No.
	

	OPPO
	NO
	It should be noted that in LTE for DRB mapped to RLC AM with reordering, the PDCP PDU is discarded without deciphering and decompressing, refer to TS 36.323 5.1.2.1.4

	CATT
	Yes/No
	RoHC is not needed. Decipher alone is not needed, but would be needed if integrity protection comes on top. Integrity protection should be run before discard to report failure, if any, to upper layers.

	ZTE
	Decipher+integrity verification: Yes

RoHC: No
	In case the integrity verification is enabled, if the PDCP PDU can not pass the integrity verification, before inform upper layer the integrity verification failure, it may be worth to have another try with the COUNT as “RCVD_COUNT - (MAX_SN + 1)” to check whether this is a late packet.

	Samsung
	No
	The duplicated PDU within the reordering window should be discarded.



Case2.2.2: The PDCP Data PDU with RCVD_COUNT is not stored in the reordering buffer
This is the case when a fresh PDCP Data PDU is received within the reordering window. This PDU should not be discarded but stored in the reordering buffer after deciphering / integrity verification.
In addition, if the RCVD_COUNT of the PDCP Data PDU is equal to RX_DELIV + 1, this PDU and all the consecutive PDUs are delivered to upper layer, and the reordering window is advanced to the COUNT of the next missing PDU by updating RX_DELIV to the COUNT of the next missing PDU – 1.
Question 16: Do companies agree that the fresh PDCP Data PDU with “RX_DELIV < RCVD_COUNT < RX_NEXT” should be stored in the reordering buffer after deciphering / integrity verification, and reordering window should be advanced if RCVD_COUNT = RX_DELIV + 1?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



Case2.3: RX_NEXT <= RCVD_COUNT<= RX_DELIV + RX_WIN
This is the case when a fresh PDCP Data PDU is received within the reordering window but above the RX_NEXT. As it is the new PDCP Data PDU, it should be stored in the reordering buffer after deciphering / integrity verification.
Question 17: Do companies agree that the PDCP Data PDU with “RX_NEXT<= RCVD_COUNT <= RX_DELIV + RX_WIN” should be stored in the reordering buffer after deciphering / integrity verification?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	The PDU should be stored and RX_NEXT should be advanced in this step to RCVD_COUNT + 1;

	LG
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	OPPO
	Yes
	It needs to be clarified that this case will only happen in split bearer case, which is PDCP associating to two AM entities.

	CATT
	Yes
	And RX_NEXT should be updated to RCVD_COUNT+1

	ZTE
	Yes
	

	Samsung
	Yes
	



Case2.4: RX_DELIV + RX_WIN< RCVD_COUNT
This is the case when the RCVD_COUNT is above the upper edge of the reordering window, i.e. RX_DELIV + RX_WIN. However, this case cannot happen because the COUNT determination procedure considers such PDCP Data PDU as an old one as shown in Figure 3. Thus, this case should not be described in the specification.
Question 18: Do companies agree that the case “RX_DELIV + RX_WIN< RCVD_COUNT” would not happen?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	The PDU is considered old and is thus discarded. This behaviour leads to data loss but avoids HFN de-sync in this error case. To avoid the data loss the transmitter must not bring a PDU with RCVC_COUNT > RX_DELIV + RX_WIN in flight.

	LG
	Yes
	

	Nokia
	Yes
	With the corrected COUNT determination this neverhappens.

	Qualcomm
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	From 2.2.1

	ZTE
	Yes
	

	Samsung
	Yes
	




2.3	Handling of stored PDCP SDUs
If the received PDCP Data PDU is a fresh PDU (Case1.3.2,Case1.4, Case2.2.2, and Case2.3), the corresponding PDCP SDU is first stored in the reordering buffer. Then, the PDCP entity either delivers it to the upper layer or keeps storing in the reordering buffer depending on the RCVD_COUNT and the state variables. 
If we follow the LTE procedure, following behaviors are expected:
-	if RCVD_COUNT >= RX_NEXT:
-	update RX_NEXT to RCVD_COUNT + 1;
-	if RCVD_COUNT = RX_DELIV + 1:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RCVD_COUNT;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
Question 19: Do companies agree with the handling of stored PDCP SDUs described above?
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	With the updated COUNT determination for PUSH window this is correct.

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



2.4	Reordering timer operation
The reordering timer operation is well defined in LTE as follows:
-	if t-Reordering is running, and if the PDCP SDU with COUNT = RX_REORD – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	update RX_REORD to RX_NEXT;
-	if t-Reordering expires:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured:
-	all stored PDCP SDU(s) with associated COUNT value(s) < RX_REORD;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_REORD;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
-	if there is at least one stored PDCP SDU:
-	start t-Reordering;
-	update RX_REORD to RX_NEXT.
The above behavior can be reused in NR without any functional changes. Companies are asked to confirm this assumption.
Question 20: Do companies agree with the reordering timer operation described above? If not, please indicate the preferred changes.
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	Minor comment: “start t-reordering” and “update RX_REORD to RX_NEXT” should be swapped. This way the spec becomes more understandable e.g. for the case of t-reordering set to 0ms i.e. direct expiry, in which case the update of the state variable should been done before.

	LG
	Yes
	We don’t see a difference in changing the order of timer handling and state variable update.

	Intel
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



In LTE, the UE actions when the value of t-Reordering is reconfigured is also described, as follows:
-	when the value of the t-Reordering is reconfigured by upper layers while the t-Reordering is running:
-	stop and restart t-Reordering;
-	update RX_REORD to RX_NEXT.
The above behavior can be reused in NR without any functional changes. Companies are asked to confirm this assumption.
Question 21: Do companies agree that the behavior at t-Reordering reconfiguration in LTE can be reused for NR? If not, please indicate the preferred changes.
	Company name
	Yes/No
	Comments

	Ericsson
	Yes
	

	LG
	Yes
	

	Intel
	Yes
	

	Nokia
	Yes
	

	Qualcomm
	Yes
	

	vivo
	Yes
	

	OPPO
	YES
	

	CATT
	Yes
	

	ZTE
	Yes
	

	Samsung
	Yes
	



2.5	Single receive operation
In LTE, different receive operation is described for each type of radio bearer. However, in NR, PDCP duplication is applied to all type of radio bearers, and there may be no need to differentiate receive operation for different type of radio bearers. Companies are asked to provide their opinions whether a single received operation can be applied for all types of radio bearers.
Question 22: Do companies think that a single receive operation can be used regardless of radio bearer types? If yes, please indicate which receive operation (pull or push) is preferred.If not, please indicate for which type of radio bearer the above discussed procedure can be applied.
	Company name
	Yes/No
	Comments

	Ericsson
	Yes (PUSH)
	The PUSH based mechanism as defined for LTE DC works for all cases (RLC AM and UM; Single link and Dual Connectivity; DRB and SRB).

For RLC AM and RLC UM with Split the transmitter should not bring more than half the SNS in flight anyway and hence PULL has no benefit. For RLC UM the PULL mechanism may allow aggressive data scheduling since the amount of outstanding old data due to HARQ is foreseeable and hence case 1.1 can be avoided. It is however questionable whether this is needed for typical RLC UM applications (VoIP) and the large PDCP SNS (12 bit and 18 bit) in NR.

Hence, Yes, a single receive operation according to PUSH mode (figure 1bis and the formula below) is considered feasible. 

	LG
	Yes (PULL)
	The PUSH window mechanism is suitable for the case when lossless delivery is required. Thus, it is usually used together with ARQ (see RLC AM operation). However, if we use reordering timer, the lower edge of the reordering window is updated when the reordering timer expires, which means that missing PDU is allowed.

The PULL window mechanism has been used for LTE, and can also be used for NR. The only missing point in LTE PULL window mechanism is updating RX_DELIV when it becomes lower than the lower edge of the reordering window (see Q9). With the addition of RX_DELIV update, the PULL based mechanism works perfectly, and very much same as RLC UM window operation.

Note that the HFN de-synch problem may occur when the transmitting side brings more than half of PDCP SN in flight, regardless of reordering window mechanism.


	Intel
	Yes(PULL)
	We believe that NR PDCP receiver operation should be aligned with LTE as much as possible, therefore a PULL based window like LTE should be used.

	Nokia
	No
	PULL for UM, PUSH for AM. PUSH window is needed for lossless AM operation. RLC UM used PULL window, thus it is safer to apply it at PDCP level for UM, too.

	Qualcomm
	No
	PULL for UM, PUSH for AM.PUSH is needed for AM delivery. Both PUSH and PULL may work with UM mode if window is sufficiently large. We think window may be configured smaller than half of SN space therefore there is no such guarantee. In the mean time, for UM applications, e.g. voice, it may not be desired to wait for reordering time.

	vivo
	Yes (PULL)
	In LTE, the split bearer only with RLC AM mode also allowst-reordering which is used to ignore some PDCP PDU(s). Then we think the lossless reception is not required at least in PDCP.

	OPPO
	Yes
	We think PULL based window can be adopted as the unified approach for both UM and AM.

	CATT
	Yes (PUSH)
	PUSH window because it can tolerate cases where the transmitter cannot guarantee that less than half the SN space is in flight at any given time, which can relax the bearer duplication implementation in leaving more time to react to a strong throughput imbalance between the two legs (see Q11). And even though it is not the legacy window for UM mode, we think it can still work well for this mode and we haven’t seen any strong issue since RX_NEXT-RX_DELIV should be rather small compared to the window size given the typically short timers associated with UM packets fly time. Only concern could be with a split bearer where the window is pushed by the slower leg and where it might not be straightforward for the transmitter to guarantee that less than half the SN space is in flight at a given time. But we do not necessarily see a need to optimize for such usecase since it is not expected to be a common case (UM + split).

	ZTE
	Yes
(PUSH)
	In order to save the complexity in both protocol maintainence and product implementation, we think one unified window operation is preferred.
Considering the PDCP PDU can be discarded in the PDCP entity of transmission side, we think it is not necessary for the PDCP entity of reception side to distinguish the packet discard in PDCP or lost due to poor radio condition, thus a PUSH window + t-reordering based window movement defiend in LTE can be considered as baseline for all scenarios.

	Samsung
	Yes (PUSH)
	PULL and PUSH is suitable for UM and AM, respectively. However, PUSH is the safer option if we go for a single receive operation.  




3.	Phase II Discussions
There are diverged views on which receive operation should be used in PDCP.
· PULL window only: 4 companies
· PUSH window only: 4 companies
· PULL window for UM DRB and PUSH window for AM DRB: 2 companies
As there are no clear majorities, rapporteur suggests to select one option in the next meeting.
Based on the Phase I discussions, rapporteur provides two text proposals for PDCP receive operation using PULL and PUSH window, respectively. Companies are asked to review both procedures and provide their comments.
In the procedure, the only open issue is thought to be whether to perform integrity verification of the PDCP SDU that is outdated or duplicated. Rapporteur also suggests to decide this open issue in the next meeting.

	
PULL window

[bookmark: _Toc477873864][bookmark: _Toc478029700][bookmark: _Toc479861761]5.2.2	Receive operation
In this section, following definitions are used:
-	HFN(State Variable): the HFN part of the State Variable.
-	SN(State Variable): the SN part of the State Variable.
-	RCVD_SN: the PDCP SN of the received PDCP Data PDU, included in the PDU header.
-	RCVD_HFN: the HFN of the received PDCP Data PDU, calculated by the receiving PDCP entity.
-	RCVD_COUNT: the COUNT of the received PDCP Data PDU = [RCVD_HFN, RCVD_SN].
5.2.2.1	Actions when a PDCP Data PDU is received from lower layers
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP PDU, i.e. RCVD_COUNT, as follows:
-	if RCVD_SN < SN(RX_NEXT) – Window_Size:
-	RCVD_HFN = HFN(RX_NEXT) + 1;
-	else if RCVD_SN  >= SN(RX_NEXT) + Window_Size:
-	RCVD_HFN = HFN(RX_NEXT) – 1;
-	else:
-	RCVD_HFN = HFN(RX_NEXT);
-  RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP PDU = RCVD_COUNT, the receiving PDCP entity shall:
-	if RCVD_COUNT <= RX_DELIV; or
-	if the PDCP PDU with COUNT = RCVD_COUNT has been received before:
-	FFS: perform deciphering and integrity verification of the PDCP PDU using COUNT = RCVD_COUNT, if applicable;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP PDU;
-	else:
-	perform deciphering and integrity verification of the PDCP PDU using COUNT = RCVD_COUNT, if applicable;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP PDU;
If the received PDCP PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-	store the resulting PDCP SDU in the reception buffer;
-	if RCVD_COUNT >= RX_NEXT:
-	update RX_NEXT to RCVD_COUNT + 1;
-	if RX_NEXT – Window_Size >= RX_DELIV:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured: 
-	all stored PDCP SDU(s) with an associated COUNT value less than or equal to RX_NEXT – Window_Size;
-	update RX_DELIV to RX_NEXT – Window_Size;
-	if a PDCP SDU with COUNT = RX_DELIV + 1 is stored; or
-	if RCVD_COUNT = RX_DELIV + 1:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV + 1;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
-	if t-Reordering is running, and if the PDCP SDU with COUNT = RX_REORD – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and if there is at least one stored PDCP SDU:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
5.2.2.2	Actions when a t-Reordering expires
When t-Reordering expires, the receiving PDCP entity shall:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured:
-	all stored PDCP SDU(s) with associated COUNT value(s) < RX_REORD;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_REORD;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
-	if there is at least one stored PDCP SDU:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
5.2.2.3	Actions when the value of t-Reordering is reconfigured
When the value of the t-Reordering is reconfigured by upper layers while the t-Reordering is running, the UE shall:
-	update RX_REORD to RX_NEXT;
-	stop and restart t-Reordering.




Question 23: If PULL window is used, are companies ok with the above PDCP receive operation? If not, please indicate your concerns.
	Company name
	Comments

	Ericsson
	OK, except for required corrections:
· A PDU is received, not an SDU. Therefore, “PDU” should be used until storing of the data unit. Compare also LTE spec: “perform deciphering of the PDCP PDU and store the resulting PDCP SDU”.
· The section of “perform deciphering and integrity verification of the PDCP SDU using COUNT = RCVD_COUNT, if applicable;” and everything below should only be done ”if the PDU was not discarded above”. The same applies to “store the resulting PDCP SDU in the reception buffer, if not discarded above;” Therefore, the respective sections should be put under a common condition “if the PDU was not discarded above:” or as “else branch” of the above conditions leading to discard.
For clarity, the following should be considered as well:
· The order of “start t-Reordering;” and “update RX_REORD to RX_NEXT.” should be swapped for clarity. This way, the spec is clear also for the case where t-reordering is configured to 0ms, where the start would lead to an immedidate expiry – and for that expiry the state variable should have been updated before start of the timer.
· In the HFN determination, the variable to be evaluated and compared to the receiver state variables is RCVD_SN. It would improve readability if this variable is used in the beginning of the if-term, e.g. “RCVD_SN < SN(RX_NEXT) – Window_Size” instead of “SN(RX_NEXT) – RCVD_SN > Window_Size”, etc..

	LG
	Agree with Ericsson’s comment except for the order of t-Reordering and state variable update. This processing order has been used from LTE, and thus there is no problem to use this order in NR. However, if t-Reorering = 0ms should be considered, it can be discussed in a future, separately.


	Nokia
	We also agree with Ericsson. We think that everything below “store the resulting PDCP SDU in the reception buffer, if not discarded above;” should be performed only if PDCP PDU has not been discarded earlier (it is unnecessary to test the if-clauses). For the t-Reordering, we also agree with Ericsson.




	
PUSH window

5.2.2	Receive operation
In this section, following definitions are used:
-	HFN(State Variable): the HFN part of the State Variable.
-	SN(State Variable): the SN part of the State Variable.
-	RCVD_SN: the PDCP SN of the received PDCP Data PDU, included in the PDU header.
-	RCVD_HFN: the HFN of the received PDCP Data PDU, calculated by the receiving PDCP entity.
-	RCVD_COUNT: the COUNT of the received PDCP Data PDU = [RCVD_HFN, RCVD_SN].
5.2.2.1	Actions when a PDCP Data PDU is received from lower layers
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP PDU, i.e. RCVD_COUNT, as follows:
-	if RCVD_SN <= SN(RX_DELIV) – Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) + 1;
-	else if RCVD_SN > SN(RX_DELIV) + Window_Size:
-	RCVD_HFN = HFN(RX_DELIV) – 1;
-	else:
-	RCVD_HFN = HFN(RX_DELIV);
-	RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP PDU = RCVD_COUNT, the receiving PDCP entity shall:
-	if RCVD_COUNT <= RX_DELIV; or
-	if the PDCP PDU with COUNT = RCVD_COUNT has been received before:
-	FFS: perform deciphering and integrity verification of the PDCP PDU using COUNT = RCVD_COUNT, if applicable;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP PDU;
-	else:
-	perform deciphering and integrity verification of the PDCP PDU using COUNT = RCVD_COUNT, if applicable;
-	if integrity verification fails:
-	indicate the integrity verification failure to upper layer;
-	discard the PDCP PDU;
If the received PDCP PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-	store the resulting PDCP SDU in the reception buffer;
-	if RCVD_COUNT >= RX_NEXT:
-	update RX_NEXT to RCVD_COUNT + 1;
-	if RCVD_COUNT = RX_DELIV + 1:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV + 1;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
-	if t-Reordering is running, and if the PDCP SDU with COUNT = RX_REORD – 1 has been delivered to upper layers:
-	stop and reset t-Reordering;
-	if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and if there is at least one stored PDCP SDU:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
5.2.2.2	Actions when a t-Reordering expires
When t-Reordering expires, the receiving PDCP entity shall:
-	deliver to upper layers in ascending order of the associated COUNT value after performing header decompression, if configured:
-	all stored PDCP SDU(s) with associated COUNT value(s) < RX_REORD;
-	all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from RX_REORD;
-	update RX_DELIV to the COUNT value of the last PDCP SDU delivered to upper layers;
-	if there is at least one stored PDCP SDU:
-	update RX_REORD to RX_NEXT;
-	start t-Reordering.
5.2.2.3	Actions when the value of t-Reordering is reconfigured
When the value of the t-Reordering is reconfigured by upper layers while the t-Reordering is running, the UE shall:
-	update RX_REORD to RX_NEXT;
-	stop and restart t-Reordering.




Question 24: If PUSH window is used, are companies ok with the above PDCP receive operation? If not, please indicate your concerns.
	Company name
	Comments

	Ericsson
	OK, except for required corrections:
· A PDU is received, not an SDU. Therefore, “PDU” should be used until storing of the data unit. Compare also LTE spec: “perform deciphering of the PDCP PDU and store the resulting PDCP SDU”.
· The section of “perform deciphering and integrity verification of the PDCP SDU using COUNT = RCVD_COUNT, if applicable;” and everything below should only be done ”if the PDU was not discarded above”. The same applies to “store the resulting PDCP SDU in the reception buffer, if not discarded above;” Therefore, the respective sections should be put under a common condition “if the PDU was not discarded above:” or as “else branch” of the above conditions leading to discard.
For clarity, the following should be considered as well:
· The order of “start t-Reordering;” and “update RX_REORD to RX_NEXT.” should be swapped for clarity. This way, the spec is clear also for the case where t-reordering is configured to 0ms, where the start would lead to an immedidate expiry – and for that expiry the state variable should have been updated before start of the timer.

	LG
	Agree with Ericsson’s comment except for the order of t-Reordering and state variable update. This processing order has been used from LTE, and thus there is no problem to use this order in NR. However, if t-Reorering = 0ms should be considered, it can be discussed in a future, separately.


	Nokia
	We also agree with Ericsson. We think that everything below “store the resulting PDCP SDU in the reception buffer, if not discarded above;” should be performed only if PDCP PDU has not been discarded earlier (it is unnecessary to test the if-clauses). For the t-Reordering, we also agree with Ericsson.




4.	Conclusion
Total 10 companies joined this e-mail discussion, and the e-mail discussion was progressed in 2 phases:
· 1st phase: reaching consensus on desired behavior for PULL window and PUSH window, respectively
· 2nd phase: finalizing TP for PULL window and PUSH window, respectively
The TPs on PULL window and PUSH window are deemed stable, but it was hard to reach consensus which operation should be used:
· PULL window only: 4 companies
· PUSH window only: 4 companies
· PULL window for UM DRB and PUSH window for AM DRB: 2 companies
Thus, rapporteur suggests to decide in the meeting based on which window the PDCP receive operation should be described.
Proposal1: Decide based on which window the PDCP receive operation should be described.
Once the window is decided, the TP described in section 3 can be used as a baseline.
Proposal2: Take the TPs described in section 3 as baselines for PULL window and PUSH window.
In the TP, one open issue is whether to perform integrity verification of the PDCP PDU that is outdated or duplicated. As there are diverged views on this issue, rapporteur suggests to decide this issue in the meeting.
Proposal3: Decide whether to perform integrity verification of the PDCP PDU that is outdated (i.e. RCVD_COUNT <= RX_DELIV) or duplicated (i.e. the PDCP PDU with COUNT = RCVD_COUNT has been received before).
For the PULL window, one another open issue is whether it is required to define receiving side behavior when the lower edge of the reordering window becomes higher than RX_DELIV. A slight majorities (7 companies) prefer to describe the behaviour, but still some companies (3 companies) think it is not necessary. Thus, if PULL window is selected, rapporteur suggests to discuss further on this issue.
Proposal4: If PULL window is selected, decide whether it is required to define receiving side behavior when the lower edge of the reordering window becomes higher than RX_DELIV.
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