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1	Introduction
In the RAN2#98 meeting, the following agreements were made during the discussion on SCG SRB and SCG RLF.
Agreements for EN-DC and NGEN-DC:
1:	SCG SRB is modelled as one of the NR SRBs defined in 38.331. 
2:	SCG SRB uses NR-DCCH logical channel type. 
3:	A UE can be configured with both split MCG SRB and SCG SRB simultaneously. 
4:	SCG SRB and the SCG leg of split SRB1/2 will be independently configured 
5:	SCG-SRB establishment and release can be done at SCG addition and SN change
6	SCG-SRB reconfiguration can be done at SCG modification procedure.
7	RRC PDUs on SCG-SRB are ciphered using NR PDCP.
8	RRC PDUs on SCG-SRB are integrity protected using NR PDCP.
9	Security keys for SCG-SRB are derived from S-KgNB.

In the RAN2#97-bis meeting, the following agreements were made during the discussion on SCG SRB and SCG RLF.
Agreements:
1	SCG SRB can be configured based on network decision.
2	Addition of SCG SRB is decided by SN.
FFS Whether the MN can request establishment of SCG SRB
3	SCG SRB configuration is provided by NR RRC from SN.
4	NR RRC complete messages and measurement reports are mapped to the same SRB as the message initiating the procedure.
FFS Whether there are any exceptional cases for the complete messages
FFS Whether explicit configuration is also supported for measurement reports.
5	All LTE RRC messages are mapped to MCG SRB.
6	EN-DC can only be configured after security activation on LTE.

In addition, the following agreements were made related to the number, terminology for the SN SRB and SN failure handling cases:
Agreement
1	In NSA (for option 3, option 4, 7), MN RRC is used for MN connection control such as connection establishment and release, MN handovers for the UE.
2	In NSA (for option 3, option 4, 7), RRC parameters to configure NR PHY, NR MAC, NR RLC and NR PDPC are captured in the NR RRC specification.
FFS whether the SCG configuration from the SN will be an RRCConnectionReconfiguration or a new message (e.g. named “SCGConfigurationCommand”). Can be considered when we have a better idea of the content of the messages.
FFS How to capture procedures for bearer configurations so that those are not split among different specifications

Agreement
1	For LTE-NR tight interworking where LTE is the MN with SCG SRB configured, only one SRB is required on the SN side, and only for messages corresponding to SRB1.
FFS is anything additional is needed for SN failure cases.

Agreements
1: SCG SRB is of higher scheduling priority than all DRBs.
2: UE processes messages received on SCG SRB one message at a time in the order received at the RRC. (i.e. same rules as in LTE). 
3: There is no requirement on the UE to perform any reordering of RRC messages between MCG SRB and SCG SRB.
FFS: What terminology will be used to describe the SCG SRB.

Agreements:
1: In LTE-NR DC, following SgNB failure cases need to be supported:
-	SgNB RLF;
-	SgNB change failure;
-	exceeding the maximum uplink transmission timing difference (if EN-DC supports the synchronised operation case which is RAN1 decision);
-	SgNB configuration failure (only for message on SCG SRB);
-	SgNB RRC integrity check failure;
2: In LTE-NR DC, the UE shall report the SCGFailureInformation to the MeNB instead of triggering the reestablishment upon SgNB failure.
3: 	Upon SgNB failures, UE shall:
-	Suspend all SCG DRBs and suspend SCG transmission for MCG split DRBs, and SCG split DRBs;
-	Suspend direct SCG SRB and SCG transmission for MCG split SRB;
-	Reset SCG-MAC;
-	send the SCGFailureInformation message to the MeNB with corresponding cause values .

Agreement:
Working assumption (SCG integrity protection failure case is to be confirmed after SA3 response): At SCG failure (all cases) only the SCG part of MCG/SCG split bearers should be suspended. (Already agreed for the SCG bearer and the SCG SRB)

In this discussion paper, we will discuss our views on how to solve the FFS aspects.
2	Discussion
FFS Whether the MN can request establishment of SCG SRB

To discuss the FFS aspect above, the following scenario for SCG SRB addition is shown below.


Figure 2-1: SCG SRB establishment during SgNB addition
Figure 2-1 describes the establishment of SCG SRB. It is assumed in this scenario that the SCG SRB may be established by the SN by knowing the EN-DC UE capability, hence the SN would explicitly send the configuration during SgNB addition.
	3.	Capability dependency between LTE and NR.
-	Type I capabilities:	The use of the capability is isolated to the RAT.
-	Type II capabilities:	The use of the capability in one RAT has impacts to the other RAT but is not understood by the NW side of the other RAT.
-	Type III capabilities:	The use of the capability in one RAT has impacts to the other RAT and is understood by the NW side of the other RAT.



Since Type I capabilities do not need any negotiation between MN and SN, the responsibility of decision to configure SCG SRB is always at the SN as agreed during last meeting.
Proposal 1: SCG SRB is always configured by default during the initial SgNB addition.
It is rather safe to assume that if the SN cannot allocate the SCG SRB configuration, then SgNB addition procedure must be considered a failure.
Proposal 2: SgNB addition procedure is considered failed if SN cannot allocate SCG SRB.
The SN must be allowed to update the configuration of the SCG SRB and then the reconfiguration could be performed using the SCG SRB.
Proposal 3: SCG SRB may be reconfigured by the SN using the RRCConnectionReconfiguration transmitted on the SCG SRB. 
We now progress to the topic of discussing the formatting of the NR RRC PDU in the LTE/NR DC operation.
FFS whether the SCG configuration from the SN will be an RRCConnectionReconfiguration or a new message (e.g. named “SCGConfigurationCommand”). Can be considered when we have a better idea of the content of the messages.
FFS How to capture procedures for bearer configurations so that those are not split among different specifications

There are mainly 4 cases; MN message containing LTE only configuration, MN message containing LTE + NR configuration, MN message containing NR only configuration and SN message containing SCG only configuration. If we take a set of combinations of these cases, there are several cases where:
· SN message containing SCG only configuration may be delivered to the UE before the MN message containing LTE + NR configuration is delivered
· SN message containing SCG only configuration may be delivered to the UE before MN message containing NR only configuration is delivered
The UE is not responsible for tracking the order of the messages and neither reordering them. But the UE will need to distinguish one transaction from the other and the network will need to know the transaction identifier for failure handling. Hence, we propose:
Proposal 4: The SN RRC PDU contains a transaction identifier. 
Agreement
1	For LTE-NR tight interworking where LTE is the MN with SCG SRB configured, only one SRB is required on the SN side, and only for messages corresponding to SRB1.
FFS is anything additional is needed for SN failure cases.

As far as the SCG SRB unreliability is concerned, because it has the highest coding, any problem with its operation should be enough to lead to SCG RLF i.e. the CP failure must mean that the UP cannot be maintained as well. Hence, we propose:
Proposal 5: If SCG SRB is unreliable the SCG RLF condition is considered met.
At SCG RLF, the UE should be able to continue using the MCG path if it is available, i.e. MN leg should be used in both directions.
Proposal 6: The UE may continue using the MN leg in DL and UL upon SCG failure (resulting from SCG SRB being unreliable).
After SCG RLF, the UE should be able to indicate any newly found NR cells in its uplink report to the MN. The MN should forward the report to the SN.
Proposal 7: After SCG RLF is declared an UE may report newly found NR cells in the SCGFailureInformation message.
Proposal 8: The SCGFailureInformation message is forwarded to the SN by the MN.
Proposal 9: Based on the analysis of measurement results the SgNB initiates the SCG re-establishment procedure towards the MN.
3	Conclusion
In this contribution, several miscellaneous topics have been dealt with on the aspects of SCG SRB initial addition and SCG RLF handling.
Proposal 1: SCG SRB is always configured by default during the initial SgNB addition.
Proposal 2: SgNB addition procedure is considered failed if SN cannot allocate SCG SRB.
Proposal 3: SCG SRB may be reconfigured by the SN using the RRCConnectionReconfiguration transmitted on the SCG SRB.
Proposal 4: The SN RRC PDU contains a transaction identifier.
Proposal 5: If SCG SRB is unreliable the SCG RLF condition is considered met.
Proposal 6: The UE may continue using the MN leg in DL and UL upon SCG failure (resulting from SCG SRB being unreliable).
Proposal 7: After SCG RLF is declared an UE may report newly found NR cells in the SCGFailureInformation message.
Proposal 8: The SCGFailureInformation message is forwarded to the SN by the MN.
Proposal 9: Based on the analysis of measurement results the SgNB initiates the SCG re-establishment procedure towards the MN.
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