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1   Introduction
In the email discussion regarding PDCP PDU format [3], the responses for Question 2 ("whether the P field is needed in NR PDCP PDU formats for DRBs in Rel-15?") were "yes=8, no=8". As a consequence, RAN2#98 resulted in the following PDCP agreements [2]:

1.       the D/C field is not present in the PDCP data PDU format for SRB.

2.       the D/C field is present in the PDCP data PDU format for DRB.

3.       the P field is not present in the PDCP data PDU format for SRB and as a baseline for DRB as well.
4.       the D/C field is present in all PDCP control PDUs.

5.       the PDU type field is present in all PDCP control PDUs.

6.       the PDU type field is 3 bits.

7.       RAN2 assumes that out-of-order/duplicated reception of ROHC feedback is not an issue to be resolved to RAN2.  

8.       Out-of-order/duplicated reception of PDCP status report is not an issue to be resolved in RAN2.

9.       As a baseline, PDCP SN number will not be added to the PDCP Control PDUs

10.     12 and 18 bit PDCP SN is used for NR

Subsequently, the text and figures related to the PDCP P-field were removed in [1].
2   Discussion
We believe that the analysis conducted for RAN2#98 did not consider all of the use cases for the PDCP P-field and the impact of removing the P-field from a DRB PDCP data PDU.

2.1 Impact of RAN architecture
In the email discussion of [3], one of the "no" arguments for dispensing with the P-field is that RLC AM status reporting makes PDCP status reporting redundant. However, this argument does not consider the impact of the proposed NG RAN architecture [4].

In some scenarios, the PDCP entity is located in a RAN node that is different from the RAN node where the RLC entity is located – e.g. for NR dual-connectivity and for option 2 CU/DU separation.

For UL, RLC AM status reporting only indicates that the PDU was delivered across the radio link to the serving RAN node housing the RLC entity (e.g. a SgNB or a DU); it does not provide assurance that the PDCP PDU was actually delivered across the backhaul network to the anchor RAN node housing the PDCP entity (e.g. a MgNB or a CU).

Observation 1
RLC AM on UL does not provide assurance that the PDCP PDU was delivered across a backhaul network if PDCP and RLC entities are not co-located.

On DL, Xn/F1 data delivery status may be used to detect packet loss over backhaul but this is still not a PDCP end-to-end acknowledgement.

Observation 2
Xn/F1 data delivery status on DL does not provide an end-to-end acknowledgment.
2.2 Impact of message integrity check

If a PDCP PDU delivered to a receiving PDCP entity includes a configured message integrity check, as recommended by [5], the PDCP PDU will be discarded if it fails the message integrity check. Such failures are not reflected in an RLC status report.

Observation 3
A PDCP PDU will be discarded if it fails a message integrity check after a successful RLC AM transmission.

2.3 Trigger for PDCP Status report
The procedure in [1] states:

the receiving PDCP entity shall trigger a PDCP status report when:

-
upper layer requests a PDCP entity re-establishment;

-
upper layer requests a PDCP data recovery.

However, it is unclear which upper layer entity would request a PDCP data recovery and what would trigger that request in normal operation (i.e. when not part of a handover or radio link failure recovery procedure).

In LTE, expiry of the RLC t-Reordering timer causes an RLC status report to be triggered for recovery of missing RLC PDUs. Since NR RLC does not perform reordering, this mechanism is not available in NR to recover from lost PDCP PDUs.

To-date, there has been no agreement in RAN2 that expiry of the PDCP t-Reordering timer would cause a PDCP status report to be triggered for recovery of missing PDCP PDUs. In addition, if reordering of PDCP PDUs for a DRB is disabled (e.g. through RRC configuration), then a PDCP t-Reordering timer may not be active for such a DRB.

Therefore, even if current procedures were modified to generate a PDCP status report on expiry of the PDCP t-Reordering timer, there would still be a problem with DRBs where reordering is not enabled.

Observation 4
In general, it is unclear what will trigger a PDCP status report to identify missing PDUs.

3   Conclusion
The short-comings identified in the Discussion section can be overcome if the PDCP sender is able to explicitly request a PDCP status report from the PDCP receiver through use of a PDCP P-field. Therefore, based on the previous observations:

Observation 1
RLC AM on UL does not provide assurance that the PDCP PDU was delivered across a backhaul network if PDCP and RLC entities are not co-located.
Observation 2
Xn/F1 data delivery status on DL does not provide an end-to-end acknowledgment.
Observation 3
A PDCP PDU will be discarded if it fails a message integrity check after a successful RLC AM transmission.
Observation 4
In general, it is unclear what will trigger a PDCP status report to identify missing PDUs.

We propose the following:

Proposal 1
Retain the P-field in DRB PDCP data PDUs.
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