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1. Introduction
This paper addresses some aspects to be considered for Access Control in NR and proposes the general requirements. 
2. Discussion
In LTE, access and overload control function is defined in different protocol layers, i.e., RACH, RRC and application layer, so that the system is able to control the congestion and overload condition according to the needs and situations of each concerning layers. 

- RACH backoff: 

the RACH backoff may be used when the eNB is experiencing overload in radio resources (RACH resources, PDSCH, PUCCH, PDCCH) consumed during RA procedure (msg.2 to msg.5) or when the eNB processing load to process RA procedure messages increases.

- RRC Connection Reject and RRC Connection Release: 

By using the establishment cause the eNB is able to reject or accept/prioritize an incoming RRC Connection Request taking into account the eNB radio resource condition and/or processing load and also the MME overload condition. Releasing a call with RRC Connection Release usually is a last resort to reduce the load in the network.

- Access barring mechanisms:

Access barring mechanism is a UE based access control that allows effective reduction of load by preventing the UE to send signalling for access request to the NW. In LTE, different kind of barring mechanisms are defined. (See Table1)
Although radio protocol design for NR is still an ongoing discussion, generally we think that NR system should also be equipped with overload and access control similar to that available in LTE.

Proposal 1:
NR system should also support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

The following table summarizes the above access and overload control functions with its limitation.

Table 1: Access and Overload Control in LTE
	
	Protocol Layer
	Access/Overload Control
	Granularity
	Limitation in LTE

	NW based
	RACH
	Backoff indicator
	None 
	· No differentiation of RACH access

· Service/Application/Call type level backoff not supported

	
	RRC
	RRC Connection Reject


	Establishment Cause


	Application-level reject not supported



	
	
	RRC Connection Release


	Establishment Cause (Implementation)
	

	UE based
	RRC
RRC
	ACB
	AC (Access Class) + Call Type
	RRC IDLE only

	
	
	ACB skip
	AC + Call Type
	RRC IDLE only

	
	
	ACB for CSFB
	AC + Call Type
	RRC IDLE only

	
	
	EAB


	AC + LAPI + EAB Category
	RRC IDLE only

	
	
	ACDC


	AC + Application Category
	RRC IDLE only

	
	
	AB for NB-IoT
	AC + Call Type (NB-IoT)
	RRC IDLE only

	
	Application layer
	SSAC
	AC + Call Type
	

	
	OS?
	UDT
	All UDT (UDT definition depends on OS)
	


For RACH backoff, today the backoff is performed equally towards all the UE RACH access whenever the eNB decides that the radio resource and/or processing overload exceeds a certain threshold. One discussion that may be beneficial is whether finer granularity of call type (e.g., normal call, high priority call and/or emergency call) is needed for the RAN to selectively reject/backoff/prioritize the RACH access. The detail solution such as reducing the preamble collision probability by preamble separation or selective backoff may be further discussed.

Proposal 2: 
For RACH backoff mechanism, RAN2 to discuss whether finer granularity of call type is needed for the RAN to selectively reject/backoff/prioritize a RACH access.

For network based access control such as RRC Connection Reject, one aspect that needs to be discussed is whether it is beneficial to have finer granularities of establishment cause compared to the ones that are defined for LTE. In LTE the following 7 establishment causes were defined: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess, mo-VoiceCall, mo-ExceptionData (for NB-IoT). In UMTS, more than 20 causes were defined. Having finer granularities of establishment cause may be beneficial for the operations that need to finely reject/prioritize a call without having the need to invoke the access barring mechanism.

Proposal 3:
RAN2 to discuss whether finer granularity of establishment cause to be used during RRC Connection Reject is needed.

For UE based access barring mechanisms, LTE has been defining different kind of access barring mechanisms which are tailored for the need of different operators and services that came up gradually along with vast deployment of LTE network. The problem encountered during specification discussion were mostly due to the fact that each barring mechanisms require different solutions, e.g., one was executed in the AS layer (ACB, ACDC), one in application layer (SSAC) and one is even higher in OS layer (UDT), etc. Since UE based access barring mechanism is a very effective mechanism to mitigate and reduce the overload condition by preventing the access already from UE side, we think that this mechanism should be supported also in NR. Furthermore, we think that access barring mechanism for NR should address all the use cases and scenarios defined in LTE but considering the difficulties encountered in LTE, we think that we should aim to specify one unified mechanisms to address different use cases and scenarios.

Proposal 4:
RAN2 should specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE
When specifying one unified mechanism for access barring, we need to make sure that this mechanism should be able to cater other scenarios/use cases that may come up in the future. This means that the framework (covering both AS and NAS layer) for this unified barring mechanism needs to be forward compatible.
Proposal 5:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios

One issues that always come up when discussing solution for a barring mechanism is whether this barring mechanism applies in only RRC_IDLE state or also in RRC_CONNECTED state. Although this might be varied depending on the use case, we think that we should aim to define one mechanism that can be applied to all RRC states. However, detail discussion may be necessary to decide whether it would be better to have one mechanism per RRC states.

Proposal 6:
RAN2 should aim to specify one unified access barring mechanism for NR that would be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE)
Furthermore, when specifying access barring mechanism for NR, we need to make sure that the framework should be able to specify inside the 3GPP WG. There are barring mechanisms in LTE which part of the framework (e.g., application ID definition for ACDC and/or UDT) specification needs to be done outside 3GPP. This caused difficulties for the operators when deploying the barring mechanism because they cannot ensure whether all the UEs supports the necessary application or OS specifications. 

Proposal 7:
The framework and specification for unified access barring mechanism should be done inside the 3GPP WGs.
3. Summary and Proposal
Some aspects to be considered Access Control in NR were addressed and the following were proposed:

Proposal 1:
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
Proposal 2: 
For RACH backoff mechanism, RAN2 to discuss whether finer granularity of call type is needed for the RAN to selectively reject/backoff/prioritize a RACH access.
Proposal 3:
RAN2 to discuss whether finer granularity of establishment cause to be used during RRC Connection Reject is needed.
Proposal 4:
RAN2 should specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.
Proposal 5:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.
Proposal 6:
RAN2 should aim to specify one unified access barring mechanism for NR that would be applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
Proposal 7:
The framework and specification for unified access barring mechanism should be done inside the 3GPP WGs.
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