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1. Introduction
In E-UTRAN, several mechanisms to control UE access to the network were introduced to handle the overload situation. Even though NR targets to expand network capacity and performance, it is natural to assume that overload will still occur and thus similar access control mechanisms are needed.

In this contribution, we discuss and propose Access Control mechanisms for NR focusing on methods which require NAS-AS interactions. 
2. Discussion
In LTE, several access control features have been standardized:

· ACB (Access class barring) – Rel-8: Provides restricting network access per Access Class as defined in 36.304
· SSAC (Service Specific Access Control) – Rel-9: Provides additional restrictions for MMTEL voice call which is applied at the IMS layer 
· Extended Access Barring (EAB) – Rel-11: Provides further control of access targeting MTC devices
· ACDC (Application specific Congestion control for Data Communication) – Rel-12: Allows access control for specific applications defined by the operator
In addition, several enhancements to ACB were introduced in later releases such as for CSFB and bypassing ACB, per PLMN configuration, simplified control for NB-IoT.

All of the LTE methods above are applied when the UE moves from Idle to Connected while SSAC is also applicable during Connected state. As a general principle, NR should match the same functionality and thus should provide equivalent mechanisms used in LTE.
Proposal 1: Access Control for NR should provide mechanisms which match the Access Control functionalities of LTE.
However, in LTE, the above solutions have been standardized for different purposes, further enhanced in later releases and subsequently do not have a single framework. For NR design, it makes sense to strive for a unified framework which can provide the same functionality.

Proposal 2: A unified framework for Access Control which can accommodate different scenarios should be targeted.

There is benefit for an operator to control (allow/prohibit) the access based on the traffic type and this was the motivation for ACDC. In NR, a similar goal and template should be targeted where certain traffic types could be classified as exempt or not for access, which is controlled by the network based in part on the congestion. This can allow control for many types of applications such as emergency services, machine type communications, URLLC type traffic. Unlike ACDC, independent control without strict prioritization of traffic categories as well as higher granularity will provide more flexibility. However, the configuration should also allow control at device level which can be more useful, for example, in Idle/Inactive modes.  

Proposal 3: NR should enable control at both application and device level for access to the network.

In LTE, ACB, EAB, and SSAC are applied during Idle to Connected transitions by NAS not sending SR or TAU that would have triggered the RRC connection set up to send the application data. This has the drawback of not allowing similar control for data sessions which start in the Connected mode. Therefore, a new data session can’t be restricted as NAS has no mechanism to request an application to throttle or stop data. The NR solution should allow control in Connected mode. Furthermore, since Inactive state has already been agreed for NR, there is no reason not to allow the same control to Inactive mode and from Inactive to Connected mode transition. It should be up to the network configuration to use different level of controls in different RRC states.
Proposal 4: NR Access Control should be applicable in all RRC modes and from Idle/Inactive to Connected mode transitions with possibly different level of controls in each mode.

3. Conclusion
In this contribution, we discussed Access Control for NR and propose the following:
Proposal 1: Access Control for NR should provide mechanisms which match the Access Control functionalities of LTE.

Proposal 2: A unified framework for Access Control which can accommodate different scenarios should be targeted.

Proposal 3: NR should enable control at both application and device level for access to the network.

Proposal 4: NR Access Control should be applicable in all RRC modes and from Idle/Inactive to Connected mode transitions with possibly different level of controls in each mode.
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