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1 Introduction
Inactive state is now under studying in RAN2. And the security architecture of NR is also under studying in SA3.[1] SA3 is waiting for inputs from RAN2 on inactive state. In this contribution, we first analyse AS security mechanism in LTE, NB-IoT and Rel-14 light connection. Then we discuss AS security requirement of inactive state from RAN2 point of view. 
2 Discussion on security aspect in LTE
2.1 AS security in legacy LTE
In LTE, upon RRC connection is established, eNB first acquires UE’s security related ability from MME, and then activates AS security for UE. The LTE AS security contains integrity protection and ciphering. Integrity protection is applicable for SRB1 and SRB2. And ciphering is applicable for all radio bearers (SRB1, SRB2 and DRBs). Therefore, in RRC_connected state, both control plane and user plane are under the protection of AS security. In RRC_idle state, since the AS security configuration is released and no data is transmitted in RRC_idle, no AS security is applicable for RRC_idle UE.
2.2 AS security in Rel-13 NB-IoT optimization
· NB-IoT UP optimization
For Rel-13 NB-IoT UP optimization. Upon receiving RRCConnectionResumeRequest message, the eNB can resume the RRC connection as well as AS security, which means both integrity protection and ciphering in PDCP are resumed. So after RRC connection resumed, UE is under protection of AS security. Therefore, both control plane and user plane are protected by AS security in RRC_connected state of NB-IoT UP optimization. 
· NB-IoT CP optimization
For Rel-13 NB-IoT CP optimization, data is transmitted through NAS message and is protected by NAS security. Since AS security is not activated, neither RRC signalling nor data is protected by AS security. Considering many of the SRB1 RRC signalling should be protected by AS security, this kind of RRC signalling cannot be transmitted through wireless interface for NB-IoT CP optimization. For example, RRCConnectionRestablishment is not supported, which result in long interruption time when changing serving cell. Therefore, without AS security, RRC signalling cannot be reliable transmitted.
2.3 AS security in Rel-14 light connection
In Rel-14, a sub-state of RRC_connected, named light connection was introduced, in order to shorten the delay of state transition. For a UE in light connection, it can resume the RRC connection and fast transfer to connected state. During the state transition procedure, the AS security is resumed as well as the RRC connection. Therefore, both the control plane and user plane are under AS security protection after connection is resumed.
We can see only NB-IoT CP optimization does not activate AS security which results in some RRC signalling unable to be safely transmitted through wireless interface. While for other optimizations in LTE, AS security is activated for both control plane and user plane. We think it’s better to apply this principle for NR.
3 AS security for inactive state in NR
In NR, in addition to existing idle state and connected state, a new state, named inactive state, is proposed in 5G NR. For data transmission in inactive state, there are 3 potential options.
a) Move to connected and then transmit data.

b) Transmit data together with initial RRC message for transition to connected

c) Transmit data in "new state"
It is agreed that option a is baseline. Option b and option c are under studying now. For option a, UE first move to connected state and then transmit data. This procedure is similar with LTE. So the AS security can be activated through RRC connection resume like procedure.
While for option b and option c, whether the data is under AS security protect or not is not decided yet. A common understanding for option b and c is that UE can send uplink data to gNB. And gNB can also send downlink RRC signalling to UE. For control plane, if AS security is not activated, the downlink RRC signalling is unreliable. For instance, after receiving UE id, fake base station can send downlink RRC signalling directly to this UE, which may contain inter-RAT redirection information. For user plane, if AS security is not activated, the uplink data can be eavesdropped by fake base station, too. Therefore, it is better for inactive state to protect both RRC signalling and data with AS security.
Proposal 1: For data transmission in inactive state, both RRC signalling and data should be protected by AS security.

4 Conclusions
In this paper, we have discussed two feasible way of DC between NR and LTE and offered some requirements for NR. We propose:
Proposal 1: For data transmission in inactive state, both RRC signalling and data should be protected by AS security.
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