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1 Introduction

This document discusses Access Control for NR and compares to Access Control in LTE
2 Discussion
2.1 Access Control in LTE

Access Control is a function that is spread across several layers, AS, NAS and higher layer. 

The primary mechanism of access control is barring, and there are several mechanisms: 
· Access Class Barring (ACB)
· Extended Access Barring (EAB)
· Service Specific Access Control (SSAC)
· Application Specific Congestion control for Data Communication (ACDC)
The AS can also apply other mechanisms, e.g. Connection Reject with Wait time. 

Access Control is based on cause values provided from NAS to AS. Access barring uses broadcasted parameters. 
2.2 Access Control in NR

From Access Stratum point of view the current LTE approach with a multitude of mechanisms involves some complexity, for example interaction between mechanisms has to be handled, e.g. by ACB skip. It seems that a single service agnostic mechanism could replace all of the current mechanisms in the Access Stratum. 
Proposal 1: For NR, a single access barring mechanism in the AS should be designed, that could handle all foreseeable cases, and could be flexible enough to be extended to handle future cases.  
For LTE and previous systems, the AS has to great extent been service agnostic and NAS has taken care of service specific parts. As the access Control actions are taken due to load conditions, AS have had control of the load dependent part of the barring decisions. NAS communicates the necessary service dependent information to AS by cause values. These principles have worked well in the past.
Proposal 2: The access barring mechanism should be designed such that the AS part is general (service agnostic), assuming that AS can take barring decisions based on load. Service dependant parts are placed in NAS, and NAS communicates service dependent information to AS by cause values. 
Simplifications could be considered, e.g. it could be clarified that the NAS cause value for Access Control, should be a cause value only for access control and other load control actions. 
Proposal 3: The NAS cause value(s) for access control shall be used only for access and load control, and shall be used internally in the UE for barring and should be provided to the network in cases when the network may choose to take a load control action, e.g. to reject or delay a procedure.
In previous systems, access control has been mainly applied at state transitions. However in modern systems a connection may be very long and whether the UE changes state or not may be a RRM decision of the network. Thus it is desirable to divorce the triggering of access control from RRC state transitions. 
Proposal 4: Access Barring evaluation shall be triggered at access independent of the RRC State of the UE
3 Summary

Proposal 1: For NR, a single access barring mechanism in the AS should be designed, that could handle all foreseeable cases, and could be flexible enough to be extended to handle future cases.  

Proposal 2: The access barring mechanism should be designed such that the AS part is general (service agnostic), assuming that AS can take barring decisions based on load. Service dependant parts are placed in NAS, and NAS communicates service dependent information to AS by cause values. 

Proposal 3: The NAS cause value(s) for access control shall be used only for access and load control, and shall be used internally in the UE for barring and should be provided to the network in cases when the network may choose to take a load control action, e.g. to reject or delay a procedure.

Proposal 4: Access Barring evaluation shall be triggered at access independent of the RRC State of the UE



































































