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Introduction
In this document, we discuss how to design Access Control for New RAT and suggest principles of access control mechanism.
Discussion
E-UTRAN controls accesses from different services based on a combination of various access control mechanisms, i.e. ACB, ACB skip, SSAC, EAB and ACDC. Interaction among different mechanisms is quite complex and increased UE complexity. Since those mechanisms introduced barring information broadcast via system information, those also increase signaling overhead in system information.
In our view, it is highly desirable to design a unified access control mechanism covering all of the following use cases for standalone NR:
· emergency access and high priority access

· signaling and data

· MT and MO

· different services including MMTEL voice, MMTEL video and SMS and different types of applications

· exceptional, normal and low priority access (delay tolerant) for user data
· different types of devices

· Probability based access control

· Access Class based access control

Proposal 1: A unified access control mechanism is designed in standalone NR to cover all of the use cases that has been supported by various LTE access control mechanisms. 

In addition, different network slices may experience different overload situations. Hence, per-slice access control should be supported in standalone NR. Different slices would be realized by different use cases/services (e.g. eMBB, URLLC and mMTC). Per-slice access control could be very similar to per-PLMN access control. 

Proposal 2: Per-slice access control (e.g. per-PLMN access control) should be supported in standalone NR.
In LTE, SSAC is applied to both RRC_IDLE and RRC_CONNECTED. In our view, the unified access control in NR should be applicable not only for UEs in RRC_IDLE but also for UEs in RRC_CONNECTED including RRC_INACTIVE. In particular, the unified access control in NR could be used to control uplink access to NR RAT from UE in RRC_INACTIVE
Proposal 3: The access control mechanism in standalone NR should be applicable for UEs in any RRC state.

In LTE, access control mechanisms are mainly used to control state transition from RRC_IDLE to RRC_CONNECTED. In NR, we may introduce a new state called RRC_INACTIVE. If RRC_CONNECTED is divided into RRC_ACTIVE and RRC_INACTIVE, we think that cell reselection is used in RRC_INACTIVE while network controlled mobility is used in RRC_ACTIVE. Thus, when UE makes state transition from RRC_INACTIVE to RRC_ACTIVE or updates its location in RRC_INACTIVE, it seems necessary to control access from UE in RRC_INACTIVE. 

Proposal 4: The access control mechanism is used to control uplink access from RRC_INACTIVE as well as uplink access from RRC_IDLE.

Conclusion

In conclusion, we propose the following principles for design of access control mechanism in standalone NR:
Proposal 1: A unified access control mechanism is designed in standalone NR to cover all of the use cases that has been supported by various LTE access control mechanisms. The use cases includes at least:

· emergency access and high priority access

· signaling and data

· MT and MO

· different services including MMTEL voice, MMTEL video and SMS and different types of applications

· exceptional, normal and low priority access (delay tolerant) for user data
· different types of devices

· Probability based access control

· Access Class based access control

Proposal 2: Per-slice access control (e.g. per-PLMN access control) should be supported in standalone NR.
Proposal 3: The access control mechanism in standalone NR should be applicable for UEs in any RRC state.

Proposal 4: The access control mechanism is used to control uplink access from RRC_INACTIVE as well as uplink access from RRC_IDLE.
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