3GPP TSG-RAN WG2 NR Adhoc Meeting	R2-1700317
Spokane, USA, 17th – 19th January 2017

Title: 	Data forwarding during HO between RAN nodes connected to NG Core
Source: 	Intel Corporation 
Agenda item:	3.2.1.3	QoS
Document for:	Discussion and decision
Introduction
[bookmark: _GoBack]
To ensure lossless in-sequence delivery of the packets to the upper layers during the HO between RAN nodes connected to NG Core, data that is buffered in the source RAN node must be forwarded to the target RAN node.  There are two types of data that is forwarded:
1)“Fresh” data (i.e., data that is not attempted delivery and hence does not a SN in the source side) arriving at the source node must also be forwarded to the target.  
2) Packets that were attempted delivery in the source side and hence have a source PDCP SN.  The receiver may have received some of these packets but at all.  The tx may not have up to date RLC status reports to know which packets were received.

The former is simple as the source simply forwards packets without any manipulation.  This document discusses the latter type of forwarded packets.

In LTE, this was done using PDCP Sequence Number (SN) of the DRBs.  Since the data sent over a DRB is the same in the source and target, the PDCP SN could be maintained in the source and target.  The receiving node (UE for DL data) can then merge the data from the source and the target using the SNs and put them back in sequence, detect duplicates and provide PDCP status report to avoid duplication of data being sent over target.    
In NR and LTE connected to NG Core, the mapping of the QoS flows to a DRB is up to RAN node (eNG/gNB) implementation.  This implies that data sent over the DRB in source node may not go over the same DRB in the target node and hence the SN used for the data in the source node cannot be continued in the target node.   It is thus not possible for the receiving node to merge the data from the source and target to perform re-sequencing or loss/duplicate detection.
With the assumption that lossless in-sequence delivery must be supported by standards, this document discusses some solutions possible to do so.
Discussion
As a packet sent over a DRB in the source side may be sent over a different DRB on the target side, the SN from the source cannot be re-used by the target node.  For example, QoS flow 1 and 2 are mapped to DRB 1 in source gNB while they are mapped to different DRBs (DRB1 and DRB 2) in target gNB.  Packets from QoS flow 1 may be sent with SN 1, 3, 4, 6 and QoS flow 2 with SN of 2, 5 over DRB1 on the source side.  In the target side, QoS flow 2 can be mapped to DRB2 with hence the sequence numbers 2 and 5 for these packets cannot be reused.  When these packets are sent over DRB2, with say, SN 1, 2, UE has no means to identify them as packets 2, 5 of DRB1 from the source side.   Hence the solutions used in LTE, to use PDCP to perform in-sequence lossless delivery and status reports cannot be applied for RAN connected to NG Core.




Figure 1: IP flows with different QoS flow marking mapped into different DRBs

Different solutions can be considered to provide lossless in-sequence delivery for RAN nodes connected to NG Core.  
The simplest solution would be to start tx from the target side starting from the first unacked packet.  The receiving node discards all buffered out of sequence packets.  This is similar to what is done in LTE except that in LTE, there was the possibility to send PDCP Status report to avoid duplication over the radio.   The cons of this solution is that there could be significant duplication of data sent over the target side simply because one early packet was lost on the source side.   A combination could also be used – that is, re-use LTE solution where DRB mapping has not changed between the source and the target and this solution where it has changed.   The main limitation of this solution is that there is possibility of duplicates being delivered to higher layers if the receiver had not yet acked the received packets.  
Another simple option is to continue with the source DRB mapping on the target side until all the packets with SNs from the source are successfully sent to the UE.  The DRB mapping can be changed after this by using a signalling configuration or by using reflective QoS.  For DL, this can remain a network option but for the UL, some specification may be needed – for example, UE will need to indicate to the network when it has finished sending data with SN so network can perform the reconfiguration.  It may not always be possible for network to support the same number of DRBs as the source and this will need to be taken care of in implementations for this solution to work properly.
Other more complex solutions can also be considered.  For example, using QoS flow based SN.  Since the SN is also used for security in PDCP and SN cannot be repeated for the same key, this effectively means different PDCP entities for each QoS flow.  This is a bigger change to the architecture from the current decisions.
Based on the above discussions, it is proposed:
Proposal #1: Data forwarding is supported to provide in-sequence lossless HO between RAN nodes (gNBs or eNBs) connected to the NG Core.  
Proposal #2: As a baseline, the solution where target side use the same QoS flow to DRB mapping as the source for the transition period can be considered. More detailed analysis on the benefit of other approaches can be looked at in the work item phase.
Conclusions
This contribution looked at the issue data forwarding between two RAN nodes connected to NG Core.  It is shown that some special handling is needed to support lossless in-sequence delivery.  The following proposals are made:
Proposal #1: Data forwarding is supported to provide in-sequence lossless HO between RAN nodes (gNBs or eNBs) connected to the NG Core.  
Proposal #2: As a baseline, the solution where target side use the same QoS flow to DRB mapping as the source for the transition period can be considered. More detailed analysis on the benefit of other approaches can be looked at in the work item phase.
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