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Introduction
[bookmark: _Ref178064866]RAN2#96 discussed L2 reset behaviors in handover procedure and made some agreements as follows:
Agreements
1:	RRC involved handover with at least MAC entity reset is supported.
2:	RRC involved handover with and without PDCP entity re-establishment is supported. (Confirmation required from SA3 that handover without security key change is acceptable)
Agreement 1 does not relate to multi-connectivity mechanisms to perform handover which is still to be studied
FFS whether RRC involved (single connectivity) handover with and without RLC entity reset is supported

In this contrubution, we give some detailed analysis and discussions about L2 behaviors in NR handover and reconfiguration procedure, then give our proposals accordingly.
Discussion
In LTE, there is a common handover procedure applied for all handover cases including inter-eNB handover, intra-eNB handover and even intra-cell handover. And TS36.331 defines current L2 behaviours in handover procedure are as followings:
	If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>	reset MCG MAC and SCG MAC, if configured;
1>	re-establish PDCP for all RBs that are established;
1>	re-establish MCG RLC and SCG RLC, if configured, for all RBs that are established;


That is to say duringhandover procedure, MAC entity will be reset to the initial status and restart. And RLC also will flush all buffers and status variables and come to the initial status. Only PDCP entity of AM mode can sustain its SN status for the losslessness of data. In this procedure, all of non-complete PDCP PDUs will lose their transmission status. Redundant retransmission will not be avoided and increase radio resouce consumption. But the more important thing is that the extreme requirement of 0ms handover interruption time will be difficult to achieve if the current processing procedure is still used in NR. Any delay, e.g. caused by reseting L2 entity, synchronization between the receiver and the transmitter and retransmission, will go against meeting 0ms requirement. From our side, intra-cell handover or intra-eNB handover have optimization space if SA3 can confirm that in these two case, security context update is not always mandated. Some L2 status can be considered not to reset in some cases.
Observation1: It is not difficult to achieve the 0ms handover interruption time if the current L2 resetting behaviour is inherited by NR.
In intra-gNB handover case, there are two typical configurations: one is intra-gNB (intra-node) handover like legacy intra-eNB handover and the other is intra-CU handover between different DUs. The main difference comes from whether the fronthaul is ideal or not in the CU/DU case. Moreover, for intra-CU/inter-DU handover, there may involve some CU-DU interface procedures.


In intra-gNB handover case, there is no need for interface signaling and procedure. Just a reconfiguration signaling with mobility information will be sent to the UE. The network’s behavior is left to the implementation. If the node or control entity of source cell and the one of target cell is the same, it is not difficult to sustain the whole L2 status and the continuity of security context is reasonable and possible. In this case, L2 status keeping is easy to implement. In the CU/DU case there are two nodes for the source cell and the target cell. But if the fronthaul between the source cell node and the target cell node is ideal, L2 status keeping is also easy to implement. Security requirement needs to be evaluated by SA3.
For intra-gNB (intra-node) handover case, L2 behaviours include (to meet 0ms handover interruption time): 
· No security context update if confirmed by SA3;
· No PDCP re-establishment;
· Only RLC re-ordering timer reset and send status report immediately;
· MAC reset.
Proposal1: No re-establishment for RLC and PDCP should be considered and further studied in intra-gNB handover case to meet 0ms interruption time.
In intra-CU handover case, there is no need for security update because the security function is located in the same CU entity. And according to RAN3 CU-DU functional split option 3-1, most of RLC functions are located in the CU entity, e.g. RLC PDU numbering, ARQ and re-ordering. Hence when UE moves from the source DU to the target DU, RLC status can be kept besides re-ordering timer and related variables because of MAC reset. And RLC receiver will send a status report directly to synchronize the peer entity.
For inter-DU & intra-CU handover case, L2 behaviours include:  
· No security context update if confirmed by SA3;
· No PDCP re-establishment;
· RLC layer has two options:
· Only RLC re-ordering timer reset and send status report immediately (CU-DU split option3-1, i.e. RLC located in CU)
· RLC re-establishment ( CU-DU split option2, i.e. RLC located in DU)
· MAC reset

Proposal2: In intra-CU handover case, it is feasible not to re-establish RLC entity in CU-DU split option 3-1 architecture.


In inter-gNB handover case, according to the current SN status transfer and data forwarding procedure, the status of PDCP layer can be kept and data lossless can be guaranteed. But RLC layer will be reset and lost successful transmission information about some PDCP PDU segments. If these PDCP PDU segments can be deciphered successfully by the source PDCP receiver to recover as segments of PDCP SDU, the source node can forward these segments of SDU to the target node and only the leftover parts of these PDCP PDUs need to be retransmitted in the target node. The Uu interface resource can be saved. This would requirePDCP layer also supports segmentation function. And it will have some segment indicator ambiguity and reassemble problems if in the target node security and header compression are restart, PDCP PDU constructed by the target node will have different size with the PDCP PDU by the source node even if the original PDCP SDU is same.
For inter-gNB handover case, L2 behaviours include:
· Security context update (Confirmed by SA3);
· PDCP re-establishment (Count value maintaining, FFS carry segment info if segment decipher is permitted and PDCP support segment retransmission);
· RLC re-establishment;
· MAC reset;
Proposal3: The current L2 behaviors in inter-eNB handover can be as the baseline for the inter-gNB handover.
Proposal4: The PDU segment information can be further studied and evaluated in data forwarding and SN status transfer procedure if segment decipher can be successful.
The following table gives a summary of different scenarios: 
Table 1 L2 behaviours in different handover cases
	
	Intra-gNB case
(No DU)
	Intra-gNB case
 (CU-DU option 3-1)
	Intra-gNB case
 (CU-DU option 2)
	Inter-gNB case

	Security
	No update
	No update
	No update
	Update

	PDCP
	No re-establishment
	No re-establishment
	No re-establishment
	Re-establishment(FFS for segment enhancement)

	RLC
	No reset(except for re-ordering timer)
	No reset(except for re-ordering timer)
	Reset
	Reset

	MAC
	Reset
	Reset
	Reset
	Reset



Conclusion
Based on the discussion in section 2, we have the following observations and proposals:
[bookmark: _In-sequence_SDU_delivery]Observation1: It is difficult to achieve the 0ms handover interruption time if the current L2 resetting behaviour are inherited by NR.
And we propose: 
Proposal1: No re-establishment for RLC and PDCP should be considered and further studied in intra-gNB handover case to meet 0ms interruption time.
Proposal2: In intra-CU handover case, it is feasible not to re-establish RLC entity in CU-DU split option 3-1 architecture.
Proposal3: The current L2 behaviors in inter-eNB handover can be as the baseline for the inter-gNB handover.
Proposal4: The PDU segment information can be further studied and evaluated in data forwarding and SN status transfer procedure if segment decipher can be successful.
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