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1 Introduction
In order to mitigate network congestion, access control mechanism is introduced in legacy systems. In this contribution, we analyze the existing access control mechanism in LTE and discuss consideration on access control in NR.
2 Discussion
In [1], potential requirements of access control are listed as follows:
	5. Enhanced access control

[PR 5.6.2-021] The 3GPP system shall support an enhanced service access control mechanism (e.g., based on the subscriber PLMN, the access class, the device type (UE or IoT device), the service type (e.g., Voice, SMS, specific data application) and the communication type (e.g., emergency call, signalling and/or service origination)).
[PR 5.6.2-022] The enhanced service access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy.


Proposal 1: RAN2 confirms access control mechanism in NR should consider the following factors:

1) PLMN;

2) Access class;

3) Device type;

4) Service type;

5) Communication type.

In order to apply access control in network sharing scenario, access control mechanism was enhanced to perform access control per PLMN in Rel-12 for LTE.
In LTE access control, Access Class of UE is considered. For example, when performing access control with mobile originating calls, normal UEs (Access Class 0-9) are barred with a probability factor and a timer while special UEs with special Access Class are controlled separately. When EAB is applied, a bitmap is broadcasted in which each Access Class (AC 0-9) can be either barred or not barred.
The different access control mechanisms are applied for WB-EUTRAN UEs and NB-IoT UEs. Different device types are also considered for access control in LTE.

For WB-EUTRAN UEs in RRC idle mode of LTE, access control mechanism includes[2]:
1) EAB(Extended Access Barring), which is applied for MTC services;
2) ACDC(Application Specific Access Class), which is introduced for an application-specific access control;
3) Access control for emergency call;
4) Access control for mobile terminating calls;
5) Access control for CS fall-back;
6) Access control for mobile originating calls;
7) Access control for mobile originating signaling;
8) Access control for MMTel-voice and MMTel-video accesses, which includes SSAC(Service Specific Access Control) and access control skip mechanism;
Hence, Communication type (e.g. emergency call, mobile terminal calls) and service type (e.g. MMTel-voice, application specific access control) are also considered in LTE mechanism.

Access control mechanism in NR can consider the mechanism in LTE as a baseline. However, the existing LTE access control mechanism has been extended largely with technology evolution. For example, based on the basic access control in Rel-8, access control for MMTel-voice and MMTel-video is introduced in Rel-9, access control for CSFB is introduced in Rel-10, and so on. Access control mechanism becomes complex and redundant. And the extensibility of access control is not effective for new feature. For example, for idle UEs with MMTel-voice call, SSAC would be performed with IMS layer request. Then access control skip or access control for mobile originating calls will be performed again when RRC connection establishment/resume procedure is initiated. It is redundant. And if access control of other service type based on application layer request would be introduced, additional access control skip factor would have to be extended.
Hence, simplify and unify access control mechanism for all features can be considered in NR. When AS layer performs access control mechanism, it does not need to be aware which feature is applied. Instead, AS layer could base on an access control parameter set as inputs to perform access control. And the output of access control may include bar state, and may also include bar timer. The access control parameter set may include Access Class, PLMN index, access type index and so on. Different access type index may be allocated for different communication types, different service types and so on. The access control parameter set may be provided by upper layer or AS layer before performing access control. Figure 1 gives an example of enhanced access control mechanism.
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Figure 1 Access control in NR
Proposal 2: Introduce an unified access control mechanism for NR.

In LTE, SSAC is introduced in Rel-9 to prevent IMS network to suffer too many IMS request. It is applied in both RRC idle state and RRC connected state. And it was also agreed that SSAC is applied in RRC connected state with a light RRC connection in last RAN2#96 meeting. For NR, besides RRC idle state, access control mechanism is also needed to be applied to both connected active state and inactive state. It can be discussed further that which features would be supported and how to support these features for access control mechanism in connected active state and inactive state.
Proposal 3: For NR, access control mechanism is applied to idle state, connected active state and inactive state.
3 Conclusion

According to the analysis in section 2, it is proposed:
Proposal 1: RAN2 confirms access control mechanism in NR should consider the following factors:

1) PLMN;

2) Access class;

3) Device type;

4) Service type;

5)  Communication type.
Proposal 2: Introduce a unify access control mechanism for NR.
Proposal 3: For NR, access control mechanism is applied to idle state, connected active state and inactive state.
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