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Introduction
The 3GPP SA1 study item New Services and Markets Technology Enablers (SMARTER) has studied the potential requirements key families of use cases and their potential requirements.
Discussion
Inline with the Massive machine-type-communications being identified as one part of the 5G radio [2] use case scenario and potential requirement were defied within [1]:
· The 3GPP System shall support a secure mechanism to remotely provision an IoT device that has not been pre-provisioned, with its 3GPP subscription credentials. 
Corresponding security aspects for “Attach procedures for Remote SIM Provisioning” are discussed in SA3 and captured in their TR33.899 [3]. SA3 has not yet finalized its discussion but informed SA2 [5] that potential impacts on attach procedure can‘t yet be described. 
Even though the discussion has not really started in SA2 there may also be some impacts related to RAN2 procedures. This contribution is intended to provide some background information and name certain areas which may be impacted accordingly. 
New use case scenario 
The number of MTC devices is expected to rapidly grow. The USIM in the past decreased in size and there are some trends going towards storing the credentials in the device and having no external USIM. When an MTC/IOT device is manufactured the intended customer or the network in which it will finally be used is not clear. Sometimes even not the country/geographical area is known when it leaves the manufacturing site. Hence there is no possibility to provide a set of 3GPP subscription credentials during manufacturing. Once manufactured the device only becomes reachable again when soldered to the application i.e. when being deployed in the field. When manufactured the device has an IMEI and/or serial number and some associated manufacturer symmetrical key.
The only way to provide credentials to such a device is via the air-interface i.e. allow “limited” access and remotely provision the 3GPP credentials. Limited access means access intended for receiving 3GPP credentials.

Observation1a: A device not having final 3GPP credentials may attempt to attach to the 5G network.
Architectural impact 
The architectural impacts are subject for SA2 to discuss all information given in this section shall just be considered as background information.
In general supports a 5G slice the communication service of a particular connection type with a specific way of handling. According to one possible solution for “Attach procedure for Remote SIM Provisioning” [4] the concept of the 5G network slice would be enhanced to allow for “Remote Provisioning Services”, i.e. define a new slice allowing devices to attach for receiving 3GPP credentials. 
Once the device has received a set of 3GPP credentials the connection to the RPS slice is terminated and the device can via initial cell selection attach to the network and hence being grouped in the corresponding 5G network slice.
RAN impacts 
Besides the impacts named and listed concerning the architecture being for SA2 to discuss there are also impacts on the RAN level, i.e. the RAN entry point for such a network slice. gNBs may partially or exclusively or not at all belong to said “RPS slice” and support corresponding requests. 
A device normally always selects the first suitable cell and would afterwards potentially re-select to a better cell according to the provided information. In case that a device has no 3GPP credentials it may perform its radio search in the same way.
As a consequence it should be clearly visible prior an attach attempt without 3GPP credentials whether such attempt would be allowed or prohibited on said cell. Furthermore it should be discussed in case that access without 3GPP credentials is not allowed whether such a cell may provide assistance information where to find such a cell.
In case that a cell would allow such an access it should be discussed whether separate resources i.e. separate RACH resources as indicated by the gNB should be used avoiding any disturbance with other slices and also how such requests can be separated and distinguished from other requests.
 As it can be seen from above initial statements there are many open areas which need further discussion also in RAN and hence it is suggested to include a new subchapter under the topic initial attach in the RAN2 NR report, initial attach without 3GPP credentials. 
“Attach procedure for Remote SIM Provisioning”

Conclusions
It is suggested that the technical report includes a scenario/requirement for the provisioning of 3GPP credentials.
Proposal 1: Devices which have not been pre-provisioned with 3GPP credentials may request these via attaching to the network. 
Proposal 2: A gNB shall indicate whether an attach without 5G credentials is allowed in that cell or not. In case the attach is allowed corresponding information shall be provided to the device. Provided information and attach procedure is FFS.
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