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1
Introduction
A Network Slice is considered as an independent virtualized End-to-End Network and is a key feature of NR/NGC. It requires NGC configuration and control. Slice-capable UE will be able to operate according to NGC (slicing) policies, if those are accordingly supported in RAN. 

In this contribution, we elaborate required support of Network Slice selection by RRC procedures.  
2
Discussion
RAN2 studies on Network Slicing support resulted in fundamental requirement that UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS [3].

In addition, there have been open points left from SA2 and RAN3 targeting RAN2 with this regard:

· “whether the NSSAI used over RRC is the same as over NAS is FFS” (section 5.15.2 of TR 23.799 [1])
· “the air interface, it is up to RAN groups to decide how to carry/define NSSAI information in RRC” [2]

To decide how the RRC should convey the NAS information, we discuss in following the existing NSSAI characteristics.
Observation 1: RAN2 needs to specify UE support to convey NAS information that identifies a slice.

2.1 Network Slice Selection Assistance Information
SA2 and RAN3 specifies Network Slice Selection Assistance Information (NSSAI) characteristics as follows:

· the NSSAI is used as input to select an NG CN instance to serve the UE
· the NSSAI can be standardized or PLMN specific values
· the NSSAI is a collection of SM-NSSAIs, each allowing the network to select a particular slice, and each possibly consisting of :
· Slice/Service type (SST), which refers to the expected network behaviour in terms of features and services
· Information that complements the Slice/Service type(s) to allow further differentiation for selecting from the potentially multiple network slice instances that all comply with the indicated slice/service type(s). This information is referred to as Slice Differentiator (SD)
· each network slice is uniquely identified by a S-NSSAI [2]
· the NSSAI as a set of S-NSSAI (Single-NSSAI) 

· the UE may be pre-configured with NSSAI

· the RAN is configured with the corresponding NSSAI of the connected NG CN Instances
Network Slicing architecture assumes RAN is provisioned with NSSAI to facilitate UE connection with NG CN slice instance that will serve the UE best (see Figure 1). 
Figure 1. AMF selection with UE assistance information.
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As far as the slice identification is concerned over the radio interface, this is used by RAN for two different purposes:
· Select appropriate RAN part of slice,

· Enable selection of the appropriate AMF node.
It should here be noted that SA2 does not foresee the same information be sent depending on the use case (see [1]):

· For attach and TAU the full NSSAI is required

· For PDU session establish the S-NSSAI is good enough.

Observation 2: The full NSSAI need not be sent in all RRC messages. Using S-NSSAI in use cases other than Attach and TAU is optimal.

2.2 Slice identifier format in RRC
Focussing on the use cases where the full NSSAI is to be sent (as RRC does not distinguish the use cases) it could appear appealing at first sight to use a “reduced form” of it with the alleged main gain to better fit in size in the RRC message.
Before analyzing the relevance of such proposal, the following remarks should first be made:

· RRC Connection Setup Complete is not itself size critical

· Rel-15 NR Work Item should specify the NR functionalities for:

· enhanced mobile broadband (eMBB) and 
· ultra-reliable low-latency-communication (URLLC) [5].
This implies, in the nominal case the UE might indicate at Attach or TAU the use of only 2 slice types. The most frequent type of slices will be standardized slices that are just using the SST field of the S-NSSAI only and we believe it will be 8 bits. If we allow a S-NSSAI to be sent as just 8 bits when the S-NSSAI misses the SD field, the common case of UE assistance information for slicing would be between 8 and 16 bits. 

Thinking of more advanced combinations or forward compatible extensions, we note that there will be a limitation to support a number of slices to be at most equal to the number of DRBs per UE which is also the number of PDU sessions per UE. An educated guess is that 8 could be the maximum with more common number of active slice in the lower single digits. That would end up with worst case of 64 bits if we allow a S-NSSAI to be sent as just 8 bits when the S-NSSAI misses the SD field.
Observation 3: Practical deployment scenarios do not indicate optimization of S-NSSAI size is critical.

Conversely, RAN3#95 concluded RAN may use slice ID(s) from RRC for selection of the RAN part of Network Slice before final slice(s) selection is indicated by the NR CN.
While use of S-NSSAI list across all the other interfaces is aligned, we believe, use of a slice ID in other format representing the combination of S-NSSAI supported by the UE could actually increase the complexity. 
With the so far assumed approach where the NSSAI= list of S-NSSAI the routing rules in the RAN would be based on routes to a default type of AMF + potential alternate AMFs types that are optimal if the UE uses just a set of slices encompassed by certain set of slices these AMFs optimally support + maybe dedicated AMFs routes for certain SST or SST+ SD combinations where these required isolation of AMF. Per SD routes could also be provisioned when SD identifies a tenant in a PLMN so if NSSAI has a single SD value these routes can be used.

Observation 4: List of S-NSSAI provides full flexibility in CN selection.

Similar considerations apply also for the behaviour policies provisioned in the RAN for the RAN part of the slice, in fact RAN slice part policies would be based a default policy for all UEs + potential alternate policies types that are optimal if the UE uses certain SST or SD values. Per SD policies could also be provisioned when SD identifies a tenant in a PLMN and the UE only used S-NSSAIs with same SD field.

Observation 5: Optimum behavior policies can be applied for RAN slice part using the list of S-NSSAI.

On the contrary, the use of a “single-value combined slice ID” would require:

· UE mapping effort to a slice ID(upper layers operate with NSSAI format)

· eLTE/gNB de-mapping effort from slice ID to NSSAI format

· configuration effort to foresee all possible combinations of SST and SDs and map them onto single-value slice ID,

· harmonization of this mapping across all PLMNs whenever standardized values are to be used.

While Network Slicing is end to end functionality and he assistance information format is used uniformly across network interfaces, change of format over the air interface would require additional UE procedures.

If such mapping of “NSSAI” into “single value slice ID” is assumed PLMN dependent then it is also questionable how features such as access clad barring or restriction would work when interacting with “access categories” as being assumed by RAN2. While a standardized mapping of NSSAI into “access categories” could be done by CT1, it would not be possible if an intermediate slice ID mapping is done.

Observation 6: Using a single slice ID value over the radio to represent the list of S-NSSAI will significantly increase the configuration effort in the RAN.
Proposal: UE conveys list of S-NSSAIs at RRC Connection Setup Complete, as provisioned by upper layer.
3
Conclusion
We conclude the contribution with the following observations and proposal to be agreed:

Observation 1: RAN2 needs to specify UE support to convey NAS information that identifies a slice.

Observation 2: The full NSSAI need not be sent in all RRC messages. Using S-NSSAI in use cases other than Attach and TAU is optimal.

Observation 3: Practical deployment scenarios do not indicate optimization of S-NSSAI size is not critical.

Observation 4: List of S-NSSAI provides full flexibility in CN selection.

Observation 5: Optimum behavior policies can be applied for RAN slice part using the list of S-NSSAI.

Observation 6: Using a single slice ID value over the radio to represent the list of S-NSSAI will significantly increase the configuration effort in the RAN.
Proposal: UE conveys list of S-NSSAIs at RRC Connection Setup Complete, as provisioned by upper layer.
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